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EN 60950: 1992 Including Amendments 1,2,3 & 4
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and follows the provisions of the Council Directive 1999/EC on radio and telecommunication terminal equipment and the
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Before You Begin

Scope of Manual

23

This manual describes the MGC Manager software installation, the
configuration procedures and advanced system settings procedures. It is
intended for service engineers and system administrators who need to
configure, manage and maintain the MGC unit.

Only MGC Manager operators with Suppressor rights can perform MGC
Manager configuration tasks. In addition the user must have Superuser rights on
the computer on which the MGC Manager application is running, or any other
permission than enables the application to access the Registry (read/write) and
read/write files on the C: drive (root directory) and under the Windows directory
folder.

Detailed information on using the system, including starting and shutting
down the system, is provided in the MGC Manager User’s Guide Volume |
and Volume I1.

This manual assumes the user has knowledge of the following:

o Familiarity with the Windows 95/98/2000/NT/XP environment and
interface

«  Basic knowledge of video conferencing concepts and terminology
e Basic knowledge of the MGC Manager application
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Contents

The MGC Administrator’s Guide includes the following chapters:
«  Chapter 1 - Before You Begin

Provides a general description of the MGC unit, its system requirements
and its prerequisites, and describes the topics and conventions to be
found in this manual.

«  Chapter 2 - Software Installation

Includes step-by-step instructions for installing the MGC Manager
software, downloading the software to the MGC unit, and configuring
the IP address of the MGC unit.

«  Chapter 3 - Defining Network Services
Includes step-by-step instructions for defining Network Services that
supply ISDN and T1-CAS lines, ATM, IP, Serial or leased lines to the
MGC unit. In addition, it describes the assignment of the Network
Service to the appropriate Network module installed in the MCU.

« Chapter 4 - MCU Card Management
Describes how to:

— List the installed functional modules (cards)

— View and configure functional module parameters
— Reset the functional modules and their units

— Remove and restore a functional module

«  Chapter 5 - System Management
Describes how to use various utilities provided with the system to
perform tasks such as:

— View the system resources status

— Use various MCU Utilities to view and modify configuration files
residing on the MCU’s hard disk

—  Work with the MCU in general
— Access the MCU with IP Terminal
— Set the communication default parameters

«  Chapter 6 - Defining Operators
Provides instructions for defining new MGC Manager operators and
managing the operators connected to the system

1-2
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Chapter 7 - Configuring the Gateway
Describes the various routing methods and provides step-by-step
instructions for configuring the gateway.

Chapter 8 - Audio and Video Conversion Tools
Describes how to use the Greet and Guide tools to create audio messages
and video slides and how to convert them into the MGC format.

Appendix A - Faults
Lists the fault codes and their descriptions.

Appendix B - PPP Setup
Describes how to establish TCP/IP communication between the MGC
Manager and the MCU via a telephone line, modem or serial connection.

Appendix C - Performance Monitoring Net-T1/Net-E1
Describes how to monitor the performance of the ISDN lines connected
to the Net-T1/Net-E1.

Appendix D - The Falcon Diagnostic Tool

Describes how to use the Falcon diagnostic tool which is an add-on to the
MGC application that enables you to run diagnostic tests on the hardware
and software of the MGC-25, MGC-50 and the MGC-100 units.

1-3
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Conventions

Before using this manual, it is important for you to understand the terms and
conventions used:

e The term “Double-click” is used when you need to activate a menu
command or a command button in the dialog box.

e The term “Select” or “Click” is used to highlight a part of the window,
dialog box or menu that you want to be changed with your next action.

«  The term “Right-click” is used when you press and release the right
mouse button to open a pop-up menu.

«  The term “Click OK” means that you can either click the OK button with
the mouse, or press the <Enter> key on the keyboard.

«  Keyboard keys appear in capital letters, between these two symbols < >.
For example, the Shift key appears as <Shift>.

e The plus sign (+) between two key names indicates that you must press
and hold down one key while pressing down the second key. For
example, “press <Alt>+<P> means that you press and hold down the Alt
key while you press the P key.

« Bold type appearing in the text, or in a procedure indicates the word or
the character that you should type into a text box or the name of the
menu, command, option or button that you should select.

« ltalic type appearing in the text or in a procedure indicates the name of
the menu, dialog box or field from which an option should be selected or
into which parameters should be entered, or an icon name.

«  Tips and notes are indicated by an icon and appear in a special format on
a gray background. For example:

& This is an example of the type of note that you encounter in this Administrator’s
Guide.

1-4
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List of Abbreviations

Following is the list of abbreviations used throughout this manual:
Table 1-1: List of Abbreviations

API

Application Programming Interface

CSuU

Channel Service Unit

DPR

Dual Port Ram

ESD

Electro-Static Discharge

HDLC

High-level Data Link Control

HSD

High Speed Data

IP

Internet Protocol (H.323 and SIP)

LAN

Local Area Network

LED

Light Emitting Diode

LSD

Low Speed Data

MCU

Multipoint Control Unit

MPI

Multi Protocol Interface

MUX

Multiplexer

PBX

Private Branch Exchange

PRI

Primary Rate Interface

TCP

Transmission Control Protocol

TDM

Time Division Multiplexing

UIF

User Interface

1-5
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Installation and Configuration Workflow

The MGC configuration includes the following main steps: Hardware
Installation, Software Installation, Network Services definition and the MGC
unit configuration. The hardware installation is described in the MGC
Hardware and Installation Guide. The remaining steps are described in this
guide as illustrated in the following chart.

Hardware
Installation

v

First Entry MCU
IP Configuration

v

MGC Manager
Software
Installation

v

MGC Software
Upgrade
(Optional)

v

MCU definition
in the MGC
Manager

v

Network Services

Definition

MGC Hardware Guide,
Chapter 2

MGC Hardware Guide,
Chapter 2

MGC Administrator's Guide,
Chapter 2

MGC Administrator’s Guide,
Chapter 2

(Only for users upgrading from a
previous version)

MGC Administrator’'s Guide,
Chapter 2

MGC Administrator’'s Guide,
Chapter 3

Figure 1-1: Installation and Configuration Workflow



Software Installation

This chapter describes the MGC Manager software installation and the
definition of the MCU(s) in the MGC Manager application.

Hard
Instal

ware
lation

A 4

First En
IP Confi

try MCU
guration

\ 4

MGC Manager
Software
Installation

4

MGC Si
Ung

oftware
rade

\ 4

MCU definition
in the MGC
Manager

y

Network

Services

Definition

MGC Hardware Guide,
Chapter 2

MGC Hardware Guide,
Chapter 2

MGC Administrator's Guide,
Chapter 2

MGC Administrator's Guide,
Chapter 2

MGC Administrator's Guide,
Chapter 2

MGC Administrator's Guide,
Chapter 3

Figure 2-1: Installation and Configuration Workflow - Software Installation
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Manager configuration tasks. In addition the user must have Superuser rights on
the computer on which the MGC Manager application is running, or any other
permission than enables the application to access the Registry (read/write) and
read/write files on the C: drive (root directory) and under the Windows directory
folder.

: § Only users (MGC Manager operators) with Superuser rights can perform MGC

MGC Manager Software Installation

To set up conferences and control the MGC unit you need to install the MGC
Manager software on your computer.

& Close all programs before installing the MGC Manager software.

To install the MGC Manager software:

The MGC Manager software installation procedure is identical for new
installations and for upgrades from previous versions.

1. Insert the software CD into the CD drive.

2. On the Start menu, click Run.
The Run dialog box opens.

Run 2|

Twpe the name of a program, folder, document, or
Internet resource, and Windows will open it Far you,

=

Cancel | Browse. .. |

3. Type D:\SETUP (where D is the name of the CD drive) and click OK.

2-2
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The installation wizard starts and the Software License Agreement

window opens.

Software License Agreement ﬂ

Fleaze read the following license agreement. Uze the scroll bar to view
the rest of thiz agreement.

END-USER LICENSE AGREEMENT FOR ﬂ
POLYCOM® SOFTWARE

IMPORTANTIREAD CAREFULLY BEFORE USING THE SOFTWwWARE PRODUCT: This
End-Uszer License Agreement [“Agreement'"] iz a legal agreement between you [either an
individual ar a single entity] and Polycom, BY for the POLYCOM SOFTWARE PRODUCT
licenzed by Polycom, BY in Europe, the Middle East, Africa, and &sia Pacific, or the
FOLYCOM SOFTWARE PRODUCT licensed by Polycom, Inc. in the rest of the world
[collectively referred to herein az IPOLYCOMI). The SOFTWARE PRODUCT includes
computer software and may include associated media, printed materialz, and “online'’ ar
electronic documentation ["SOFTWARE PRODUCT"). By clicking Il agreel or by
inztalling, copying, or othenwize uzing the SOFTWARE PRODUCT, vou agree to be
bound by the terms of thiz Agreement. |f you do not agree to the terms of this Agreement,
do not install or uze the SOFTWARE PRODUCT, and return it to your place of purchase LI

Select Yes to accept the agreement.
Select Mo to cancel the setup.

< Back I Mo I es |

Click Yes to accept the software license terms.
The Welcome screen opens.

‘welcome to the MGC Manager ver 9.0 Setup
program. Thiz program will install MGC Manager ver
- 9.0 on your computer.

It iz strongly recommended that pou exit all \Windows programs
befare running this Setup progran.

Click Cancel to quit Setup and then close any programs pou
have running.  Click Mext to continue with the Setup program.

WARMIMG: This program iz protected by coppright law and
international treaties.

Unautharized reproduction or distribution of thiz program, or any
portion of it, may result in severe civil and criminal penalties, and
will be progecuted ta the maximum extent possible under law.

|

Mest > I Cancel

Read the notices and then click Next.
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The User Information screen opens.

User Information x|

Please enter your name, the name of the company for wham you
work and the product serial number.

M ame: IHDQE,

Company: IPoI_l,lc:om Metwark Spstems

Serial: IF'oncon'J

< Back I Mest > I Cancel |

6. Type your name and the name of your company in the appropriate text
boxes.
For a standard installation, enter Polycom in the Serial box.
Click Next.

The Choose Destination Location screen opens.

Choose Destination Location ﬂ

Setup will install MGC Manager ver 9.0 in the following folder.
Ta inztall to this folder, click Mext.

To inztall to a different folder, click Browse and select anather
falder.

*f'ou can chooge not to install MGC Manager ver 9.0 by clicking
Cancel to exit Setup.

" Destination Folder

C:\Program Files\MGC Manager ver 9.0 Browse... |
< Back IWI Cancel |
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Select the directory in which to install the MGC Manager software. To
accept the default directory, click Next.

To change the directory, click Browse, choose the directory in which to
install the software, and then click Next.

The Select Program Folder screen opens.

Select Program Folder =

Setup will add program icons ta the Program Folder listed below.
“Y'ou may type & new folder name, or select one from the existing
Folders list. Click Mest to continue.

Program Folders:

Existing Folders:

Games -
Launch Manager

Lavasoft Ad-Aware SE Personal

Macromedia FreeHand 9

MG Manager ver 6.0

MG Manager ver 7.0

MGLC Manager ver 7.5

MGC Manager ver 8.0

MGL Manager ver 9.0

< Back I Mest > I Cancel |

Select the Program folder in which to install the MGC Manager’s icons.
To accept the default folder, click Next.

The Start Copying Files screen opens.

Start Copying Files ﬂ

Setup has enough information to start copying the program files.
If you want to review or change any settings, click Back. [f you
are zatisfied with the settings, click Mext to begin copying files.

Current Settings:

Product name: MGC Manager wer 9.0 ;I
Product version: 9.0

Installation folder: C:%\Program Files\MGC Manager ver 9.0
Mame: ACER

Company: 11111

4 o

< Back I Mest > I Cancel |
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9. To change an installation setting, click Back until the appropriate screen
appears. Click Next to start copying the files to your hard disk.

When the installation procedure has finished, the Setup Complete screen
opens.

Setup Complete

Setup has finished instaling MGC-Manager on pour computer,

Click Finish to complete Setup.

10. Click Finish.
The MGC Manager software is now installed on your computer.
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First Entry IP Configuration

During the hardware installation process, a network IP address should have
been assigned to the MCU. The IP address must be properly assigned to the
MCU in order for the MGC Manager to connect to it. For more information
about First IP Configuration on the MCU, refer the MGC Hardware and
Installation Guide, Chapter 2.

Another method to connect to the MCU and modify its IP configuration is via

a telephone line with a modem or directly via a serial connection. For details,
see "Appendix B: PPP Setup™.

MCU Definition

The MGC Manager can connect to several MGC unit simultaneously. The
first time you run the MGC Manager application, or when a new MCU is
added to your configuration, you must define the MCU’s connection
parameters to enable the communication between the MGC Manager and the
MGC unit.

The MGC unit must be installed and its IP address properly configured before
defining its connection parameters in the MGC Manager application.

To define an MGC unit in the MGC Manager application:

window opens automatically. Click on any area of the MGC Manager window to

When opening the MGC Manager application, the Reservations in AccordDB
@ move the Reservations in Accord DB window to the back.

1. Inthe MGC Manager Browser pane, right-click the MCUs Network icon,
and then click New MCU.

E---
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The Add MCU dialog box opens.

x|
Mame : ||—
IP Address : l—
Product name: l—
MCUver: [
MCMSVer: [

()8 I Cancel | Advanced >>|

2. Inthe Name box, enter the name of the MCU. Specify a name that clearly
identifies the MCU.

3. Inthe IP Address box type the IP Address of the MCU.

Configuration. For more details, see the MGC-25 Getting Started Guide,
MGC+50/100 Getting Started Guide and MGC-50/100 Hardware and Installation
Manual.

: § The IP address must be identical to the one configured in the MCU during first IP

4. If you are not using a secured (TLS or SSL) connection between the
MGC Manager and the MCU, and if you let the system automatically
select the port for communication and data transactions between them,
you can use the system defaults and end the MCU definition.

Click OK.

5. To override the automatic port selection and manually define the port
number between the MCU and the MGC Manager, click the Advanced
button.
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The Port Number field, and the Automatic Discovery and Secured check
boxes, appear in the Add MCU dialog box.

x

Mame : IMGE 504100
% IP Address : W
Product name: l—
MCUver: [
MCMSVer: [
Fart Mumber : m Tep

¥ Automatic discovery [ Secured

()8 I Cancel

connects. If the Automatic Discovery option is enabled, then after initially
connecting to the MCU, the system checks the system configuration file
(system.cfg) for the preferred port settings. The preferred port is defined in the
GENERAL section of the system.cfg file, in the PREFERRED_PORT flag. If the
preferred port differs from the currently connected port, then the system
disconnects and reconnects using the preferred port and replaces the Port
Number with the preferred port.

: § The Port Number field identifies the MCU port to which the MGC Manager initially

6. To manually define the Port Number, clear the Automatic Discovery
check box.

7. Inthe Port Number field, select the listening port number from the drop
down list. The default port number is 5001. The Internet Assigned
Numbers Authority (IANA) has assigned port number 1205 to MCUs In
new installations, it is recommended to select the IANA port (1205).

If you are upgrading an existing installation and you do not wish to
change the firewall configuration, use the default setting (5001).

To define a secured connection between the MGC Manager and the MCU, refer
to “Defining a Secured Connection to the MCU” on page 2-10.

8. Click OK.
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The Add MCU dialog box closes. A new icon with the specified MCU
name appears in the Browser pane, below the MCUs Network icon.

i+ MGC Manager (VERSION 7.5.0.5) -3 x|

File Edit “iew Template DataBase Directory Options window Help

al = ElElE R =R = |E|! e [ P

sloz| |EpsluEEssl |RluEEEkREETE
e ELEL,
= .

EE! MCUs Metwork Hame IP Address Part YWiP.Mem | R.Mem
Alpha & L Alphaa 129,254.4,232 5001
Mame Status Caonnection | Metwaork Participant... | Connection -
Ready A

9. To connect to an MCU, see the MGC Manager User's Guide, Volume |,
Chapter 3, “Connecting to an MCU”.

Defining a Secured Connection to the MCU

TLS and SSL are used to provide a secure environment for connections
between the MGC Manager, WebCommander and API applications and the
MCU. TLS is the successor to the SSL and is a formal IETF standard.

The MCU supports TLS, SSL version 3 or SSL version 2 secured connections
based on the client’s capabilities.

The External DB Application does not support the TLS protocol, and the MCU will
continue to support their connection over the SSL v2.

A TLS or SSL Certificate is required to enable security for the MCU’s
connection to external applications. TLS and SSL use a third party, that is the
Certificate Authority, to identify HTTP transactions and secure them using
the HTTPS protocol.
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The TLS or SSL certificate must be obtained on first connection to the MCU,
once the MCU is defined in the MGC Manager application.

To obtain the TLS or SSL certificate:

1. Connect to the MCU.

2. Right-click the unit’s icon or name, and then click Create SSL
Certificate Request. Use this option for both TLS and SSL requests.

l BEProdrngmnt  Major )
Discannect
IP Configuration, .,

Mew Reservation. ..
Resource Repart...
Dongle Information. ..
CDR...

MCU Time, ..

Faults...

MU Lkils »
Retrieve Diagnostic Files 13
Fast Configuration Wizard

Flay Batch...

Telnet...

1P Terminal. ..

SHM
[

Send 551 Certificate.
Stop Current Indication Repeating

Remove MCL

Reset MCLI

Properties...
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The Create SSL Certificate Request dialog box opens, where you can
enter data for the request and apply.

£

Country Mame [2 letter code] ||_

Stats of Provincs (full name) -
Locality (full name] l—
Drganization [full name) -
Organizational Unit [section] l—
Common Name [DNS4IP) l—

E

oy | Loy | Get | Cose |

3. Enter information for all the following fields, as they are mandatory for
the request:

Table 2-1: SSL/TLS Certificate Request - Required Information

Field Description

Country Enter any 2 letter code for the country name.

State or Province Enter the full name of the state or province.

Locality Enter the full name of the town/city/location.

Organization Enter the full name of your organization for
which the certificate will be issued.

Organizational Unit Enter the full name of the unit (group or division)
for which the certificate will be issued.

Common Name Enter the DNS or the IP address of the MCU.

(DNS/IP)
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Click Apply.
The new certificate request appears in the details box.

5
Cauntiy Name 2 letter code) [z
State or Province [l name) foet
Localty {ful name] CE
Organization (full name) [Pobcom
Drgarizationsl Uit [section] ETH]
Common Name [DNSAIP] [rzzzteea0

---BEGIN NEW CERTIFICATE REQUEST - ;I
MIIBgT CCARICAQAWATELMAKGATUEBhMCHTIxD 24NE gNVEAQT BklzcmFIbDERMASG

SVE ABiopim7 ok /35 7F OuP v /yack DpUIRyrizSka+BHZw 220aT EqT Cr0ul
LT ysB G + 24D 2 Chi h/LEU K S7E W3NS gDy mk i kelmiBamO WK 24N Dy
=Gonin/biCRNzL b1 ykboib+A5dChoMkidodZR dnhat7FUCAWE A4 aAAMAOGCS GG
5 1b3DDEE BALAAAGEABIONE LGOS piwigDum hibhicad OoOE FCwsalnkiEL3TC
5 0vUCEZEHbawkpoc 7LpbmDLIZgTyT B4y HESHZUMPIIDONNECRIXOnaa St
s #\th2GIUupeiZxdBHifmalicl SGEysLic+ D11 3/Hn3BeIZSI0EZ2TAT

—END NEW CERTIFICATE REQUEST-—

| o | Get | Cose |

Click Copy, then click Close.
For a previously defined MCU for which SSL or TLS has been obtained
before, click Get to get the latest certificate request from the MCU.

In the browser, access your preferred certificate authority (for example,
http://lwww.thawte.com and select from the quick login box: Certificate
Status), paste the certificate request from MCU and submit.

The authority issues the TLS/SSL certificate, and sends the certificate by
text to you by E-mail.

When the E-mail with the certificate arrives from the authority, select the
text and click Copy.
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8. Back in the MGC Manager application, right-click the MCU’s icon and
click Send SSL Certificate. Use this option for both TLS and SSL
requests.

Disconnect

IP ConFiguration. ..

Mew Reservation. ..
Resource Report...
Dongle Information. ..
CDR...

MCU Tirne...

Faults. ..

MCU Utils L3
Retrieve Diagnostic Files
Fast Configuration Wizard
Flay Batch, ..

Telyet.,,

-

1P Terminal...
SHMP...
Creal

Stop Current Indication Repeating

Remove MCU

Reset MCL

Properties...

The Send SSL Certificate dialog box opens.
9. Paste the certificate’s text in the Send SSL Certificate window.

Send 551 Certificate x|

----- BEGIN CERTIFICATE -

MIIC2DCCA M/ gl BAgICELAWD YK aZlhueNADEEBQANGY cxCob B NVERY T AlpE

S| wIAYDVOOIE HIGT 1IGVEY TYEIDRYBOVIOT TNFLYBPTE:ZMROWG wrDVOQKE AU

aGF 306 UgD2VydBimawNhdGlvbiEXMBLIGATUE CAMOYEY TYCBURVNUIFRFUT 0:HDAa
BNVEAMTE 1R 002 SBUZXNOIENBIF) vb30wHheNMDU WO TEZMTRUMT M ZWheNMD Uk
MDAOM T LyM TMZWBpM3snCOYDVOLGE wlxMiE PMADGATUECBMESKNYWASMAEWD v D
VOOHE whUiZwingOZpdE QMAAGAT UEChMHUG seWNvbT EMMAoGAT IECKIDUZEMRY
FAYDYOODE whsNaluMiluMT gdLi0 wMIGIMADGC SoG5 Ib3DDEBAQUAA4GNAD CBIOKE

Q0DK ChYIPmT ED 02V bilyCiklIS NeAaRE kYD AKE 1 ZanlksuML abl/o 38357 w0

s24i) B4 4hypaPREDmBvE./2F UM /UmdsuwELMOHIEbUVL gF WP

ok o iniPioa 0 NPT b2 i DAAE o2l B
HRAMBABE A AMD MGAT UidHv0sMCowKKimnaCS Glmh0dHAGLy33d3cudGhhd3RILN «

b5 S0ZXN DY 2V dCEjcmuaHEOYDY R OBEY WFAYIK WY BEUHA WE GCCGADUFBUHCMADG
C50GSIb3DIEBBAUAAIGBADH +hJ0CYnDAR KB 3nwPAKQSpcPBEXNZn ki usGmnb
UiNS2fPIAGEM 1FwEX0g+Z1VIhaaDNFT AVLesHEDS anaMAizaD WFRNbzsux 1

154D pi 7GshRAG IEPSCOD A5 3t 0Pl T gt rwcig| FZ4+mZZviE 9P

rrrrr END CERTIFICATE—

t;
B

10. Click Send.
The MCU validates the certificate.
— If the certificate is not valid, an error message appears.

— If the certificate matches the private key, and the task is completed,
a confirmation message indicating that the certificate was created
successfully is displayed.
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Reset the MCU.
The system has access to the TLS or SSL-secured port 443.

If the preferred port or preferred secured port differs from the currently
connected port, then the system disconnects and reconnects using the
preferred port or the preferred secured port, and replaces the Port
Number with the preferred port or preferred secured port.

To enable a Mandatory and Secure connection to the MCU:

1.

Before connecting the MCU, right-click the MCU icon and click MCU
Utils, then click Edit “system.cfg”.
The SysConfig dialog box opens.

In the GENERAL section, set the following flags:

— SECURED_PORT_MANDATORY_FOR_API=YES
— SECURED_PORT_MANDATORY_FOR_FILE=YES
— PREFERRED_SECURED_PORT=443

Click OK and then reset the MCU.

Right-click the MCU icon and then click Properties.

Do not connect to the MCU. When you right-click the MCU, the MCU should be
disconnected and the icon appear grey.

The Properties dialog box opens.
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5. Click Advanced.

The Port Number field, and the Automatic Discovery and Secured check
boxes, appear in the Properties dialog box.

Product Management Pro x|

Mame oduc EInE
IP Address : IW
Product narne: IW
MoUVer: [Fotit
MeWSver: [roiges
Port Humber : Im IW

V¥ Automatic discovery [ Secured

ok | Cancel |

6. Clear the Automatic Discovery check box.
In the Port Number box that is enabled, enter port 443.
8. Select the Secured check box to enable mandatory security.

Product Management Properties x|

Mame Product Managemen!

[z2zigaan
Product name: IW

McUver: [feoze
50—

IP Address :

MCMS Yer :

G

Port Mumber : |443 j |Https
Automatic discovery W Secured

ok | Cancel

9. Click OK.
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10. Connect to the MCU.
When reconnected, the MCU uses the secured port.

After reconnecting, it is highly recommended to change the login password.

Viewing the MCU Connection Type in the MGC Manager
Application

When mandatory security is enabled, on first connection after the reset, the
MCU will automatically use only the preferred TLS/SSL-secured port 443,
and the HTTPS protocol. The HTTPS protocol is indicated in the

Connections list Protocol column under the MCU Configuration icon. Port

443 and the Secured (the lock) icon are indicated in the MGC Manager
window’s status bar.

W=
File Edit “iew Template DataBase Directory Options Window Help

= = R = |E U&%ﬂmmmm [an |
22 O[]l (2610 [0 || Dl @58 o] ]|
e e e i e e

1 Fe- 5232 =] [Losin fusthorization Growp | Login Since_| Location | Reservati... | Party Name | Pratocol
- {111 Fg - 323-3 1t
100 e 3234 ?@ACCORD (D) super Sepl4,2.. FE-ASHERR hitps
100 Fe-Field 1 gapowcow\ () super Sep14,2.. FEDOMNA https
L |pcras Il

parst

Prodbngmnt

= [ Product Management ( Hormal )
=} B\:ﬂ MCU Configuration
W cards I | |
ﬁ pon— Name Status Connection_| Network
B 10R Mg Servicas
& Metwork Services
’8}‘ Operators
Profiles

Ready ( Port 443 ],37]7“ |z

| Participant... | Connection Type: | Audio | Sync.
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MGC Configuration - Setting the MCU Date and

Time

2-18
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The first time you install the MCU, if you are moving the MCU to a different
location, or if the MCU is located in a different time zone from the MGC
Manager, you have to set the MCU date and time to synchronize the MGC
Manager.

The time format used in the MGC Manager is taken from the Operating System
installed on the PC running the MGC Manager. This allows 12-hour AM/PM and
24-hour formats to be used.

You can set the MCU time manually, or automatically either by updating it
according to the MGC Manager application or synchronizing it with an
external NTP server. The synchronization with an external NTP server is
available only for MCUs with XPEK operating system and it enables accurate
time calculation that is essential for cascaded or recurring conferences.

To set the MCU date and time:
1. Connect to the MCU.

2. Once connected, right-click the MCU icon, and then click MCU Time.

E--;l Product Management ¢ Normal )
=~ Disconnect
1P Configuration...

Mew: Reservation...
Resource Repart,.,
Dongle Infor mation...
COR.,

Fau-..

MCU Utils 4
Retrieve Diagnostic Files »
Fast Configuration VWizard...

Flay Bateh..

Telmet, .

1P Terminal...

SMMP. .

Create SSL Certificate Request..
Send SEL Certificate. ..

Stop Current Indication Repeating

Remaove MCL

Reset MCU

Properties...
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The MCU GMT Time dialog box opens.

MCU GMT Time x|
—MCU Time P.
MEU GMT Date: MU Local Time: & Hate:
I 206 ;
June, 2005 MCU GMT Time should
n Hne u WCU GMT Time: only be changed for
Sun Mon Tue “Wwed Thu Fri Sat Ime time adjustments ta the
28 ;W HNn 1 2 3 4 | 506 :I GMT Time.
5 & 7 8 89 10 N .
12 13 14 15 16 17 18 MCU GMT Offset: “When changing the

1m0 oA 2 02
26 27 28 29 %I
3 4 5 6 7

- = daylight saving, only
E [ 1300 — the MCU GMT Dffset
1 2 should be changed.
7 9 GetDperTime&GMTl

Get Oper Time |

[ Use NTP Server |

r— Operator Time P.

Operator Local Time & Date :

Operator GMT Offset:

08:07 Jun 30, 2005

| 0300

.

Cancel |

You cannot set the MCU'’s time or connect to the NTP server, when there are

§ The Use NTP Server check box and field is only displayed in XPEK Systems.

On Going conferences on the bridge.

3. The following fields are available:

Table 2-2: MCU GMT Time Options

Field

Description

MCU GMT Date

From the calendar, first select the month/year and
then click the day of the month.

MCU Local Time

Displays the MCU's current local time settings.
The local time is calculated according to the MCU
GMT Time and the MCU GMT Offset.

MCU GMT Time

Displays the MCU'’s current GMT time settings.

To manually modify the GMT Time, click on the hours
or minutes section of the time and either use the
scroll arrows to change the value, or enter the new
value.
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Table 2-2: MCU GMT Time Options

Field Description

MCU GMT Offset Displays the currently defined time zone difference.

To manually modify the GMT Offset, click on the

scroll arrows to change the value, or enter the new

value.

Note: GMT offset can be set in minutes, for example:
5 hours and 45 minutes.

Get Oper Click this button to automatically update the MCU's
Time&GMT Date, Time and time zone to match the MGC
Manager’s date, time and time zone settings.

Get Oper Time Click this button to automatically update the MCU's
Time and Date to match the MGC Manager’s time
and date settings (without GMT offset).

Use NTP Server This field is only applicable to XPEK systems.

Select this check box to synchronize the time with an
NTP server. Enter the IP address of the required

NTP server.
Operator Local Displays the local date and time as set in the MGC
Time and Date Manager (this time is taken from the Windows

operating system).

Operator GMT The time zone difference as set in the MGC Manager
Offset (this time is taken from the Windows operating
system).

To set the time on the MCU using an NTP Server:
1. Inthe MCU GMT Offset box, enter the time difference between the MCU
Local Time and MCU GMT Time.

2. Select the Use NTP Server check box, and enter the IP address of the
NTP server.

3. Click OK.
NTP Server synchronization may take up to an hour. All time-related
settings, such as the scheduled Starting Time of Reservations, are
adjusted.
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To set the time on the MCU automatically, using the MGC Manager time

settings:

1. Click the Get Oper Time&GMT button or Get Oper Time button.

2. Click OK.

To set the time on the MCU Manually:

1. Inthe MCU GMT Time box, enter the appropriate MCU GMT time by
either clicking on the scroll arrows to change the value, or retyping the
new value.

2. Setthe MCU GMT Offset (hours), by clicking the scroll arrows to change
the value, or retyping the new value.

3. Click OK.

Modifying the MCU Local Time for Daylight Savings

To modify the MCU Local Time for daylight savings:

1.

In the MCU Time dialog box, change the MCU GMT Offset.

The MCU local time will be changed accordingly. For example, if the
Local MCU Time shows 11:00 and the MCU GMT Offset is set to 2,
changing the MCU GMT Offset to 1 will change the MCU Local Time to
10:00. The MCU GMT Time will remain unchanged.

Click OK.
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MGC Unit Software Installation

2-22
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When upgrading the software from a previous version, you need to download
the new MCU version to the MCU unit. This process may also be required
when replacing or upgrading the control unit of the MCU.

A pre-download check is performed to ensure a successful software
installation.

Before you upgrade the MGC unit software, it is important to backup all
reservations in the MCU. This is to safeguard against reservations being lost. For
more details, see Chapter 5, “Backing up Reservations” on page 5-112.

To install the MCU software:
1. Select the MCU to which you want to download software.

2. On the File menu, click Download MCU Software.

| File Edit View Template Date

q

Download MCU Software. .. b

Preferences

Exit

Alternatively, right-click the MCU icon, click MCU Utils, and then click
Download MCU Software.

Discannect

IP Configuration...

New Ressrvation..,
Resource Repart. .
Dongle Information. ..
CDR...

MCU Time. ..

Faults...

MCU Litils Send File...

Retrieve Disgnostic Files v Send Configuration File...
Fast Configuration Wizard... Get File...
Flzy Bzt

Edit “version, tt",..

Telhet...

Ipe:e .‘ Edit "system.cfg"...
erminal.. Edit "confer.cfg"...

SMMP...

Create SSL Certificate Request..
Send SSL Certificate...
Stop Current Indication Repeating

Remave MCU

Backup Configuration, ..
Restore Configuration...
Backup Reservations...

Restore Reservations...

Reset MCU

Download MCU Software. ..

Properties...
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A message is displayed reminding you that you must have a valid dongle
attached to the MCU.

Click OK.
The Logon dialog box opens.
|

Lagin Mame: : IF'DLYEDM
Pazsword : l"""’“""‘—

()8 I Cancel |

The Login Name and Password of the current logged in operator are
entered by default. If required, enter another login name and password.

Click OK to login or Cancel to continue without logging in.

If you have selected Cancel, a message is displayed indicating that
connection will be established without login. Click YES to continue.

The Software Installation dialog box opens, with the selected MCU
displayed in the MCU List box.

Software installation

£ This program will install the software

tﬁ) required ta run the MCU by using file
transfer protocol.

Irnztall

MEU fist L

Product Management Add MCU.

Remave MCU

Enter path to source files Custar...

Lkl

I Browse...

¥ Irstall Default services

Select the Install Default Services check box to download the default
IVR Service and Entry Queue Service. The default IVR Service is in
English and is named 1VR90. The default Entry Queue Service is in
English and is named EQ90. You can manually install the default
English IVR Service and Entry Queue Service or the English and
Spanish IVR and Entry Queue Services. For more information, see
“Manual Installation of the Default Message Services” on page 2-30.
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6. You can download software to all MCUs listed in the MCU List in one
operation.

Make sure that all MCUs to update appear in the MCU List.
To add an MCU to the list:
a. Click the Add MCU button.

The Add MCU dialog box opens.

x
MCU Mame :
Ok
e — x|
Cancel
MCU [P —I
I‘I 29.254.4.252

Lagin :

IPD LvCOmM

Pazsword :

IPD LvCOmM

b. Inthe MCU Name box, type the name of the MCU.
c. Inthe MCU IP box type the IP address of the MCU.

d. The Login and Password fields are filled with the login name and
password of the logged in operator.

e. Click OK.

The Add MCU dialog box closes and the name of the MCU is
added to the MCU list.

To remove an MCU from the list:
a. Inthe MCU List, click the MCU to remove.
b. Click the Remove MCU button.
The MCU Name is removed from the MCU List.

7. Inthe Enter path to source files box, type the full path to the folder
containing the software version. Alternatively, click the Browse button
and use the standard Windows techniques to select the Folder containing
the software.

2-24



MGC Administrator’s Guide

This folder is named Vaaa.bbb, where aaa is the MGC Manager version
number, and bbb is the MCU version number.

You need to select the folder containing the latest version number, and not the
sub-folder labeled Disk 1.

Select the directory containing the installation files :

=) ¥9014,005 |

) disk2
) disk3
0 diskd
-0 disks
) diské
) disk?
) diskd

7= dicka hd
1| | 3

[8]4 I Cancel |

L

8. Click OK.

The software version’s path is displayed in the Enter path to source files
box.

Software installation

(ﬁs This program will install the software

405 required to run the MCU by using fils Install
transfer protocol.

MEU lis L

Product Management Add MCU.

Remave MCU

Enter path to source files Custarn...

e el

IX:\VEHSIDN\VSD‘IA.DDS Browse. .

[ Irstall Default services
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9. Toinstall only selected files, do the following:
a. Click the Custom button.

The Custom dialog box opens listing the files that can be installed
on the MCU. All the files are checked (selected). Only checked files
are copied to the MCU.

b. To change the selection of all files, click Toggle All.
c. Select the check box of a file to select or clear its selection.

d. When you are finished selecting the files you want to install, click
OK.

The Custom dialog box closes and you are returned to the Software
Installation dialog box.

10. Click the Install button to start the installation procedure.

A pre-download check is performed to ensure a successful software
installation. If no problem is detected, the installation procedure is
completed. If the pre-download check detects a problem, the installation
procedure is halted, and the following error messages and possible
solutions are displayed:

Table 2-3: Software Pre-download Checks

Pre-download test | Error Message Solution
Verifying that a “You must have a valid | Verify that the dongle is
dongle is installed dongle attached to the | installed on the MCU.
MCU before Contact the Polycom
downloading MCU support team to have a
software version 5.02 | dongle shipped.
and later.”
Verifying the “Software is not Download the appropriate
software version supported on this version of the software
suits the MGC type MGC type.” from the CD or the
MGC-50/100 Polycom Resource
vs. MGC-25 Center.




Y

MGC Administrator’s Guide

Table 2-3: Software Pre-download Checks (Continued)

Pre-download test | Error Message Solution
Verifying that the “Dongle doesn't Contact Polycom’s
installed dongle support the version. Resource Center and
version enables the | Please upgrade the download the upgrade file
use of the new dongle before for the dongle.
software version downloading the

version.”

Verifying that there is | “There is not enough Contact the Polycom
sufficient space on space on your hard support team.

the MCU's hard disk | disk to install the
version. A minimum of
130 MB required.”

After you have successfully installed the latest software version, it may be
necessary to restore the backed up files. For more information on backing up
and restoring reservations, see Chapter 5, "Reservations Backup and
Restore” on page 5-112.

When you upgrade the MCU'’s software, the existing card configuration files
are automatically restored.

If you are upgrading from version 5.x or 6.x, after the completion of the
upgrade process, you must manually update the existing Entry Queue
Services by adding the voice message files prompting for the conference
Numeric ID, otherwise the participants are placed on hold and cannot move
to the target conferences.

11. If you have installed the Default Services during the MCU Software

installation and you do not need to manually install additional Message
Services (such as the Spanish IVR Message Service), reset the MCU at
the end of the MCU software installation process.
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Dongle Information

The MGC-50/100 is shipped with a serial dongle installed on COML1 of the
rear panel. The MGC-25 is shipped with a serial dongle installed on parallel
port of the rear panel.

To verify if you have a dongle your are required to inspect the rear panel of
the MCU as shown in Figure 3.

il
il

Figure 3: MCU-100 & MCU-25 rear panels and their dongles
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Figure 4: MCU+ 50 rear panel and dongle location

The dongle on the MGC+ 100 is located in the identical location. On both
the MGC+ 50/100, an additional bracket is installed together with the
dongle. For more information on the installation and removal of the dongle
on the MGC+ 50/100, refer to the MGC+ Hardware and Installation
Manual.

The Dongle was introduced on the MCU and MGC Manager in version 5.02.
Each dongle installed on the MCU is backward compatible with current or
previous MGC Manager versions.

Only customers with an active Polycom Premier Family Maintenance
Agreement are entitled to upgrade a version for free.

When upgrading the MGC Manager version, you are required to upgrade your
Dongle. For details of the dongle upgrade procedure, refer to the Release
Notes of the relevant version.
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Manual Installation of the Default Message

Services

The MGC software kit is shipped with the voice messages required for the
default Entry Queue Service and the default IVR Message Service. These
messages can be automatically installed on the MCU during the software
installation. You can also manually install the default Message Services at the
end of the installation process.

The MGC software and documentation CD contains two VR Service folders:
«  English
«  English and Spanish

The Automatic installation of Message services during MCU software update
automatically installs the English only Message services. The manual
installation process enables you to install the English and Spanish Message
Services as well as the English only. When you install the English and
Spanish IVR Services, two separate IVR Services are created on the MCU
and the English IVR Service is automatically set as the default VR Service.

To restore the Default IVR Service:

The default Message Services are installed using the Restore Configuration
utility.

@ Restoring the IVR Services overwrites existing IVR Services.

2-30

1. Right-click the MCU icon, click MCU Utils, and then click Restore
Configuration.
The Restore Configuration dialog box opens.

Restore Configuration - [ Audi x|

Enter directory path of
Configuration B ackup files :

WaccordPAMCUInstallvdd | Browse I

o] o |

2. Enter the path to the folder containing the configuration files to be
installed, or click the Browse button to locate them.
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If you have selected Browse, the Browse for Folder dialog box opens,
enabling you to select the source folder.

From the version 8.0x software folder, select English V90 IVR or
English and Spanish V90 I VR folder, according to the required
Message Service, and click OK.

The system returns to the Restore dialog box.

Click OK to continue.
The Restore dialog box is displayed.

= m— o
f sRestore - [ Audio Bridge ] - { 172 ﬂ

Please select the files and folders you want to
restore and press 0K |

Narne | Ext | Size |
cfg <DIR>
msg <DIR>

- .

Cancsl | HL I

The system lists the configuration folder (CFG box) and the audio files
(Msg box) used in the IVR Service.

Click the Select All button.
Click OK to install the default Message Services on the MCU.

At the end of the Restore process, a message is displayed indicating that
the MCU must be reset to be able to use the new Message Services.

Click OK and reset the MCU.

After the completion of the upgrade process, you must manually update the
Existing Entry Queue Services by adding the voice message files prompting for
the conference Numeric ID, otherwise the participants are placed on hold and
cannot move to the target conferences.

2-31



Chapter 2 - Software Installation

Command Line Launch

The MGC Manager can be launched by other applications using the
Command Line Instruction.

When accessing the MGC Manager from an external application, the
application must read the “.exe” file name stored in the Windows registry.
After reading the file and version name, the IP address, MCU name, user
login name and password are added.

Windows Registry Access

2-32
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2

The Windows Registry uses the following format:

HKEY_LOCAL_MACHINE \ SOFTWARE \ POLYCOM\\
MGC_MANAGER \ Versions\VerX.Y

MGC Manager launch format requires the full path and name of the specific
MGC Manager version, including IP, MCU name, User login and password.
For example:

c:\ProgramFiles\MGCManager\OperWSs.exe ip=172.22.168.135
MCUname=Alphal2 login=POLYCOM psw=POLYCOM

Spaces (character) are forbidden between the argument name, the '='
character and the version value.

Activate the application and connect. When the MGC Manager window
opens, a single MCU is displayed.

The MGC Manager can be activated using the Windows Start menu as
illustrated in the Run window:

CENEN— 2l x|

5 Type the name of a program, folder, document, or

Intermet resource, and Windows will open it For yvou,

oK I Cancel Browse. ..
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Providers of communication services such as telephone carriers use different
communication protocols, lines, equipment and configurations. This can be
true even in different regions of the same country.

The MGC unit is designed to work with different service providers/
communication lines. In particular, the MGC unit can be connected to any
public or private network that supplies ISDN lines, ISDN leased lines,
T1-CAS lines, ATM connections or IP connections. These include long
distance carrier services and local area services. In addition, the MGC unit
may be connected to a serial network using the MP1 serial network interface
card.

To enable the MCU to connect participants using any of the following
networks: ISDN, PSTN, T1-CAS, ISDN-NFAS, ISDN-Leased Lines, IP,
serial connection (MPI) and ATM, the network parameters must be defined
in the Network Services. You must also set up the network parameters
whenever you:

»  Connect the MGC unit to a switch in a new site
e Add a new switch to an existing site

e Add ISDN/T1-CAS lines to the system

»  Connect the MGC to an additional LAN zone

»  Change the network properties

Only MGC Manager operators with Superuser rights can perform MGC
Manager configuration tasks. In addition, the user must have Superuser rights
on the computer on which the MGC Manager application is running, or any
other permission than enables the application to access the Registry (read/
write) and read/write files on the C: drive (root directory), under the Windows
directory folder.
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ISDN Network Service

The Net-2/4/8 Network card installed in the MCU interfaces between the
MGC unit and the ISDN switch. The Network Service is used to define the
properties of the switch and the ISDN lines running from the switch to the
ISDN Network card. Each group of ISDN lines having the same
characteristics and originating from the same ISDN switch, will be assigned
to the same Network Service. The ISDN Network Service is also used for
connections via PSTN, leased lines and NFAS configuration of ISDN lines.

T1-CAS Network Service

The Net-2/4/8 Network card installed in the MCU interfaces between the
MGC unit and T1-CAS lines. The T1-CAS Network Service is used to
define the properties of the switch and the T1-CAS lines running from the
switch to the Net-2/4/8 Network card.

IP (H.323 and SIP) Network Service

The IP Network Service defines the properties of the IP network and the IP
cards (installed in the MCU) used for connecting IP (H.323 and SIP)
endpoints to the conference. Several of the network components are used by
both H.323 and SIP endpoints to connect to the conference, and the same IP
card is used for H.323 and SIP connections.

ATM Network Service

The ATM Network card installed in the MCU interfaces between the MGC
unit and the ATM Network (FVC), usually via a UNI address router (V-Gate).
The Network Service is used to define the properties of the ATM switch and
the V-Gate to which the MGC unit is connected.

MPI Serial Network Service

The MGC unit may be connected to endpoints over a serial connection using
the V.35, RS-449 and RS-530 serial standards. The MPI1-8 Network Interface
module together with the MPI box interfaces between the serial equipment
and the MGC unit. The MPI Network Service is used to define the properties
of the serial connections between the MGC unit and the data communication
equipment.



Defining an ISDN Network Service

The MCU may be connected to ISDN lines provided by different carriers.
Each carrier has unique characteristics, and may have different pricing
programs. To use these lines, together with the carrier’s special programs, you
need to first obtain the relevant information from the carrier and then define
their parameters in the MGC Manager application.

MGC Administrator’s Guide

To define a New ISDN Network Service connection:

1.

Connect the MGC Manager to the MCU. For more information, see the

MGC Manager User's Guide, Volume I, Chapter 3, “Connecting to an

MCuU”

In the Browser pane, expand the MCU tree.

Expand the MCU Configuration tree.

Expand the Network Services tree.

The list of Network Services is displayed.

L:_Ig Product Management  { Normal )

E%ﬂ MCL Configuration

Cards

Connections

IVE. Msg Services

Al Message Services
ﬂﬁ Metwork Services
H-(i Operators
ﬂ’IIJ’ GateWay Configuration

- Iif! Profiles

------ Recording Links

------ “:::“ On Going Conferences(0)

------ On Going Gateway Sessions(0)
------- & Participants Queus(d)

B Reservations(m)
Eﬂ---@ Meeting Rooms, Entry Queues & SIP Factories(s)

Network Service.

Mebwork Services

)

Mew MNebwork Service. ..

Eﬁ Metwark Services

-y 1som
iz Ticas
S

MPI

i A

Right-click the Network Services - ISDN icon, and then click New
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The New Network Services configuration wizard opens. The wizard
displays a series of dialog boxes.

— To display the next dialog box, click on Next.
— To display the previous dialog box, click Back.

Settings Dialog Box

The first dialog box displayed by the wizard is used to identify the
network service to the system.

Net Service Name: ICanier 1
Span Type: |T1 ‘l
Service Type: lh

I~ NFas

< Back I Mext » I Cancel | Help |

6. Define the Settings parameters as follows:

Table 3-1: Settings Dialog Box Options

Field

Description

Net Service Name

Specify the service provider’s (carrier) name or any
other name you choose, using up to 20 characters.
The Network Service Name identifies the service to
the system.
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Table 3-1: Settings Dialog Box Options

Field

Description

Span Type

Spans are ISDN lines supplied by the service
provider to the MCU. You can define each span as a
separate Network Service, or you can define all the
spans from the same carrier under the same
Network Service.

Select the span type from the drop-down list; select
either T1 (usually in the U.S., has 23 B channels + 1
D channel), or E1 (usually in Europe, has 30 B
channels + 1 D channel).

The MCU may contain several network cards. A
Net-E1/Net-T1 card may be connected to two
spans; both spans must be of the same span type.
A Net-2/4/8 card may be connected to 2, 4 or 8
spans respectively with both spans types connected
to it.

Service Type

Select the service type from the drop-down list. The

following options are available:

* PRI (Primary Rate Interface) - default selection
for all ISDN lines that are not leased lines

* Leased-24 - leased line applicable to T1 lines

* Leased-30 or Leased-31 - leased line applicable
to E1 lines.

For a detailed description of the ISDN Leased lines

Network Service definition, see “Defining ISDN
Leased Lines” on page 3-19.

NFAS (Non-Facility

Select the NFAS check box to define a network

Associated service using ISDN-NFAS lines. For more
Signaling) information on this option, see “Defining ISDN
Non-Facility Associated Signaling (NFAS)” on
page 3-24.
7. Click Next.

The PRI Settings dialog box opens.
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PRI Settings Dialog Box

The the PRI Settings dialog box enables you to define the properties of
the PRI Service Type.

PRI Settings =

— Sub services

Drefault num-type:

-

Mum-plar:

IISDN 'l

—Woice

&+ 31KHz

" Speech

Defauk|  Add.|  Del

< Back I Mext » I Cancel | Help |

If you do not need to define a sub-service, you can use the defaults, and just
click Next to display the subsequent dialog box.

8.  Define the PRI Settings properties as follows:

Table 3-2: PRI Settings Dialog Box Options

Field Description

Default num-type The num-type defines how the system handles the
dialing digits. For example, if you type eight dialing
digits, the num-type defines whether this number is
national or international. If the PRI lines are
connected to the MCU via a network switch, the
selection of the Num Type is used to route the call
to a specific PRI line.

If you want the network to interpret the dialing digits
for routing the call, select Unknown.
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Table 3-2: PRI Settings Dialog Box Options

Field

Description

Num-plan

Set the type of signaling (Number Plan) that the
MGC unit will use for this service—for example,
ISDN or telex. Enter the number plan according to
information given by the service provider.

For video conferencing purposes, select ISDN.

Voice

Indicate the frequency of the data being sent.

For practical purposes, the Voice option is set to
3.1 KHz as it is the more widely used frequency.
However, it is important to make sure that the
system receiving the voice data is set to the same
frequency as that of the data being sent.

Sub Services

Some service providers (carriers) may have
several service programs that can be used. They
may also use a backup service provider in case of
malfunction in the ISDN network. You may define
several service programs as sub-services and set
one of them as the default.

If the PRI lines are connected to the MCU via a
network switch, the sub-service may be used to
route the calls to a certain service provider.

The Sub-Service list displays the list of currently
defined sub services. To select the service program
to be used for the PRI line channels, click the Add
button. The Sub-Service dialog box opens.

To remove a service program from the list, highlight
it in the list box and click the Del button. The
selected sub-service is removed from the list.

To set a service program as the default, highlight it
in the list box and click the Default button. The
selected sub-service becomes the default service
program for the current service provider. The word
“default” appears in parentheses next to the sub-
service’s hame.

To edit the parameters of a sub-service, double-
click its name in the sub-services list. The Sub-
Service dialog box opens.
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9. If you are not defining a sub-service or if you have completed the sub-

service definition, click Next to continue.
The Span Definition dialog box opens.

Defining Sub-Services

10. This step is required only if your ISDN network includes a sub-service,

otherwise, skip these steps.

In the PRI Settings dialog box, in the Sub Services section, click the Add
button to add the sub-service, or double-clicked the Sub Service name to
edit its parameters. The Sub Service dialog box opens.

subservice x|
M ame:
||
Diial Ot Perfis: Met Specific:
e =l

Information Element:
I | Proprity

- Backup Dial Dt
Backup List [ n priorty arder,

Sevices; Service | Sub Service |

I j TOP
Sub Semvices: LI

Delete |

.

Cancel |

a. Fill in the Sub Service dialog box as follows:

Table 3-3: Sub Service Dialog Box Options

Field Description

Name

Type the name of the sub-service using up to 20
characters. This name identifies the sub-service.

Dial-out Prefix

Type the prefix that your PBX needs to dial out in
order to use this service program. Leave this field
blank if a dial-out prefix is not required.
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Table 3-3: Sub Service Dialog Box Options

Field Description

Information For future release.

Element

Net Specific Select the desired service program from the drop-

down list. The service programs are listed
according to the service providers.

If no special specification is required, select the
NULL option.

Backup Dial-Out

For future release.

b. Click OK.

The Sub Service dialog box closes and you are returned to the PRI
Settings dialog box.

c. Click Next.

The Span Definition dialog box opens.
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Span Definition Dialog Box

The Span Definition dialog box is used to define the PRI span technical
properties. The default values displayed for the Span’s technical
parameters are appropriate for most ISDN networks, therefore, you can
skip their definition by clicking Next to move to the subsequent window.
If you do not know the technical properties of your span, try these values

first.
x
p— —Leazed Lines
g | Restiicted
-
Line Length :
ID-1 33t 'l
Side:
Iuser side, default 'l
Line Coding:
IBSZS 'l
Switch Type:
IAT&T 4ESS 'l
RCW Threshald:
[thRESHOLDD =] flzw Dt |
< Back I Mext » I Cancel | Help |

Leased Lines as the Service Type in the Settings tab. For more details about

The Leased Lines section of this dialog box is disabled, unless you have specified
@ Leased Lines definition, see “Defining ISDN Leased Lines” on page 3-19.

11. Define the Span Definition properties as follows:

Table 3-4: Span Definition Dialog Box Options

Field Description

Framing Framing refers to the frame format used by the
carrier for the network interface.

Select the appropriate option from the drop-down
list.
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Table 3-4: Span Definition Dialog Box Options

Field

Description

Framing (cont.)

If a span type of T1 is specified in the Settings
dialog box, the following Framing values are
available:

e ESF (Extended Super Frame format of 24

frames, which provides enhanced
performance). This is the system default

« ESF ZBTSI
+ SFSLC9
. SF

If a span type of E1 is specified in the Settings
dialog box, the following framing values are
available:

* CRC4 Si = FEBE (default)
e CRC4Si=1
¢ BASIC, noCRC4

Line Length

Indicates the distance between the MCU and the
PBX.

Select the desired option from the drop-down list.
If T1 is specified as the span type in the Settings
dialog box, the following Line Length values are
available:

« 0-133ft (0.0 dB)
 133-266 ft. (-7.5 dB)
«  266-399 ft. (-15.0 dB)
 399-533 ft. (-22.5 dB)
* 533-655 ft. (-30.0 dB)

If E1 is specified as the span type in the Settings
dialog box, the Line Length value is 0 by default.
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Table 3-4: Span Definition Dialog Box Options

Field Description

Side Select the desired option from the drop-down list.
The following options are available:
* User side (default)
* Network side
e Symmetric side
Note:
If the PBX is configured on the network side, then
the MGC unit must be configured as the user side,
and vice versa, or both must be configured
symmetrically.

Line Coding Indicates how the bits are sent on a PRI line.

Select the desired option from the drop-down list.
If T1 is specified as the span type in the Settings
dialog box, the following Line Coding values are
available:

* B8ZS (default) - Bipolar 8-Zero Substitution

e B7ZS

* AMI - Alternate Mark Inversion with zero code
suppression

The difference between these modes is the way

eight consecutive zeros enabling information

synchronization are encoded.

If E1 is specified as the span type in the Settings

dialog box, the following Line Coding values are

available:

* HDBS3 (default) - Fours zeros are replaced by a
code

¢ AMI - Alternate Mark Inversion with zero code
suppression
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Table 3-4: Span Definition Dialog Box Options

Field Description
Switch Type Select the desired brand and revision level of
equipment installed in the telephone company’s
central office.
The following Switch Types are available for T1:
e AT&T 4ESS
e AT&T 5ESS
* Northern Telecom DMS-100
* Northern Telecom DMS-250
* Ericsson MD110 U.S.
* Siemens U.S.
e NI-1
* NI-2
The following Switch Types are available for E1:
¢ Ericsson MD110 International
e Euro ISDN
RCV Threshold RCV Threshold refers to the minimum detectable

signal in a T1 or E1 span on the Net-2/4/8 card
FALC component. This option is used to increase
the signal on E1 or T1 spans when the system
detects a very low signal.

Select the desired threshold values from the list.
The following values are available:

e THRESHOLD 0 (by default)

¢ THRESHOLD 1

¢ THRESHOLD 2

¢ THRESHOLD 3

Note: When you modify the threshold values a
warning is displayed, advising you to obtain
authorization from system support.

Click OK to confirm the modification.

Leased Lines

The Leased Lines list is enabled when you select
Leased as the Service Type in the Settings dialog
box. For more information on how to configure the
leased line connection, see “Defining ISDN Leased
Lines” on page 3-19.
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12. Click Next to continue.

The Spans and Phones dialog box opens.

Spans and Phones Dialog Box

This dialog box is used to assign circuit identification numbers and the dial-in
phone number ranges to be used in dial-in conferences. Circuit orders are
automatically assigned to spans. The dial-in phone numbers are allocated to
the MCU by your service provider (carrier) and should be obtained from the
service provider. You specify the range of dial-in numbers in the Spans and
Phones dialog box by entering the first and last numbers in the range. You can

define several ranges for the same span.

To define Toremove a
a span span

Spans: E Diial In Phone Mum:

To define a dial-in phone
numbers range

[l

Circ. |d | Circ. Or... | Firzt Mumber | Lazt Mumber |
Gateway Range: E -
Firzt Mumber I Last Mumber
FMCU Murnber:
< Back I Finigh I Cancel | Help

The number used
to identify the
MCU

3-14

To delete a
currently
defined dial-in

numbers range

To allocate dial-
in numbers for
Gateway calls

To delete
allocated dial-in
numbers for
Gateway calls

List of dial-in
phone numbers
and their
ranges
allocated to the
Gateway
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13. Define the Spans and Phones parameters as follows:

Table 3-5: Spans and Phone Dialog Box Options

Field

Description

Span

Displays the existing definitions of circuit
identification numbers and circuit orders. If only one
service provider is used, define all the PRI lines here.

For each span that is connected to the MCU and is
included in this Network Service, click the Plus
button to define the new spans. The Add Span dialog

box opens. For more details see Table 3-6 on
page 3-16.

Dial In Phone Num

Lists the phone numbers that will be used for dialing
in, as allocated to the MCU by the service provider.
To define additional dial-in number ranges see
“Defining Dial-In Numbers” on page 3-17.

MCU Number

Type a number that will identify the MCU when calling
the participants in dial-out conferences. This number
should be obtained from your system administrator.
The MCU Number is also used in conferences when
the Meet Me Per MCU option is selected as the
connection type for participants.

Gateway Range

Displays the dial-in numbers allocated to Gateway

calls. Click the Plus [# button to allocate dial-in
ranges to the gateway. The Gateway Phone
Numbers dialog box opens. For more details see
“Defining the Gateway Range” on page 3-18.

If you have selected the NFAS option in the Settings dialog box, an
additional field is displayed in the Spans list. See “Defining ISDN
Non-Facility Associated Signaling (NFAS)” on page 3-24.

Defining Spans

14. To assign circuit identification numbers and orders:

a. Inthe Spans pane of the Span and Phone dialog box, click the Plus

& putton.
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The Add Span dialog box opens.

x
— Circuit —MNFAS
Circuit 1d: MFAS 1d:
L F
Circuits Order:

! Waster
& Slave
Frezzing OK will immediately add

Set Befmel St After | the span.Pressing Cancel in the
previous dialog will not reverse the

action.

()8 I Cancel

b. Define the Circuit ID parameters:

Table 3-6: Add Span Dialog Box Options

Field Description

Circuit ID The Circuit Identification is a logical number used to
identify the span to the MGC Manager. This number
is later used to assign the span to the network card.
Enter any positive integer from 0 to 65535, to be used
as the circuit identification number in the MGC
Manager.

Note:

If other services are already defined, make sure to
use numbers other than those already assigned to
the existing services.

Circuit Order The Circuit Order determines the order in which the
MCU uses the spans to dial out. The Circuit Order is
assigned automatically by the system according to
the order in which the spans are added.

In dial-out connections, when the operator calls the
participant, the MGC unit allocates ports from the
spans starting with the span having the lowest
number and the lowest port number within that span.

c. Click OK.
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The Add Span dialog box closes and you are returned to the Spans
and Phones dialog box.

To delete a circuit identification entry:

» Inthe Spans pane, click the Circuit Identification entry you want to
delete and then click the Minus [= button.
The entry is deleted.

Defining Dial-In Numbers

15. You specify the range of dial-in numbers by entering the first and last
numbers in the range. You can define several ranges for the same span.
To define the dial-in numbers range:

a. Inthe Spans and Phones dialog box, in the Dial In Phone Numbers
section, click the Plus %! button.

The Add Phone Num dialog box opens.

x
Firzt Phone Mumber: Lazt Phone Mumber:
Cateqary Firat Eart

|0
[ial i aroum
|0

7| Allacation by reservation system

Prezzing OF. will immediately add the

phone number. Pressing Cancel in the QK I Cancel

previouz dialog will not reverse the action.

b. Inthe First Phone Number box, enter the first number in the range
of dial-in numbers.

c. Inthe Last Phone Number box, enter the last number in the range of
dial-in numbers.

d. Click OK.
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The dialog box closes. You are returned to the Spans and Phones
dialog box. The number range appears in the Dial-In Phone
Numbers list.

e. Repeat steps a-d for each number range you need to enter.

To delete a dial-in number entry:

« Inthe Dial In Phone Number section, click the entry to delete and then
click the Minus = button.

«  Click Yes when prompted to confirm the deletion.
The entry is deleted.

Sorting the dial-in number list:

You can change the order in which dial-in phone number entries are displayed
by doing the following:

e Click the First Number heading to sort the list in ascending order
according to the First Number value of the entries.

«  Click the Last Number heading to sort the list in ascending order
according to the Last Number value of the entries.
Defining the Gateway Range

16. The dial-in numbers to be used for Gateway connections are allocated to
the MCU by your service providers. The range of dial-in numbers
allocated to Gateway calls must differ from the dial-in number ranges
allocated to multipoint conferencing. To define the Gateway dial-in
numbers range:

a. Inthe Spans and Phones dialog box, in the Gateway Range section,
click the Plus [ button.
The Gateway Phone Numbers dialog box opens.

x
First Phone Mumber: Last Phone Mumber:

Prezzing OK will immediately add the phone number. Pressing Cancel in the
previous dialog will not reverse the action.

0K I Cancel
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b. Inthe First Phone Number box, enter the first number in the range
of gateway dial-in numbers.

c. Inthe Last Phone Number box, enter the last number in the range of
gateway dial-in numbers.

d. Click OK.
The dialog box closes. You are returned to the Spans and Phones
dialog box. The number range appears in the Gateway Range list.

Completing the ISDN Network Service Definition

Once you have finished filling in all the Wizards screens, click the Finish
button in the Spans and Phones dialog box.

The data you have specified will be validated, after which the ISDN Network
Service will be added to the list of ISDN network services of the MCU.

Defining ISDN Leased Lines

With Leased lines two or more ports are dedicated to one endpoint, depending
on the required Line Rate. Each port provides a line rate of 64 Kbps. When
using Line Rates of 128 Kbps, two ports will be assigned to the endpoint with
leased lines. The endpoint connects directly to the conference, once the
connection is initiated.

1. Expanded the MCU Configuration tree.
1. Expanded the Network Services tree.

2. Right-click the Network Services — ISDN icon, and then click New
Network Service.
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The Network Service wizard displays the Settings dialog box.

settings x|

Met Service Mame: IQA
Span Type: IT‘I 'l

Service Type: |[KEER gy

[T WE&S

< Back I Mext » I Cancel | Help |

3. Define the Net Service Name and Span Type as you would for a standard
line. For details, see “Settings Dialog Box” on page 3-4.

4. Inthe Service Type list, select Leased-24 for T1, or
Leased-30/ Leased-31 for EL.

5. Click Next to continue.
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The Span Definition dialog box opens.

x
Framing. ~ Leased Lir?es
™ Restricted
-
Line Length :
ID-‘I 33t 'l
Side:
Iuser zide, default 'l
Line Coding:
IBSZS 'l
Switch Type:
IAT&T 4ESS 'l
RCW Threshald:
IW Mew Delete |
< Back I Mext » I Cancel | Help |

Define the applicable span technical properties in the left pane of the
dialog box. For details, see “Span Definition Dialog Box™ on page 3-10.

The Leased Lines pane of the Span Definition dialog box is used to
configure leased lines. The Leased Lines pane is active only if you have
selected one of the leased lines options in the Service Type field in the
Settings dialog box.

To add lines:

a. Inthe Span Definition dialog box, Leased Line pane, click the New
button.

The Leased Lines dialog box opens:
x|

Participant M ame:
Duke

First Part: Last Part:
I‘I g
()8 I Cancel |
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Leased lines are communication lines that are dedicated to specific
participants. In the Leased Lines dialog box, you select the
participants that will be assigned to this line. The number of ports
allocated to each participant determines the line rate to be used in
multiples of 64 Kbps, and it depends on the endpoint capabilities.
For example, if the participant's capabilities allow a line rate of 384
Kbps (6B), the participant will be assigned six (ports).

b. Inthe Participant Name box, enter the participant name.

c. Inthe First Port box, enter the sequential number of the first port
(channel) in the range of channels to be assigned to this participant.

d. Inthe Last Port box, enter the sequential number of the last port
(channel) in the range of ports (channels) to be assigned to this
participant.

For example, if the line rate to be assigned to this participant is
384Kbps, assign 6 ports. If this is the first participant you are
defining, you may define the range by indicating the first port as
number 1 and the last port as number 6. However, if this participant
is not the first participant to be defined, the first port number will
have to be the next available sequential number. For example, if the
last port defined for a participant is 16, the first port number to be
assigned to this participant is 17.

e. Click OK.
The participant’s name is added to the Leased Lines list.

f.  Repeat steps a to f to define additional participants using this leased
line.
To modify a participant’s configuration:

* Inthe Leased Lines list, double-click the participant name.
The Leased Lines dialog box opens.

»  Define the participant's parameters as described in steps 7.b to 7.1.
To delete a participant’s configuration:

» Inthe Leased Lines list, highlight the participant name, and then
click the Delete button.

The participant is removed from the Leased Lines list.

Select the Restricted check box if the endpoints support a line rate of 56
Kbps per channel, instead of 64 Kbps.
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8. Click Next to continue.
The Spans and Phones dialog box opens.

x
Spans: E Dial In Phane Mur: Ig
Circ. |d | Circ. Or... | First Mumber | Last Number I

Gateway Fange: L1

First Mumber | Last Number

MCL Mumber,

< Back I Finizh I Cancel | Help |

When defining leased lines, the Dial In Phone Num pane is disabled, as
there is no need to define dial-in phone numbers. The participants are
connected directly.

You can connect more than one PRI leased line per Network Service.
The span definition is identical to the standard T1 definition. For details,
see “Spans and Phones Dialog Box” on page 3-14.

The leased line is always open to the MCU and no dialing is required.
For this reason the MCU Number field is disabled.

For definition of the Gateway Range see the “Spans and Phones Dialog
Box” on page 3-14.

9. Click Finish to complete the Network Service definition.
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Defining ISDN Non-Facility Associated Signaling (NFAS)

3-24

Non-Facility Associated Signaling (NFAS) only applies to T1 lines and can
be configured in two different ways, depending on the ISDN network cards
installed in your MCU.

Each T1 span has 23 B channels for transferring audio, video, or data and one
D channel. The D channel acts as a signaling channel, and controls the call
activity.

In systems using NFAS, when you have a Net-2/4/8 card installed in your
system, only one D channel is used. The other spans share the D channel, and
this enables each additional PRI line to use the D channel as a B channel for
audio, video, or data.

The span containing the D channel is called the Master. The remaining spans,
which share this D channel are called Slaves, and the number of B channels
on each Slave line is increased to 24.

The Net-8 card has certain limitations in that you cannot aggregate PRI lines
from another Net-8 card. This means that the maximum number of Slave
spans that can share a Master span is seven, allowing for eight spans in total.

If you are using a Net-T1 card, several PRI lines on different cards may be
aggregated to create one span. In such a case, one D channel controls the call
activity for all the aggregated PRI lines - the Master. The remaining D
channels are used to transfer call data (video and audio data), hence
increasing the number of B channels (from 23 to 24 channels for each Slave
PRI line) that can be used for video conferencing. You can, however,
aggregate Slave spans from different Net-T1 cards to share with one Master.
Theoretically, you can have up to 10 Net-T1 cards having 19 Slaves sharing
with a Master (20 spans in total). However, it is not practical to have so many
Net-T1 cards connected to an MCU at any given time.
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To define an NFAS Network Service:

1.
2.

In the Settings dialog box select the NFAS check box.

Define the remaining settings parameters as described for standard PRI
lines. For details, see “Settings Dialog Box” on page 3-4.

setngs x

Met Service Mame: Q4
Span Type: lﬁ
Service Type: lh

< Back I Mexst > I Cancel Help

Select Next.
The PRI Settings dialog box opens.

Define the service provider’s parameters as for standard PRI lines. For
details, see “PRI Settings Dialog Box™ on page 3-6.

Select Next.
The Span Definition dialog box opens.

Define the technical span parameters as for standard PRI lines. For
details, see “Span Definition Dialog Box” on page 3-10.

Select Next.

3-25



Chapter 3 - Defining Network Services

The Spans and Phones dialog box opens, displaying the NFAS ID field in
the Spans pane.

x
Spans; Dial In Phone Mum: IE E

Circ. Id | Circ. Ur.[ | MFAS |d n Firgt Mumber I Last Number I

Gateway Range: m E

First Mumber Last Murnber

MEU Humber.

< Back I Finizh I Cancel I Help |

6. In the Spans pane, click the Plus [ button.
The Add Span dialog box opens.

x

— Circuit —MNFAS
Circuit 1d: MFAS 1d:
o] |u

Circuits Order:

 Master
% Slave
Frezzing OK will immediately add

Set Befmel St After | the span.Pressing Cancel in the
previous dialog will not reverse the

action.

()8 I Cancel
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Enter Circuit ID numbers for each span, as per PRI lines.

The Circuit Order is assigned automatically by the system according to the order
in which the spans are added.

You can change the span order (if there are several spans defined in the system)
using the Set Before or Set After buttons. These buttons are enabled when the
NFAS option was enabled in the Settings dialog box and you define several PRI
spans to be used as part of the NFAS service.

To do so:

Click the name of a circuit in the Circuits Order list, which is to be adjacent to
the circuit you are defining.

The circuit’s entry is highlighted.

To insert the new circuit, do one of the following:

Click Set Before to insert the new circuit before the highlighted entry.

Click Set After to insert the new circuit after the highlighted entry.

In the NFAS ID box, enter the NFAS ID number for the span that you are
defining.

Select the Master or Slave option, which is applicable to the span that
you are defining.

— Master - The D-channel of the first PRI line that will be used to
control the data flow for all the PRI lines bundled as NFAS.

— Slave - The PRI line that is used for data transfer (audio and video
information), increasing the line rate that can be used to run
conferences.

There are certain limitations when using a Net-8 card. The first number should
be that of the Master, and is always 0. The order in which you define the
remaining PRI lines (the Slaves) determines the order in which the lines will be
used for running conferences. The NFAS ID number of the first Slave is 1. The
ID numbers for each successive PRI line that is added as a Slave is
sequentially increased by 1.

If you are using a Net-T1 card, the NFAS ID number that you allocate to the
Master and Slave PRI lines is not important. It is however recommended that
you enter O for the Master and increase this number by one sequentially, for
every additional Slave that you define.

The ID numbers assigned to each span must be identical to the ID numbers
configured on the switch in order for the system to recognize the data flow on
each channel.
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10. Click OK.
The Add Span dialog box closes and you are returned to the Spans and
Phones dialog box.

11. To define additional NFAS spans, repeat steps 3 to 7.

12. Define the dial-in phone ranges as described in “Defining Dial-In
Numbers” on page 3-17.

13. Click Finish to complete the Network Service definition.
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Assigning the ISDN Network Service to the NET-T1/NET-E1
Card

To connect the MCU to the ISDN network, you need to configure the
Network Interface Module in conjunction with the ISDN Network Services
defined in the MGC Manager.

The label on the Network functional module indicates the card type.

To assign the ISDN Network Service to the Network Interface module
(Net-T1/Net-E1 Card):

1. Expand the MCU tree.

2. Expand the MCU Configuration tree.

3. Expand the Cards tree.
The Cards list is displayed below the Cards icon.

|_:_|| 1 Alpha 15 { Minor )
=t
- MU Configuration

i)

Cards

HDLC

- BE st 1 )
E§|---- Slot 2 (AUDIO)

Slot 3 (H323)

....... UF Slat 4

....... UF Slat 5
Slot &

Slot 9 (DATA)
Slat 10

....... U_ﬂ_ Slok 11
E§|---- Slot 12 {VIDEQ)
E§|---- Slot 13 {VIDEQ)

Slot 14

[+ Msg Services

Eﬂ@f Metwark Services
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4. In the Browser pane, right-click the slot containing the Net-E1/T1 card,
indicated by PRI48 and PRI64, and then click Properties.
Alternatively, double-click the slot containing the card.

E=Rclot 7 (PRI4E)
U | Remove Card
"""" | Siot 8 Reset Card
E§|---- Slot 9 (DATA .
....... I\L'_ Slak 10

The Card Settings — Common Parameters dialog box opens.

Card Settings #

Commen Parameters | Metwark Parameters I

Slot Number Al CadType:  [FRIEE |
Hardware Yersion : |2_D2.D Software Yersion : ID.DD.52

Serial Mumber :|3?3

Status :

Conferences :

QK | Cancel | Apply |

The Common Parameters describe the basic card settings; Slot Number,
Card Type, Hardware Version Number, Software Version Number, and
Serial number. For more information, see Chapter 4, “Viewing the
Common Card Parameters” on page 4-10.

These settings are for viewing purposes only and cannot be modified in
this tab.
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The Status box displays all error messages relating to the card.

The Conference box displays the names of conferences that are currently
being run by this card.

Click the Network Parameters tab.

The Card Settings - Network Parameters dialog box opens, displaying
the settings that are specific to the Net-T1/Net-E1 Network Interface
module.

Card Settings #
Commaon Parameters  Metwork Parameters
r— Metwork P
Span & SpanB
Circuit 10: B8 Circuit 1D: [0
Service Mame :|T1 Service Mame :I
™ Mull Configuration [V Null Configuration
FRI Software Verzion :IU_U_?
QK | Cancel | Apply |

The Net-T1/Net-E1 ISDN Network Interface module supports up to two
PRI connections. Both of these connections must be of the same type;
either T1 or E1. One Net-T1/Net-E1 Network Interface module in each
system serves as the “master clock,” which synchronizes the system
clock with the network clock. A second Net-T1/Net-E1 Network
Interface module provides a backup clock, which is used if the master
clock fails. For more information see Chapter 5, “Clocking” on

page 5-139.
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For the system to recognize the PRI line that connects to the Net-T1/Net-
E1 Network Interface card you have to assign the PRI line's circuit ID as
defined in the ISDN Network Services to the Net-T1/Net-E1 Network
Interface module.

6. Fill in the Span A section as follows:
a. Clear the Null Configuration check box to indicate that a PRI line
is connected to the Network Interface Module.
b. Inthe Circuit ID box, enter the circuit ID as defined in the Network
Service-Span and Phones dialog box. According to the selected
Circuit ID, an ISDN Network service is assigned to the network
card. Each span can be assigned a different ISDN Network Service.
c. Click Apply.
The name of the network service appears in the Service Name box.
7. Click OK.
To configure the Net-T1/Net-E1 ISDN network span as primary or
backup clock:
1. Inthe Browser pane, click the slot containing the ISDN Network

3-32

Interface module (PRI) to configure in the Status pane, or click the plus
[+] icon next to the Card icon to expand its units tree.

If you clicked the slot, the module’s units and configuration are
displayed in the Status pane. If you expanded the units tree, the units are
displayed in the Browser pane.

1d | Config | Qccupied | Fault | Disabled | Parts State | et Service | Percent Qo
t..

11 TIPRI  Na Mo Mo 11

L 2 Mo Yes Mo
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2. Right-click the unit you want to configure. Depending on the card clock
source assignment (if primary or backup) the following options appear.

Reset Uit

Disable Linit
Enabile Unit

Set As Primary Clock Source
Set As Backup Clock Source

Manitar 15 rmin

Moritor 24 haurs

3. Click the desired option.

Table 3-7: Network Interface Unit (ISDN) - Configuration Options

Option

Description

Set as Primary
Clock Source

Sets this unit as the primary clock source. For further
information, see Chapter 5, “Clocking” on
page 5-139.

Cancel Primary
Clock Source

Stops this unit from acting as the primary clock
source. For further information, see Chapter 5,
“Clocking” on page 5-139.

Set As Backup
Clock Source

Sets this unit as the backup clock source. For further
information, see Chapter 5, “Clocking” on
page 5-139.

Cancel Backup
Clock Source

Stops this unit from acting as the backup clock
source. For further information, see Chapter 5,
“Clocking” on page 5-139.

After setting the network clock, a Warning message box opens, advising
you to reset your MCU.

The configuration changes take effect only after the next MCU reset or
startup, and are shown in the Configured Clock column in the Status

pane.
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Assigning the ISDN Network Service to the Net-2/Net-4/Net-8

Card

3-34

In order to connect the MCU to the ISDN network switch, you need to assign
the ISDN Network Service to the appropriate span of the Net-2/Net-4/Net-8
Network Interface module. In addition, you may define which span in the
network interface card will be used as the primary clock and which one as the
backup clock to synchronize with the network clock.

To assign the ISDN Network Service to the Net-2/Net-4/Net-8 Network
Interface module:

1. Expand the MCU tree.
2. Expand the MCU Configuration tree.

3. Expand the Cards tree.
The Cards list is displayed below the Cards icon.

El@ &lpha 15 ( Minar )

- MU Configuration

=5

. L HDLC
EEI---- Slot 1 (MU)
EEI slat 2 {AUDIO)
EEI---- slot 3 (H323)
....... I\L—- Slot 4
....... I\L—- Slot 5
....... I\L—- Slot &
EEI---- Slot 7 (PRI48)
....... I\L—- Slot &
EEI---- Sl 9 (DATA)
....... UF Slot 10
....... UF Slot 11
EEl"" Slot 12 {VIDEQ)
EEI Slot 13 (WIDEQ)
....... UF Slot 14
....... UF Slot 15
UF St 16

onnections
B Msg Services

Eﬂ@ Metwark Services
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In the Browser pane, right-click the slot containing the
Net-2/4/8 card, and then click Properties.
Alternatively, double-click the slot containing the card.

slok 1 (MET-8)
e Remowe Card
Slat 2 (ALDIO) Reset Card

slot 3 (ML)
Sot 4 (H323)

The Card Settings — Common Parameters dialog box opens.

Card Settings =

Cammon Parameters | MET-& Netwark Parameters I

Slat Mumber : Card Type : INET-S vI
Hardware Version : |2.04.0 Software Yersion ID 0013

Serial Mumber :|5525

Status

Conferences

ak | Cancel | Apply |

The Common Parameters describe the basic card settings: Slot Number,
Card Type, Hardware Version Number, Software Version Number, and
Serial number. For more information, see Chapter 4, “Viewing the
Common Card Parameters” on page 4-10.

The Status box displays all the error messages related to the card.

The Conferences box displays the names of conferences which are
currently active.

These settings are for viewing purposes only and cannot be modified in
this tab.
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Click the Net-8 Network Parameters tab.

The Card Settings - NET-8 Network Parameters dialog box opens,
displaying the settings that are specific to the Net-2/Net-4/Net-8
Network Interface module.

|
Common Parameters  MET-8 Metwork Parameters |
— Metwork P
—Span 1 —Span 2
Circuit 10 ID Circuit 10 ID
Service Mame: I Service Mame: I
V' Null Configuration V' Null Configuration
—Span 3 —Spand
Circuit 10 ID Circuit 10 ID
Service Mame: I Service Mame: I
V' Null Configuration V' Null Configuration
—Span b —Span B
Circuit 1D {0 Circuit 1D |3

Service Mame:

V' Null Configuration

1
1]

Service Mame: [E1

™ Mull Configuration

—Span 7
Circuit 1D {0

Service Mame:

V' Null Configuration

11
ik

—Span 8
Circuit 1D {6000

Service Mame: [goog
™ Mull Configuration

FRI Software Yersion ID.D.55
Stick Software Version ID.D.BB

0K

Cancel | Apply |

The Net-2/Net-4/Net-8 Network Interface module supports up to eight
PRI connections depending on the card model installed in the MCU.
These connections may be either T1 or E1. Any of these spans may be
set as the “master clock,” which synchronizes the system clock to the
network clock, or “backup clock, which is used if the master clock fails.
For the system to recognize the PRI lines that connect to the Network
card you must assign the Circuit ID of the PRI line defined in Network
Service to the appropriate span in the Card Settings - Net-8 Network
Parameters. Not all spans may currently be in use. In such a case, only
the spans being used are configured. Different Network Services may be
defined for each of the spans being used. Alternatively, the same
Network Service may be used for all the spans. In such a case, different
circuit IDs must be defined for each span in the Network service.
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7.

To assign a Circuit ID to the appropriate span:

a.
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In the Span n box (where n is the span number on the Net-2/Net-4/
Net-8 module to which the PRI line is connected), clear the Null
Configuration check box to enable the span.

In the Circuit ID box, enter the circuit ID as defined in the Network
Service-Span and Phones dialog box. According to the selected
Circuit ID, the Network Service is assigned to the network card.

Each span can be assigned a different Network Service.

Click Apply.
The name of the network service appears in the Service Name box.

Click OK.

To configure a Net-2/Net-4/Net-8 span as primary or backup clock:

In the Browser pane, click the slot containing the Net-2/Net-4/Net-8
ISDN Network Interface module (PRI) to configure in the Status pane, or
click the plus [+] icon next to the Card icon to expand its units tree.

If you clicked the slot, the module’s units and configuration are
displayed in the Status pane.If you expanded the units tree, the units are
displayed in the Browser pane. Each unit represents a span in the
Network Interface Module.

1.

=] EéﬂMcu

=[] aipha 03 ( ormal )

Canfiguration

= | R

| Config | Occupied | Fault: | Disabled | Parts State

Met Service

L 3
E Sy
L 5

| _,ILI ‘L| &

LT

E1 PRI

E1PRI

o

)

V)

)

V)

)

Mo

Mo

es

es

es

es

Mo

Mo

Mo

Mo
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Mo

DIAL-IN
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2. Right-click the unit (span) to configure.
A menu appears.

|_—__| Slot 3 (MET-8)

(|

SE 2 Reset Linit
Dizable Unit
i Enable ik
: 4

Set As Primary Clock Source
Set As Backup Clock Source

o

[y

3. Click one of the following options to set up the clock source for the
system.

Table 3-8: Net-2/Net-4/Net-8 Unit Configuration Options

Option Description

Set as Primary Sets this unit as the primary clock source. For

Clock Source further information, see Chapter 5, “Clocking” on
page 5-139.

Cancel Primary Stops this unit from acting as the primary clock

Clock Source source. For further information, see Chapter 5,

“Clocking” on page 5-139.

Set As Backup Sets this unit as the backup clock source. For

Clock Source further information, see Chapter 5, “Clocking” on
page 5-139.

Cancel Backup Stops this unit from acting as the backup clock

Clock Source source. For further information, see Chapter 5,

“Clocking” on page 5-139.

After setting the clock source, a Warning message box opens, instructing
you to reset your MCU.

The configuration changes take effect only after the next MCU reset or
start up, and they are shown in the Configured Clock column in the Status
pane.
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Defining a T1-CAS Network Service

Channel Associated Signaling (CAS), is a method of signaling performed on
a traffic channel rather than on a dedicated signaling channel (as in ISDN).

T1-CAS Network Service allows connection of Audio Only participants and
is intended for VoicePlus configurations or MCUs running Audio Only
conferences using T1-CAS lines.

T1-CAS participants may take part in a video conference as Audio Only
participants if the MCU is configured accordingly.

@ T1-CAS is supported only with Audio+ 12/24, Audio+24/48 and Audio+48/96.

To configure the MCU to work with T1-CAS:

To enable participant connection over T1-CAS lines the following
components must be configured:

»  Set the appropriate flags in the “system.cfg” file. For more details,
Chapter 5, "Section NET8_PARAMETERS” on page 5-96 and
Chapter 5, “Section T1-CAS-PARAMETERS” on page 5-94.

»  Define a T1-CAS Network Service.
e Assign the T1-CAS Network Service to the Net-2/4/8 card.
e Seta T1-CAS Span as the network clock source.
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Defining a new T1-CAS Network Service
1. Inthe Browser pane, expand the MCU tree, and then expand the MCU
Configuration tree.
Expand the Network Services tree.
3. Right-click the Network Services - T1-CAS icon, and then click New
T1-CAS Service.

L:_Ig F3 - alpha 02 {MNormal )

= Bgqu

- Ty
I
Eflﬁ\;\' Operators

The New Network Services configuration wizard opens.

T1-CAS Service Mame: I

Framing :

ESF A
Line Length :
I 0133 ft A l
Side:
I Customer Interface = l
Line Coding:

BEZS A

Signaling kode:

IE&M itk Start 'l

RCY Threshald:

ITHHESHDLD 0 'l

< Back I Mext » I Cancel Help
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Define the following parameters:

Table 3-9: Settings Dialog Box Options

Field

Description

T1-CAS Service
Name

Specify the service name using up to 20
characters. The Network Service Name identifies
the service to the system.

Framing

Framing refers to the frame format used by the
carrier for the network interface. Select the
appropriate option from the drop-down list.

* ESF (Extended Super Frame). This is the
system default.

« ESF ZBTSI
+ SFSLC9
. SF

Line Length

Indicates the distance between the MCU and the
PBX. Select the desired option from the list:

« 0-133ft (0.0 dB)
 133-266 ft. (-7.5 dB)
«  266-399 ft. (-15.0 dB)
 399-533 ft. (-22.5 dB)
* 533-655 ft. (-30.0 dB)

Side

Select the desired option from the list:
e Customer Interface (default)
* Network Interface

Note: If the PBX is configured on the network side,
the MGC unit must be configured as the customer
side, and vice versa.

Line Coding

Indicates how the bits are sent on a PRI line.
Select the desired option from the list.

* B8ZS - Bipolar 8-Zero Substitution (default)
e B7ZS

e AMI - Alternate Mark Inversion with zero code
suppression

Signaling Mode

» Select the E&M Wink Start option.
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Table 3-9: Settings Dialog Box Options

Field Description

RCV Threshold This option is used to increase the signal on T1
spans when the system detects a very low signal.
Select the desired threshold values from the list:
e THRESHOLD 0 (default)

¢ THRESHOLD 1

¢ THRESHOLD 2

¢ THRESHOLD 3

Note: When you modify the threshold values a
warning box is displayed, advising you that you
need to obtain authorization from the system
support.

5. Click Next to continue.
The Spans and Phones dialog box opens.

To define  Toremove a To define a dial-in phone
a span span number range

x|

Spans and Phones

Spans: Dial In Phone Mum: E To remove a

Circ. Id | Circ. Or... | First Number | Last Mumber | dial-in phone
number range

< Back I Finigh I Cancel | Help |

This dialog box is used to assign circuit identification numbers and the
dial-in phone number range to be used in dial-in conferences.
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Circuit orders are automatically assigned to spans. The dial-in phone
numbers are allocated to the MCU by the service provider (carrier).

Gateway Sessions are not supported with T1-CAS lines.

6. Define the Spans and Phones parameters as follows:

Table 3-10: Span and Phone Dialog Box Options

Field Description

Spans Displays the existing definitions of circuit
identification numbers and circuit orders. Click the

plus |2 button to define the new spans.

Dial In Phone Num | Lists the phone numbers that will be used for dialing
in, as allocated to the MCU by the service provider.

Click the plus [#] button to define a new dial-in phone
range.

7. To assign circuit identification numbers and orders:
a. Inthe Spans and Phones dialog box, in the Spans section, click the
Plus [# button.
The Add Span dialog box opens.

Circuit |d:

jd

Circuits Order:

Set Befurel SetAfter

Pressing OF. will immediately add the span. Pressing Cancel in
the previous dislog will not reverse the action

ok I Cancel
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b. Define the Circuit Id.

Table 3-11: Add Span Dialog Box Options

Field

Description

Circuit ID

The Circuit Identification is a logical number used to
identify the span to the MGC Manager. This number
is later used to assign the span to the network card.
Type any positive integer from 0 to 65535, to be used
as the circuit identification number in the MGC
Manager.

Note:

If other services are already defined, make sure to
use numbers other than those already assigned to
the existing services.

Circuits Order

The Circuit Order determines the order in which an
MCU uses the spans to dial out. The Circuit Order is
assigned automatically by the system according to
the order in which the spans are added.

In dial-out connections the MGC allocates ports from
the spans starting with the span having the lowest
number and the lowest port number within that span.

c. Once you have defined all the identification numbers click OK.

The Add Span dialog box closes and you are returned to the Spans
and Phones dialog box.

To delete a circuit identification entry:
— In the Spans pane, click the Circuit Identification entry, and then

click the Minus = button.
The entry is deleted.

To define the dial-in phone number range:

a. Inthe Dial-in Phones pane of the Spans and Phones dialog box,
click the Plus [# button.
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The Add Phone Num dialog box opens.

x|
First Phone Murnber: Last Phone Mumber:
r— r
Category First Port
I | Allncation by resenvation system ID
[iallin graup
1]
Frezzing OK will immediately add the
phone number. Prezzing Cancel in the QK I Cancel |
previous dialog will not reverse the action.

b.  Enter the first number and the last number in the phone numbers
range and click OK.

The phone numbers range is added to the Dial-in Phones pane of the
Spans and Phones dialog box.

Completing the T1-CAS Network Service Definition
9. Once you have finished filling in all the Wizards screens, in the Spans
and Phones dialog box, click the Finish button.

The data you have specified will be validated, after which the T1-CAS
Network Service will be added to the list of T1-CAS network services of
the MCU.
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Assigning the T1-CAS Network Service to the Net-2/Net-4/Net-8
Card

In order to connect the MCU to the network switch, you need to assign the
T1-CAS Network Service to the appropriate span of the Net-2/Net-4/Net-8

Network Interface module.

on the same Net-2/Net-4/Net-8 Network Interface module. Therefore, the Net-2/
Net-4/Net-8 card can only be used with either ISDN or T1-CAS Network Service.
Before you assign the T1-CAS Network Service to the card, you must set the
following ‘system.cfg’ flag: in the NET8_PARAMETERS section, set
NET8_DEFAULT_TYPE =to T1-CAS.

§ It is not possible to mix an ISDN Network Service and a T1-CAS Network Service

In addition, you may define which span in the network interface card is used
as the primary clock and which one as the backup clock in order to
synchronize with the network clock.

To assign the T1-CAS Network Service to the Net-2/Net-4/Net-8 Network
Interface module:

1. Inthe Browser pane, right-click the slot containing the Net-2/4/8 card,
and then click Properties. Alternatively, double-click the slot containing
the card.

Slok 1 (MET-8)
Remove Card
Slot 2 (ALUDIO) Eieselt Cail

.3 s
—————

Slat 4 (H3Z3)
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The Card Settings — Common Parameters dialog box opens.

Card Settings

Cammon Parameters | MET-& Netwark Parameters I

Slat Mumber :
Hardware Version : |2.04.0
Serial Mumber :|5525

Status :

Card Type : INET—S vI
Software Yersion : IU.DU.1 |

Conferences

|

ak | Cancel | Apply

The Common Parameters describe the basic card settings.

The Status box displays all the error messages related to the card.

The Conferences box displays the names of conferences which are

currently active.
Click the Net-8 Network Parameters tab.
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The Card Settings NET-8 Network Parameters dialog box opens.

Card Settings #

Common Parameters  MET-8 Metwork Parameters |

r— Metwork P
—Span 1 —Span 2
Circuit 10 I? Circuit 10 ID
Service Mame: |'|'-| CAS Service Mame: I
™ Mull Configuration [V Null Configuration
—Span 3 —Spand
Circuit 10 ID Circuit 10 ID
Service Mame: I Service Mame: I

[V Null Configuration [V Null Configuration

—Span b —Span b
Circuit 10 ID Circuit 10 ID
Service Mame: I Service Mame: I
¥ Mull Corfiguration [V Null Configuration
—Span 7 —Span 8
Circuit 10 ID Circuit 10 ID
Service Mame: I Service Mame: I

[V Null Configuration [V Null Configuration

FRI Software Yersion ID.D.83
Stick Software Version ID.D.83

0K

Cancel | Apply I

The Net-2/Net-4/Net-8 Network Interface module supports 2/4/8
T1-CAS spans depending on the card model. Any of these spans may be
set as the “master clock,” which synchronizes the system clock to the
network clock, or “backup clock, which is used if the master clock fails.
Only the spans being used are configured. The same Network Service
may be used for all the spans. In such a case, different circuit IDs must be
defined for each span in the Network Service.

Itis not possible to mix an ISDN and a T1-CAS Network Service on the same
Net-2/Net-4/Net-8 Network Interface module. If an ISDN and a T1-CAS
Network Service are mixed on the same Network card an error message is
displayed.

Net-T1 module does not support a T1-CAS Network Service.

To assign a Circuit ID to the appropriate span:

a. Inthe Span “n” box, clear the Null Configuration check box to
enable the span.
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b. In the Circuit ID box, enter the circuit ID as defined in the Network
Service-Spans and Phones dialog box. According to the selected
Circuit ID, the Network Service is assigned to the network card.
Each span can be assigned a different Network Service.

c. Click Apply.
The name of the network service appears in the Service Name box.

4.  Click OK.

To configure a Net-2/Net-4/Net-8 span as primary or backup clock:

1. Inthe Browser pane, click the slot containing the Net-2/Net-4/Net-8
ISDN Network Interface module (PRI) to configure in the Status pane, or
click the plus [+] icon next to the Card icon to expand its units tree.

If you clicked the slot, the module’s units and configuration are
displayed in the Status pane.If you expanded the units tree, the units are
displayed in the Browser pane. Each unit represents a span in the
Network Interface Module.

E g fpha 03 ( Mormal ) - | | Config | Occupied | Fault: | Disabled | Porks State | Met Service =
EE“E MCU Configuration L
E:I[JJ Cards 451 EIPRL Mo Mo Mo DIAL-IM

Ef] roue A2 EIPAL o Mo Mo DIAL-OUT
= ERE 4 =3 Ko Yes Mo
1[] Slok 2 44 ho ves ho
Jﬂ Slot 3 {HET-5) 125 Mo ves Mo

‘_U Slat 4 = EES Ho Yes Ho =
] Al | -

2. Right-click the unit (span) to configure.
A menu appears.

|__—_| Slat 3 (MET-)

e fE 2 Reset Linit
Sz 3 Disable Unit
- Enable Uit
i Set s Primary Clock Source
=5 Set s Backup Clock Source
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3. Click one of the following options to set up the clock source for the
system.

Table 3-12: Net-2/Net-4/Net-8 Unit Configuration Options

Option Description

Set as Primary Sets this unit as the primary clock source. For

Clock Source further information, see Chapter 5, “Clocking” on
page 5-139.

Cancel Primary Stops this unit from acting as the primary clock

Clock Source source. For further information, see Chapter 5,

“Clocking” on page 5-139.

Set As Backup Sets this unit as the backup clock source. For

Clock Source further information, see Chapter 5, “Clocking” on
page 5-139.

Cancel Backup Stops this unit from acting as the backup clock

Clock Source source. For further information, see Chapter 5,

“Clocking” on page 5-139.

After setting the clock source, a Warning message box opens, instructing
you to reset your MCU.

The configuration changes take effect only after the next MCU reset or
start up, and they are shown in the Configured Clock column in the Status
pane.

3-50



MGC Administrator’s Guide

Defining an IP Network Service

The IP Network Service defines the properties of the IP network used for
connecting IP endpoints to the conference and the IP cards (installed in the
MCU) to which the network is connected. Several of the network components
are used by both H.323 and SIP endpoints to connect to the conference, and
the same IP card is used for H.323 and SIP connections. Therefore one IP
Network Service can be defined for both H.323 and SIP environments as well
as an H.323-only or a SIP-only network service.

This section covers the following topics:

» IP Network Service components (“Appendix E: IP Network
Components” on page E-1)

«  Defining an IP Network Service (page 3-54)

e Assignment of network services to the IP/IP+ card (page 3-93)
»  Designating the IP Network Service as Default (page 3-97)
H.323

H.323 is a standard for audio, video, and data communications across
IP-based (LAN) networks, including the Internet.

The H.323 network includes four main components: H.323 endpoints,
gateway, gatekeeper, and MCU with an IP card. The gateway and MCU may
be in one unit or two separate units.
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The RAS (Registration Admission Status) signalling protocol is used to
communicate between endpoints and the gatekeeper.

H.323
Endpoint

Gatekeeper

-
p o ERT A g
TLEL

Spans
Gateway/MCU

r

H.320
Endpoint

SIP Server SIP Endpoint

Figure 3-1: Typical H.323 Configuration
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SIP

Session Initiation Protocol (SIP) is an application-layer protocol designed to
work over IP networks that can establish, modify, and terminate multimedia
sessions (conferences).

The SIP network includes the following components: SIP endpoints, DNS,
SIP Server, and MCU with an IP card.

SIP Endpoint
SIP Server

Registration 3
with \ -
SIP Server
-
p o ERT A g
w TUEL LAN \
Spans
] MCU

H.320
Endpoint ”

Gatekeeper H.323
Endpoint

7h

Figure 3-2: Typical SIP Configuration

For a detailed description of the IP network components, see Appendix E: IP
Network Components.
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Defining an IP Network Service

3-54

Conferencing with H.323 and SIP endpoints requires the presence of various
components in the IP environment. Several components are common to both

H.323 and SIP connections and others are unique to H.323 or SIP.

The following table lists the components required for conferencing using IP

endpoints, indicating their relevancy to H.323 and SIP:

Table 3-13: IP Network List of Components and Logical Entities

Name H.323 SIP
MCU with IP card(s) Required Required
Subnet Mask Required Required
DHCP Optional Optional
DNS Optional Optional
Host Name Required Required
Default Router Required Required
Static Routes Optional Optional
NAT Traversal Optional Optional
Gateway Optional Optional
Gatekeepers Optional N/A
(recommended)

H.323 endpoints Required N/A

SIP endpoints (User N/A Required
Agents)

SIP Servers—general | N/A Optional
Registrar N/A Optional

(recommended)

The MCU?’s IP cards can be used to connect both H.323 and SIP participants
to conferences. Therefore, you can define one IP Network Service that
includes both H.323 and SIP entities (including the MCU’s IP cards) that
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belong to the same subnetwork. H.323 entities are serviced by the same
gatekeeper, while SIP entities are serviced by the same SIP server. You can
also define an H.323-only Network Service that includes only H.323 entities
and a SIP-only Network Service that includes only SIP entities.

Following is a summary table for the IP Network Service components
configuration combinations:

Table 3-14: IP Network Service Configuration by Protocol Type

Network Service| Both H.323 & H.323 Only SIP Only
SIP

Dialog Box

Settings + + +
DNS + + +
H.323 + + -
SIP + - +
Security + - +
Span + + +

To define an IP Network Service:
1. Inthe Browser pane, expand the MCU tree.

2. Expand the MCU Configuration tree.

3. Expand the Network Services tree.
A list of Network Service types is displayed.

Elﬁ' Mebwork Services
e ey oo
T1-CAS

P

MPI

ATM

4. Right-click the Network Services — IP icon, and then click New IP
Service.
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The Setting dialog box opens.

Settings

Fratocal
&+ Haz3
 SIP
" Both

Service Mame: I
Service Type: IEthemet 'l

— Metwork
[~ DHCP - Obtain IP Address Automatically
Subnet Mask

285, 285 0285, 0
Default Router

o.o0, 0.0

Quality OF Service... |

— Static: Hote:

[ =

Fouter IP | Femote P

| Femote Type

< Back I Mext » I Cancel Help

Define the following fields:

Table 3-15: Settings Dialog Box Options

Field Description

Service Name Specify the service name using up to 20 characters.
The Network Service Name identifies the service to
the system. To designate a SIP-CX enabled IP
Network Service, this name will be used for the
system.cfg flag settings.

Service Type IP services use an Ethernet network, which is a LAN
standard. The Service Type cannot be changed.
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Table 3-15: Settings Dialog Box Options

Field Description
Protocol Select:

e H.323: For an H.323-only Network Service. Only
H.323 participants can connect to the MCU using
this service.

e SIP: For a SIP-only Network Service. Only SIP
participants can connect to the MCU using this
service.

* Both: For an integrated IP Service. Both H.323
and SIP participants can connect to the MCU
using this service.

Network

DHCP-Obtain IP
Address
Automatically

Select this check box to use a DHCP server for
automatic assignment and tracking of IP addresses
to the conference devices (for a definition of DHCP,
see “DHCP” on page E-3). Selecting this option
retrieves the IP addresses necessary for registration
with the DNS and H.323 gatekeeper, and for
automatic configuration of the SIP server. This option
is useful when your network includes many
components whose IP addresses have to be defined.
When this option is selected, each IP card is
assigned an IP address for the session by the DHCP.
With this assigned IP address, the IP card registers
with the gatekeeper using its alias and the IP address
received from the DHCP. Usually, the DHCP will
recognize the MAC address of the IP card and will try
to assign the same IP address to the card (unless the
card was inactive for several days.) Itis
recommended to use this option if you have several
IP cards to configure as this automatic configuration
minimizes the probability of configuration errors.
When the DHCP server is used, the IP address of the
card appears as 0.0.0.0.
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Table 3-15: Settings Dialog Box Options

Field

Description

DHCP-Obtain IP
Address
Automatically
(cont.)

Although the IP address allocated to the cards rarely
changes, you may prefer not to select this check box
if you need to:

» Establish a static IP address, for example, when
working with a firewall and you need to translate
an internal IP address, that must be static, with an
external one.

* When dialing in directly to the card, using the
card’s IP address.

Subnet Mask

Enter the subnet mask of the MCU'’s IP card. If the
DHCP is used, the subnet mask is automatically
retrieved from the DHCP server and cannot be
modified. For more details, see “Subnet Mask” on
page E-2. The detected number appears in the card’s
Properties-Settings-IP Network Parameters dialog
box. For more details, see the MGC Administrator’s
Guide, Chapter 4.

Default Router

Enter the IP address of the default router. If the
DHCP is used, the IP address of the default router is
automatically retrieved from the DHCP server and
cannot be modified. The default router is used
whenever the defined static routers (see Static
Routes table below) are not able to route the packet
to its destination. Another use of the default router is
when host access is restricted to one default router. If
there are several routers that are used, add their IP
addresses to the Static Routes table.
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Table 3-15: Settings Dialog Box Options

Field

Description

Static Routes

Routes Table

Displays the list of static routes currently defined in
the system. Up to five routers can be defined in
addition to the Default router. The order in which the
routers appear in this list determines the order in
which the system will look for the endpoints on the
various networks, if not found on the local LAN. If the
system cannot route the packet to the required IP
address using one of the defined static routes, the
default router is used. If the address is in the local
subnet, no router is used.

To add a router to the Static Routes table, click the
plus [+] button. For more details see “Defining Static
Routes” on page 3-60. To delete a router from the
Static Routes table select the router to remove, and
then click the minus (-) button.

You can define one router with different destinations.

Quality Of Service

Quality Of Service

Data transmission in IP networks is based on best
effort. Quality of Service (QoS) is an effort to
guarantee in advance the quality of the transmission,
especially for video and multimedia information, by
allocating higher priority to transmitted media
packets. The QoS parameters are based on required
priority for video conferencing. To change the
defaults click the Quality of Service button. For
more information see “Defining Quality of Service” on
page 3-61.
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Defining Static Routes
6. To define a static route:

a. Click the plus [+] button.
The Add Route dialog box opens.

x

Router IP: o. 0. 0.0

RemaotelP:| 0O . 0 . 0 . 0

Type: I Metwark = l
()8 I Cancel |

Two router types can be defined: Network and Host. A Host router
provides a direct connection to a specific host (an endpoint) located
in another subnetwork. A Network router provides a connection to a
segment of another network.

b. Define the following fields:

Table 3-16: Add Router Dialog Box Options

Field Description
Router IP Enter the IP address of the router and its subnetwork.
Remote IP The IP address of the packet destination. The

destination determines the entity to be reached

outside the local network. The Type determines

whether this entity is a specific component (Host) or a

subnetwork (Network).

* If Host is selected in the Type field, enter the IP
address of the endpoint.

* If Network is selected in the Type field, enter the
components of the IP address indicating the
segment of the other network. For example,
entering 128.4.0.0 refers to a network segment
whose first two components are 128 and 4.
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Table 3-16: Add Router Dialog Box Options (Continued)

Field Description
Type Select the type of router connection:
* Network — defines a connection to a router
segment in another network.
* Host — defines a direct connection to an endpoint
found on another network.
c. Click OK.

The system returns to the Settings dialog box, displaying the added
static route.

Defining Quality of Service

QoS can be measured and guaranteed in average delay between packets, the
variation in delay, and the transmission error rate. Currently, two QoS
methods are supported: DiffServ and Precedence. These methods differ in the
way the packet’s priority is encoded in the packet header.

7. To define Quality of Service parameters:
a. Click the Quality of Service button.
The QoS of Ethernet Service dialog box opens.

Qos of Ethernek Ser =

— IP Quality OF Service
¥ Enable

 DiffSery
& Precedence

Audio: m
Video: |4 3:
TOS: I Delay - l

()8 I Cancel |
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b. Define the following fields:

Table 3-17: QoS of Ethernet Service Dialog Box Options

Field Description

Enable Select the Enable check box to implement QoS for
marking outgoing IP packets, either according to the
DiffServ standard or the IP Precedence mechanism.
If the Enable check box is cleared, QoS is not
implemented.

DiffServ and DiffServ and Precedence are two methods for

Precedence encoding the packet’s priority. The priority set here

for audio and video packets should match the priority

set in the router.

* Select DiffServ when the network router uses
DiffServ for priority encoding. When the MCU
implements DiffServ, it prioritizes the IP packets
according to the QOS PARAMS section flags, set
in the system configuration (system.cfg) file. (The
default priority is 4 for audio and video packets).
Note: If you select DiffServ but your router does
not support this standard, IP packets queue on
the same communication links with data packets.
This non-prioritized queueing greatly increases
the latency and jitter in their delivery.

* Select Precedence when the network router
uses Precedence for priority encoding, or when
you are not sure which method is used by the
router.

Note: If you are not sure which QoS policy your
router supports, select Precedence combined
with None in the TOS field. Precedence is the
default mode as it is capable of providing priority
services to all types of routers, as well as being
currently the most common mechanism.
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Table 3-17: QoS of Ethernet Service Dialog Box Options (Continued)

Field

Description

Audio and Video

You can prioritize audio and video IP packets to
ensure that all participants in the conference hear
and see each other clearly.

Select the desired priority. The scale is from 0 to 5,
where 0 is the lowest priority and 5 is the highest.
The recommended priority for both audio and video
is 4 to ensure that the delay for both packets is the
same and audio and the video packets are
synchronized and to avoid lip sync.

TOS

Type of Service (TOS) defines optimization tagging
for routing the conferences audio and video packets.
Routers that support the Precedence mechanism
can implement classification by TOS optimization
tags when transferring IP packets.

* Delay — The recommended default for video
conferencing; prioritized audio and video packets
tagged with this definition are delivered with
minimal delay (the throughput of IP packets
minimizes the queue sequence and the delay
between packets).

* None — No optimization definition is applied. This
is a compatibility mode in which routing is based
on Precedence priority settings only.

Select None if you do not know which standard your

router supports.

c. Click OKto apply your settings and return to the Settings dialog

box.
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8.

Click Next.
The DNS Settings dialog box opens.
Drssettings x|
Use DNS Servers: @ Off ¢ Specify ¢ Auio
DMS Server Addresse:
Frimary DHS Server: o . o0 . 0,0
Secondary DMS Server: o . o0 . 0,0
Tertiary DNS Server: o . 0. 0.0
Local Diomain Name:
< Back | Mext » | Cancel | Help |

This dialog box is used to define the DNS Server IP address and the local
domain name.

For H.323 conferencing, DNS is used if gatekeeper discovery using the
gatekeeper host name and NAT auto-discovery are applied. Using NAT
Traversal, the DNS is queried for the NAT server IP address used for
allocating the public (external) IP addresses to the cards for the
conferencing session.

For SIP conferencing, domain names are required and therefore it is
recommended to enter the details of the DNS server and the local domain
name. The DNS is also used if SIP Server discovery is applied. The
system decides whether to use the DHCP or the DNS server for auto-
discovery with preference to the DNS server.
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9. Define the following parameters:

Table 3-18: DNS Settings Dialog Box Options

Field

Description

Use DNS Servers

e Off — DNS servers are not used in the network.

* Specify — Select this option to enter the IP
address of the DNS servers.

* Auto — Select this option to automatically detect
the primary DNS address, provided the DNS
Server is defined in the DHCP and if the DHCP -
obtain IP Address Automatically check box was
selected in the Settings tab.

DNS Server Addresses

Primary DNS
Server IP Address

If Specify was selected, this field is mandatory. Enter
the IP address of the primary DNS server.

Secondary/Tertiary | If Specify was selected, enter the IP address(es) of
DNS Server IP the next DNS server in line to resolve domain names
Address as a fallback for the primary DNS server.

These fields are optional.
DNS Name

Local Domain
Name

Enter the domain name where the MCU is installed.
The name of the domain includes the host part of
URL or URI (the part of the host's address that
appears after the at sign (@), or in a URL the part
following the www. prefix), for example,
polycom.com.

This field is used both for SIP proxy registration
purposes and DNS resolution and therefore it is
required if you are using DNS servers in this service.
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10. Click Next.
The H.323 dialog box opens.

H323 x|

[ Forwarding

— Gatekeeper

Use Gatekesper. ¢ Off & Specify € Auto

Freferred Gatekeeper IP Address or Mame: I
Alternate Gatekeeper IP Address or Mame: I

Part:

I‘I?‘IS

Service Mode

IBoard Hunting VI

Prefix:

V¥ Refresh H.323 Registrations Every I‘I 20 Seconds

< Back I Mext » I Cancel Help

@ This dialog box is skipped when defining a SIP-only Network Service.

11. Define the following parameters:

The following table describes the gatekeeper modes that can be
configured with each of the listed gatekeepers.
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Table 3-19: H.323 Dialog Box Parameters

Field

Description

Forwarding

Select this check box to enable Forwarding.
Forwarding enables the MCU to indicate the IP
address of another card for handling the incoming
call when the first card is busy. The advantage of
Forwarding is that it can be used when no
gatekeeper is involved, or when a special Service
Mode, such as Basic, is used.

Note: It is not recommended to use Forwarding when
using either Board Hunting or Pseudo Gatekeeper
modes.

Gatekeeper

Use Gatekeeper

* Off — select this option if a gatekeeper is not
present in your network. In this case,
conferencing uses the IP addresses of the
endpoints and the MCU IP cards for dial-in and
dial-out connections.

* Specify — to manually define the IP address of
the preferred and alternate gatekeepers.

* Auto —to retrieve the IP address of the preferred

and alternate gatekeepers from the DHCP, if they
are defined in the DHCP.

Preferred
Gatekeeper IP
Address or Name

If you have selected Specify in the Use Gatekeeper
option, enter either the gatekeeper’s host name (if
the DNS server is enabled and the gatekeeper is
registered with the DNS, it translates this name into
an IP address), or IP address.

When Auto is selected, this field is disabled and the
gatekeeper’s name or IP address are taken from the
DHCP.

Alternate
Gatekeeper IP
Address or Name

An alternate gatekeeper is a fallback gatekeeper in
case the preferred gatekeeper is not functioning
properly. Enter the host name or IP address of the
alternate gatekeeper. If this box is left empty, but
DHCP is enabled, or when Auto is selected, the
alternate gatekeeper’s details are automatically
retrieved from the DHCP.
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Table 3-19: H.323 Dialog Box Parameters (Continued)

Field

Description

Port

Port 1719 is the most common port that gatekeepers
listen to and transmit through.

Service Mode

Each card registers with the gatekeeper with its IP
address and/or alias. The gatekeeper routes calls to
the card with available resources. If there is no
gatekeeper, calls that approach an IP card with
unavailable resources get a reject response, unless
Forwarding is enabled.

Basic [Least recommended] — Each IP card in
the MCU registers independently with the
gatekeeper. The H.323 endpoint dials directly to
this card, using the cards alias as registered with
the gatekeeper. The call is routed once only to the
MCU. If the card can accommodate the call, the
call is accepted. If the card cannot accommodate
the call, the call is rejected with no further effort
on behalf of the gatekeeper or the operator. In this
mode, using a prefix for dialing to the gatekeeper
is not required as there is no pooling of resources.

Board Hunting — In this mode, the Network
Service is registered with the gatekeeper and is
associated with a prefix. In addition, all the IP
network cards that belong to the same Network
Service register with the gatekeeper with the
same Network Service prefix. The same prefix is
also defined in the IP Network Service in the
MGC Manager.

When an IP call reaches the gatekeeper (using
the Network Service Prefix), the gatekeeper
identifies the Network Service according to the
prefix, and looks for the first available IP card on
the MCU according to the cards registered with
the gatekeeper for that Network Service.
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Table 3-19: H.323 Dialog Box Parameters (Continued)

Field

Description

Service mode
(cont.)

To use the Board Hunting mode and route calls to
an available IP card, the dialed string must begin
with the IP Service prefix. When this format is
used for dial-in, the prefix can be followed by a
conference/ Meeting Room numeric ID or name.
When using a gateway call, the prefix can be
followed by a gateway session profile or by
another format that can be read by the gateway.
The dialing format depends on the call type as
follows:

Conference (multipoint): [H.323 prefix service]
[Conference/Meeting Room numeric ID/name]

Gateway session (point to point): [H.323 service
prefix] [gateway service prefix] [gateway delimiter]
[gateway information]

Notes:

This mode is dependent on the gatekeeper’s
implementation as the gatekeeper may not allow
multiple registrations from different IP addresses.

Board Hunting is the default mode. It is not
recommended to use Board Hunting with
Forwarding. If both are selected, Forwarding
overrides Board Hunting settings.

Register as a Gateway — Select this mode when
using a Cisco gatekeeper.

In this mode the gatekeeper is defined as a
gateway. A gateway prefix is usually manually
registered with the gatekeeper and the IP cards
use the same prefix to register with the gateway.

With a Cisco gatekeeper that supports this mode,
the MCU is registered as an H.320-gateway and it
requires the dialing string to start with the prefix
as with Board Hunting.
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Table 3-19: H.323 Dialog Box Parameters (Continued)

Field

Description

Service Mode
(cont.)

Note: In current Cisco implementations when
there is more than one IP card in use, the
gatekeeper selects one of the boards that are
registered with the dialed string. Thus the system
does not automatically forward the calls to an
available card. To overcome this problem,
combine Register as a Gateway with Forwarding.
However, this method only works for defined dial-
in participants.

* PseudoGatekeeper — Each IP card acts and is
defined as a gatekeeper allowing Board Hunting
to be performed. In PseudoGatekeeper mode, the
IP cards are manually registered with the
gatekeeper as neighboring gatekeepers. When
the gatekeeper receives an Admission Request
(ARQ) message from a participant looking for the
conference alias, the gatekeeper will forward the
request to all “neighboring gatekeepers” (IP
cards) simultaneously. The first card that has
enough resources to handle the call accepts the
request.

Note: Gatekeepers often send a multicast LRQ
message hoping that there is a gatekeeper that
can help with the translation. Multicast LRQ
messages are not handled by the MCU IP cards
within the Pseudo Gatekeeper mode.

* PseudoGatekeeper-AVF — Applicable to the
Avaya environment only.

Prefix

Enter a number to be used by H.323 participants to
dial to the MCU as part of the dial-in string. Usually,
one Network Service is defined for all IP cards to let
the system automatically manage the resources
allocated to conferences. When one Network Service
is defined per card, the MGC Manager operator must
manage the conferencing resources since there is no
automatic pooling.
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Table 3-19: H.323 Dialog Box Parameters (Continued)

Field

Description

Prefix (cont’)

Notes:

* When PathNavigator is used, this prefix
automatically registers with the gatekeeper. When
another gatekeeper is used, this prefix must also
be defined in the gatekeeper.

* When a firewall is used, two IP Network Services
are usually defined; one for the card that is
connected to the external network and the other
one that includes all the remaining cards (those
connected to the internal network).

Refresh H.323
Registrations Every
n Seconds

Enter the frequency in which the system informs the
gatekeeper that it is active by re-sending the IP
address and aliases of the IP cards to the
gatekeeper. (The conference details are not
registered.) If the IP card does not register within the
defined time interval, the gatekeeper will not refer
calls to this IP card until it re-registers. If timeout is
set to 0, re-registration is disabled.

Note: It is recommended to use default settings.

Table 3-20: Gatekeeper Interoperability

Gatekeeper Modes/ Basic Boa_rd Pseudo Register as
Types Hunting | Gatekeeper Gateway
Radvision MGK-100 + + + +
Radvision ECS + + + +
VCON MXM + + + +
Cisco MCM - - - +
PathNavigator/SE200 + + + +

Shading indicates the preferred configuration mode
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12. Click Next to continue to the SIP dialog box.

[Rediect x|
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13. Define the following parameters:

Table 3-21: SIP Dialog Box Options

Field

Description

Servers

Get SIP Servers
Automatically

Select this option to automatically retrieve the IP
address of the SIP servers.

This option is enabled if a DHCP or a DNS server is
enabled and the local domain name is defined (as it
is required for locating the SIP proxy). If both are
enabled, DNS resolution precedes DHCP as it
provides the most current information.

Configure SIP
Servers Manually

Select this option to manually configure the SIP
servers. After selecting this option click the SIP
Servers button to access the manual configuration
window. For detailed information see “Defining SIP
Servers” on page 3-77.

Registrations

Registration Mode

The Registration Mode determines how the proxy will
direct the incoming SIP call to the MCU’s IP card that
has enough resources to handle the call. The
selection is done according to the method supported
by the proxy. If all three methods are supported, the
selection is done according to the required working
method.

* Redirect — The conference registers with the
proxy using the IP address of a specific IP card.
The proxy directs the incoming call to the
registered card. If the card has no available
resources, the MCU returns to the proxy the IP
address of the card that does have enough
resources and the proxy redirects the incoming
call to that IP card.

* Forking — Each IP card is registered in the proxy
with all the conferences. The proxy directs the
incoming call to all cards simultaneously. The
MCU ensures that only the card that has enough
resources answers the call.
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Table 3-21: SIP Dialog Box Options (Continued)

Field

Description

Registration Mode
(cont.)

* Polling — Each IP card is registered in the proxy
with all the conferences and each card is
assigned a priority per conference. The proxy
directs the incoming call to one of the registered
cards. If the card does not have enough
resources, the call is rejected and the proxy
redirects the call to the next card according to the
card’s priority. Usually, the load is distributed
between the cards by registering the first
conference with the first card, the second with the
second card, and so on.

Register OnGoing
Conferences/
Meeting Rooms/
Entry Queues &
SIP Factories

Select the conferencing types and methods to
register with the proxy.

In SIP conferencing, the Entry Queues, SIP
Factories, Meeting Rooms and conferences register
with the SIP proxy. The endpoint calls the Entry
Queue, SIP Factory, Meeting Room or the
conference directly and not the card (as with H.323
conferencing, where the cards are registered with the
gatekeeper and the dialing can be done directly to
the card).

Registering all the conferences with the proxy loads
the proxy and the MCU as the registration is
refreshed constantly (every x seconds). Therefore, it
recommended to register only the Entry Queues and
SIP Factories, and define all the conferences and
Meeting Rooms as Entry Queue Access. All the
incoming calls are routed to the Entry Queue by the
proxy and from the Entry Queue to the conferences
by the MCU.

Reservations are not registered.

Note: To use SIP Factories, the Entry Queues & SIP
Factories check box must be selected. For more
information about SIP Factories, see the MGC
Manager User’s Guide, Volume II, Chapter 3, “SIP
Factories”.
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Table 3-21: SIP Dialog Box Options (Continued)

Field Description

Refresh SIP Enter the frequency in which the system informs the
Registrations Every | SIP proxy that it is active by re-sending the details of
n Seconds all conference types to the server. If the various

conferences and Entry Queues do not register within
the defined time interval, the SIP server will not refer
calls to this conference/Entry Queue until it re-
registers. If timeout is set to 0, re-registration is
disabled.
The default value is 3600 seconds (60 minutes).

To decide which registration mode is the most appropriate, the following
table lists the trade-off of each type relative to parameters such as
processing load, speed, and more.

Table 3-22: Registration Modes—Pros and Cons

Factor/Mode Redirect Polling Forking

Connection speed: 2 3 1

How long it will take for an

incoming call to establish The slowest | The fastest

its connection to the connection. | connection.

conference

IP card and MCU load: 1 2 3

The amount of processing | Lower load. The request | Highest load.

required by the MCU to The request is | is sent to The request

complete the connection sent only to one card is sent to all

according to selected one IP card. after the cards simul-

method other. taneously.

Network load 1 2 3
Least load. Highest

Load.

Proxy dependence: 1 3 3

How common is this mode | Supported by Not Not

to proxies most proxies. supported by | supported by

all proxies. all proxies.

3-75




Chapter 3 - Defining Network Services

Table 3-22: Registration Modes—Pros and Cons (Continued)

Factor/Mode Redirect Polling Forking
Success rate: 3 2 1
With which method the If there is a Highest
incoming call will be problem with connections
successful connecting to the IP card, it rate.
the conference may not be

able to send

the IP address

of the next

card.

Shading indicates best score 1= highest score

The following table lists the supported SIP Proxies and their Registration
modes:

Table 3-23: Supported SIP Proxies and their Registration Modes

SIP Proxy Registration Mode Comment
Microsoft LCS * Redirect Each IP card must be
2003/2005 configured in the Static Routes
table of the LCS.
Cisco * Forking
* Redirect
Alcatel * Redirect
* Forking
IPTEL * Redirect
* Forking
Nextone * Redirect
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Defining SIP Servers

14. To configure the SIP servers manually:

a. Click the SIP Servers button.

The SIP Settings dialog box opens.

MGC Administrator’s Guide

SIP Settings
r— Tranzport
SIP Transpart  UDP &« TCP
~ SIP Server
Preferred SIP Server: 0 ' Specify

IP Address or Mame: I

Port: |5usu

Domain Mame ar [P: I

Alternate SIP Server & 0 " Specify

IP Address or Mame: I

Fart: |5050

Domain Mame ar [P: I

— Outbound Prosy
™ Outbound Proxy is different than SIP Server

IP Address or Mame: I

Port: |5usu

()8 I Cancel |

It is important to know which protocol the SIP proxy uses, as there are proxies that
can work with only one type of protocol. The SIP transport type must reflect the

correct protocol in order to communicate.
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b. Define the following parameters:

Table 3-24: SIP Settings Dialog Box Options

Field

Description

Transport

SIP Transport Type

Select the protocol that is used for signaling between
the MCU and the SIP proxy or the endpoints

according to the protocol supported by the SIP proxy:
* UDP - Select this option to use UDP for signaling.

* TCP - Select this option to use TCP for signalling.

If the SIP proxy supports both protocols, select the
one that is most suitable.

If the selected protocol is TCP and the endpoint that
is behind the proxy supports UDP, the proxy knows
how to send and receive the signaling from the
endpoint in UDP, even if it is defined as TCP.
Transferring the signaling directly to this endpoint will
fail as its protocol its different from the selected
protocol.

SIP Servers

Preferred SIP
Server

* Off — No SIP server is used. The only dial-out
option is when conference participants are
defined by their IP addresses.

* Specify — Select this option to manually define
the SIP server that is used for SIP
communication. This is the SIP server the MCU
approaches for all its dial out needs.

IP Address or
Name

If you have selected Specify, enter either the IP
address of the preferred SIP server or its host name
(if a DNS server is used).

Port

Enter the number of the TCP or UDP port used for
listening. The port number must match the port
number configured in the SIP server. The default port
is 5060.
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Table 3-24: SIP Settings Dialog Box Options (Continued)

Field

Description

Domain Name or IP

Conferences and Entry Queues can be registered in
the proxy in the format user@host. For example,
EQl@polycom.com, where EQL is the user part and
polycom.com is the host part.

When dialing to a conference or Entry Queue, the
SIP server expects to receive the host either as
domain name or as an IP address.

The domain name is used for identifying the SIP
server in the appropriate domain according to the
host part in the dialed string. For example, when the
call to EQ1@polycom.com reaches its the outbound
proxy, this proxy looks for the SIP server in the
polycom.com domain to which it will forward the call.
When this call arrives to the SIP server in
polycom.com, the server looks for the registered user
(EQ1) and forwards the call to this Entry Queue or
conference.

Alternate SIP
Server

* Off — No SIP server will be used in case of failure
of the preferred SIP server.
* Specify — Select this option to manually define

the SIP server that will be used in case of failure
of the preferred SIP server.

IP Address or

If you have selected Specify, enter either the IP

Name address of the SIP server that will be used in case of
failure of the preferred SIP server, or its domain
name (if a DNS server is used).

Port Enter the number of the TCP or UDP port used for

listening. The port number has to match the port
number configured in the SIP server.

Domain Name or IP

Same as for the Preferred SIP Server. Enter the
domain name or IP address to identify the host and
the registered Entry Queue/conference in the dialed
string of the call.

3-79




Chapter 3 - Defining Network Services

3-80

Table 3-24: SIP Settings Dialog Box Options (Continued)

Field

Description

Outbound Proxy

Outbound Proxy is
different than SIP
Server

Select this check box if the outbound proxy is
installed on a different computer than the one the SIP
server is installed on.

Usually these two entities reside on the same
machine (both identification and forwarding the users
to their destination). But in the instance that they are
not and the entity that deals with identifying and
registering users is on a different machine, select this
check box.

IP Address or

If you have selected Outbound Proxy is different than

Name SIP Server, enter either the IP address of the
outbound proxy or its host name (if a DNS server is
used).

Port Enter the port number the outbound proxy is listening

to. The default port is 5060.

c. Click OK to apply the manual server settings and return to the SIP

dialog box.
15. Click Next.
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The Security dialog box opens.

security x|

— Authentication

Lzer | [romain | tupe |

< Back | Mext » | Cancel | Help |

The Security dialog box lists the authenticated entities registered with the
preferred proxy.

Authentication is the method used by the SIP proxy to validate the
identity of the MCU and its Entry Queues and Meeting Rooms. When
registering with the proxy, the MCU must provide the user name and
password as configured and predefined in the SIP proxy.

Up to three entities can be defined in this dialog box. You can define the
Entry Queues, Meeting Rooms, the IP cards or any combination of these
entities

With Microsoft LCS 2003, each Entry Queue and conference must be registered
individually and marked as Trusted.
With Microsoft LCS 2005, you can register the IP card and mark it as Trusted,

hence all the conferences and Entry Queues are automatically registered as
Trusted.

3-81



Chapter 3 - Defining Network Services

a. To add authenticated users to this list, click the plus [+] button.

The Authentication dialog box opens.

Authentication =

Type:

User:

Password:

Confirm Password:

Domain

.

—

Cancel |

b. Define the authentication parameters of the Entry Queue or Meeting
Room as registered with the SIP proxy.

Table 3-25: Authentication Dialog Box Options

Field

Description

Type

HTTP Digest is currently the only supported
authentication method. It uses basic encryption—
using this authentication method the user’s password
is never sent in readable format. This type of
authentication can be applied only if the entities
(Entry Queue, Meeting Room or IP card) are entered
in the proxy’s users tables.

User

Enter the MCU conference, Entry Queue or Meeting
Room name as registered with the proxy.

Password

Enter the conference, Entry Queue or Meeting Room
password as defined in the proxy.

Confirm Password

Re-enter the password.

Domain

If the call is routed via several proxies, the user name
and password are relevant to a specific domain.
Enter the domain name of the SIP proxy that the user
(MCU conference) is registered with.
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c. Click OK to add this user (UA) to the authenticated users list, and
return to the Security dialog box.

16. Click Next.
The Span dialog box opens.

span x|
IP Span E

Circ. Id| IP | Host Mame I Eommunic...l H323 Address |

12 128. 2213219 #12_RE1 Auta IF12 [H32310)

I~ | Register spans host names to DNS automaticaly,

< Back | Finizh | Cancel | Help |

This dialog box lists the currently defined spans to be used with the
defined Network Service. This dialog box is used to define the cards to
which the network, whose properties are defined in the Network Service,
is connected. In this dialog box you define the IP cards that can be used
to handle incoming and outgoing calls from/to the gatekeeper and/or SIP
server.

A span defines the card’s parameters and network settings; it is set
separately for each IP card as each IP card has a unique IP address and
can also have different capabilities than other installed IP cards.

The Circuit ID is the connection between the span and the card; it
identifies the specific span with a numeric identification, which you use
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%

afterwards when assigning the Network Service to the IP card (for details
see “Assigning Network Services to the IP/IP+ Cards” on page 3-93).

To delete an existing span, select it and click the minus (-) button.

Adding a Span

a. To add a span click the plus [+] button.
The IP SPAN dialog box opens.

psean x|

Circuit 10

[ Phddess [0. 0. 0.0
Communication Mode: IAuto 'l Host Mame: Is‘l_rr

Fixed Parts & NAT |
—H323
Aliaz 1: I Type: |H323ID 'l
Alias 2: I Type: |H323ID 'l
Aliaz 3 I Type: |H323ID 'l
Alias 4: I Type: |H323ID 'l
Aliaz 5 I Type: |H323ID 'l
’TI Cancel |

This dialog box is used to define the IP card to which the IP network
is connected and that should be used with this Network Service.

The IP+ cards and IP48, hardware version 4.41 and higher, can be used for both
SIP and H.323 conferencing. The IP cards (IP12/24) can only be used for H.323

conferencing.
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b. Define the following fields:

Table 3-26: IP SPAN Dialog Box Options

Field

Description

Circuit ID

The circuit identification is a number used to identify
the card’s span, it can be any whole number between
0 to 65535. This number is assigned to a specific IP
address. Therefore, when defining several spans
(different cards) each should be assigned a different
Circuit ID number.

The circuit ID must be unique per MCU.

The Circuit ID is used later to assign this Network
Service to the IP card (see “Assigning Network
Services to the IP/IP+ Cards” on page 3-93).

IP Address

The IP address of the IP network interface card
installed in the MCU. Each card has a specific IP
address. This address is assigned to the Circuit ID.
If the DHCP option is selected for this Network
Service, this field is disabled, and shows the address
0.0.0.0, as the IP address will be retrieved from the
DHCP.

Communication
Mode

Indicates the data transmission rate and duplex
mode. When set to Auto the system synchronizes the
data transmission rate according to the network. You
can also force the router to connect to the IP card
installed in the MCU at the following data
transmission rates according to the network’s
capabilities:

* 10 Mb Half Duplex

* 10 Mb Full Duplex

* 100 Mb Half Duplex

* 100 Mb Full Duplex

Full Duplex refers to the transmission of data in two
directions simultaneously.

Half Duplex refers to the transfer of data in only one
direction at a time.
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Table 3-26: IP SPAN Dialog Box Options (Continued)

Field

Description

Host Name

The name of the computer on the domain network,
and that will be added to the local domain name to
identify the card by its host name, for example: IP1. If
the local domain name is polycom.com, the card
name will be IP1.polycom.com. A default host name
is suggested by the system.

Fixed Ports & NAT

Click this button to configure the firewall ports and
NAT traversal. For details on this option, see “Fixed
Ports & NAT Dialog Box Options” on page 3-88.

H.323

Alias The alias by which the IP card is identified within the
network. An alias must be entered when working with
a gatekeeper. Up to five aliases can be defined for
each IP card.

Type The type defines the format in which the card alias is

sent to the gatekeeper. Each alias can be of a
different type:

* H.323 D (alphanumeric ID)

* E.164 (digits 0-9, * #)

* URL ID (URL style address)

e Transport ID (IP address: port number)

* Email ID (email address format)

e Party Number (identical to the E.164 format)

Note: Although all types are supported, the type of
alias to be used depends on your gatekeeper’s
capabilities.

c. Click the Fixed Ports & NAT button to configure the NAT for each
span—as each mapped IP should be personally known to the
firewall—and the fixed signaling and media ports. Selecting Fixed
Ports allows you to define the ports that are allocated in the firewall
to multimedia (audio, video and data) conference calls. These ports
are used for the capabilities exchange messages sent between the
endpoint and the MCU during the establishment of the connection
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between them. If these ports are not defined in the system, ports are
randomly allocated, which can result in the firewall allocating a
wider range of ports and thus be vulnerable to unauthorized network
access.

NAT (Network Address Translation) Traversal is a mechanism used
translate the internal IP address into a public IP address. In this
dialog box you define the external IP address that will be used for
the translation of the internal addresses. For more information, see
“NAT Traversal” on page E-5.

Fixed Ports & NAT =

¥ Enable Fixed Ports

Mumber of calls: ID

Signaling (1 per call, TCP] [0 Ta [0
Contral (1 per call, TCP] [0 Ta [0
Audio (2 per call, UDP) [0 Ta [0
Video (4 per call, UDP) [0 Ta [0
Data  (Spercal TCP] |0 Ta [0
FECC (2 percal UDP) |0 Ta |0

‘when fixed ports are exhausted
& Allocation ports dynamically
| Fgject

—MAT Traversal

Use Span External Address: & g  Specify Auto

External IP Address: oo, oo, 0.0

()8 I Cancel |
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d.  (Optional) Define the following fields.

Table 3-27: Fixed Ports & NAT Dialog Box Options

Field

Description

Enable Fixed Ports

Enable Fixed Ports

Select this check box to enable the configuration of
firewall ports used for softening, control and media
and definition of the number of concurrent calls in the
IP network service. If you are defining a service for
local calls that do not require configuring the firewall
to accept calls from external entities, leave this check
box clear.

Number of calls

Enter the Number of Calls based on the predicted
number of simultaneous incoming video calls that
require fixed port allocation and are handled by the
network and MCU, up to the maximum that can be
handled by the IP card (dependent on card type).
If you exceed the maximum number of calls
configured for the card an error message appears
listing the call range that can be entered.

Port Range
Definitions

The following general instructions apply to the
Signaling, Control, Audio, Video, data and FECC
fields. Individual field definitions follow the general
instructions.

Define the port ranges for each of the channels; enter
the first port for each channel and the system
automatically fills in the end of the assigned port
range. The IANA recommended port range is 49152
to 65535.

The network administrator configures the server and
allocates firewall ports based on network
requirements. In case of a firewall, the network
administrator calculates the number of ports that
should be allocated to video calls according to the
number of ports required for each media channel (13
in total) and the volume of incoming traffic via the
firewall (the number of simultaneous calls).
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Table 3-27: Fixed Ports & NAT Dialog Box Options (Continued)

Field Description

Port Range For example: If each call is allocated 13 ports
Definitions (Signaling - 1, Control - 1, Audio - 2, Video - 4, and
(cont.) Data - 5, for a total of 13 ports), and 6 simultaneous

calls are to be handled by the network, the total
number of ports that is required is 78 (6 x 13). If the
first allocated port is 1025, then the last port will be
2003 (1025 + 78 = 2003).

In this example port number 1037 has not been
allocated, as the starting range for audio and video
port allocation has to be an even number. If an odd
number is entered an error message appears to
remind you of this requirement.

Note: You can allocate the same port number to
different channels provided the numbers are in two
different protocols; one is in TCP and the other is in
UDP. For example you can allocate port numbers
2000-2009 to the Signaling channel in TCP and ports
2000 -2002 to the Audio channel in UDP.

Signaling [TCP]

Define the ports used for transferring call setup
messages. After you enter the beginning of the
range, the system automatically fills in the end of the
assigned range.

If the signaling port is set to 49181, and one signaling
port is allocated per call, and your total number of
calls is 6, then the last number allocated by the
system will be 49186 (inclusive numbering, using the
port numbers 49181, 49182, 49183, 49184, 49185
and 49186 = 6).

Control [TCP]

Define the ports used for control messages (setup,
maintenance, and teardown of sessions). After you
enter the beginning of the range, the system

automatically fills in the end of the assigned range.
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Table 3-27: Fixed Ports & NAT Dialog Box Options (Continued)

Field

Description

Audio [UDP], Video
[UDP]

Define the ports used for audio and video channels.
After you enter the beginning of the range, the
system automatically fills in the end of the assigned
range.

If the first audio port is 49182, and the number of
audio ports per call is two, the total number of
required ports for six simultaneous calls is 12.
Therefore, the last port number in the range is 49193.

Data [TCP]

Define the ports used for transferring data packets:
file transfer, whiteboard, and application sharing. The
recommended port range is 49152 to 65535. After
you enter the beginning of the range, the system
automatically fills in the end of the assigned range.

FECC [UDP]

Define the ports used for FECC. After you enter the
beginning of the range, the system automatically fills
in the end of the assigned range.

When fixed ports are exhausted

Allocation ports

Select this option to allocate any of the available

dynamically ports in the firewall to calls that exceed the number of
predicted simultaneous calls. These ports may not be
secured.

Reject Set the system to reject any request to open

additional ports and the call will be rejected.

If the volume of simultaneous calls exceeds the
specified number of calls and there are no available
ports in the firewall to handle the call, it is rejected by
the network server.




MGC Administrator’s Guide

Table 3-27: Fixed Ports & NAT Dialog Box Options (Continued)

Field

Description

NAT Traversal

Use Span External
Address

Define the method in which the public IP address is
mapped to the IP card’s internal address:

Off — No external IP address will be used. Select this
option for local calls, there is no need to use the
public IP address to identify the source and
destination for the messaging.

Specify — Select this option to manually define the IP
card’s public IP address.

Auto — The IP card'’s public IP address is
automatically retrieved from the HTML Answer of the
external server.
http://videovideo.polycom.austin.com.

The automatically retrieved IP address appears in the
IP Card Settings-IP-Network Parameters tab.

External IP address

If you selected Specify, enter the IP card’s public IP
address.

Notes: For a complete port configuration you define both the fixed ports
(signaling, media, etc.) and the relevant reserved ports. Make sure that the
following IANA registered ports reserved for system services have been opened
as part of your firewall’s definitions:

* Port# 1720 — H.323 standard signaling port

e Port #1719 — H.323 gatekeeper port
e Port #1503 — T.120 port for incoming connections
* Port # 5060 —SIP standard signaling port

Entering a well-known port that the IANA has reserved for other applications in
your configuration is not allowed as it would result in system service failure. It is
highly recommended to use ports from the dynamic range defined by IANA.

17. Click OK to return to the Span dialog box.
The new span is added to the Spans table.
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18. In the Spans dialog box, click Finish to complete the IP Network
Service definition.
The new network service is added to the IP Network Services list.

Eg Product Management  { Mormal )

E%ﬂ MCL Configuration

Hﬁ Metwark Services
150N

el

ATM
Eﬂia'\;\' Operators
B IIL Gatetay Configuration
- Profiles
------ [QF+ Recording Links

=]
Eﬂﬁ On Going Conferences{0}

The following icons are used to indicate the IP Network Service type:

Table 3-28: IP Network Service lcons

Icon Description

The Network Service supports both SIP and H.323
connections.

The Network Service supports only H.323

G connections.

The Network Service supports only SIP connections.

.
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Assigning Network Services to the IP/IP+ Cards

For each IP card installed in the MCU, you need to define which Network
Service is used, thereby defining the network properties connected to that
card.

Usually, one Network Service is used for all IP cards, enabling the MCU to
automatically manage the conferencing resources.

The association between the network properties and the IP cards is done in
two stages. In the first stage, while defining the IP Network Service, you add
all the IP cards that can use this Network Service (they are all using the same
IP network entities such as gatekeeper, DNS, SIP server or DHCP). In the
second stage, you define for each IP card which Network Service it uses to
manage conferencing calls.

cards from version 4.23 or higher are required. For H.323-only

For SIP conferences, or conferences that include SIP participants, IP+
E conferences, IP (12 or 24) cards are sufficient.

To assign IP service settings to the IP card:
1. Inthe Browser area, expand the MCU tree.

2. Expand the MCU Configuration tree.
3. Expand the Cards tree.

= g Product Management  { Mormal )
(=} %ﬂ MCU Configuration

(=} uﬂ: Cards

B’ HOLC

W oo 1 T
H’ Slet 2

o e 3 gy

W o 1 o2

&) EL slat 5 (VIDEC)

&) EL slat 6 (VIDEC)

W o 7 o2

[ a8 atay

o o o rm)

&) EL Slot 10 (4TM_25)

H’ slet 11

H’ st 12

&) EL slat 13 (DATA)

H’ slot 14

&) EL Slot 15 (AUDIO+12[24)
&) EL slat 16 (YIDEO4E)
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4. Double-click the IP card.
Alternatively, right-click the IP card icon, and then click Properties.

The Card Settings-Common Parameters dialog box opens.
A

Comman Parameters | IP-Network Parameters | DNS | H323 | 1P | La |

Slat Mumber : IE Card Type IIP48 'l
Hardware Yersion : |4_23.D Software Yersion : ID.DD.?2B

Serial Mumber : ISDDDB

Status :

Conferences :
03 Summary

QK | Cancel | Apply |

The Common Parameters tab is for viewing purposes only.
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5. Click the IP-Network Parameters tab.

|
Comman Parameters IP-Network Parameters | DNS | H323 | 1P | Law |
— Ethernet Span
Circuit D - IU ¥ Mull Corfiguration
Service Mame : I
I~
IPP ‘ b
IP Address : I 0.0
Subnetwork mask: I o . o o . 0
Drefault router [P Address : I o . 0 o . o
—DHCP
State : IUnknown
Server [P Address : I o . 0 ] 1]
—MAT Traversal
External IP Address : I o . 0 o . 0
Stack Controller Software Version: ID.DD.?2D
RTF processzors Software Yersion : IU_UU_?1 [
HILIN 5 oftware Version: ID.DD.2
STIC Software Version: ID.DD.D
QK | Cancel | Apply I

6. Inthe IP-Network Parameters tab clear the Null Configuration check
box to enable assignment of the IP Network Service.

7. Inthe Circuit ID box enter the circuit ID that was defined for this card in
the IP Network Service—Spans dialog box. For additional information
on circuit IDs see “IP SPAN Dialog Box Options” on page 3-85.

8. Click Apply.

The name of the IP Network Service is displayed in the Service Name
field.

Working with Microsoft LCS

Ongoing conferences with Microsoft Office Communicator participants can
span over several IP+ cards. Once the an IP+ card is full, the MCU forwards
the call to the next IP+ card without involving the endpoint or the LCS server
in the process.
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In version 7.5, when the MCU was configured to work in Microsoft SIP-CX
environment, all IP+48 cards were configured to connect up to 24 IP
participants (H.323, standard SIP and Office Communicator SIP-CX
participants) per card (instead of 48 participants).

In version 8.0, only IP+48 cards that are assigned to the IP Network Service
designated to work in SIP-CX environment are limited to 24 IP participants.
All other IP+48 cards installed in the MCU can connect up to 48 H.323 and
standard SIP participants using a non SIP-CX IP Network Service.

To designated an IP Network Service for SIP-CX connections, the appropriate
system.cfg flags must be modified.

Modifying the system.cfg Flags

The SIP-CX environment is enabled for the MCU in the system.cfg, in the
SIP Section, by setting the flag SIP_CONF_WATCH_CONTROL to YES.
(This flag is available also in version 7.5.)

To designate a SIP-CX enabled IP Network Service, in the system.cfg, in the
SIP Section, set the prefix of the IP network service name in the flag
MSFT_IP_SERVICE_NAME_PREFIX.

For example, if you enter MICROSOFT as the prefix, the IP Network service
whose name starts with MICROSOFT (MICROSOFT1, MICROSOFT2, etc.)
will be considered by the system as SIP-CX enabled.
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Setting the Default IP Network Service

When defining participants, the default Network Service is assigned to the
participant according to the participant’s connection type, unless you
explicitly assign a different one.

With IP Network Services, you can define one IP Network Service as default
for H.323 connections and another Network Service as default for SIP
connections. If the IP Network Service supports both H.323 and SIP
connections, you can set the same Network Service as default for both H.323
and SIP, or for H.323-only or for SIP-only.

To designate an IP Network Service as the default 1P Network Service:

1.

2
3.
4.
5

In the Browser pane, connect to the MCU and expand its tree.

Expand the MCU Configuration tree.

Expand the Network Services tree.

Expand the IP Network Services tree.

Right-click the IP Network Service to be set as the default, and then click
Set As H.323 Default, or Set As SIP Default.

i [EEF
57w Set A H3Z3 Default
DefEtE Dl

Properties

The next time you access this menu, a check mark is added next to the
network service type to indicate its selection as default.

To set this IP Network Service for both H.323 and SIP connections,
repeat step 5 and select the option you need.
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The following icons are used to indicate the default IP Network Service
type:

Table 3-29: Default IP Network Service lcons

Icon Description
This Network Service supports both SIP and H.323
connections and is designated as default for both SIP

and H.323 connections.

This Network Service supports both SIP and H.323

connections and is designated as default for H.323
connections.

This Network Service supports both SIP and H.323

connections and is designated as default for SIP

connections.

This Network Service supports only H.323
connections and is set as default for H.323
connections.

B

This Network Service supports only SIP connections
and is set as default for SIP connections.

q
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Defining an MPI Network Service

The MGC unit supports connection to endpoints communicating with
protocols such as V.35, RS-449 and RS-530 over a serial connection. The
MCU can either be Data Terminal Equipment (DTE) or Data Communication
Equipment (DCE).

DCE (Data-Communications Equipment): The equipment that enables a
DTE (the MCU in Figure 3-1) to communicate over a telephone line or data
circuit. The DCE establishes, maintains, and terminates a connection, and
performs the conversions necessary to enable communication over an ISDN
network. It provides the clock to the ports, which are connected to the DCE.
In the configuration described in Figure 3-1, the DCE transmits and receives
data from the MCU using a serial connection and distributes the data to the
appropriate channels of the ISDN connection.

DTE (Data Terminal Equipment): User devices, such as terminals and
computers that connect to data communications equipment (DCE); they either
generate or receive the data carried by the network.

When the MCU acts as a DTE it dials the number of the endpoint. This
number is transferred over a serial connection to the DCE. The DCE
translates this number to the appropriate ISDN switch where it may be routed
to an ISDN endpoint or to another DCE connected serially to an endpoint.

MCU
DCE
(BTE) Serial
connection

Endpoint (ISDN)
)|

PECIEN

Serial
connection

N
Endpoint

Figure 3-1: Typical Configuration With Serial Connection - MCU as DTE
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3-100

When the MCU acts as a DCE it is able to communicate directly with an
endpoint over a serial connection, by dialing the endpoint’s number or using a
dedicated line. The DCE can also connect to an ISDN endpoint. It does so by
dialing the endpoint’s number. This number is transferred over a serial
connection to another DCE. The DCE then translates the number to the
appropriate ISDN switch where it may be routed to an ISDN endpoint.

Serial
connection

Endpoint (ISDN)

ST %

Endpoint Endpoint Endpoint

Figure 3-2: Typical Configuration With Serial Connection - MCU as DCE

The MPI (Multi Protocol Interface) box together with the MPI-8 Network
interface card installed in the MGC unit provide the interface from the MGC
unit to the serial components in the network.
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Defining a New MPI Network Service

To set up a conference with endpoints connecting over a serial connection a
special Network Service must be defined in the Network Service. The MPI
box must be installed prior to the definition of the MP1 Network Service. See
“MPI-8 Hardware Installation for the MGC-100" in the Hardware &
Installation Manual.

To define a new MPI Network Service:

1.

5.

Connect the MGC Manager to an MCU. For more information, see the
MGC Manager User's Guide, Volume I, Chapter 3, “Connecting to an
MCU”.

In the Browser pane, click the plus [+] icon next to the MCU icon to list
its options.

Double-click the MCU Configuration icon, or click the plus [+] icon next
to the MCU Configuration icon, to expand the configuration options tree.

Double-click the Network Services icon, or click the plus [+] icon next to
the Network Services icon.

A list of Network Service types is displayed below the Network Services
icon.

Eﬁ Mebwork Services
150N

E - T1-CAS
- P

- MPI

ATM

Right-click the Network Services—MPI icon, and then click New MPI
Service.

B

! Mew MPT Service
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6.

3-102

The Settings dialog box opens.
settings x|

MPI Service MName: [l

Dialing Made: ILEASED 'l

Functional Group: DTE -

< Back I Mext » I Cancel | Help

Define the following parameters:

Table 3-30: Settings Dialog Box Options

Field Description

MPI Service Name | Specify the service name, using up to 20 characters.
The MPI Service Name identifies the service to the
system.

Dialing Mode You can connect the MCU to the endpoints via leased
lines, or via a switch that requires dialing to the
endpoint.

Select Leased for direct connection between the
MCU and the endpoint.

Select Dial for dial-up connection between the MCU
and the endpoint.

Functional Group If Leased is selected, you may select whether the
MCU acts as DCE or DTE.

If Dialing is selected, the system automatically sets

the MCU as DTE.
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Click Next to continue.
The MPI Settings dialog box opens.

MPI Settings x|

Interface Type: |[REEE]

Answer Mode: lm [~ CTSon
Clear Maode: lm I~ RTSon
CTS Delay: [0 =
RTS Delay: [0 =

[T KG mode

[ DTRon

< Back I Mext » I Cancel | Help |

The MPI settings parameters are used to identify the serial protocol used
between the MCU and the DCE.

Define the following parameters:

Table 3-31: MPI Settings Dialog Box Options

Field

Description

Interface Type

Select from the drop down list the serial protocol
used between the DCE and the MGC unit. The
available protocols are RS-449 (which is the default),
V.35 and RS-530. The selected protocol defines the
way data is transmitted via the serial connection and
how it will be interpreted by the MPI Network
Interface module.

Answer Mode

Indicates how the MGC unit answers the call. DTR
active is the option automatically set by the system.

Clear Mode

Indicate how the call is terminated. DTR inactive
indicates that the call is terminated when a DTR
signal becomes inactive. Select Terminal when the
call is terminated by the DCE (hanging up from the
DCE).
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9.

Table 3-31: MPI Settings Dialog Box Options

Field

Description

CTS Delay

The CTS (Clear To Send) delay indicates when to
start synchronizing with the clock signals sent from
the DCE. Some DCEs send a CTS signal before the
channels are BONDED. In these cases, a delay
should be entered.

RTS Delay

Delay between DTR (Data Terminal Ready) active
and RTS (Request to Send) active. Usually, it will be
set to 0 (zero), but some DCE equipment may require
a delay between the activation of these signals.

KG Mode

Select this check box when an encryption device is
used.

CTS On

Select this check box when the DCE does not return
the Clear to Send signal as expected. When this
option is checked, the MCU sends the data to the
DCE without waiting for the CTS signal from the
DCE. When On, the signal is sent continuously.

RTS On

Select this check box when the endpoint does not
return the Request to Send signal as expected. In
such a case, the DCE will get the RTS signal and will
return the clock and required signals from the
endpoint. When On, the signal is sent continuously.

DTR On

Select this check box when the endpoint does not
return the Data Terminal Ready signal as expected.
In such a case, the DCE will receive the DTS signal
and will return the clock and required signals from the
endpoint. When On, the signal is sent continuously.

Click Next to continue.
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The Span dialog box opens.

150 [=]

Circuit 1d | Farty Mame |
93 Carrier 1

< Back I Finizh I Cancel | Help |

The Span dialog box displays the list of spans currently defined in the
system. This dialog box is used to assign circuit identification numbers
and the phone numbers to be used in dial-in conferences. Circuit orders
are automatically assigned to spans. If all the DCE ports are connected
using the same protocol and characteristics, one network service may be
defined. In such a case, a separate circuit Id and phone number must be
defined for each port. These numbers will be used to identify the
participant and display the participant phone number in the Status and
Monitor pane during an On Going Conference.

The phone number has no influence on receiving or rejecting calls. It is used only
to attach a participant to a specific port.

10. Click the Plus [#] button to define a new span.
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The New MPI Span dialog box appears.

x|
r Circuit
Circuit 1d: Phone Murmber:
E |
Circuit Order: Participant M ame:

| IEarrier 1

SetBeforel Sef After | oK I Cancel |

11. Define the following parameters:

Table 3-32: New MPI Span Dialog Box Options

Field Description

Circuit ID The Circuit Identification is a logical number used to
identify the span to the MGC Manager. This number
is later used to assign the span to the network
interface card. Type an integer from 0 to 65535, to be
used as the circuit identification number in the MGC
Manager. If you enter any other number, the system
will reject it and you will be prompted to re-assign the
circuit identification number.
Note: If other services are already defined, make
sure to use numbers other than those already
assigned to the existing services.
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Table 3-32: New MPI Span Dialog Box Options (Continued)

Field

Description

Circuit Order

The circuit order determines the span order in which

an MCU dials out. The Circuit Order is assigned

automatically by the system according to the order in

which the spans are added.

In dial-out connections, when the operator calls the

participant, the MGC unit allocates ports from the

spans starting with the span having the lowest

number and the lowest port number within that span.

You can change the span order (if there are several

spans defined in the system) using the Set Before or

Set After buttons.

To do so:

1.Click the name of a circuit in the Circuit Order list,

which is to be adjacent to the circuit you are defining.

The circuit’s entry is highlighted.

2. To insert the new circuit, do one of the following:

* Click Set Before to insert the new circuit before
the highlighted entry.

Click Set After to insert the new circuit after the
highlighted entry.

Phone Number

Enter the number of the DCE port that will be used by
a dial-in participant when connecting to the
conference. This number is used to identify the
participant name when a dial-in participant connects
to the conference. According to the span carrying the
call, the system identifies the Network Service and
takes the phone number from it. This phone number
is also defined in the Participant Properties dialog
box (as the CLI number). The system is therefore
able to display this participant’'s name in the Monitor
and Status panes.
Note: The Phone Number box is only enabled when
the Dialing Mode is set to Dial in the Settings
dialog box.
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12.

13.

14.

Table 3-32: New MPI Span Dialog Box Options (Continued)

Field Description

Participant Name When using a leased line, type the participant’s

name, so that the MCU can identify the endpoint.

Note: The Participant Name box is only enabled
when the Dialing Mode is set to Leased in the

Settings dialog box.

Click OK to confirm your settings.
You are returned to the Span dialog box and the new span definition is
added to the Spans table.

Repeat steps 10 to 12 to define additional spans.

To delete a span from the table, highlight the span to delete and click the
Minus =l button.

A confirmation dialog box is displayed.

Are wou sure vou want ko delete the span 7.
(Pressing Cancel in the previous dialog will not reverse the action,)

es Mo |

Select Yes to confirm or No to cancel.
Click Finish to complete the MPI Network Service definition.

The new MPI Network Service is added to the MP1 Network Services list
in the Browser pane.

parameters, follow the procedure described for all other Network Services. For

: § To set up an MPI Network service as the default or to modify the Network Service

details, see “Modifying a Network Service” on page 3-124 and “Defining a New
MPI Network Service” on page 3-101.
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Assigning the MPI Network Service to the MPI Network
Interface Module

23

To enable the connection between the MGC unit and DCE, you must assign
the MPI network service to the appropriate span of the MPI Network interface
module.

For information about clocking in a serial-only environment (no ISDN), see
“Clocking in Serial Environment” on page 5-142.

To assign the Network Service to the MPI Network Interface module:

1. Inthe Browser pane, right-click the slot containing the MPI card and
then click Properties.
Alternatively, double-click the slot containing the MPI card.

Remave Card
Reset Card
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The V.35 Card Settings—Common Parameters dialog box opens.

B
Common P. IV35 Netwark P I
Slat Number [ Cad Type:  [11F) -
Hardware Yersion |2_21 .0 Software Version : IU.UU.1 5

Serial Number .|1 0121

Status :

Conferences ©

Ok, I Canoel I Apply I

This dialog box displays the settings common to all modules. These
parameters are described in Chapter 4, “Viewing the Common Card
Parameters” on page 4-10.

2. Click the V35 Network Parameters tab.
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This tab contains settings specific to the MPI Network Interface module.

£
Cammon P. W35 Netwark P |
i~ Netwark P.
Spani ~Span 2

Service Name: Service Name:

Circuit ID: |0 Circuit ID: |0

11

¥ Mull Configuration ¥ Mull Configuration

~Span —Span 4

Circuit 1D: |U Circuit 1D: |U

Service Name: Service Name:

¥ Mull Configuration ¥ Mull Configuration

11

~5Span 5 ~Span B

Circuit 1D: |U Circuit 1D: |U

Service Name: Service Name:
[+ Mull Configuration [+ Mull Configuration

11

~Span 7 ~Span

Circuit 1D: |U Circuit 1D: |U

Service Name: Service Name:

11

[+ Mull Configuration

MP! Software Version ;{0,000
Stic Software Version :{0. 0 65

[+ Mull Configuration

oK

Cancel | Lpply |

Each of the spans listed here represents one serial port on the MPI Box.

To assign a circuit ID to the appropriate port:

a.

In the Span n box (where n is the port number on the MPI Box to
which the serial cable connects), clear the Null Configuration
check box to enable this port.

In the Circuit ID box, enter the circuit ID as defined in the Network
Service-Span dialog box. According to the selected circuit ID, the
Network Service is assigned to the MPI network card. A different
circuit ID must be assigned to each port. The circuit IDs can be
taken from the same Network Service or from different Network
Services, if the port characteristics are different.

Click Apply.
The name of the Network Service appears in the Service Name box.

Click OK.
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Defining an ATM Network Service

3-112

ATM (Asynchronous Transfer Mode) is a network technology based on
transferring data in cells or packets of a fixed size. The cell used with ATM is
relatively small compared to units used with older technologies. The small,
constant cell size allows ATM equipment to transmit video, audio, and
computer data over the same network, and assure that no single type of data
hogs the line. ATM provides connectivity to LANS, WANS, private and sub-
networks. It supports applications requiring high transmission speeds, large
transmission capacities and bandwidth on demand, transports voice, video
and data traffic on common networks and provides effective network
management.

A typical system configuration when working with an ATM service includes
the MGC unit, a switch and a UNI address router (\V-Gate). The V-Gate stores
the UNI address book containing a table of dialed numbers and their
equivalent UNI address. To connect between endpoints and the MCU in an
ATM network, the UNI addresses of the endpoints have to be transferred from
the V-Gate to the switch. This configuration is exclusive to First Virtual
(FVC) ATM networks.

The ATM-25 Network Interface module installed in the MCU contains 64
channels and it supports up to 10 H.321 endpoints at 2B or 384 Kbps. The
ATM-155 Network Interface module installed in the MCU contains 128
channels and it supports up to 20 H.321 endpoints at 2B or 384 Kbps. The
following table summarizes the port capacity in different line rates:

Table 3-33: Port Capacity Line Rates

Line Rate # of Ports at 25 Mbps # of Ports at 155 Mbps
2B or 384 Kbps 10 20

512 Kbps 8 16

768 Kbps 4 8

2MB 2 4
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In a dial-out conference (Figure 3-1), the MCU dials the number of the
endpoint. This number is transferred via the switch (which is connected to the
ATM network) to the V-Gate. The V-Gate translates the dialed number to the
appropriate UNI address and sends it back to the MCU. The MCU now
connects to the endpoint.

Dials the number
of the endpoint

MCU —F)

Requests the
UNI address
for the dialed
number @

e - V-Gate

Receives the

Connects the | UNI address
endpoint '® for the dialed

number

v
Endpoint

Figure 3-3: Data flow in dial-out conferences

In a dial-in conference (Figure 3-2), the endpoint dials the MCU number. This
number is transferred via the switch (which is connected to the ATM network)
to the V-Gate. The V-Gate translates the dialed number of the MCU to the
appropriate UNI address and sends it back to the endpoint. The endpoint now
connects to the MCU.

Connects to

MCU [¢---------"

1

1

E Receives the
| UNI address
of the MCU

V-Gate

Requests the
Dials the UNI address
MCU number | @ of the MCU

Endpoint

Figure 3-4: Data flow in dial-in conferences
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ATM Setup Flow

ATM setup and configuration consist of the following procedures:

«  Defining the ATM Network Service. For details, see “Defining a New
ATM Network Service” on page 3-114.

«  Configuring the ATM card. For details, “Assigning the ATM Network
Service to the ATM Network Interface Module” on page 3-121.

«  Defining the UNI address of the MCU and the endpoints in the V-Gate.
To accomplish this task you will need to obtain the UNI number of the
ATM card installed in the MCU. For details on how to obtain the UNI
address and define these numbers in the V-Gate application refer to the
V-Gate's User's Guide.

These steps are identical for ATM-25 and ATM-155 Network Interface
Modules.

Defining a New ATM Network Service

3-114

The ATM Network Service is used to define the UNI address of the V-Gate,

which allows communication between the MCU and the V-Gate. In addition,
you need to define the span and the dial-in phone numbers to be used by the

conference participants.

Before defining an ATM service, you should:

«  Make sure that the ATM Network Interface module is installed in the
MCU. If not, install it first.

«  Obtain the UNI address of the V-Gate.
«  Make sure that the MCU power is on.

To define a new ATM Network Service:

1. Connect the MGC Manager to the MCU. For more information, see the
MGC Manager User's Guide, Volume 1, Chapter 3, “Connecting to an
MCU”.

2. Inthe Browser pane, double-click the MCU icon, or click the plus [+]
icon next to the MCU icon.

A list of options is displayed below the MCU icon.

3. Inthe MCU options list, double-click the MCU Configuration icon, or
click the plus [+] icon next to the MCU Configuration icon.
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A list of configuration options is displayed below the MCU

Configuration icon.

Double-click the Network Services icon, or click the plus [+] icon next to

the Network Services icon.

A list of Network Service types is displayed below the Network Services

icon.

E‘ﬁ* Metwark Services
H 1DN
T1-CAS

P

MPI

am

-------

E| Mew ATM Service |

The Setting dialog box opens.
setting

ATH Service Mame:

EE o

Service Type:

IAT M_25 <z l

MYIP Interupt Fate:

|4 M3EE. 'l

Quality OF Service:

IVBH NRT 'l

Peak Cell Rate:

|5588

Switch Type:

I Others = l

W-Gate NI Address

Uni Mumber

Right-click the ATM icon, and then click New ATM Service.

< Back I Mest > I

Cancel Help
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This dialog box is used to define the properties of the ATM network, and
UNI address of the V-Gate. These properties should be obtained from
your service provider.

Click the Plus [#] button in the V-Gate UNI Address pane.
The UNI Address dialog box opens.

X
Uniaddess [0 . 0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.,0.,0.0
([ 4 I Cancel

Enter the V-Gate’s UNI Address.

Usually, the first number and the last six numbers in the UNI address are
modified.

The V-Gate UNI Address is defined by the operator. It stores the address
book of the endpoints UNI Addresses.

x
Uni address |33 .0,0,0,0,0,0,0,0,0,0,0,0,0,0,4,b1,7d,I6G,0

Click OK. The UNI address is added to the V-Gate UNI Number list

Up to six V-Gates may be defined in the system. The order in which the
V-Gates are defined determines the order in which they will be addressed
by the MGC unit when searching for the UNI Address of endpoints.

To define additional V-Gates, repeat steps 7 and 8.

To delete a UNI Number from the UNI number list, select the desired

number, and then click the Minus = button in the V-Gate UNI Address
pane.

A confirmation dialog box is displayed.
Select Yes to confirm or No to cancel.
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9. Define the following parameters:

Table 3-34: ATM Settings Dialog Box Options

Field Description
ATM Service Enter the Network Service name using up to 20
Name characters. The ATM Service Name identifies the

service to the system.

Service Type

Select the network transfer rate from the drop-down
list according to the ATM Network Interface module
installed in your system. There are two network
transfer rates currently available for ATM networks:
ATM-25 (which is the default) — for a transfer rate of
25 Mbps, and ATM-155 — for a transfer rate of 155
Mbps.

MVIP Interrupt
Rate

An internal parameter used by the VC-NIC. By
default, the MVIP Interrupt Rate is set to 4
milliseconds. This value can be modified to 8
milliseconds, but should only be changed with the
authority of a support engineer.

Quality of Service

CBR - Constant Bit Rate. Used for real time
applications like voice and audio.

VBR-RT — Variable Bit Rate — Real Time. Similar to
CBR. This service allows statistical multiplexing and
consistent service quality to applications such as
compressed voice and audio.

VBR-NRT - Variable Bit Rate — Non-Real Time. This
service is defined for non-real time applications
whose data transfer is performed in random bursts.

Peak Cell Rate

The maximum cell rate at which a source may send
its cells during the connection lifetime.

Switch Type

There are two types of switches that can be used
depending on the default Quality of Service settings.
Others — Set this switch type when the default Quality
of Service settings is VBR-RT.

FORE Switches — Set this switch type when working
with FORE Swithes and the default Quality of Service
settings is VBR-NRT.
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10. Click Next.
The Spans and Phones dialog box opens.

x
Spanz: m E Dial In Phone Mun: E

Circ. |d I Circ. Order I First Mumber | Lazt Mumber |

< Back I Finizh I Cancel | Help |

This dialog box is used to assign identification number to the spans used
by the service provider. For more details, see “Spans and Phones Dialog
Box” on page 3-14.

11. Click the Plus [#] button in the Spans pane to define the ATM span.
The New ATM Span dialog box opens.

x

pan

- Circuits Dial In Phane Mum: m E

CircuitId: [0-65535
D"CU' [ J First Number | Last Number |

Circuits Order:

=

Set Beforel Sef After |

Frezzing OK will immediately add the
zpan.Preszing Cancel in the previous 0K I Cancel
dialog will not reverse the action.
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12. Define the following parameters:

Table 3-35: New ATM Span Dialog Box Options

Field

Description

Circuit Id (0-65535)

The Circuit Identification is a logical number used to
identify the span to the MGC Manager. This number
is later used to assign the span to the network card.
Type any integer number from 0 to 65535, to be
used as the circuit identification number in the MGC
Manager.

Note: If there are other Network Services defined in
the system, the Circuit ID must be a unique
number, not used by any other Network
Service.

Circuit Order

The circuit order determines the span order in which

an MCU dials out. The Circuit Order is assigned

automatically by the system according to the order in

which the spans are added.

In dial-out connections, when the operator calls the

participant, the MGC unit allocates ports from the

spans starting with the span having the lowest

number and the lowest port number within that span.

You can change the span order (if there are several

spans defined in the system) using the Set Before

or Set After buttons.

To do so:

1.Click the name of a circuit in the Circuit Order list,

which is to be adjacent to the circuit you are defining.

The circuit’s entry is highlighted.

2. To insert the new circuit, do one of the following:

* Click Set Before to insert the new circuit before
the highlighted entry.

e Click Set After to insert the new circuit after the
highlighted entry.

13. Click the Plus [#] button in the Dial In Phone Num pane to define the
numbers that will be used in dial-in conferences.

3-119




Chapter 3 - Defining Network Services

3-120

14.

Y

15.

16.

17.

The ATM Phone Numbers dialog box opens.

x
First Phone Murnber: Last Phone Mumber:
|9251 0an |9251 433
()8 I Cancel |

Enter the range of numbers that can be used in the dial-in connection.
In the First Phone Number box, enter the first number in the range of
dial-in numbers.

In the Last Phone Number box, enter the last number in the range of dial-
in numbers.

The range of dial-in numbers should not exceed 1000 numbers. For
example: from 2000 to 2999.

It is recommended to define a separate range for dial-in numbers using ISDN
services and those using ATM service. For example, 2000 to 2999 for ATM
dial-in numbers and 5000 to 5999 for ISDN dial-in numbers.

Click OK.
The system returns to the New ATM Span dialog box displaying the new
phone numbers.

To remove a phone number range, select the range in the Dial In Phone
Num pane, and then click the Minus = button.

The dial-in numbers should also be defined in the V-Gate, assigning
them the UNI number of the ATM card installed in the MCU. This is
done at the end, once the circuit order is assigned to the appropriate Span
in the card configuration.

Click OK.
The system returns to the Spans and Phones dialog box.

Click the Finish button.
The new ATM service is added to the ATM services list in the Browser
pane of the MGC Manager main window.
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Completing the ATM Service Definition

To complete the definition of the ATM network service you need to:

e Assign the circuit ID to the span of the ATM Network Interface module.
This procedure is described in “Assigning the ATM Network Service to
the ATM Network Interface Module” on page 3-121.

¢ Obtain the UNI address of the ATM card installed in the MCU. For more
details, see “Assigning the ATM Network Service to the ATM Network
Interface Module” on page 3-121.

» Inthe V-Gate application, define the UNI address of the ATM Network
Interface module are installed in the MCU in order to identify the
network.

«  Make sure that the UNI address of all endpoints connected to the
network are defined in the V-Gate application and define the missing
ones, if required.

Assigning the ATM Network Service to the ATM Network
Interface Module

In order to connect the MCU to the ATM network (and the V-Gate), you must
configure the ATM Module in conjunction with the ATM Network Services
defined in the MGC Manager. The configuration of the ATM-25 and ATM-
155 Network Interface module is identical for both cards.

To assign the Network Service to the ATM Network Interface module:

1. From the MCU expanded options list, click the plus [+] icon next to the
MCU Configuration icon, or double-click it.

2. Expand the Cards list by clicking the plus [+] icon next to the Cards icon
or double-click the Cards icon.
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3.

3-122

In the Cards list, right-click the slot containing the ATM network
interface card, and then click Properties.

Remove Card
Reset Card

Alternatively, double-click the slot containing the ATM network
interface card.

The Card Settings - Common Parameters dialog box opens.

Click the ATM Network Parameters tab.
The ATM Network Parameters dialog box opens, displaying the settings
that are specific to the ATM module.

Card Settings #

Common Parameters  ATM-Metwork Parameters |

ATM-Metwork P.

Circuit D 2 IE
Service Mame : |25

W\ UNI Address of the
\ ATM card installed in

ATM Address: the MCU. It is required
[33000000000000.050677.3136a to complete the ATM

service definition.

QK | Cancel | Apply |

The first time you access the ATM Network Parameters dialog box, the
Null Configuration option is checked and the ATM Address box, which
indicates the UNI Address of the ATM card, is blank.
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Clear the Null Configuration check box to activate the card settings.
The Circuit ID box is enabled and the ATM card's UNI address is
displayed in the ATM Address box. Write down this number, as you will
need it to define the MCU in the V-Gate application.

Assign the ATM's circuit ID as defined in the ATM Network Services—
Spans and Phones dialog box to the ATM module.

The Network Service Name is automatically assigned to the Service
Name.

Click the Apply button.
The name of the network service appears in the Service Name box.

Click OK.
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Modifying a Network Service

After you finish defining a new Network Service, you may review or edit the
Network Service’s parameters.

3-124

To review or edit a Network Service’s parameters:

1.
2.

In the Browser pane, connect to the MCU and expand its options tree.

Double-click the MCU Configuration icon, to list the configuration
options.

Double-click the Network Services icon, or click the plus [+] icon next to
the Network Services icon to expand the list.

A list of Network Service types is displayed below the Network Services
icon.

Eﬁ Mebwork Services
150N
T1-CAS

P

MPI

ATM

Double-click the appropriate Network Service icon, or click plus [+] icon
next to the appropriate Network Service icon to expand the list of
network service of the selected type.

A list of the Network Services of the selected type defined for the MCU
appears below the Network Services icon.

Right-click the icon of the Network Service to review or edit, and then
click Properties.

Alternatively, double-click the Network Service icon to display its
properties.

E 15DM
L

Set Az Defaul
Delete Del

Y=
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— If you are modifying an ISDN network service, the Network Service
Properties—Settings dialog box opens. The tabs of this dialog box
correspond exactly to the dialog boxes that were displayed by the
wizard during the definition of a new ISDN Network Service. For
details, see “Defining an ISDN Network Service” on page 3-3.

Network Service Properties ﬂ

Settings | PRI Settingsl Span Definitionl Spans and Phonesl

Met Service Mame: IF_‘I
Span Type: IE‘I 'l
Service Type: IPHI 'l

[T WE&S

QK | Cancel I Apply Help
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Network Service Propetties

Settings | Spans and Phones |

T1-CAS Service Mame: [[T1-CAS

Framing :

ESF =
Line Length :

01331 ‘I
Side:

Line Coding:

BEZS 'I
Signaling Mode:

E&M “wfink. Start 'I

RCY Threshold,

THRESHOLD 0 'I

If you are modifying a T1-CAS Network Service, the Network
Service Properties—Settings dialog box opens. The Network Service
parameters are identical to those displayed by the wizard during the
definition of a new T1-CAS Network Service. For details, see
“Defining a new T1-CAS Network Service” on page 3-40.

ok [ camcel | e

Help
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If you are modifying an IP Network Service, the Network Services
Properties—Settings dialog box opens.The Network Service
parameters are identical to those displayed by the wizard during the
definition of a new IP service. See “Defining an IP Network

Service” on page 3-54.

Network Service Properties x|
Settings | DNS Settins | H323 | SIF | Securiy| Span |
Service Mame: IIF' It
& Haz
Service Type: IEthemet 'l 5P
— Metwork & Eath
I~ | DHER - Obtain P &ddress Autormatically
Quality OF Service... |
Subnet Mask
255, 285 0 248, 0
Default Router
172, 2 18,
— Static: Hote:
Fouter IP | Femote P | Femote Type
E |
QK I Cancel Apply Help
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— If you are modifying an ATM Network Service, the Network
Services Properties—Settings dialog box opens. The Network
Service parameters are identical to those displayed by the wizard
during the definition of a new ATM Network Service. For details,
see “Defining an MPI Network Service” on page 3-99.

Network Service Propetties 5[

Setting I Spans and Phones |

Y-Gate UMI Address @ E ATM Service Name:
25

Lini Nurnber | :
39.0.0.0.0.0.0.0.0.0.0.0.0.0.a0b1.7 b f5.0 Service Type

MWIP Intermupt Rate:
Quiality OF Service:
Peak Cell Fate:

5568

Switch Type:

Others 'I

oK | Cancel I Lpply | Help |

— Ifyou are modifying an MPI Network Service, the Network Services
Properties—Settings dialog box opens. The Network Service
parameters are identical to those displayed by the wizard during the
definition of a new MPI service. See “Defining an MPI Network
Service” on page 3-99.

Network Service Properties x|

Settings | MPI Settings | SPAN |

MPI Service MName: IMF'I‘I
Dialing Made: LEASED -

Functional Group: DTE -

QK | Cancel I Apply Help
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Click the relevant tab containing the parameters that you wish to view
and if necessary modify the settings in the various tabs.

Click OK to save your changes, or click Cancel to discard your changes.
The Network Service Properties dialog box closes.
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Setting the Default Network Service

Whenever a new conference is configured, the default network service is
assigned to the conference unless you explicitly assign a different one. This
section describes how to set the default network service for an MCU.
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For instructions on setting the default IP network service see “Setting the Default
IP Network Service” on page 3-97.

To make a Network Service the default:

1.
2.
3.

In the Browser pane, connect to the MCU and expand its tree.
Double-click the MCU Configuration icon.

Double-click the Network Services icon to expand the list of network
services types.

Double-click the ISDN/T1-CAS/ATM/MPI Network Service icon to
expand the list of network services.

Right-click the icon of the Network Service to be set as the default, and
then click Set As Default.

= 150m
o £000

Delete Dl

Properties

The name of the network service appears in bold to indicate that it is the
default Network Service for that type.

You may define a default Network Service for each Network Service type (ISDN,
T1-CAS, ATM, or MPI).
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Deleting a Network Service

You may remove a Network Service from the MGC Manager.

To delete a Network Service:

1.
2.

In the Browser pane, connect to the MCU and expand its tree.

Double-click the MCU Configuration icon. to display the configuration
options.

Double-click the Network Service icon to display the Network Services
types list.

Double-click the appropriate Network Service icon, or click plus [+] icon
next to the appropriate Network Service icon to expand the list of
network service of the selected type.

Right-click the icon of the network service to delete, and then click
Delete.

sl
Set As Defaulk
C Delete DLl

Properties

A confirmation dialog box opens.

MGC Manager il

& Delete T1

Yes Mo |

Click Yes to delete the Network Service or No to cancel the operation.
The Network Service is removed from the Network Services list shown
under the Network Service type.
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MCU Card Management

This chapter describes how to manage the MGC modules. In particular, the
following tasks are described:

e Listing the installed functional modules (cards)

*  Viewing the functional module (card) parameters
»  Configuring the MUX (card) module

e Listing the card’s units and their options

¢ Removing a card from the MCU

e Resetting a card

details, see the MGC Manager User's Guide, Volume |, Chapter 3,

The MCU must be connected in order to perform the above tasks. For
E “Connecting to an MCU".

Manager configuration tasks. In addition the user must have Superuser rights on
the computer on which the MGC Manager application is running, or any other
permission than enables the application to access the Registry (read/write) and
read/write files on the C: drive (root directory) and under the Windows directory
folder.

§ Only users (MGC Manager operators) with Superuser rights can perform MGC
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Managing the Functional Module Cards
(MGC-50/MGC-100/MGC+50/MGC+100)

4-2

2

A description of the MGC-25 cards can be found in the MGC-25 Getting
Started Guide.

The MGC-100/MGC+100 can contain up to 16 functional module cards,
which can occupy slots 1 through 16. The MGC-50/MGC+50 can contain up
to 8 functional module cards, which can occupy slots 1 through 8. It is based
on the “universal slot” concept, where different modules may be installed
depending on the users’ port capacity and functionality requirements forming
user specific configurations. The Functional Modules perform the various
audio, video, and data processing functions for the MGC unit.

An additional slot (Slot A) is used by the Main Control Module.

Any module may be inserted into any slot. All functional modules are hot-
swappable.

Each module is automatically identified by the system, as well as the versions
of the programs embedded in it. These parameters may be viewed in the card
Properties—Card Settings dialog box. When a card is installed in the MCU, its
hardware and software versions are read by the system. The MCU's Control
Unit checks these versions, and if they do not match the expected versions,
the Control Unit downloads the appropriate software versions stored in its
memory. Table 4-1lists the available functional modules.

The MGC+ hardware can include the Net-2/4/8, |1P+24/48/96, MPI, MUX+,
Audio+, Video+ and T.120 cards.

Table 4-1: Functional Modules

Functional Module Function Port capacity

Net-T1/Net-E1 ISDN | Interfaces between the MGC | 46/60 ISDN channels
Network Interface unit and the ISDN network.

Net-2 ISDN/T1-CAS Interfaces between the MGC | 46/60ISDN channels or
Network Interface unit and the ISDN network. 48 T1-CAS Channels
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Table 4-1: Functional Modules (Continued)

Functional Module

Function

Port capacity

Net-4 ISDN/T1-CAS
Network Interface

Interfaces between the MGC
unit and the ISDN network.

92 channels/120 ISDN
channels or 96
T1-CAS Channels

Net-8 ISDN/T1-CAS
Network Interface
and Net-8L ISDN
Network Interface

Interfaces between the MGC
unit and the ISDN network.

184 /240 ISDN
channels or 192
T1-CAS Channels

ATM-25 Network Interfaces between the MGC | 10 ports
Interface unit and the ATM network.
ATM-155 Network Interfaces between the MGC | 20 ports

Interface

unit and the ATM network.

MG323/IP12 Audio, video and data 12 channels at 128, 256
communications across and 384Kbps
IP based (LAN) networks, 6 channels at 768Kbps
including the Internet. 3 participants at T1/E1
1P24 Audio, video and data 48 channels at 128Kbps
communications across 24 channels at 384Kbps
IP based (LAN) networks, 12 channels at 768Kbps
including the Internet. 6 participants at T1/E1
P48 Audio, video and data 48 channels at 128Kbps
communications across 48 channels at 384Kbps
IP based (LAN) networks, 24 channels at 768Kbps
including the Internet. 12 channels at T1/E1
IP+12 Performs signaling and 32 channels at 128Kbps

capabilities exchange for
conferencing. Encrypted
conferences with IP
participants, SIP sessions
and mixed component
conferences that include SIP
participants require IP+ cards
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Table 4-1: Functional Modules (Continued)

Functional Module Function Port capacity
IP+24 Performs signaling and 48 channels at 128Kbps
capabilities exchange for
conferencing. Encrypted
conferences with IP
participants, SIP sessions
and mixed component
conferences that include SIP
participants require IP+ cards
IP+48 Performs signaling and 96 channels at 128Kbps
capabilities exchange for
conferencing. Encrypted
conferences with IP
participants, SIP sessions
and mixed component
conferences that include SIP
participants require IP+ cards
MPI-4 Uses dialing protocols to 120 channels/92
communicate to endpoints channels
using “Data Terminal
Equipment” (DTE), or Data
Communications Equipment
(DCE).
MPI-8 Uses dialing protocols to 240 channels/184
communicate to endpoints channels
using “Data Terminal
Equipment” (DTE), or Data
Communications Equipment
(DCE).
Audio (Standard) Performs audio compression, | 12 ports per card
decompression, and bridging. | (standard conference)
Audio Bridge: 16
participants, or 30
participants (Large
Video Switching
conference)
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Table 4-1: Functional Modules (Continued)

Functional Module

Function

Port capacity

Audio+ Performs audio compression, | Audio+8A - 24/48 ports
decompression. Audio+8V - 24 ports
Audio+12/24 - 12/24*
Number of ports changes ports
according to the Audio Audio+24/48 - 24/48*
Algorithm used in the ports
conference. Audio+48/96 - 48/96*
ports
* video/audio
conferences
Video Performs video processing Single — 6 ports
and Transcoding. Double — 12 ports
Video+ Performs video processing Video+8 - support of up
and Transcoding. to 8 participants
MUX Module Multiplexes and Up to 16 ports
demultiplexes audio, data,
video, and control
information; performs
channel aggregation (inverse
multiplexing).
MUX+10 Multiplexes and 18 channels at 128Kbps
demultiplexes audio, data,
video, and control
information; performs
channel aggregation, enables
Encryption.
MUX+20 Multiplexes and 128 36 channels at

demultiplexes audio, data,
video, and control
information; performs
channel aggregation, enables
Encryption.

128Kbps

4-5




Chapter 4 - MCU Card Management

Table 4-1: Functional Modules (Continued)

Functional Module Function Port capacity

MUX+40 Multiplexes and 72 channels at 128Kbps
demultiplexes audio, data,
video, and control
information; performs
channel aggregation, enables

Encryption.
Data Module Performs data routing and T.120 standard card -
conference control. 12 ports

T.120-24 card - 24 ports

The different types of functional modules are used to produce a variety of
configurations. In the MGC-50 up to eight individual Functional Modules can
be used to build the desired configuration. In the MGC-100, 16 modules can
be used.

The configuration of each functional module can be checked and for specific
modules, and if required, modified. Any operator can view the Functional
Module configuration settings. Only an operator defined as Superuser can
modify the configuration settings of a functional module.
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Listing the Installed Modules
You can check which functional modules are installed in a particular MCU by
listing them.
To list an MCU’s functional modules:
1. Connect to the MCU whose modules you want to list.
2. Expand the MCU tree to list its options.
3. Expand the MCU Configuration tree to list the configuration options.
4. Expand the Cards tree.

All the MCU slots are listed (16 slots for the MGC-100, 8 slots for the
MGC-50). Empty slots are indicated by a white card icon. Occupied slots
are indicated by a green card icon. The name of the functional module
occupying the slot appears next to the slot number.

L:_ILTE_‘ Product Management  { Major )

'—:—IBEE MCL Configuration
=t cards

H-{E ot 3 g
B st 4 (Ha23)

[

[

-l siot 5 vpECY
- BE st & viDeEC)
- BE st 7 (ie23)
[

[

[

[

i slot 8 (DATA)
'E|"" Slot 9 (P+4E)
] Slot 10 (ATM_25)
_5|....g; Slot 11 (MUX+20)
....... U-—-— St 12 — Empty slot
BB st 13 @aTa)

St 14

BB st 15 aupio+12/24)

BB st 16 (vDEO+E)

Occupied slot
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When double-clicking the Cards icon in the Browser pane, the Status
pane displays the status of each card.

Slot | Type | Clock | Configured Cl... | Status Occupie... | FaLlty U... | Disabled. .. | Mum Units
LT

E5F HOLC Mormal Mone Mone Mone 0 Units
[L 1 MET-8 Primary ... Primary (#1)B... Mormal MNone 28 MNone g Units
Iz
[L 3 U Mormal Mone Mone Mone 4 Units
[L 4 Haz3 Marmal None None None 3 Units
B‘,_ 5 WIDEC Morrral Mone Mone Mone 6 Units
[L 6 WIDEC Mormal MHone MHone MHone & Units
EL 7 Ha23 Marmal Nong Nong Nong 3 Units
[L_ 8 DaTa Morrnal Mone Mone Mone 4 Units
[L 9 IP+43 Mormal Hone Hone Hone 3 Units
D, 10 ATM_25 Morrnal Hone 1 Hone 1 Units
BE-_ 11 MLX+20 Major Errar MNone 1-2 Mone 2 Units
ST
[L 13 DaTé Marmal Nong Nong Nong 4 Units
U, 14
[L 15 AUDIO+12/24 Marmal Mone Mone Mone 4 Units
B‘,_ 16 WIDEC+3 Morrral Mone Mone Mone 8 Units

Occupied slots appear in green while empty slots appear in white. The
slot number appears next to the slot icon. Table 4-2 describes the Status
pane columns.

Table 4-2: MCU's Cards Status Columns

Field Description

Slot Displays the slot icon and number; a white icon
indicates an empty slot and a green icon indicates an
occupied slot.
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Table 4-2: MCU's Cards Status Columns (Continued)

Field Description
Type Displays the type of card that occupies the slot. The
following card types are available, as listed in
Table 4-1:
* Network (Net-T1/Net-E1, Net-2, Net-4, Net-8,
ATM-25 or ATM-155, H.323, 1P24, IP48,IP+12,
IP+24, IP+48, MPI-8)
¢  MUX or MUX+
* Data
* Audio or Audio+
* Video or Video+
Clock This column is valid only for ISDN and Serial (MPI-8)

Network Interface cards. One Net-T1/Net-E1 Module
in each MCU serves as the “master clock,” which
synchronizes the system clock to the network clock.
A second Net-T1/Net-E1 Module provides a backup
clock, which is used if the master clock fails. The
primary and backup clocks can only be set in span A
of the Net-T1/Net-Elnetwork cards.

On the Net-2/Net-4/Net-8 Network Interface Module,
the Master and the Backup clocks can be set on any
of the spans connected to the module.

This column indicates which Network card/span is
used as the Master Clock and which one is used as
the Backup clock.

Configured Clock

Indicates which ISDN Network card or MPI Span was
configured as the Primary network interface (for
clocking), and which one is used as backup.
Changes take effect and are updated during the next
MCU reset or power up.

Status

Indicates the card status.

Occupied Units

Indicates the units on the card that are currently used
to run conferences. For example, 1, 6 indicates that
two units, unit # 1 and unit # 6 are used to run
conferences.
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Table 4-2: MCU's Cards Status Columns (Continued)

Field Description

Faulty Units Indicates if there are units on the card which are
faulty and the sequential number of the faulty unit.

Disabled Units Indicates the units that were disabled by the operator.

Num Units Indicates the total number of units available for each
module.

configuration definitions are automatically copied to the new configuration files

When the MCU is updated with a new software version, the current card
E and are loaded to the card during the software download process.

Viewing the Common Card Parameters
You may want to view the cards parameters, disable one or more of the card's
units, or modify the cards configuration.

To view any card parameters:

« Right-click the slot containing the card to check or configure, and then
click Properties.

Remove Card

Reset Card

Properties...
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The Card Settings — Common Parameters dialog box opens.

Card Settings |

Comman Parameters | MU Paramneters |

Slat Murnber :IE_ Card Tppe: : (111 K
Hardware Yersion .|2_24.D Software Yersion : IU.UU. 96

Serial Number :|202

Status :

Canferences :

ak | Cancel | Apply |

This dialog box appears in the properties of all functional modules. It
contains parameters common to all the cards.

The system indicates the slot in which the card is inserted, the card's
type, hardware version, software version and serial number as identified
by the MCU's software.

The Status box displays all the error messages related to the card. When
there is a problem with the card, a detailed description of the problem
appears in this box.

The Conferences box displays the name of the conferences which are
currently run by this card.

The Card Type box specifies the card type.

The configuration of the Network Services include the assignment of the
card to a network service, as described in Chapter 3, ““Defining Network
Services™ on page 3-1.
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Viewing the NET-T1/NET-E1 Card Properties

4-12

To connect the MCU to the ISDN network switch, you need to assign the
ISDN Network Service to the appropriate span of the Net-T1/Net-E1Network
Interface module. For details, see Chapter 3, *Assigning the ISDN Network
Service to the NET-T1/NET-E1 Card” on page 3-29.

To view the Net-T1/Net-E1 ISDN card properties:

1.

In the Browser pane, right-click the slot containing the Net-E1/T1 card,
indicated by PRI48 and PRI64, and then click Properties.
Alternatively, double-click the slot containing the card.

(PRI4Z)

Slot 7

..... = SII:It a3

St 9 (DATS

....... u-—-— Slak 10

Remove Card
Reset Card

Propetties. ..

The Card Settings—Common Parameters dialog box opens. For details,
see “Viewing the Common Card Parameters” on page 4-10.

To view the status of the connection to Net-E1/T1 card, click the
Network Parameters tab.
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The Card Settings—Network Parameters dialog box opens, displaying the
settings that are specific to the Net-T1/Net-E1 Network Interface

module.

Card Settings

Common Parameters  Metwaork Parameters

— Network P

Span &

I~ Mull Corfiguration

SpanB
Circuit |D: |22 Circuit D II]
Service Name :|'|'1— Service Mame :l—

¥ Hull Configuration

PRI Software Yersion :IU_U_?

Ok | Cancel | Apply |

The following information is displayed:

Table 4-3: Card Settings-Network Parameters Options

Field

Description

Circuit ID

Displays the circuit ID assigned to an ISDN Network
Service. For further information, see Chapter 3,
“Assigning the ISDN Network Service to the NET-T1/
NET-E1 Card” on page 3-29.

Service Name

The name of the Network Service.

Null Configuration

When the Null Configuration option is checked, the
circuit ID is set to 0.

PRI Software
Version

Displays the version of the PRI software.
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Viewing the Net-2/Net-4/Net-8 Card Properties

4-14

To connect the MCU to the ISDN network switch, you need to assign the
ISDN Network Service to the appropriate span of the Net-2/Net-4/Net-8
Network Interface module. For details, see Chapter 3, “Assigning the ISDN
Network Service to the Net-2/Net-4/Net-8 Card” on page 3-34.

In the same way, to connect the MCU to T1-CAS lines, you need to assign the
T1-CAS Network Service to the appropriate span of the Net-2/Net-4/Net-8
Network Interface module. For details, see Chapter 3, “Assigning the T1-CAS
Network Service to the Net-2/Net-4/Net-8 Card” on page 3-46.

It is not possible to mix an ISDN Network Service and a T1-CAS Network Service
on the same Net-2/Net-4/Net-8 Network Interface module. Therefore, the Net-2/
Net-4/Net-8 card can only be used with either ISDN or T1-CAS Network Service.
Before you assign the T1-CAS Network Service to the card, you must set the
following ‘system.cfg’ flag: in the NET8_PARAMETERS section, set
NET8_DEFAULT_TYPE =to T1-CAS.

In addition, you may define which span in the network interface card will be
used as the primary clock and which one as the backup clock to synchronize
with the network clock. For details, see Chapter 5, “Clocking’ on

page 5-139.

To view the Net-2/Net-4/Net-8 ISDN card properties:

1. Inthe Browser pane, right-click the slot containing the
Net-2/4/8 card, and then click Properties.
Alternatively, double-click the slot containing the card.

ey Remove Card
Slot 2 (ALUDIO) Eieselt Cail

& &l s s o

Slat 4 (H3Z3)
The Card Settings — Common Parameters dialog box opens. For details,
see “Viewing the Common Card Parameters” on page 4-10.

2. To view the status of the connection to Net-2/Net-4/Net-8 card, click the
NET-8 Network Parameters tab.
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The Card Settings NET-8 Network Parameters dialog box opens,
displaying the settings that are specific to the Net-2/Net-4/Net-8
Network Interface module.

|
Common Parameters  MET-8 Metwork Parameters |
— Metwork P
~Span 1 —Span 2
Circuit 1D {0 Circuit 1D {0

11

Service Mame:

V' Null Configuration

11

Service Mame:

V' Null Configuration

1

Service Mame:

V' Null Configuration

—Span 3 —Spand
CieutiD: [ CieutiD: [
Service Mame: l— Service Mame: l—
V' Null Configuration V' Null Configuration
—Span b —Span B
Circuit 1D {0 Circuit 1D |3

1]

Service Mame: [E1

™ Mull Configuration

—Span 7
Circuit 1D {0

Service Mame:

V' Null Configuration

11

—Span 8
Circuit 1D {6000

Service Mame: [goog

ik

™ Mull Configuration

FRI Software Yersion ID.D.55
Stick Software Version ID.D.BB

0K

Cancel | Apply

The following information is displayed:

Table 4-4: Card Settings-Net-8 Network Parameters Options

Field Description

Circuit ID Displays the circuit ID assigned to an ISDN/T1-CAS
Network Service. For further information see
Chapter 3, "Assigning the ISDN Network Service to
the Net-2/Net-4/Net-8 Card” on page 3-34 and
Chapter 3, "Assigning the T1-CAS Network Service

to the Net-2/Net-4/Net-8 Card” on page 3-46.

Service Name The name of the Network Service.

When the Null Configuration option is checked, the
circuit ID is set to 0.

Null Configuration
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Table 4-4: Card Settings-Net-8 Network Parameters Options (Continued)

Field Description

PRI Software
Version

Displays the version of the PRI software.

Stick Software
Version

Displays the version of the Stick software.

Viewing the IP/IP+ Card Properties

The IP/IP+ card properties enable you to view additional information about
the IP network, the Network Service assigned to this card, the card details,
such as, the card type, hardware version, the MCU slot nhumber, the card
status, and the conferences that are handled by the card. The IP card units
interface between the IP network and the MCU. There are several types of IP
cards: standard IP (MG323) and IP+ cards.

The IP cards can be of one of the following combinations:
«  Hardware version 1.24/1.41 with 8 MB memory and 12 port capacity
«  Hardware version 2.21 with 16 MB memory and 24 port capacity

The IP+ cards are available in three port sub-assemblies: IP+12/IP+24/1P+48,
and are associated with version 4.23 and higher.

For conferences that include SIP defined participants, IP+ cards from version
4.23 or higher are required. For H.323-only conferences, IP (12 or 24) cards
are sufficient.

The following table lists the main characteristics of the various IP card types.

Table 4-5: IP Card Types

IP Card Name HW Version SIP Support Number of VOIP Call Encryption
Units Capacity
MG323 1.24/1.41 - 3 12 No
P24 2.21 - 3 24 No
IP48 4.23>4.41 + 3 96 o
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IP Card Name HW Version SIP Support Number of VOIP Call Encryption
Units Capacity
IP+12 >4.41 + 1 32 o
IP+24 >4.41 + 2 64 ",
IP+48 >4.41 + 3 96 W

To view the IP card properties:

1. Expand the MCU tree.

Expand the MCU Configuration tree

2
3. Expand the Cards tree.
4

Right-click the IP card icon and click Properties, or double-click the

card.

The IP card properties are described in six tabs:

— Common Parameters

— IP-Network Parameters

— DNS
— H.323
— SIP
— LAN

Common Parameters

The Common Parameters tab is for viewing purposes only and displays the
following information: slot number, card type, hardware version number,
software version number, serial number, card status, and conferences that are
currently running on this card. The card’s common parameters are detailed in
“Viewing the Common Card Parameters” on page 4-10.
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IP-Network Parameters

The Card Settings-1P-Network Parameters tab is used for assigning a
Network Service to the IP card.

5
Comman Parameters IP-Network Parameters | DNS | H323 | 1P | Law |
— Ethernet Span
Circuit 1D I~ Mull Configuration
Service Mame : I|P1

—IPP.
IP &ddress : I 172 . 22 . 190 . 32

Subnetwork mask:

Default router IP Address :

| 255 . 25 . 208 . 0

| 172 . 2 e

—DHCP
State : IUnknown
Server [P Address : I o .0 o .0
—MAT Traversal
External IP Address : I o .0 o .0
Stack Controller Software Version: ID.DD.?45
RTF processzors Software Yersion : IU_UU_?41
HILIN 5 oftware Version: ID.DD.2
STIC Software Version: ID.DD.BB
QK | Cancel | Apply |

In addition, the IP-Network Parameters tab displays the following
information:

Table 4-6: IP Card Settings-IP-Network Parameters

Field

Description

Ethernet Span

Circuit ID

The Circuit ID defined for this card in the IP network
Service assigned to this card

Service Name

The name of the IP Network Service assigned to this
card.
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Table 4-6: IP Card Settings-IP-Network Parameters (Continued)

Field

Description

IP Parameters

IP Address

The card’s IP address. If a DHCP server is used for
dynamic address allocation, this field displays the IP
address allocated to the card by the DHCP.

Subnetwork mask

The subnetwork mask the card is part of.

Default router IP
Address

The default router for this subnetwork.

DHCP

State

The DHCP IP address assignment can be in one of the
following states:

e Unknown [None] — DHCP is not used.

* Selecting — The card is in the process of locating the
DHCP.

* Requesting — The card has located the DHCP and
has requested an IP address.

* Binding — The card is validating whether the assigned
IP address is suitable. If not, it reissues a request.

* Bound - The normal state, the card has a working IP
address.

* Renew — The IP address has expired and the card
has issued a renewal request.

* Rebind — The renewal request is not acknowledged
[the DHCP server may be down], the card continues
using the expired IP address. If the card was
assigned a new IP address an error message
appears stating that the IP has changed and that the
card needs to be reset.

Server IP Address

The IP address of the server hosting the DHCP service.

NAT Traversal
External IP The external IP address of the card, that will be used to
Address replace the internal IP address of this card using NAT

mapping.
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Table 4-6: IP Card Settings-IP-Network Parameters (Continued)

Field Description

Software
Versions

Stack Controller; The associated software versions embedded on the
RTP processors; various card processors.

XILINX;
STIC

DNS

The Card Settings-DNS tab displays information derived from the IP Network
Service-DNS dialog box.

|
Camman Palameters' IP-Hetwerk Parameters  DMS |H323 | SIP I LAN I
Local Man
Darnair M anne: l—
Host Mame: |S1_|p1—
DNS Server
Primary DMS Server IP Address : o . 0. 0,0
Secondary DNS Server P Address : o . 0 . 0O . 0o
Tertiay DMS Server [P Addiess : o ., 0 ., 0, 0

QK | Cancel | Aaply

Table 4-7: IP Card Settings-DNS

Field Description

Domain Name Not currently used.
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Table 4-7: IP Card Settings-DNS (Continued)

Field Description

Local Domain Name | The name of the domain the IP card is part of.

Span Host Name The host name of the IP card, as defined in the IP
Network Service or retrieved from the DHCP.

Primary DNS Server | The IP address of the primary DNS server, as defined in

IP Address the IP Network Service or retrieved from the DHCP.
Secondary/Tertiary The IP addresses of the fallback DNS servers that
DNS Server IP resolve names into IP addresses in case of primary
Address DNS server failure. The IP address is either defined in

the IP Network Service or retrieved from the DHCP.

H.323

The Card Settings-H.323 tab displays information derived from the IP
Network Service-H.323 dialog box.

|
Carnrnot Parametersl IP-Metwirk. F'arametersl DNS  H323 |SIP I LaN |
Gatekesper

Foge  [ID [ Name [ 1P Addess

Active FM:PLCM 17222186117

Backup 17222185143

Backup 0.0.0.0

Backup 0.0.0.0

Backup 0.0.0.0

< I I

Connection State: IHegistered.
Registration Interval |55

[~ Active Pseudo Gatekeeper

u]:8 Cancel Apply
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Table 4-8: IP Card Settings-H.323

Field Description

Role Active: The active gatekeeper.
Backup: The backup gatekeeper that can be used in
case the connection to the preferred gatekeeper fails.
Up to three backup gatekeepers can be defined.

ID A gatekeeper ID retrieved from the gatekeeper during
the registration process.

Name The gatekeeper’s host name.

IP Address The gatekeeper’s IP address.

Connection State

The state of the connection between the H.323 card and
the Gatekeeper. The following statuses may be
displayed:

Discovery — The card is looking for the gatekeeper.
Registration — Indicates that the card is in the process
of registering in the gatekeeper.

Registered — Indicates that the H.323 card is registered
in the Gatekeeper.

Not registered — Indicates that there is no gatekeeper
defined in the system. (‘Off’).

Registration Interval

Indicates the interval in seconds between the card’s
registration messages to the gatekeeper. This value is
taken from either the IP Network Service or from the
Gatekeeper during the registration choosing the smaller
value of the two.

Active Pseudo
Gatekeeper

When working in the Pseudo Gatekeeper mode,
indicates whether this card acts as the Master (the card
that answers LRPS).
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SIP

The Card Settings-SIP tab displays information derived from the IP Network
Service-SIP dialog box, from the DHCP or the DNS server.

Card Settings #

Comman F‘arametersl |P-Netwark Parametersl DHS I H3za SIP | LA&H |

SIP Server

Fole | M ame: | IP | Status

Active 0.0.00 Failed

Backup 0.0.0.0 Failed

4] I &
QOutbound Proxy:

Fole | M ame: | IP | Status

Active 0.0.00 Failed

4] I &

u]:8 | Cancel | Apply

Table 4-9: IP Card Settings-SIP

Field Description
SIP Server
Role Active—The default SIP Server used for SIP traffic.

Backup—The SIP Server used for SIP traffic in case the
preferred proxy fails.

Name The name of the SIP Server.

IP The outbound SIP Server’s IP address.

Status The connection state between the SIP Server and the IP
card.
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Table 4-9: IP Card Settings-SIP (Continued)

Field Description

Outbound Proxy

Role Active—The default outbound proxy if different from the
SIP Server.

Name The name of the outbound proxy

IP The outbound proxy’s IP address.

Status The connection state between the outbound proxy and
the IP card.

LAN

The Card Settings-LAN tab displays information derived from the network.

£
Caommon Parametersl IP-Metwaark. Parametersl DHS I H323 I SIP LAN |
Statu: Megotiation

Link Status: IDK Auta: =
SpeediMbps): |100 Duplex 10 [Fa
Duplex: lFull— Duplex 100: lr
Mac Address: IW

Transmit
Statusz: IDK— Frimary Collizions: IU—
Jabber: ID— Excessive Collisions : ID—
Underflow: ID—

Receive
Statusz: IDK— Runt Frames: IU—
Bad Packets: ID— Frame Too Long: ID—
CRC Errars: ID— Overrun: ID—
Drbbling Bt [0 BuffersUnavalable: [0

QK Cancel Apply

4-24



MGC Administrator’s Guide

Table 4-10: Card Settings—LAN

Field Description

Status

Link Status The status of the link from card to the hub/switch. Options
are OK or Fail.

Speed(Mbps) Indicates the transfer rate between the card and the hub/
switch. It can be 10 Mbits/Sec or 100 Mbits/Sec.

Duplex Full duplex means that transmit and receive operations
can proceed simultaneously between the card and the
hub. If the service is set to Video Bit Rate of 10 bits/sec,
the system will always work in half duplex.

Mac Address Specific hardware address of card. This address is burnt
on the card and is automatically identified by the system.

Negotiation

Auto Indicates whether the card automatically links to the hub/
switch.

Duplex 100/Duplex | Indicates the LAN defined speed and duplex. For details

10 regarding Duplex, see the Status - Duplex field.

Transmit

Status The status of the transmit module.

Jabber Indicates the number of times that the LAN controller
transmit time exceeded the limit.

Underflow The number of data packets that did not arrive during the

expected time period to the LAN controller. If the counter
shows a number higher than 0 it means that data packets
could be lost. It may indicate an internal problem in the
card.

Primary Collisions

The number of times the LAN controller had to re-
transmit data packets due to collisions.

Collisions occur when data packets bump into each
other, causing a disruption in the transmission.

Excessive
Collisions

The number of packets lost due to collisions on the LAN.
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Table 4-10: Card Settings—LAN (Continued)

Field Description
Receive
Status The status of the receive module.

Bad Packets

The number of other types of bad packets.

CRC Errors The number of received packets with CRC (Cyclic
Redundancy Check) errors.
Dribbling Bit The number of received packets not consisting of full

octets.

Runt Frames

The number of received packets discarded because of
internal problems — usually due to interrupted
transmission.

Frame Too Long

The number of packets whose length exceeds 1514
bytes (illegal length).

Overrun The number of packets lost due to unavailable internal
LAN controller resources (the LAN controller buffer was
full).

Buffers The number of packets that were lost due to the LAN

Unavailable controller inability to forward the data packets, and

overcrowding its buffer.
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Viewing and Configuring the MUX Module Specific Properties

2

The MUX card is used for connecting ISDN and T1-CAS video participants
to the conference.

IP video conferences do not require a MUX or MUX+ card. The H.323 and IP
cards have a built in MUX functionality.

Before running conferences, it is important that the MUX units are configured
to the appropriate line rate, as this defines the maximum line rate for each
participant. The unit configuration determines the total number of participants
in all the conferences run simultaneously. For example, a unit set to 4x384, a
unit can carry four participants, each at a line rate of up to 384 Kbps. You can
set different units to different line rates to accommodate different participant
capacities. If the system does not have enough resources to accommodate a
certain line rate, it will automatically allocate units of higher line rates to
carry the conference. For example, if one unit is configured as 4x384 and all
the other units are configured as 2x768, or EL/T1, and there are five
participants using line rates of 384 Kbps, the system will automatically
allocate one of the units configured as 2x768 to run as the fifth participant in
the conference (the first four participants are handled by the unit configured
as 4x384). The line rate should be set according to the expected number of
conferences at each line rate to be handled by the MCU.

To configure the MUX module:
1. Inthe Browser pane, click the plus icon [+] next to the slot containing the
MUX module to list its ports (units).

2. Right-click the port to configure.

E Slot 16 (MUX)

Reset Unit

Disable Linit
Enatile Unit

Set As Primaty: Clock Source
Set A5 Backup Clock Source

/:04*384
....... e
\<3\1*E1
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3. Select the desired line rate:
— 4x384 — Four participants at line rates of up to 384 Kbps each
— 2X768 — Two participants at line rates of up to 768 Kbps each
— 1xE1 - One participant at a line rate of up to 1920 Kbps

To display the card’s configuration
1. Right-click the slot containing the card and then click Properties.

Remove Card
Reset Card

Properties...

The Card Settings-Common Parameters dialog box opens. For details,
see “Viewing the Common Card Parameters” on page 4-10.

2. Click the MUX Parameters tab.
The MUX Parameters dialog box displays the MUX specific settings.

Card Settings |

Common Parameters - MUK Parameters I

MUK F.

RILINX Software Version Iu_Uu_zz

Recieve Delay : |1 Bpte:

Tranemit Celay IE Bpte

0K | Cancel | Apply |

The fields in the Card Settings — MUX Parameters dialog box are read-
only fields that cannot be edited.
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3. Click OK.

Viewing and Configuring the MUX+ Module Specific Properties

The MUX+ card, like the MUX card, is used for connecting ISDN and T1-
CAS video participants to the conference. Encrypted participants require
MUX+ resources.

IP video conferences do not require a MUX or MUX+ card. The H.323 and IP
cards have a built in MUX functionality.

A flexible port resource allocation mechanism is available with the MUX+
card and allocates ports dynamically thereby decreasing fragmentation. It
enables the MCU to allocate and free resources according to the conference
requirements without pre-configuring the Line Rate on each card unit.

To display the card’s configuration
1. Right-click the slot containing the card and then click Properties.

S (MUX+40)
Remaove Card
Reset Card

Froperties... >

WM

The Card Settings-Common Parameters dialog box opens. For details,
see “Viewing the Common Card Parameters™ on page 4-10.

This dialog box displays the MUX+ settings such as the slot in which the
card is inserted, the card's type, hardware version and serial number as
identified by the MCU's software and the card's status.
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2. Click the MUX PLUS Parameters tab.
The MUX Plus Parameters dialog box displays the MUX+ specific

settings.

Card Settings x|

Commen Parameters | MU Plus Parameters I

Slot Murmber : I Card Type : IMU><+4D - l
Hardware Yersion : |4_42.D Software Yersion : ID.DD.?28

Serial Mumber : IBB??S

Status :

Conferences :

QK | Cancel | Apply |

The fields in the Card Settings — MUX Plus Parameters dialog box are
read-only fields that cannot be edited.

3. Click OK.
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Viewing and Configuring the Audio Module Specific Properties

The Audio Functional Modules perform the audio processing functions for
the MGC unit. The Audio module properties displays additional information
on the status and state of the connection.

To view the audio card units:

To list the Audio module’s units in the Browser pane, click the plus icon [+]
next to the card icon.

To display the module’s units in the Status pane, click the card icon.
A list of the Audio ports appears below the slot icon and in the Status pane.

| Canfig | Occupied | Faulk | Disabled | Ports State | MNet Service | Percent ... |
416 Mo Mo Mo
Mo [V} Mo
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
Mo [} No
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo

The Audio module contains 13 units. The first unit is the Audio Bridge, which
is the controller used for audio mixing of the participants and to identify the
conference speaker. The remaining 12 units (2 to 13) are used to connect the
audio channels of the participants, one unit per endpoint. Each codec
performs audio coding and decoding. Each unit is capable of using any of the
following audio algorithms: G.711, G.722, G.728, 722.1 and Siren7.

The audio module may contain two additional units (14 and 15). These units
are used for Greet and Guide conferences and have to be configured in the
“system cfg.” In such a case, port number 14 is used for music, and port
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number 15 is used for the audio message deployed in Greet and Guide
conferences.

The Audio Bridge can run four conferences simultaneously, totaling up to 16
participants (4/16). To increase the maximum number of participants in a
conference to 30 participants set the Audio Bridge to 1/30. When set to 1/30
the Audio Bridge can run only one conference at a time even if the conference
includes 16 participants or less and not all the resources are used. The audio
card can support up to six gateway sessions with two participants in a session,
with a maximum of 12 participants. To enable the gateway sessions set the
Audio Bridge to 6/12. When set to 6/12, the audio cards can run only gateway
sessions and cannot be used for multipoint conferences. The audio bridge can
use units from the same audio card or from different cards.

The default setting of the Audio cards is 4/16. You can change this
configuration to suit the type of conferences that are required in your site.
To modify the audio bridge configuration:

In the Browser pane, right-click the Audio Bridge icon, and then select the
appropriate configuration, 1/30, 4/16, 6/12.

The audio card settings are modified accordingly.

The total number of conferences that can be run by an MCU that contains
only Audio cards (no Audio+ cards) is determined by the configuration of the
audio bridge of each of the audio cards installed in the MCU. For example, if
the MCU contains two audio cards and one card’s Audio Bridge is set to 1/30
the maximum number of conferences is set to 5.

The total number of Audio ports available is determined by the:
*  Number of Audio modules x 12
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¢ Maximum number of participants in a conference when the 1/30 option
is selected for the Audio Bridge is:

— Video Switching: 30 participants
— Continuous Presence: 12 video + 18 Audio only participants

¢ Maximum number of Gateway Sessions when the Audio Bridge is set to
6/12 is the number of Audio cards x 6 sessions.

To display the card’s properties:

1. Inthe Browser pane, right-click the slot containing the card, and then
click Properties.

Remove Card

Shot 4 (H3Z3) et

U Slat 5 Properties. .. >

The Card Settings — Common Parameters dialog box opens.
For details, see “Viewing the Common Card Parameters™ on page 4-10.

2. Click the Audio Parameters tab.

The Audio Parameters dialog box displays settings that are specific to
the Audio module.

|
Common Parameters  Audio Parameters |
—Audio P
DSP Soft Ver: Resource Allacation Conf:
Audio Codec Soft Ver :
IW ™ Music Extension

Recieve Delay

IT Byte ¥ Message Extension

Transmit Delay =g Ext Soft Wer

B Bute [oooz

ak Cancel Apply

4-33



Chapter 4 - MCU Card Management

4-34

If the Greet and Guide option is added to the MCU, one Audio Module
per MCU is used to store the Greet and Guide messages and play
background music. To enable the Greet and Guide mode, two additional
extensions are installed on the Audio Module: the Audio Message
daughter card (Messages Extension) and the Music 1/O card (Music
Extension).

@ Only one Music extension and Messages daughter card are installed per MCU.

Once these extensions are installed in the MCU, they are automatically
detected by the system at restart. The Message Extension and the Music
Extension check boxes are checked to indicate that these extensions are
installed in this Audio module and that they are enabled.

Click OK to exit the Card Settings dialog box.
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Viewing the Audio+ Module Specific Properties

The Audio+ Functional Module performs the audio processing functions for
the MGC unit. The Audio+ card properties display additional information on
the status and state of the connection.

Audio messages are stored directly on the card, and no daughter card is
required (as with the standard Audio card).

There are five different types of Audio+ cards (Audio+8A, Audio+8V,
Audio+12/24, Audio+24/48 and Audio+48/96) available for Audio and Video
conferences. The type of card determines the number of units available and
the audio algorithms that are supported. The number of ports for each card
type varies, depending on the audio algorithm used.

To view Audio+ card units:

To list the Audio+ module’s units in the Browser pane, click the plus icon [+]
next to the card icon.

To display the module’s units in the Status pane, click the card icon.
A list of the Audio+ ports appears below the slot icon and in the Status pane.

1d | Config | Occupied | FaLlty | Disabled | Ports State| et Serv... | Percent ...
Tt .

L 1 Mo Mo Mo

EE] Yes Mo Mo 50%
123 Yes Mo Mo 75%
4:4 es Mo Mo 75%
45 es Mo Mo 75%
i:6 Yes Mo Mo 75%
127 Yes Mo Mo 75%
48 es Mo Mo 50%
i:9 Yes Mo Mo 50%
=1 Yes Mo Mo 50%
411 es Mo Mo 50%
i:12 Yes Mo Mo 50%
113 Yes Mo Mo 50%

4 =14 es Mo Mo 50%
4:15 Yes Mo Mo 50%

4| | »

One unit may be connected to 3 or 6 participants depending on the card type
and the audio algorithm used by the endpoint. Unit 14 represents the
messages storage and unit 15 represents the connection to an external device.
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To display the card properties:

1.

4-36

In the Browser pane, right-click the slot containing the card and choose
Properties.

lob 4 {AUDIO_PLUSS) Remove Card

Reset Card

Properties...

The Card Settings — Common Parameters dialog box opens. For details,
see “Viewing the Common Card Parameters™ on page 4-10.

Click the Audio Plus Parameters tab to display the settings that are
specific to the Audio+ module.

|
Common Parameters  Audio Plus Parameters |
— Audio Plus P,
Audio Con Soft Ver  : Audio Units QFPGA Soft Wer :
|n.nu.1 41 |n.nu.1 41
Audio Units Soft Wer Units Recieve Delay
ID.DD.21 3 |D Byte

Controler Recieve Delay:  Units Transmit Delay

IU Byte IU Byte

I¥ | fusic Extersion

QK | Cancel | Apply |

If the Greet and Guide option is enabled in the MCU, the standard Audio
Module must be used to store the Greet and Guide messages and play
background music. The Audio Module is used to store the IVR message.
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in the IVR Message Services. The number of messages that can be stored on
the card is defined in the “system.cfg”.

: % When installed in the VoicePlus unit, this card stores the audio messages used
A music I/O card may be installed for the MCU with one module per
MCU. This music extension is automatically detected by the system, and
the appropriate indication is shown in this dialog box (the Music
Extension check box is checked). The Music Extension is used to play
background music when participants are placed on hold during an Audio
only conference.

3. Click OK to exit the Card Settings dialog box.

Viewing the Video Module Specific Properties

The video channels of the conference can be run by a standalone module,
which contains six units, or dual-video module, which is comprised of two
cards and contains 12 units in total. The video resources allocated to a
conference cannot be split between modules (the dual-video module is
considered as one module). All the participants in one video conference must
be managed using the same standalone or dual-video card.

Resource Force dialog box, the default Video settings are set to auto. When set
to auto the system first uses or allocates the resources on the Video+ card. To
have the system assign or use first the Standard Video module for this
conference, in the Conference Properties - Resource Force dialog box, select
Standard from the Video Card Type drop-down list. If more than one Standard
Video module is installed, you can select the specific module to use for this
conference by selecting the card’s slot in the Slot drop-down list in the
Conference Properties - Resource Force dialog box.

: % When a Video+ card is installed on the MCU, in the Conference Properties—

If a dual-video module is used, one card is considered as the master and the
other slave. The definition of Master and Slave is automatically defined by
the system according to the slot in which the video cards are placed.

The maximum transmission capability of E1 lines (up to 1920 Kbps) can be
used in Transcoding or Continuous Presence conferences. To enable the high
line rate transmission, a newer video card version (version 1.43 and up) must
be installed. In addition, the high bit rate support must be enabled in the
“system.cfg” file: In the GENERAL FLAG section, the HIGH_BIT_RATE
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flag must be set to YES. The MCU also provides high quality video (30
frames per second) for line rates up to T1/ E1 in Transcoding and Continuous
Presence conferences, by allocating two video units (codecs) per participant.
One of the video codecs is used for encoding, while the other is used for
decoding the incoming video stream. This allows the video module to work at
the high frame rate of 30 fps in both incoming and outgoing video streams.
When running the conference, you can check which video codec handles the
participant video by checking the video card properties.

* The two video codecs allocated to one Enhanced Video participant must be
located on the same Video Bridge, but they do not have to be allocated to the
same DSP processor. This may be problematic when a reserved conference
is started, as at the reservation time the system only checks if there are free
VCP processors without checking whether they are located on the same
video board.

* Using two video units per participant reduces the number of participants that
can be handled by a video card by half (to 6 participants in Continuous
Presence conferences using Dual-video module).

To view the Video module units:

To list the Video module’s units in the Browser pane, click the plus icon [+]
next to the card icon.

To display the module’s units in the Status pane, click the card icon.
A list of the Video ports appears below the slot icon and in the Status pane.

| Config | Occupied | Fault | Disabled | Ports State | et Service | Percent Occupied |
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
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To view the video module properties:

1. Inthe Browser pane, right-click the slot containing the video card, and
then click Properties. Alternatively, double-click the card icon.

Remove Card
Reset Card

The Card Settings — Common Parameters dialog box opens. For details,
see “Viewing the Common Card Parameters™ on page 4-10.

2. Click the Video Parameters tab to display the settings that are specific
to the Video module.

Card Settings ]

Common Parameters  Yidea Parameters I

Software Yersion

7 Wideo banitor | 0001
VP |0.00.1 WCP Slide : [0.00.107
IMI File |0.00.101 DSP |0.00.106

HILINK Builder |0.00.23 HILINK TSC |0.00.12

Recieve Delay |1 Byle Transmit Delay : |1 Byle

Type : |Master VI Dual Slot Hur: |5

oK | Cancel | Lippl |

The video module can be installed as standalone or dual video. In single
mode, up to 6 endpoints can be connected to a conference. In a dual-
video installation up to 12 participants can be connected to a conference.
The installation type is indicated in the Type field. If a Dual module is
installed, the bridged slot is indicated in the Dual Slot Number field.
When standalone is indicated, the Dual Slot Number field indicates a
random number (irrelevant to the MCU configuration).
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The Receive Delay and Transmit Delay fields represent markers on the
Backplane of the video card, and indicate the frequency that the receive
and transmit information can be read.

The Video parameters are for viewing purposes only and cannot be
modified as they are embedded in the card.

3. Click OK to exit the Card Settings dialog box.

Viewing the Video+ Module Specific Properties

4-40

The Video+ card is required for running conferences defined as Click&View
or Continuous Presence - Quad Modes.

A flag in the *system. cfg” must be enabled: In the VIDEO PLUS FLAGS
section the VIDEO_PLUS_YES_NO flag must be set to YES.

When a Video+ card is installed on the MCU, in the Conference Properties—
Resource Force the default Video settings are set to auto. When set to auto,
the system first uses or allocates the resources on the Video+ card. If the
video settings are set to standard, the regular Video card is allocated. For
more information see the MGC Manager User Guide, Volume |, Chapter 4.
The number of Video+ cards that can be installed on the MCU is only limited
by the number of slots available on the MCU.

When more than one card is present you can select the specific card’s slot from
the Slot drop-down box in the Conference Properties - Resource Force dialog
box.

To view the Video+ module units:

«  To list the Video+ module’s units in the Browser pane, click the plus icon
[+] next to the card icon.

To display the module’s units in the Status pane, click the card icon.
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A list of the Video+ ports appears below the slot icon and in the Status

pane.
I1d | Config | Occupied | Fault | Disabled | Ports State | et Service | F|
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
Mo Mo Mo
«| | »

To view the Video+ module properties:

1. Inthe Browser pane, right-click the slot containing the Video+ card, and
then click Properties. Alternatively, double-click the card icon.

Remaove Card
Reset Card

| Propetties. ..

The Card Settings — Common Parameters dialog box opens. For details,
see “Viewing the Common Card Parameters™ on page 4-10.
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2. Click the Video Plus Parameters tab to display the settings that are
specific to the Video module.

Card Settings #

Common Parameters  ideo Plus Parameters |

Software Yersion:

Processor: |3U2.UU.U
FPGA: [0.10.

QK | Cancel | Apply |

The Video+ module can accommodate up to 8 video participants. When
more than one card is present on the MCU unit more video participants
can be added. The Click&View application requires both Audio+ and
Video+ capabilities.

The Video Plus Parameters are for viewing purposes only and cannot be
modified as they are embedded in the card.

3. Click OK to exit the Card Settings dialog box.
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Viewing the Data Module Specific Properties

The data module contains one bridge and three units. There are two types of
data cards: T.120 standard and T.120-24. The following table describes the
number of ports supported by each unit on the card and the total number of
participants supported by each card type.

Table 4-11: T.120 Card Types

Card Type Number of ports Total number of
yp supported by each unit participants

T.120 standard 4 12

T.120-24 8 24

This also limits the number of conferences that can be handled by the data
module. Up to 12 (24) conferences of one participant, one conference of 12
(24) participants, or any combination of number of conferences times the
number of participants per conference, up to 12 (24) can be handled by the
data module. The Data Bridge determines the participants to be handled by
each unit and the number of simultaneous conferences to be handled by the
data module.

To view the Data module units:

To list the Data module’s units in the Browser pane, click the plus icon [+]
next to the card icon.

To display the module’s units in the Status pane, click the card icon.
A list of the Data ports appears below the slot icon and in the Status pane.

Id | Caonfig | Occupied | Faulty | Disabled | Parts State | MNet Serv... | Percent ... |
Tt ..
11 Mo Mo Mo
do=2 Mo Mo Mo
3 Mo Mo Mo
4 Mo Mo Mo
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To display the card’s properties:
1. Right-click the slot containing the data card, and then click Properties.

Slak 13 (DATA)
Remove Card
Reset Card

L

The Card Settings — Common Parameters dialog box opens. For details,
see “Viewing the Common Card Parameters™ on page 4-10.

2. Click the Data Parameters tab to display the settings that are specific to
the Data module.

|
Common Parameters D ata Parameters |
—Data P
CPU Software Yersion T123 CPU Software
0.00.127 ID.DD.‘I 40
HILIN Software Version T123 THILING Software
ID.DD.BD ID.DD.D
Fecieve Delay T123 Recieve
|1 Byte |1 Byte
Tranzmit D elay T123 Tranzmit
IB Byte IB Byt
QK | Cancel | Apply |

The Data Parameters are for viewing purposes only and cannot be
modified as they are embedded in the card. Data Parameters indicate the
software versions of the various components of the data card.

3. Click OK to exit the Card Settings dialog box.
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Changing a Data Unit Type

You can designate a unit as a Data Bridge and change the Data Bridge
configuration to a standard Data Unit (participant’s unit).

To change a data unit type:

1. Inthe Browser pane, click the plus [+] next to the slot containing the
Data module to configure.

2. Right-click the unit to configure.

,_:_| Slot 13 (DATA)

Reset Unit

Disable Linit
Enatile Unit

Set As Primaty: Clock Source

* Participant's Unit

Bridoe )

3. Click the desired option:
— To change the Bridge unit to a standard unit, click the Participant’s
Unit option. The Bridge icon changes accordingly.

— To designate a unit as a Bridge, click the Bridge option.
The unit’s icon changes accordingly.

=4

Listing the Ports for each Data Unit

You can view the list of ports per Data Unit by clicking the Data Unit or Data
Bridge icon.

Slot 10 (DATA)

e

1
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Resetting, Enabling and Disabling Units

Each card contains functional units which handle the conferences. These units
may be reset, disabled or enabled. In addition, the units may have specific
configuration options.

To reset, enable, or disable a unit:
1. Inthe Browser pane, expand the card tree.
The module’s units are displayed in the Browser pane.

Alternatively, click the card icon to display their configuration in the
Status pane.

1d | onfig | Dccupied | Faulty | Disabled | Ports Stake | Met Service | Percent Oocupied
tn N

1351 416 Mo Ma Ma

S

g2 Mo Mo Mo

e 3 Mo No Mo

doe4 Mo No Mo

E T Mo No Mo

1:6 Mo No Mo

Reset Unit

Disable Linit
Enatile Wnit
Set As Primaty: Clock Source
Set As Backup Clock Source
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Click the appropriate option according to the required operation.

Table 4-12: Unit Reset, Enable and Disable Options

Option

Description

Reset Unit

Resets the unit. Use this option when the unit causes
problems while running a conference, and resetting
may solve it.

You cannot reset a unit while it is running a
conference. Resetting a unit which was previously
disabled automatically enables it.

Disable Unit

Disables the selected unit. A disabled unit cannot be
used to run conferences. Use this option when the
unit is faulty, and you do not want the MCU to try
using it to run conferences.

Enable Unit

Enables the selected unit that was previously
disabled.
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Removing a Card From the MCU

4-48

The MGC Manager allows you to remove a card from the available resources
list in order to prevent its use by the system. In such a case, the system will
change the color of the slot icon from green to white indicating that the slot is
unused. The card will not be used from this point on to run conferences.

still installed in the MCU will cancel the deletion of the card from the available

: § Resetting the MCU or using the Reset Card function for this slot while the card is
resources list and reinstate it to its original function.

To remove a card from the available resources list:

« Right-click the slot containing the card to remove, and then click
Remove Card.

- ] SR
Reset Card

Properties. ..

The card is removed from the available resources list and the color of the
slot icon changes from green to white. The card will not be used to run
conferences until it is reset or the MCU is reset.

@ A card cannot be removed while it is running a conference.
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Resetting a Card

If you notice that some conferences cannot run and you suspect that there is a
problem with the card, resetting the card may solve the problem.
To reset a card:

« Right-click the slot containing the card to reset, and then click Reset
Card.

El Slok 13 (DATAD

Remaove Card
Reset Card

Propetties. ..

@ A card cannot be reset when it is running a conference.

Resetting a card that was previously removed from the resources list (but still
installed in the MCU) will reinstate the card for use.

IP and Video+ Reset Card and Self Recovery

If an RTP processor fails during a conference, the participants will be muted
and video streams frozen.

Self Recovery is an automatic process performed by the Card Manager
processor resulting in a reset of the IP unit. When the unit resets, the
participants are not disconnected, and their video and audio are restored
within 10 seconds.

Self Recovery is also performed by the Card Manager if the Video+ MAP unit
fails. When the unit resets, the participants are not disconnected, and their
video and audio are restored within 10 seconds.

Reset Unit allows you to manually reset the IP or Video+ unit. This operation
can be performed only when the unit is free and not occupied by participants.

The manual and automatic reset procedures can be initiated by methods
described in Table 4-13, "Automatic and Manual Reset Options."
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Table 4-13: Automatic and Manual Reset Options

Process

Method

Initiated from

Flag/Card Settings

Reset Unit

e Manual
Reset

MGC Manager

Manual Card reset by right-
clicking the unit and selecting
Reset Unit.

Reset Unit

¢  Manual
Reset

IP Terminal

Manual Card reset command
(card_reset<Board_Id><Unit_Id>)
sent from the IP Terminal to the
MCU.

IP Self
Recovery
(enabled)

* Auto
Reset

MCMS
Request

Implemented in the RTP
processor (component failure).
Initiated if the “system.cfg” flags in
the CARDS section are
configured as follows:
RTP_SELF_RECOVERY=YES
RESET_UNIT=NO

IP Self
Recovery
(disabled)

e Auto
Reset

MCU (Card
Manager)

Implemented in the RTP
processor (component failure).
Initiated if the “system.cfg” flags in
the CARDS section are
configured as follows:
RTP_SELF_RECOVERY=NO
RESET_UNIT=YES

Video+ Self
Recovery
(enabled)

* Auto
Reset

MCMS
Request

Implemented in the RTP
processor (component failure).
Initiated if the “system.cfg” flags in
the CARDS section are
configured as follows:
MAP_SELF_RECOVERY=YES
RESET_UNIT=NO

Video+ Self
Recovery
(disabled)

e Auto
Reset

MCU (Card
Manager)

Implemented in the RTP
processor (component failure).
Initiated if “the system.cfg” flags in
the CARDS section are
configured as follows:
MAP_SELF_RECOVERY=NO
RESET_UNIT=YES
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This chapter describes how to use the various utilities provided with the
system.

Manager configuration tasks. In addition the user must have Superuser rights on
the computer on which the MGC Manager application is running, or any other
permission than enables the application to access the Registry (read/write) and
read/write files on the C: drive (root directory) and under the Windows directory
folder.

§ Only users (MGC Manager operators) with Superuser rights can perform MGC

The following tasks are detailed:

*  Viewing the system resources status (page 5-3)

*  Viewing the Faults log file (page 5-18)

e Verifying the MCU properties (page 5-22)

¢ Modifying the MCU's IP configuration (page 5-25)
*  Resetting the MCU (page 5-27)

*  Removing the MCU (page 5-28)

e Using the IP Terminal (page 5-29)

e Setting HTP and FTP File Transfer Modes (page 5-39)
»  Configuring the SNMP behavior (page 5-41)

» Displaying dongle information (page 5-58)

+  Downloading the MCU software (page 5-59)

e Using various MCU Utilities to view and modify configuration files
residing on the MCU's hard disk (page 5-59)

e Backing up and restoring configuration and reservation files (page 5-
108)

» Retrieving diagnostic files (page 5-119)
»  Configuring clocking (page 5-139)
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e  Setting audio look and feel (page 5-143)

»  Setting the default communication parameters (page 5-144)
«  Setting audible alarm to monitor Faults (page 5-146)

«  Marking faulty participants in red(page 5-147)

«  Setting the MGC Manager to monitor participants in all conferences
(page 5-148)

«  Configuring shortcut keys (page 5-149)
«  Configuring audio alert event indications (page 5-151)

see the MGC Manager User's Guide, Volume I, Chapter 3, “Connecting to an

The MCU must be connected in order to perform the above tasks. For details,
E MCU".
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MCU Resource Report

The Resource Report details the availability and usage of the system
resources (various card types). Filters may be used to minimize scrolling up
and down allowing for ease of viewing information. The Resource Report
generates a report of the resource allocation of all the Functional Module
cards. Active and reserved resources are listed.

The Resource Report displays the number of ports that can be allocated to
participants and the number of ports that cannot be used (Bad). Once the
conference is reserved on the MCU or it has started, the Resource Report also
displays the number of ports currently being used by participants (Active) and
reserved (reserved to start within the next 5 minutes) to participants and the
number of free ports that can still be allocated to participants for each card

type.
To view the MCU resources:
Right-click the MCU icon, and then click Resource Report.

L:_IQ Product Management  { Normal )
=~  Disconnect
IF Configuration...

< Resource Report...

Dongle Information...
CDE...

MCU Time...

Faults...

MCL Utils L4
Retrieve Diagnostic Files 4
Fast Configuration Viizard...

Play Bateh,..

Telnet..,

IP Terminal...

SMNMP...

Create SSL Certificate Request...
Send 5SL Certificate...

Stop Current Indication Repeating

Remove MCU

Reset MCL

Froperties...
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5-4

The Resource Report dialog box opens.

Resources Report
Details

MPI Services

323 Services

VOICE_ONLY
VIDED_128
VIDED_256
VIDED_384
VIDED_512

VIDED 768
VIDED_1152

VIDEO_T1

VIDEQ 126 SOFT_CP
VIDED_256_SOFT_CP
VIDEO_384_SOFT_CP
VIDEQ 512 SOFT_CP
VIDED_766_SOFT_CP
VIDEO_1152_50FT_CP
VIDED_T1_SOFT_CP
7120

Subject ‘ Tatal ‘ Bad ‘ Active ‘ MNon Reserved | Reserved -
ISDN Services

E1 0 0 0 0 0

T ] ] ] ] 0
T1-CAS Services

T1-CAS 24 ] ] 24 0

Coococooocooooooooo
Coococooocooooooooo
Ccooocooocooocoooooo

Filter...

=
| »
Part-Unit Allac Method:

Clrcular = Clase |

The Resource Report window contains the following columns:

Table 5-1: Resource Report Columns

Column Title

Description

Subject The type of resource. Resource types include the Network
Resources that are used by participants to connect to the
system, and Media Resources that are used by the system
to run different types of conferences.

Total The total number of resources of the same type installed
on the system.

Bad The number of disabled or faulty resources of each type.

Active The number of ports currently used to run conferences for

each resource type.

Non Reserved

The number of ports which are not reserved to be used
within the next 5 minutes for each resource type.
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Table 5-1: Resource Report Columns (Continued)

Column Title

Description

Reserved

For each resource type, the number of active ports plus the
number of ports for conferences that have reserved
resources but disconnected participants, and the number
of ports for reserved conferences to be run in the next 5
minutes.

Resources Report - Network Area

Resources Report

Details

Subject

atal ‘ Bad ‘ Active ‘ Mon Reserved | Reserved -

ISDN Services
T

T1-CAS Services
T1-CaS

MPI Services

323 Services
323

WOICE_ONLY
VIDED_1268
VIDED_256
VIDED_384
VIDED_512
VIDED_768
VIDED_1152
VIDED_T1
VIDED_128 SOFT_CP
VIDED_256 SOFT_CP
VIDED_384_SOFT_CP
VIDEOD_512_SOFT_CP

VIDED_768 SOFT_CP

WVIDED_1152_SOFT_CP

VIDEO_T1_SOFT_CP

Ti20

0 0 0 0

4 0 0 24 0

Coocoocooocooocooooo
Coocoocooocooocooooo
Ccoococooocooooooooo

Filter...

| LIJ
Part-Unit Allac Method:

Circular 2 Close |

The Network Area describes the bandwidth and port availability for
participants connecting over various types of networks. This information
includes network resources only. In order for a participant to connect to a
conference, he/she may also require Audio, Video, and/or MUX/MUX+
resources, depending on the type of participant and the type of conference.
Details about the availability of these resources are presented in the lower
section of the Resources Report window and described in the “Resources
Report - Media Resources Area” on page 5-8.
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Network Area Parameters description

Each row item appearing in the Network Area is described below.

ISDN and ATM Network Services - This section describes the
available bandwidth, in Bearer Channels (B channels), for each type of
ISDN and ATM network connection. Only the installed types of
connections are displayed:

— 155 - Number of B channels available with an ATM-155 Mbps card
— 25 - Number of B channels available with an ATM-25 Mbps card
— E1 - Number of B channels available with E1 ISDN spans

— T1 - Number of B channels available with T1 ISDN spans

T1-CAS Network Services - This section describes the available
number of channels (B channels) for each T1-CAS span. Each T1-CAS
span consists of 24 channels. Each T1-CAS (Audio Only) participant is
allocated one network channel and one Audio+ port.

MPI Network Services - This section describes the available number of
ports for each type of MPI connection - Data Terminal Equipment (DTE)
or Data Communication Equipment (DCE). For more information about
these types of MPI connections, see “Defining an MP1 Network Service”
on page 3-99. Only the installed types of connections are displayed:

— DCE - The number of ports configured as DCE
— DTE - The number of ports configured as DTE

IP Services - IP resources per participant type. This section describes the
available ports for each possible type of IP (H.323 and SIP) participant.
The available number of ports in any particular row represents the total
bandwidth and resources available for all types of participants, so if
one type of participant were to use some resources, the available
resources for all other types of participants (rows) would be less.

The Resources Report displays the total number of IP ports available
according to the Conference Type, Line Rate, and Encryption in the
format:

Media_Line Rate_Conference Type. Media may include Voice, Video or
Encrypted Video ports. For example: VOICE_ONLY, designating Audio
Only participant resources; VIDEO-128-SOFT_CP, designating video
participants using a line rate of 128 Kbps in a Software Continuous
Presence conference.
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All IP participant types are listed in this manner, listing the available
resources for IP participants in Standard Video and Audio Conferences,
Software Continuous Presence, Encrypted Participants, Encrypted
Participants in Software CP and Encrypted Participants in People Plus

Content.

The following table lists the total number of ports available for both non-
encrypted and encrypted participants based on their connection Line
Rates and IP+ card type.

Table 5-2: IP+ Port Capacity With/Without Encryption

Line
Rate Number of Participants
Kbps
IP+12 IP+24 IP+48
Non- Non- Non-
encrypted Encrypted encrypted Encrypted encrypted Encrypted
128 32 16 64 32 96 48
256 32 12 64 24 96 36
384 16 8 32 16 48 24
512 16 6 32 12 48 18
768 8 4 16 8 24 12
T1/E1 4 2 8 4 12 6
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Resources Report - Media Resources Area

Resources used by participants from different types of networks are displayed
in the lower section of the Resources Report window. To view the Media
Resources Area, use the scroll bar on the right side of the window.

ES
Details
Subjest [ Towl | Bad [ Active | Mon Rieserved | Reserved B
Audio+B: Medium Band
Audio+d o o o o o
Audio+y o o o o o
Audio+15;
Audio+d o o o o o
Audio+y 24 o o 24 o
Video+:
Video Processors a o o a o
MUK+
nornercrypted:
128 Ports 36 o o 36 o
256 Paorts 36 o o 36 o
384 Parts 20 o o 20 o
512 Parts 20 o o 20 o
768 Ports 12 o o 12 o
T1 Parts. 4 o o 4 o
E1 Parts 4 o o 4 o
encrupted
128 Ports 18 o o 18 o
256 Paorts 18 o o 18 o
384 Parts 10 o o 10 o
512 Parts 10 o o 10 o
768 Ports [ o o [ o
T1 Parts. 2 o o 2 o
E1 Parts 2 o o 2 o -
4] | »
Fort-Urit Alloc Methad
Fillr... Ciroular - Close

In the example shown here, the system lists the total number of ports
available with the MUX+20 card for both non-encrypted and encrypted
participants, based on their connection line rates. At a line rate of 128 Kbps,
up to 36 non-encrypted and 18 encrypted participants can connect to
conferences. At a line rate of 384 Kbps, 20 non-encrypted and 10 encrypted
participants can connect to conferences running on the MCU.

Media Resources Area Parameters Description
Each row item appearing in the Media Resources Area is described below.

«  MUX - The MUX card multiplexes and demultiplexes the audio, video
and data streams for ISDN, MPI and ATM participants. When using the
Standard Audio card, MUX resources are also required for Audio Only
participants (in addition to video participants). MUX resources are not
required for IP participants or Audio Only participants running on an
Audio+ card.
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Each MUX card contains four units. Each unit can handle 4 participants
at up to 384 Kbps, 2 participants at up to 768 Kbps or 1 participant at up
to 1920 Kbps (E1). Each unit can be configured by the Operator. For
more information about configuring MUX units, see “Viewing and
Configuring the MUX Module Specific Properties” on page 4-27. The
data is presented as totals for all MUX cards installed in the MCU:

— Number of ports available for participants of up to 384 Kbps
— Number of ports available for participants of up to 768 Kbps
— Number of ports available for participants of up t01920 Kbps

MUX+ - Displayed is the total number of MUX+ port resources
available according to the card type, line rate and encryption. The MUX+
card, like the MUX card, is used for connecting ISDN and T1-CAS video
participants to the conference. A flexible port resource allocation
mechanism is available with the MUX+ card and allocates ports
dynamically thereby decreasing fragmentation. It enables the MCU to
allocate and free resources according to the conference requirements
without pre-configuring the Line Rate on each card unit. A conference
can be run on multiple MUX+ cards. Encrypted participants always
require MUX+ resources and use more resources than a regular
participant. IP Video participants do not require the MUX+ card, because
all IP cards have built-in MUX+ functionality. MUX+ resources are
calculated according to the relative weight assigned to the different line
rates.

The following table details the number of ports available with the MUX+
cards.

Table 5-3: MUX+ Cards Port Capacity

. . Number of non- Number of

Participant Line

Card type Rate encrypted ports encrypted
capacity ports capacity

MUX+10

128 18 9

256 16 9

384 10 5

512 10 5
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Table 5-3: MUX+ Cards Port Capacity (Continued)

. . Number of non- Number of
Card type Ez:gmpant Line encrypted ports encrypted _
capacity ports capacity

768 6 3

T1 2 1

El 2 1
MUX+20

128 36 18

256 32 18

384 20 10

512 20 10

768 12 6

T1 4 2

E1l 4 2
MUX+40

128 72 36

256 64 36

384 40 20

512 40 20

768 24 12

T1 8 4

El 8 4

Audio - Standard Audio cards resources. Each Standard Audio card
contains 12 audio ports and 1 Audio Bridge unit. The Audio Bridge unit
can be configured by the Operator to run one conference of up to 30
participants (from across multiple Standard Audio cards), up to 4

conferences of up to a total of 16 participants (from across multiple
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Standard Audio cards) or up to 6 conferences for up to 12 participants
(gateway sessions). For more information about configuring the Audio
Bridge unit on the Standard Audio card, see “Viewing and Configuring
the Audio Module Specific Properties” on page 4-31. The data is
presented as totals for all Standard Audio cards installed in the MCU:

— Number of audio ports

— Total number of conferences configured (excluding 2-way
conferences)

— Number of 2-way (gateway) conferences configured

*  Video - Standard Video cards resources. The Standard Video card is used
only for Transcoding and Continuous Presence conferences.

The Standard Video card is not required for H.323 Software Continuous
Presence conferences. The resources for Video+ cards work differently from
Standard Video cards resources and are presented separately in the Resources
Report.

A single Standard Video card contains 6 video ports; a dual Standard
Video card contains 12 video ports. All participants in a single
conference must be managed by the same Standard Video card.
Therefore, the maximum number of participants in a conference is 6
(single video card) or 12 (dual video card). The Standard Video cards
resources are presented in the following manner:

— Video Codecs - Total number of video ports on all installed
Standard Video cards. To check whether there are dual Standard
Video cards installed, in order to run a Continuous Presence or
Transcoding conference of more than 6 participants, or to view
which resources are being used on which Standard Video cards,
view the card parameters as described in “Viewing the Video
Module Specific Properties” on page 4-37.

e Data - Total number of T.120 resources for data conferencing.
— T.123 Ports - Total number of ports available for participants using

T.120. These resources are used by ISDN, ATM and MPI
participants and can be used across multiple T.120 cards.

e Audio+8 - The Audio+8 card contains 8 DSPs and can support 24 or 48
ports, depending on configuration. When configured to Medium Band,
each card can support 48 Audio Only participants or 24 Video
participants, but cannot support the SIREN14 audio algorithm. When
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configured to Wide Band, each card can support the SIREN14 audio
algorithm, but the maximum number of participants supported is 24.
Audio Only participants using Audio+ cards do not require MUX card
resources and each Audio+ card is not limited in the number of
conferences that it can run.

— Audio+A - Total number of Audio Only (G.711) participants that
can be supported by all Audio+8 cards installed in the MCU.

— Audio+V - Total number of video participants supported by all
Audio+8 cards installed in the MCU. Fewer participants can be
supported, as the card must be prepared to compress/decompress
audio algorithms used in video conferences, such as G.722, that
require robust digital signal processing.

Audio+15 - The Audio+15 card contains 15 DSPs and can support 48 or
96 ports, depending on configuration. When configured to Audio Only,
each card can support 96 Audio Only participants. When configured to
Video, each card can support 48 participants and can support the
SIREN14 audio algorithm. Audio Only participants using Audio+ cards
do not require MUX card resources and each Audio+ card is not limited
in the number of conferences that it can run.

— Audio+A - Total number of Audio Only (G.711) participants that
can be supported by all Audio+15 cards installed in the MCU.

— Audio+V - Total number of video participants supported by all
Audio+15 cards installed in the MCU.
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The following tables detail the card capacities according to the Audio
algorithm used in the conference when the MCU is configured to

Medium/Wide Band.

Table 5-4: Audio+ Card Capacity Per Audio Algorithm - Medium Band Setting

Audio Algorithm

Card Type G711 | G722 | G722.1 | G728 | G723.1 | G.729 Siren7 | Siren14
Audio+8A 48 24 24 24 48 — 24 c g
Audio+8V 24 24 24 24 24 — 24 g _§
Audio+12/24 |24 |12 | 12 12 21 21 12 g g
Audio+24/48 48 24 24 24 48 48 24 g _%
Audio+48/96 96 48 48 48 96 96 48 “ %
Table 5-5: Audio+ Card capacity Per Audio Algorithm - Wide Band Setting
Audio Algorithm

Card Type G.711 G.722 G.722.1 G.728 G.723.1 | G729 Siren7 | Sirenl4
Audio+8A 48 12 12 12 12 — 12 12
Audio+8V 12 12 12 12 12 — 12 12
Audio+12/24 | 24 12 12 12 21 21 12 12
Audio+24/48 | 48 24 24 24 24 48 24 24
Audio+48/96 | 96 48 48 48 48 96 48 48
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Table 5-6 details the types of cards that can be used together in the same

conference.

Table 5-6: Conference Compatibility Matrix

Video

Card Type Audio 12 Audio+(n) with | Audio+(n) with
(standard) Audio Video

Audio 12 yes no no

(standard)

Audio+(x) with | no yes yes

Audio

Audio+(x) with | no yes yes

There is no limit on the number of conferences that can be handled by
one module (the number of ports is the only limit), and there is no need

to configure the audio bridge on the Audio+ module.

Video+8 - The Video+8 card contains 8 video processors and performs

video processing for participants in Continuous Presence and

Transcoding conferences. Conferences defined as Continuous Presence -
Quad Mode must run on the Video+8 card. Participants from multiple
Video+8 cards can take part in a single conference.

— Video Processors - Total number of video processors from all

Video+8 cards installed in the MCU. Each video processor can run a

single Continuous Presence or Transcoding participant.
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Port-Unit Allocation Area

Resources Report x|

Details

Subject | Total | Bad | Active | Mon Reserved | Reserved -
ISDM Services
E1 0 0 0 0 0
T 0 0 0 0 1]
T1-CAS Services
T1-Cas 24 0 0 24 1]
MP| Services
323 Services
VOICE_ONLY 12 0 0 12 0
VIDED_128 12 0 0 12 0
VIDED_256 12 0 0 12 0
VIDED_ 394 12 0 0 12 0
WIDED_B12 E 0 0 E 1]
VIDED_7ES E 0 0 E 0
VIDED 1152 3 0 0 3 0
WIDEO_T1 3 0 0 3 1]
VIDED_128 SOFT_CP 12 0 0 12 0
VIDED_256_SOFT_CP 12 0 0 12 0
WIDED_384_SOFT_CP 12 0 0 12 1]
VIDED_512_SOFT_CP E 0 0 E 0
VIDED_768_SOFT_CP B 0 0 B 0
WIDEO_1152_SOFT_CP 3 0 0 3 1]
VIDEO_T1_SOFT_CP 3 0 0 3 0
T120 E 0 0 E 1} ~
1| | I

Port-Unit Alloc Method:
Filter... Circular 'I Close

The Port-Unit Allocation Method box determines how all the resources
are allocated. The selection of the mode can be done only when no
conference is running. The following modes are available:

Circular - The system allocates the next available sequential unit in the
order in which it is numbered on the card according to the unit numbers.
For example, if the last used unit is 2, the next time a conference is run,
the system will allocate units starting with unit 3 (provided that unit 3 is
free). This mode should be used when you suspect that there may be
faulty units, allowing the system to allocate other units for the
conferences while the faulty units are replaced, or reset. However, this
mode should not be used when debugging the system, as the problems
will be inconsistent if the problematic units are not used constantly.

Terminal - The system always starts the unit allocation from the first free
unit on the first card. This mode may be problematic when there is one
faulty unit (especially if it is the first or second) that prevents the system
from running conferences. However, this should be the selected mode
when debugging the system.
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Viewing the Resource Report using Filters

5-16

Filters may be used to include/exclude types of resources in/from the
Resource Report enabling you to view only relevant and required
information.

The H.323 Sub Filter allows the user to enable or disable algorithm groups
together with their rates, for viewing in the Resource Report.

To view the MCU resources using filters:

1. Inthe Resource Report dialog box, click the Filter button.

The Resource Report - Filter dialog box opens.

Resource Report - Filter x|

— Filter
¥ ISDM Services

¥ MPI Services

¥ 323 Services Sub Filter... |
v T1-CAS

v MUX

¥ Audia

¥ Audio+

v Data

¥ Widen

¥ Wideoed

IV MU+

Deselect Al | Cancel | ()8 I

The Resource Report - Filter dialog box enables the selection of
resources according to services and boards. By default all items are
selected. When selecting the H.323 Service the Sub Filter option enables
you to select the Network Services to be included in the report.

2. To exclude a resource type from the Resource Report, clear the check
box.

To exclude specific H.323 Line Rates from the Resource Report click the
Sub Filter button.
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The H.323 Service-Filter dialog box opens.
x|

[wWOICE_OMLY -
[w]Line Rate 128
[w]Line Rate 256
[w]Line Rate 384
[w]Line Rate 512
[w]Line Rate 768

[w]Line Rate T1
[w|T120

=
Cancel | ()8 I

By default, all Line Rates are selected for display. To exclude Line Rates,
clear their check boxes and then click OK.

Click OK or Close.
The Resource Report window is refreshed showing only selected topics.

x|
Details
Subject ‘ Total | Bad | Active | Mon Reserved | Reserved |
323 Services
206

WOICE_ONLY 48 1] 1] 44 0
VIDED_128 48 0 0 4 0
VIDED_256 24 0 0 22 0
WIDED_384 24 1] 2 22 2
VIDED_512 12 0 0 n 0
VIDED_768 12 0 0 1 0
WIDED_1152 12 1] 1] 1 0
VIDED_T1 3 0 0 5 0
VIDED_128 SOFT_CP 48 0 0 44 0
WIDED_256 SOFT_CP 18 0 0 18 0
WIDED_384_SOFT_CP 24 1] 1] 22 0
VIDEOD_512_SOFT_CP 12 0 0 n 0
VIDED_768 SOFT_CP 12 0 0 1 0
WIDED_1152_SOFT_CP & 1] 1] 5 0
Tz20 [ 0 0 E 0

Audio:
Audio Codecs 12 1} 2 L 2
Murn of Canf: 4 1} 1 3 1
Murm of 2-way conf: 1} 1] 1] 1} 1}

Audio Plus:
G7ITNG71 no echohG722 56 1] 1] 56 0
G72ANG7221NG72ZM5ien? 28 0 0 28 0

] 0 0 0 0

Port-Unit Alloc Method:

Filter ITermmaI 'I Close |
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MCU Faults Report
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The Faults function records faults related to the MCU that are encountered
during operation. In addition, if the automatic performance monitoring option
is enabled to automatically monitor the performance of the ISDN lines
connected to the system, the fault messages issued by the Performance
Monitoring appear in the Faults list. For more details, see “Appendix C:
Performance Monitoring NET-T1/Net-E1” on page C-1.

To view the Faults list:
1. Right-click the MCU icon, and then click Faults.

L:_IQ Product Management  { Normal )
=~  Disconnect
IF Configuration...

Mews Reservation...
Resource Report...
Dongle Information...
CDE...

ime...
Faults...

MCL Utils
Retrieve Diagnostic Files

Fast Configuration Viizard...

Play Bateh,..

Telnet..,

IP Terminal...

SMNMP...

Create SSL Certificate Request...
Send 5SL Certificate...

Stop Current Indication Repeating

Remove MCU

Reset MCL

Froperties...




The Faults window opens.
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zl
Tine [ Category [ Level [ Coge [ Description |
@s;n 23,2002 01:4343PM CARD  MAJOR_ERROR  UNIT NOT RESPONDING Board ID: 5, UnitID: 3
@Sep 23,2002 01:43:43PM  CARD MAJOR_ERROR  UNIT NOT RESPONDING Board 10 &, Unit ID: 2
@Sep 232002 01:43:43PM  CARD MAJOR_ERROR  UNIT NOT RESPONDING Board 10 &, Unit ID: 1
Y 5ep23,2002 01:4313PM CARD  MINDRERROR  H323 LAM_LIMK_STATUS_DOWN BoardID: 5, UnitID: 0.
@Sep 23,2002 01:43:03PM  CARD M&JOR_ERROR  UNIT NOT RESPONDING Board 1D &, Unit ID: 12
@SED 232002 012317 PM - CARD MAJOR_ERROR  UNIT NOT RESPONDING Board 100 4. UnitID: 1
(Dsep 20,2002 011215PM CARD  MAJOR_ERRQR  UNIT NOT RESPONDING Board ID: 3, UnitID: 3
@Sep 23,2002 1223:07 PM  CARD M&JOR_ERROR  UNIT NOT RESPONDING Board 10: 9, Unit ID: 2
®Sep 23,2002 120100PM CARD  MAJOR_ERAOR  UNIT NOT RESPONDING Board D: 3, Unit ID: 3
(Dsep2o 2002 11573884 CARD  MAJOR_ERRQR  UNIT NOT RESPONDING Board ID: 3, UnitID: 1
@SED 23,2002 11:01:36 40 CARD MAJOR_ERROR  UNIT NOT RESPONDING Board 10 4, Unit ID: &
@Sep 22,2002 11:5738PM  ASSERT  MAJOR_ERROR  SOFTWARE_ASSERT_FAILURE  File: mwopontl.opp, Line: 3593, Code: 1 Aieted1:0x003dd7 33 Rethddr20
(Dsen 22 2002 095752 P ASSERT  MAJOR_ERAOR  SOFTWARE_AGSERT_FAILURE  Fle: mycperilcop, Linc: 3599, Code: 1. RetAddT:WI340772 Rtz
@Sep 22,2002 036762 PM  ASSERT  MAJOR_ERROR  SOFTWARE_ASSERT_FAILURE File: mecpentl cpp, Line: 3639, Code: 1. Retdddr:0k003dd? 33 Retéddr 2.0
@Sep 22,2002 035746 PM  ASSERT  MAJOR_ERROR  SOFTWARE_ASSERT_FAILURE  File: mvepenil.cpp, Line: 3599, Cade: 1 Asthedrl:0xD03dd7 33 Fathddr 20
@Sep 22,2002 OXE6:36 PM ASSERT  MAJOR_ERROR  SOFTWARE_ASSERT_FAILURE File: mwepentl epp, Line: 3599, Code: 1. R etbddr!: 0400344733 Retdddr2.0
@Sep 22,2002 ORE6:36 PM  ASSERT  MAJOR_ERROR  SOFTWARE_ASSERT_FAILURE

4

File: mwcpentlcpp, Line: 3633, Code: 1. Retbddr] DxDDde?SB,HaKAddIZ_E'I;I
3

Close

Save to file

The following columns appear in the Faults report:

Table 5-7: Faults Columns

Field

Description

be listed:
* File - the fault is caused when a problem is

detected in one of the files stored on the MCU's
hard disk.

* Reservation - indicates that conferences that
were reserved in the system when the system
was shut down were not recovered when the
system restarted.

e Card - indicates problems with a card.

* Exception - indicates errors reported by the
computer (PC).

Time Lists the date and time that the fault occurred.
This column also includes the icon indicating the fault
Level. The Levels and their icons are detailed in the
Level field.

Category Lists the type of fault. The following categories may
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Table 5-7: Faults Columns (Continued)

Field

Description

Category (cont.)

* General - indicates general faults.

* Assert - indicates internal software errors that are
reported by the software program.

* Startup - indicates errors that occurred during
system startup.

Level

Indicates the severity of the problem. There are three
fault indicators:

* Major Error (¢
»  Minor Error %
+ System Message !

» MCU Startup indicator §

The icon of the fault Level appears in the Time
column.

Code

Indicates the code of the problem, according to the
fault category. A list of codes per category can be
found in Appendix B.

Description

When applicable, displays a more detailed
explanation of the cause of the problem.

If the High Bit Rate flag in the “system.cfg” is set to Yes, and the MCU contains

& video cards of a version older than 1.43, the MCU status changes to Major and
an appropriate error message is added to the Faults log. The video card that
does not support the High Bit Rate is pulled out from the available resources list
and it is not used to run conferences.
If the High Video Frame Rate flag in the “system.cfg” is set to Yes, and the MCU
contains video cards of a version older than 1.43, the MCU status changes to
Major and an appropriate error message is added to the Faults log. The video
card that does not support the High Frame Rate is pulled out from the available
resources list and it is not used to run conferences.

2. You may save the Faults report to a text file. To do so, click the Save to

file button.
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The Save As dialog box opens.
Select a destination folder and enter the file name, and then click Save.
You are returned to the Faults window.

To exit the Faults window without saving the data to file, click the
Cancel button.
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Verifying the MCU Properties

The Properties function is used to view the currently defined MCU settings,
and modify them when required.

To verify the MCU properties

To modify any MCU settings apart from the MCU name, the MCU must be
disconnected.

1. Right-click the MCU icon, and then click Properties.
A

Conneck, ..
TP Configuration, ..

i

lew Reservation,
Resource Reparl,..
System Configuration. ..
La[uT

FCUITimE .

Faults, ..

MU Ukils »
Retrieve Diagnostic Files
Fast Gantiguration YWigard...
Flay Batch, ..

Telmet, . .

-

IP Terminal...

SHME...

Create 551 Certificate Request, ..
Send 551 Certificate.. .,

Stop Current Indication Repeating

Remaywe MCU

Reset ML
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The MCU Properties dialog box opens.

Product Management P x|

The current MCU
name. To modify, type
a new name

The MCU IP address.

/

[WETTER Froduct Managemenl
IP Address : IW
Praduct name: IW\
MCU Ver: |?u111—\
MoMSVer: [7OT745
’TI Cancel | Advanced >>i

You can change the
address when MCU is
disconnected

\ The MCU type
The current MCU

software version

The current version of

the MCMS

Click to display the

current port settings

To verify the port settings, click the

Advanced button.

The Port Number field, and the Automatic Discovery and Secured
check boxes, appear in the MCU Properties dialog box.

Product Management P

[WETTER Froduct Managemenl
IP Address : IW
Product name: IW
MCUver: [rotat
MoMSver: [7OT7e5
Fart Mumber : lm W
¥ Automatic discovery [ Secured
()8 Cancel

X|

The Port Number field identifies the

MCU port to which the MGC

Manager initially connects. If the Automatic Discovery option is enabled,

then after initially connecting to the
system.cfg file for the preferred port

MCU, the system checks the
. The preferred port is defined using
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flags in the GENERAL section of the system.cfg file. If security is
mandatory, that is, the value of the
SECURED_PORT_MANDARTORY_FOR_API flag is YES, then the
preferred port is actually the preferred secure port as defined in the
PREFERRED_SECURED_PORT flag. Otherwise the preferred port is
defined in the PREFERRED_PORT flag.

To modify the port settings:

a. Clear the Automatic Discovery check box to enable the Port
Number field.

b. Inthe Port Number list, select the listening port number from the
drop down list. For a secured connection, select port 443.

c. For asecured connection to the MCU, select the Secured check
box.

Click OK.

For a detailed description of how to define the MCU’s IP address, see
“First Entry IP Configuration” on page 2-7.



MGC Administrator’s Guide

Modifying the MCU's IP Configuration

23

The IP Configuration function is used to view, and if required, to modify the
MCU IP address. and additional network parameters.

Warning!

The IP configuration defines the network access to the MCU. Modifying one of
these parameters carelessly may suspend the communication with the MCU.
Use this option when moving the MCU from one network to another, or when the
addresses of the network elements are modified.

To view/modify the MCU's IP address:
1. Right-click the MCU icon, and then click IP Configuration.

BQ Product Management ¢ Normal )

E TP Configuration. . >

Mew Reservation...
Resource Repart..,
Dongle Infor mation...
CDR...

MCU Time...

Faults...

MCL Litils

Refrieve Diaghostic Files

Fast Configuration Yizand...

Play Batzch,.,

Telret.,,

IP Terminal...

SMNMWP...

Create SSL Certificate Request. .
Send SSL Certificate. ..

Stop Current Indication Repeating

Remove MCU

Reset MCU

Properties...
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The IP Configuration dialog box opens.

IP Configuration x|

IP Address : ||1 7222140159

Subnet Mazk |255.255.248.D

Default Gateway : I'I V2221361

Cancel | ak. I

2. The following parameters may be modified:

Table 5-8: IP Configuration Options

Option

Description

IP Address

The system displays the currently defined IP
address. To modify the address, enter the new
address.

Subnet Mask

Displays the current IP address of the subnet mask.
To modify it, enter a new IP address.

Default Gateway

Displays the current IP address of the default
gateway. To modify it, enter a new IP address.

3. Click OK.
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The Reset MCU function is used to reset the MCU when there are substantial
changes to the MCU hardware, or when there are problems with the MCU. If
a reset is performed while running On Going Conferences, then at the end of
the MCU Startup these conferences are automatically restored with all the
participants in “Standby” state, and will be reconnected to the conference.

When the MCU is started, only the list of near future reservations is loaded to
the MCU memory, while the information of all other reservations are kept on
the MCU’s hard disks, resulting in faster loading time.

To reset the MCU:

Right-click the MCU icon, and then click Reset MCU.
L:_IQ Product Management  { Normal )
L:_| Disconnect

IF Configuration...

MNew Reservation...
Resource Report...
Dongle Information...
CDE...

MCU Time...

Faults...

MCL Utils

Retrieve Diagnostic Files

Fast Configuration Viizard...

Play Bateh,..

Telnet..,

IP Terminal...

SMNMP...

Create SSL Certificate Request...
Send 5SL Certificate...

Stop Current Indication Repeating

Remove MCU

CResstMey D

Froperties...

When the MCU is resetting, the MCU icon changes accordingly.
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Remove MCU

The Remove MCU function is used to remove an MCU from the MGC
Manager - MCUs list. This function should be used if the MCU hardware was
disconnected and removed from the network.

To remove the MCU:

1. Right-click the MCU icon, and then click Remove MCU.

L:_IQ Product Management  { Normal )
=~  Disconnect
IF Configuration...

MNew Reservation...
Resource Report...
Dongle Information...
CDE...

MCU Time...

Faults...

MCL Utils

Retrieve Diagnostic Files

Fast Configuration Viizard...

Play Bateh,..

Telnet..,

IP Terminal...

SMNMP...

Create SSL Certificate Request...
Send 5SL Certificate...

Stop Current Indication Repeating

< Remoye MD

Reset MCL

Froperties...

A confirmation message is displayed.

MGC Manager ll

& Remove MCL - Alpha 05 ?

o4 I Zancel |

2. Click OK to remove the MCU or Cancel to cancel the operation.
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Telnet
The Telnet function is used to connect to another computer or MCU for file
maintenance. The access to the MCU via Telnet is password protected, as
with normal logging into the MCU. This function is intended for Polycom's
internal use only.

IP Terminal

2

The IP Terminal is a feature used for debugging and recording traces of
specific tasks that have been suspended due to an exception. An exception is
an interruption to the normal flow of a program. The traces can then be
analyzed to determine the source of the problem. The following are common
exceptions:

e Division by zero

»  Stack overflow

»  Disk full errors

» /O (input/output) problems with a file that is not open

The path of each task is recorded in its stack (a set of data storage locations
that are accessed in a fixed sequence), and the IP Terminal feature traces all
the addresses within that task’s stack until the system finds the stage at which
the exception occurred.

The system reads the value of the task’s stack’s first DWORD’s (32 Bit) ESP
(extended stack pointer) register values at the exception handling stage. This
is done in a similar way to the mechanism that already exists in the system, by
reading the EBP (extended base pointer) register values. The stack’s contents
are copied to a file. A new file is created every time the MCU is reset. It is
possible to copy the contents to an existing file, in which case, the old data
will be lost, as the latest traces will overwrite the file.

The IP Terminal only records traces of the first exception. The system is based
on the assumption that the first exception is also the cause of other exceptions
that may follow.
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The file that is created contains the following details:

«  Date and time of the exception

MCMS software version number (allocated for internal use)
«  Trace of the exception, as it already exists in the system

«  Content of the stack

The stack’s content is a sequence of DWORDs in HEX format (as it is shown
in the debugger). The address of the first DWORD is printed at the beginning
of each line.

The exception files are kept on the MCU in the directory: c:\mcu\exceptns.
This directory is created when the first exception occurs. If another exception
occurs during a new lifetime of the MCU, the new exception file will be
added to the same directory. Each exception file created by the system is
named exceptns_n.txt, where n is the sequential number between 0 to 9. The
first file starts with 0 and is named exceptns_0.txt. The c:\mcu\exceptns

directory can hold a maximum of 10 files (the 10" file is named
exceptns_9.txt). When the directory is full (10 files are stored), and another
exception occurs, the oldest file will be overwritten by the new exception file
in a cyclic order.
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To trace and capture a specific task that is suspended due to an
exception:

1.

Right-click the MCU icon, and then click IP Terminal.

Bg Product Management ¢ Normal )
= Disconnect
TP Configuration. ..

Mew Reservation...
Resource Repart..,
Dongle Infor mation...
CDR...

MCU Time...

Faults...

MCL Litils

Retrieve Diagnostic Files
Fast Configuration Yizand...
Play Batzch,.,

Telne
IP Terminal...

SMNMWF...

Create SSL Certificate Request. .
Send SSL Certificate. ..

Stop Current Indication Repeating

Remove MCU

Reset MCU

Properties...

The Donkey-COM window opens.

& ﬁDnnkey—EDM - [Product Management] - | Dljl
“{. File Options ‘Window Help _Iﬁllﬂ
g g -
[ i | 4 5- |
| ]
Remote Command: Connect

4

Kl

cmd> ;I Connected. [ ] DisCUnnEcll

[B=) MCMS -172.22.138 T16; PortDut#5003: TCP [,

il

CAPS [INS  |NMUM 2
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An MCU can be configured to automatically begin a trace. Once the IP
terminal is connected, the MCU activity is recorded and displayed on the
screen. You can capture and save this information to a LOG file. Only
information that was displayed after the creation of the LOG file will be
saved in the file. All other information will be lost.

To create a new Log file, on the File menu, click Open Log File, or click
the Open Log File icon ] on the toolbar.
The Select a LOG File to Open dialog box opens.

Look in: [ 23 Disksv5.00.13 T e ®EeE
|Diskd: [ diskia [ diskzs
diski0 [Cdiskis [ disks
diski1 [ diskz [ disks
diskiz [Cdiskzo [ disks
disk13 [ diskz1 [ disks
diski4 [ diskzz [ disk?
diski5 [ diskzs [ disks
diski6 [ diskz4 [ diska
diski7 [ diskzs
File name: ILog Trace j Open I
Files of type: |Log File (+LOG) | Cancel |
™ Open as read-only
VA

In the Look in box, select a folder to which you wish to assign the log
file.
Use standard Windows procedure to open a folder.

In the File name box, enter the name of the file you wish to create.
Click Open.

You are returned to the Donkey-COM window, which displays the
selected file name in the title bar.

=10l

+7f Donkey-COM - [Product Management - LOG:...pLog Trace.Log]
e —

This operation activates the capturing utility, which saves all the events
that occur internally in the MCU to the LOG file. Once activated, the
capturing utility remains active until you save the LOG file.
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The information displayed in the automatic connection may be limited
and too general. To display additional information for each trace, you
need to define a different trace level.

6. Inthe command line of the Donkey-COM window, type level-g and press

Enter.
[ v B Connected. o Jee]
[E=7 MCMs - 172.22.138.116; PortOuti5003; TCP [, CAPs (NS [MUM

The application acknowledges your command and the information will
start downloading to the LOG file.

i Donkey-COM - [Product Management - LOG:...op'Log File.Log] ;IEIEI
‘\'i Flle Options  Window  Help =151
3| il =
2-

i I

|Remote Command: Connect d
Sending> level-g
Remote Command: level-g

ISR R S Y

14,1182 12:33:50:078 N:0000195114 T:0bc800AA L:05 S:8c42171c CUidMode
Selected Communication Mode is :

Uideo Swtiching with Auto Video Protocol{H261 <{—-> H263>
Uideo Protocol: H263

Uideo Format: CIF

Frame Rate: 38 fps

-

| on

Step 6 should only be performed once.

Level-g is the most common level used to capture traces. The system does allow
for trace capturing using different level commands, but is intended for internal
purposes only.

7. When the downloading process is complete, save the LOG file by
clicking Save Log File on the File menu, or by selecting the Save icon

Bl Al information that will be displayed in the IP Terminal window

from this point on will not be saved to a file unless a new LOG file is
created.

8. Repeat steps 2 to 5 and 7 to capture any new trace without closing the
application.

5-33



Chapter 5 - MCU System Management

Silence IT Fine-tuning

5-34

The Silencel T mechanism enables the system to measure the audio energy,
and based on this measurement, fine-tune the system usage of the SilencelT
algorithm. To reliably measure the audio energy, speech and noise/music must
have sufficient energy, and be consistent across all audio ports.

The audio energy measurements are done by connecting an endpoint to an
ongoing conference, and using the IP Terminal to detect the noise/speech
level. The values measured are then compared to the values listed in Table 5-
9 on page 5-35. Based on the range of these values the user locates the
corresponding parameter which is used to configure a system.cfg flag.

To enable the Silencel T algorithm and fine-tune its operation:

1. Create an ongoing conference and connect an endpoint using a noisy
line.

2. Inthe Cards section, locate the audio card used to handle the participant
connection to the conference and write down the slot and unit numbers.

3. Using the participant’s endpoint place the call on-hold.
When the participant places the call on-hold music is heard.

4. Right-click the MCU icon, and then click IP Terminal.
The Donkey-COM window opens.

5. In the cmd> field enter the following command: Level -g <slot #> and
then press <Enter>,

6. Inthe command line enter: AM<slot#><unit #>CALCSTRMSTAT and
press <Enter>.
The message “Started gathering signal statistics™ appears, indicating
that the data gathering process has started.

7. Wait 15 seconds for the data gathering process to complete.
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In the command line enter: AM<slot#><unit #>GETCSTRMSTAT and
press <Enter>.

57% Donkey-COM - [Product Manager] 1ol x|
i File Options Window Help =& x|
i E

| 1 [

+++

-
Sending> Level —g <62 'J

Remote Command: Level —-g <6>

P s

Sending> AM<6><3>CALCSTRMSTAT
Remote Command: AM<6><3>CALCESTRMSTAT

19/83,87 12:95:32:110 N:PABA448780 T:0000000h L:20 $:04763020 CHdlchen]tf

CHd1cEvent: :Trace = Msg len = 27
|RESOURCE TYPE BOARD ID UNIT ID CONNECTION ID
GARD_AUDIO_PLUS_15_VUIDEO_TYP_4 6 a a

opcode = ASCII_MSG_IND

ascii_msg not farmiliar o
+

-

K| =
=0 MCMS - 172.22.186.40; FortOutH5003; TCP [, CAPS [INS [HUM g

The signal statistics are retrieved and are displayed in the Donkey-COM
window. Look for these parameters in the following format:

“Average Energy = <Energy> Total VADS = <Total Vads>Consecutive
VADS = < Consecutive Vads>".

If many messages are displayed, wait two minutes, and repeat step 8.

Record the Energy, Total Vads and Consecutive Vads values and locate
these values in Table 5-9 on page 5-35 according to the Noise
Environment (whether the call was placed from a quiet room or a noisy
environment such as a cellular phone). Retrieve the corresponding
parameter value.

Table 5-9: Noisy Line Tuning Table

Noise Consecutive | Parameter
=L Environment Bl VAR VADs Value
91<E<128 Quiet V <50 V <50 1
Or
182<E<256
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Table 5-9: Noisy Line Tuning Table

Noise Consecutive | Parameter
=) Environment VBl s VADs Value
76<E<91 Quiet V <50 V <50 2
Or
152<E<182
67<E<76 Quiet V <50 V <50 3
Or
134<E<152
0<E<67 Quiet V <50 V <50 4
Or
128<E<134
91<E<128 Noisy V <50 V <50 5
Or
182<E<256
76<E<91 Noisy V <50 V <50 6
Or
152<E<182
67<E<76 Noisy V <50 V <50 7
Or
134<E<152
0<E<67 Noisy V <50 V <50 8
Or
128<E<134
E >1000 Variable 700<V 150<V<200 9
E >1000 Variable 650<V<700 | 150<V<200 10
E >1000 Variable 600<V<650 | 150<V<200 11
E >1000 Variable 500<V<600 | 150<V<200 12
E >1000 Variable 700<V 200<V<250 13
E >1000 Variable 650<V<700 | 200<V<250 14
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11.

12.
13.

Table 5-9: Noisy Line Tuning Table

MGC Administrator’s Guide

E >1000 Variable 600<V<650 | 200<V<250 15
E >1000 Variable 500<V<600 | 200<V<250 16
E >1000 Variable 700<V 250<V 17
E >1000 Variable 650<V<700 | 250<V 18
E >1000 Variable 600<V<650 | 250<V 19
E >1000 Variable 500<V<600 | 250<V 20

By default, the Silencel T mechanism is disabled. To enable it, right-click

the MCU icon and then click MCU Utils>Edit “system.cfg”.

In the AUDIO PLUS FLAGS section, add the flag
NOISE_LINE_DETECTION = and enter the value found in step 9.

Setting the flag value to 0 disables the Silencel T mechanism.

For more details about flag definition and system.cfg, see the MGC
Administrator’s Guide, Chapter 5.

Click OK.

Reset the MCU.
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XPEK Silent Mode

5-38

2

To increase MGC unit security and as a hacking preventive measure, the
MCU is now set by default to Silent Mode in order to ignore pings. MCU
behavior is configured in the system configuration file (system.cfg), in the
XPEK section, by defining the flag SILENT_MODE=YES.

For details of flag modification in the “system.cfg” see “Edit “system.cfg™ on
page 5-64.

For those instances in which an MCU connection needs to be confirmed,
there are several options for enabling pinging:

«  Using IP Terminal commands to alter the ping settings temporarily
without having to reset the system.

In the IP Terminal window enter allow_ping YES TIMEOUT

If SILENT_MODE=YES, the command allow_ping YES overrides the
system.cfg settings, allowing the MCU to be pinged. The time-out is
used to define an interval that restricts the time in which the MCU is
exposed to pinging, after which the IP Terminal returns to the default
Silent Mode setting defined in the system.cfg. The time-out is defined in
seconds and it is added to the IP Terminal command. For example, if you
define: allow_ping YES 30 there is a 30 second interval in which the
MCU can be pinged.

This combination of using a time-limited IP Terminal setting is the most
secure method.

«  Changing the default SILENT_MODE flag from YES to NO, which
requires resetting the system.

After changing this flag and resetting the system, the ping status can be
determined using IP Terminal command only, changing the settings from
YES to NO and vice versa. This last option may be easier to use, but is
less secure.

Using IP Terminal commands to alter the ping settings:
In the IP Terminal window enter allow_ping NO.
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HTTP and FTP File Transfer Modes

Files can be transferred using either an HTTP or an FTP connection. HTTP
mode solves Firewall issues, PSOS limitations in the FTP mode and
addresses security issues occurring in FTP. When selecting FTP mode, either
an Active or Passive FTP connection can be enabled. Firewall issues can be
solved by setting the MCU to Passive FTP mode. This is useful when the
MGC Manager is within the Firewall zone and the MCU (hosted MCU) is
outside the zone.

To set HTTP or FTP connection mode
1. Inthe Options menu, select FTP Configurations:

Options  Window  Help
Communication...
Conf Alert
Ftp Configurations. ..
Beep on faults
Drag confirmation
Set Reservation Creator...
¥ Enzhble CrashDurmp monitor dialog
Audio Look & Feel
Manitor All
Configure Indications
Configure Shortouts
Stop Current Indication Repeating
Carfigure Praxy Settings...
COpen Diagnostic tool...
Mark Faulty Participants in Red

The FTP Configurations dialog box opens.

FTP Configuration x|

© Uze HTTP Cornection

& e FTP Cornection

’7 Enable Passive FTP Connection |

oK I Cancel |

2. To set the connection mode to HTTP, select Use HT TP connection.
When the HTTP mode is active, Enable Passive FTP Connection is
greyed out.
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To set the connection mode to FTP, select Use FTP Connection.

4, To enable Passive FTP mode, click the Enable Passive FTP connection
button.

The Enable Passive FTP connection button appears selected.

FTP Configuration x|

© Uze HTTP Cornection

& e FTP Cornection
’7 | Enable Passive FTP Connection

oK I Cancel |

connection to the server. The server acknowledges a connection request, and
informs the client on which port to connect to the secondary connection. The client
opens the secondary connection according to the port supplied by the server.

: § When the Passive FTP connection is enabled, the client opens the primary

5-40
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SNMP (Simple Network Management Protocol)

SNMP is a standard protocol for managing all types of network equipment.
Adding SNMP functionality to the MCU enables monitoring of the MCU
status by external managing systems, such as HP OpenView.

A network management system consists of two primary elements: a Manager
and Agents. The Manager is the terminal through which the network
administrator performs network management functions. Agents are entities
that interface to the actual device being managed. Bridges, Hubs, Routers and
MCUs are examples of managed devices that contain managed objects. These
managed objects may be hardware, configuration parameters, performance
statistics, and so on, that directly relate to the current operation of the device
being monitored. These objects are arranged as a virtual information
database, known as Management Information Base (MIB). SNMP allows
managers and agents to communicate for the purpose of accessing these
objects.

MIBs are a collection of definitions, which define the properties of the
managed object within the device to be managed. Every managed device
keeps a database of values for each of the definitions written in the MIB.

The H.341 standard defines the MIBs that H.320 and H.323 MCUs must
comply with. In addition, other MIBs should also be supported, such as MIB-
Il and the ENTITY MIB, which are common to all network entities.

MIB (Management Information Base) Files

2

This section describes the MIBs that are included with the MGC Manager.
These MIBs define the various parameters that can be monitored, and their
acceptable values. The MIBS are contained in files in the SNMP Mibs sub-
directory of the MGC Manager root directory. The files should be loaded to
the SNMP external system and compiled within that application. Only then
can the SNMP external application perform the required monitoring tasks.

The MULTI-MEDIA_MIB_TC must be compiled before compiling the other MIBs.
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Standard MIBS

MULTI-MEDIA-MIB-TC (MULTIMTC.MIB) - defines a set of textual
conventions used within the set of MultiMedia MIB modules.

H.320ENTITY-MIB (H320-ENT.MIB) — is a collection of common
objects, which can be used in an H.320 terminal, an H.320 MCU and an
H.320/H.323 gateway. These objects are arranged in three groups:
Capability, Call Status, and H.221 Statistics.

H.320MCU-MIB (H320-MCU.MIB) —is used to identify managed
objects for an H.320 MCU. It consists of four groups: System,
Conference, Terminal, and Controls. The Conference group consists of
the active conferences. The Terminal group is used to describe terminals
in active MCU conferences. The Controls group enables remote
management of the MCU.

H323MC-MIB (H323-MC.MIB)- is used to identify objects defined for
an H.323 Multipoint Controller. It consists of six groups: System,
Configuration, Conference, Statistics, Controls and Notifications. The
Conference group is used to identify the active conferences in the MCU.
The Noatifications group allows an MCU, if enabled, to inform a remote
management client of its operational status.

MP-MIB (H323-MP.MIB) — is used to identify objects defined for an
H.323 Multipoint Processor, and consists of two groups: Configuration
and Conference. The Configuration group is used to identify audio/video
mix configuration counts. The Conference group describes the audio and
video multi-processing operation.

MIB-II/RFC1213-MIB (RFC1213.MIB) - holds basic network
information and statistics about the following protocols: TCP, UDP, IP,
ICMP and SNMP. In addition, it holds a table of interfaces that the Agent
has. MIB-11 also contains basic identification information for the system,
such as, Product Name, Description, Location and Contact Person. For
details of the MIB-II sections supported by the MGC Manager for PSOS
and XP see “Support for MIB-I1I Sections” on page 5-43.

ENTITY-MIB (ENTITY.MIB) — describes the unit physically: Number of
slots, type of board in each slot, and number of ports in each slot.

Private MIBS

ACCORD-MIB (ACCORD.MIB) - holds the product name.
MGC-MIB (MGC-MIB.MIB) — provides the statuses of the MCU and



MGC Administrator’s Guide

each hardware module, with a conduit to the ACCORD-MIB. This MIB
is responsible for sending status traps indicating when the status of a
component changes.

Support for MIB-IlI Sections

The following table details the MIB-II sections that are supported in PSOS
and XP:

Table 5-10: Supported MIB-II Sections

Section Object Identifier Supported In
system mib-2 1 PSOS and XP
interfaces mib-2 2 PSOS and XP
(only control unit interface card)
at mib-2 3 PSOS only
ip mib-2 4 PSOS only
icmp mib-2 5 PSOS only
tcp mib-2 6 PSOS only
udp mib-2 7 PSOS only
egp mib-2 8 not supported
cmot mib-2 9 not supported
transmission mib-2 10 not supported
snmp mib-2 11 PSOS and XP
The MGC-MIB

The MGC-MIB contains a table displaying the updated status of the MCU
and the status of each of the modules. A status trap is sent whenever the status
of a module changes to MAJOR or MINOR.

The first line in the status table relates to the MCMS. The second line relates
to the HDLC. The remaining lines relate to the cards. Each card is identified
by a four digit number. The ENTITY MIB, which contains a description of

each component, can be used to identify the slot to which the number relates.

The status table contains the following data for each component:
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Table 5-11: MGC.MIB Status

Column Name

Content

Remarks

Index A four digit integer The index identifies the
component and is taken from
the ENTITY MIB at card level.

Status Time M D, Y HH:MM:SS The last time the component
status changed.

Status STARTUP The trap will be set on MAJOR

NORMAL and MINOR.
MINOR
MAJOR

Status Code

NORMAL/ or the code text
(as written to the fault file)

During the startup the code will
be set to STARTUP and then
changed to NORMAL.

Status
Description

NORMAL/ or the fault
description (as written to
the fault file)

Contains additional information
such as the board and unit IDs.
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Traps

Four types of traps are sent as follows:

1. Cold or warm start trap. This is a standard trap which is sent when the
MCU is reset.

% SNMP Trap Ringer Console

@ﬂ [ AutoScrall || Insert On Top | E

+-4 1. coldStart trap(v1] received from: 172.22.188.203 at 5/26/2005 11:53:09 AM
+-4F 2 coldStart trap(v] received from: 172.22.188.203 at 5/26/2005 11:53:10 AM
=¥ 3 coldStart trap(v] received from: 172.22.188.203 at 5/26/2005 11:53:10 AM
@ Time stamp: 0 days 00k 00m: 00z, 09th
Agent address: 172.22.188.203 Port: 1174 Trangport: IP/UDP Protocol: SHMPY1 Trap
Manager address: 172.22.153.34 Port: 162 Transport: IP/UDP
@g Community: public
Lia Enterprise: coldStart
= [l Bindings (0]
ﬁ Mone.

3 SNMP notifications received.

Figure 5-1: An Example of a Cold Start Trap

2. Authentication failure trap. This is a standard trap which is sent when an
unauthorized community tries to enter.

% SNMP Trap Ringer Console

| &##||[ AuoScall || T Insert On Top

(=) Time stamp: 0 days 00h:05m: 46z.00th
Agent address: 172.22.176.40 Port: 167 Tranzport: IP/UDP Protocol: SMMPY1 Trap
Manager address: 172.22.153.34 Port: 162 Transport: IP/UDP
@g Community: public
Lia Enterprise: snmpTraps.4
= [l Bindings (0]

ﬁ Mone.

1 SNMP notifications received.

Figure 5-2: An Example of an Authentication Failure Trap
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3. Configuration change trap. This is a private trap (trap number 11015)
which is sent when there is a card or other system configuration change.

&

[ AutoScrall || Insert On Top

(=) Time stamp: 6 days 14h:12m:015.00th
Agent address: 172.22.176.40 Port: 167 Tranzport: IP/UDP Protocol: SMMPY1 Trap
Manager address: 172.22.153.34 Port: 162 Transport: IP/UDP

@g Community: public
Lia Enterprise: entConfigChange
=1-(Z] Bindings (1]
@ Binding #1: null *= [octets] Entity Configuration Change

1 SNMP notifications received.

Figure 5-3: An Example of a Configuration Change Trap

4. Status trap. This is a private trap (trap number 11016) which is sent when
a component fails, that is, when the status of a component changes to

MAJOR or MINOR.

% SNMP Trap Ringer Console

@ﬂ [ Auta Scrol ™ Insert On Top E

(=) Time stamp: B days 14h:15m:362.00th
Agent address: 172.22.176.40 Port: 167 Tranzport: IP/UDP Protocol: SMMPY1 Trap
Manager address: 172.22.153.34 Port: 162 Transport: IP/UDP

@g Community: public
Lia Enterprise: mgcStatusTrap

=1-[Z] Bindings (3]

0 Binding #1: spsl)pTime.0 == [timeticks) & days 14h:15m: 36 00th

0 Binding #2: snmpTrap0ID.0 == [oid] mgcStatusTrap

0 Binding #3: status. 5127 == [int32] major(4)

1 SNMP notifications received.

Figure 5-4: An Example of a Status Change Trap

Each trap is sent with a time stamp, the agent address and the manager
address.

Status Traps

Status traps contain a number which can be used to identify the component
that failed, but do not contain the full fault description. When you receive a
status trap you can use the ENTITY MIB to identify the component to which
the trap relates, and then look in the MGC MIB status table to find the status

code.
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Status Trap Content

The MCU can be set to send status traps only for specific statuses. The trap
content can be set to:

* NEVER - A trap is never sent
»  MAJOR - A trap is sent only when the card/MCU status is MAJOR

¢ MINOR - Atrap is sent when the card/MCU status is MINOR or
MAJOR

The default content is MINOR. The trap content is defined in the
“system.cfg” file in the SNMP section.

Status Trap Timer

The MCU can be set to send the status trap according to a time interval. The
default time interval for sending the trap is 60 seconds. The MCU will
continue sending the trap as long as the status has not changed. Selecting a
time interval of O will cause the trap to be sent only once. The time interval is
defined in the “system.cfg” file in the SNMP section.
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Enabling the SNMP Option and Configuring the Status Traps

The SNMP option is enabled and the status traps are configured in the MCU
“system.cfg” file.

To enable SNMP and configure the status traps:

1. Connect to an MCU.

2. Right-click the MCU icon, click MCU Utils and then click Edit
“system.cfg”.

EEI---E F3 - Alpha 02 ( Normal 3
Disconnect
IF Configuration...

...... Mews Reservation...
Resource Report...
Dongle Information...

CDE...
""" MCU Time...
...... FauhlS. .
Send File...
Send Configuration File...
...... Fast Configuration Viizard... GetFile...

Flay Bateh.. Edit "version, bd"...

Telnet...
------ o Edit "systern.cfg"...
IF Terminal...

Edit "confer.cfg"...

SMNMP...

------ Create SSL Certificate Request.. Backup Configuratiarn...

...... Send SSL Certificate. . Restore Configuration...

______ Stop Current Indication Repeating Backup Reservatians...
Restore Reservations...

------ Remove MCU
Download MCU Software...

""" Reset MCL

""" Froperties...
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The SysConfig dialog box opens.

SysConfig - [ system.cfg ] - (172.22.188.40 ) -3 x|
3
Section Ibem =4/ alus
Lo |

TRACE OUTFUT -

LOGGER TRACE Cancel

CARDS

ALARMS

PERFORMANCE_MONITORIMNI
UTIL PASSWORD

SHMP
CLOCKING
LA

JAY

WATCH DOG
GEMERAL

(05 PARAMS

IP MISC FLAGS

IP LOAD FLAGS

IP CARD MONITORING
H323 GK FLAGS

IP MEDIA FLAGS

SIP
|IP RNARND PARAMFTFRS LI

Section
Sub sechon

Item

Section

LY

Sub section

Item

Edit walue I Set valug

Make sysenc ... |

In the Section pane, double-click the SNMP option.
The SNMP flags are displayed in the Item = Value pane.

SysConfig - [ system.cfg ] - ( 172.22.188.40 ) —10j x|
Section - SNMP Item = Yalue
ok |
SNMP = NO
SNMP_TRAP_LEVEL = MINOR Cancel |
SNMP_TRAF_INTERVAL = B0
——ADD——

Section

Sub section

i

Item

— REMOYE —

Section

i

b sestion

Item

Edit value I Set valug I

Make sysenc .. |

Set the SNMP flag to YES.
The SNMP option is enabled.

Set the SNMP_TRAP_LEVEL flag to MAJOR, MINOR, or NEVER as

required.

Set the SNMP_TRAP_INTERVAL flag to a value between 0 and 100.
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7. Click OK.

For more details on Flag modification in the “system.cfg”, see “Edit “system.cfg™
on page 5-64.

Defining the SNMP Parameters in the MGC Manager

5-50

Managing or monitoring of the MCU by SNMP is done by external
management systems such as HP OpenView or through web applications.
These systems poll the MCU according to the MIB definitions. In addition,
the MCU is able to send Traps to different managers. Traps are messages that
are sent by the MCU to the SNMP Manager when an event such as MCU
Reset occurs. The addresses of the Managers monitoring the MCU and other
security information are defined in the MGC Manager application and are
saved on the MCU’s hard disk. Only operators defined as a Superuser
(Administrator) can define or modify the SNMP security parameters in the
MGC Manager application.

To define or modify the SNMP parameters:
1. Connectto an MCU.

2. Right-click the MCU icon, and then click SNMP.

EI Q Product Managerment  { Normal 3
L:J.. Disconnect
IF Configuratian...

Mew Reservation...
Resource Repoart...
Dongle Information. ..
CDR...

MCU Time...

Faults. ..

MCU Utils

Refrieve Diagnostic Files
Fast Comfiguration Viizard...
Play Bateh...

Telnet..

< SHMP...

Create SSL Certificate Request...
Send SSL Certificate...

Stop Current Indication Repeating

Remove MCU

Reset MCU

Froperties...
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The MCU-SNMP Properties — Agent dialog box opens.

MCU - SNMP propetties

Agent |T|ans I Secuntyl

In order to be identified corectly by SNMP managers |

the fallowing fields must be set.

Contact person for this MCL IJDhn

The Location af this MCU IPn\y:nm Allanta

The System Name of this MCL: IMGC3

(1] I Cancel | Apply | Help |

This dialog box is used to define the basic information for this MCU that
will be used by the SNMP system to identify it.

Define the following information:

Table 5-12: SNMP Properties Options

Field Description

Contact person for | Type the name of the person to be contacted in the
this MCU event of problems with the MCU.

The Location of this | Type the location of the MCU (address or any
MCU description).

The System Name | Type the MCU'’s system name.
of this MCU

These details allow you to easily identify the MCU.
Click the Traps tab.
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The MCU-SNMP Properties — Traps dialog box opens.

MCU - SNMP propetties =

Agent  Traps |Security|

Traps can be sent to a group of managers, identified by their IP address

The Trap Community Mame will be uzed with all traps.

r— Community M ame

Trap Destinations:

Add...

Edit.. Remaove...

QK I Cancel | Apply | Help |

Traps are messages sent by the MCU to the SNMP Managers when
events such as MCU Startup or Shutdown occur. Traps may be sent to
several SNMP Managers whose IP addresses are specified in the Trap

Destinations box.

5. Define the following parameters:

Table 5-13: SNMP Properties — Traps Options

Field

Description

Community Name

Type a string of characters that will be added to the
message that is sent to the external Manager
terminals. This string is used to identify the message
source by the external Manager terminals.

Note — The Community Name must be defined
identically in the external SNMP application.
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Table 5-13: SNMP Properties — Traps Options (Continued)

Field

Description

Trap Destination

This box lists the currently defined IP addresses of
the Manager terminals to which the message (trap) is
sent.

Click the Add button to add a new Manager terminal.

The Insert Trap Destination IP dialog box opens.

x
Flease insert IP address
| 72 2 13 . 2
Cancel | ()8 I

Type the IP address of the Manager terminal used to monitor the MCU
activity, and then click OK.
The new IP address is added to the Trap Destinations box.

To edit the IP Address of a Manager terminal:
— Select the address that you wish to modify, and then click the Edit

button.

The Edit Trap Destination IP dialog box opens.

Edit Trap Destination Ip: =

Flease insert IP address

| 172 . 2

Cancel |

L1320 2

.

— Edit the IP address, and then click OK.
The IP address in the Trap Destinations box is modified.

To delete the IP Address of a Manager terminal:

— Select the address that you wish to delete, and then click the

Remove button.

The IP address in the Trap Destinations box is removed.
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10. Click the Security tab.
The MCU-SNMP Properties — Security dialog box opens.

MCU - SNMP propetties =

Agent I Traps  Security |

V' Send Authentication Trap

—Accept Community Mame:

Cornmunity | Rightz

1| | i

fdd.. Edit... Remove |

' Accept SNMP Packets from any Host

" Accept SMMP Packets from These Hosts

fdd.. Edi.. | Remave |

QK I Cancel | Apply | Help |

This dialog box is used to define whether the query sent to the MCU is
sent from an authorized source. A valid query must contain the
appropriate community string and must be sent from one of the Manager
terminals whose IP address is listed in this dialog box.

11. Define the following parameters:

Table 5-14: MCU-SNMP Properties — Security Options

Field Description

Send Select this check box to send a message to the
Authentication Trap | SNMP Manager when an unauthorized query is sent
to the MCU. When cleared, no indication will be sent
to the SNMP Manager.
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Table 5-14: MCU-SNMP Properties — Security Options (Continued)

Field

Description

Accept Community
Names

This table lists the strings added to queries that have
been sent from the SNMP Manager to indicate that
they were sent from an authorized source.

To define a new string, click the Add button (as
described in the next step).

Note: Queries sent with different strings will be
regarded as a violation of security, and, if the Send
Authentication Trap check box is selected, an
appropriate message will be sent to the SNMP
Manager.

Accept SNMP
Packets from any
Host

Select this option if a query sent from any Manager
terminal is valid.

Accept SNMP
Packets from
These Hosts

Select this option to define an IP address of a specific
Manager.

community string.

12. Click the Add button in the Accept Community Names box to add a new

The Please Insert Community Name dialog box opens.

Please Insert Community Name :

Community : — [A%T

[~ Read [~ white

Cancel | ()8 I

13. In the Community field, type the string that will appear in the message

and will identify a valid query.
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14.

15.

16.

17.

18.

When working with the MCU, the external SNMP system can only
monitor (Read) the MCU’s activity, and is not allowed to modify any of
its parameters, or cause the MCU to reset. Therefore, the queries sent to
the MCU are only of a Read type, and not Write.

Select the Read check box and then click OK.

The details are displayed in the Accept Community Names table.

To edit a community string:

— Select the entry to modify from the Accept Community Names box,
and then click Edit.
The Please Edit Community Name dialog box opens.

Please Insert Community Name :

Community : — [A%T

[~ Read [~ white

Cancel | ()8 I

— Modify the Community field and then click OK.
The modified details are displayed in the Accept Community Names
table.

To delete a community string:

— Select the entry to delete from the Accept Community Names box,
and then click Remove.
The community string is removed from the Accept Community
Names table.

To add, edit, or remove IP addresses of specific Manager terminals, click
the Accept SNMP Packets from These Hosts option.
The Add, Edit and Remove buttons are enabled.

To define the IP address of a specific Manager terminal, click the Add
button.
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The Insert Accept Packet IP Address dialog box opens.

x
Flease insert IP address
| 720 2 . 11 . 25
Cancel | ()8 I

19. Enter the IP Address of the Manager terminal from which valid queries
may be sent to the MCU, and then click OK.
The IP Address is displayed in the Accept SNMP Packets from These

Hosts box.
20. To edit the IP address of a specific Manager terminal:

— Select the relevant IP address, and then click the Edit button.
The Edit Trap Destination IP dialog box opens.

x
Flease insert IP address
| 720 2 . 11 . 25
Cancel | ()8 I

— Modify the IP address, and then click OK.
The modified IP address is displayed in the Accept SNMP Packets
from These Hosts box.
21. To delete a specific Manager terminal’s IP address:
— Select the IP address, and then click the Remove button.
The IP address is removed from the Accept SNMP Packets from
These Hosts box.

Queries sent from terminals not listed in the Accept SNMP Packets from These

@ Hosts box are regarded as a violation of the MCU security, and if the Send
Authentication Trap check box is selected, an appropriate message will be sent
to all the terminals listed in the SNMP Properties — Traps dialog box.

22. Inthe MCU - SNMP properties dialog box, click OK.
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Dongle Information

Displays the information stored on the hardware key (dongle) attached to the
rear panel of the MCU.

1. Right-click the MCU icon, and then click Dongle Information.

E--;l Product Management ¢ Normal )
=~ Disconnect
1P Configuration...

Mew: Reservation...
Resource Repn
CDR...

MCU Time. ..
Faults...

MCU Utils

Retrigve Diagnostic Files

Fast Configuration Vizard...

Flay Batch,..

Telmet, .

1P Terminal...

SMP. ..

Create SS5L Certificate Request..,
Send SSL Certificate. .

Stop Current Indication Repeating

Remave MCL

Reset MCU

Froperties...

The Dongle Information dialog box is displayed.

Dongle Information x|

Diongle's Serial Mumber: lm
Checksum Value: IT55C—
ML Wersion IT—
Lltility Wersion: IW

Close:

This dialog box displays the dongle serial number and checksum and the
software version installed in the MCU.
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There are numerous MCU utilities that are used to manipulate files residing
on the MCU's hard disk, back up and restore the system configuration and
reservation data, and download software to the MCU. These utilities are:

Send File

Send Configuration File
Get File

Edit "version.txt"

Edit "system.cfg"

Edit "confer.cfg"
Backup Configuration
Restore Configuration
Backup Reservations
Restore Reservations
Download MCU Software
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%

Send File
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To access the MCU Utilities:

* Right-click on the MCU icon, and then click MCU Utils to open its
cascading menu.

F |:| F3 - albha 02 ¢ Normal 3
Disconnect
IP Configuration...

Mew Reservation,..
Resource Report...
Dongle Information. ..

COR...
MCU Time...
Faults...
Send File...
Send Configuration File...
Fast Configuration Yiizard... GetFile...
P B Edit "wersion.tet"...
Telnet.... Edit "system.cfig"...
P VSR Edit "confer.cfg"...
SHMP.
Create SSL Certificate Request... Backup Configuration...
Send SSL Certificate. . Restore Configuration. ..
Stop Gurment Indication Repsating Backup Reservations. .
Restore Reservations...
Remave MCL
Download MCU Software..,
Reset MCL
Froperties...

After modifying one of the MCU files, the MCU must be reset for the
modifications to take effect.

This utility downloads and installs software files as separate patches to the
software installed on the MCU. The files that can be downloaded include:

«  Embedded system files
«  system.cfg
e version.txt
«  confer.cfg

In addition, it is used to download the audio and video files created for the
Greet and Guide mode. These files are downloaded from the MGC Manager
application to the MCU. Every patch/file must be downloaded separately.
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To download a software patch or a file:
1. Onthe MCU Utils sub-menu, click Send File.

The Install File dialog box opens.

Install File - [ Sales2 ]-{ 172.22.131.1 ﬂ
Inztall : || Browse |
Proceed 7
es Mo |

2. Inthe Install text box, type the path and name of the file to be
downloaded to the MCU, or click the Browse button to locate the file.

If Browse is selected, the Select Source File dialog box opens.

select source file = x|
Lok in: Ia MGC Manager j - l‘j‘ '
| 5alesz E) Demaz_c231.cdf system,cfg
| Jversion 6.0 ) MEET_c32n.cdf ) Test _cz43
" we ﬁMkthews_?.DS.de Update par
) ACCORD_c401 oo ) polycom - Sales_c369,cdf
E')Conf 9_c411,edf E) Polycom_c388.cdf
E')DEMO2_C228.ch @sip party gui B.dac
| | i
File: name: || Open I
Filez of type: | j Cancel |
e

Select the desired software patch file, or if you are downloading audio
and video files for the Greet and Guide mode, select an *.aca or *.acv
file, and click the Open button.

The system returns to the Install file dialog box, and the name of the file
appears in the Install field.

3. Click Yes to download the file to the MCU or No to cancel the operation.
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Send Configuration File

%

Get File

Edit “version.txt”
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To modify the version.txt file:

On the MCU Utils sub-menu, click Edit “version.txt”.
The SysConfig (version.txt) dialog box opens.

This utility is used for configuration updates to the dongle file. Contact
Polycom support for additional information.

For a detailed description of the dongle upgrade procedure see the Release
Notes of the relevant version.

This utility is used to retrieve files from the MCU. This function is intended
for Polycom’s internal use.

The “version.txt” file contains a list of files that are to be used with each
version of the card software. After installing a software patch, you may need
to update the indicators in the “version.txt” file. You can also use this function
to edit the values of the parameters that are found in the “version.txt” file.

- [ version.txt ] - ( 172.22.188.40 ) =]
Section Item = Valug
[oe ]
MCFU
COMM Cancel
HET_PRI_42 _I
MET_PRIZB4
HET_PRIZX —— 40D
UK ;
MUR_FLUS Section
AUDID =
AUDID_PLUS Sub section
AUDIO_PLUS_15_¥IDEO_VER
AUDIO_PLUS_15_¥OICEYER Item
VIDEQ
VIDEQ_PLUS
DATA — REMOVE —
HET_ATH_25 -
HET_ATM_155 Section
HET_H323
MPI ™ Sub section
Item

Edit valug

Set valug

Make syzenc file... I
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In the Section box, double-click the section you want to change.
The available versions are displayed in the Section box.

Click the version you want to change.
The parameter names and value are displayed in the Item=Value box.

In the Item=Value box, click the item whose value is to be modified.
The item’s value is placed in the Edit value text box.

In the Edit value text box, edit the value.
Click the Set Value button to apply the new value to the file.
Click OK.
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Edit “system.cfg”

5-64

The “system.cfg” file is used to set up the system’s overall configuration and
behavior and to change a configuration setting from its default value. To
install the system.cfg file see “Send File” on page 5-60

To modify the “system.cfg” file:

On the MCU Utils sub-menu, click Edit *“system.cfg”.
The SysConfig dialog box appears.

List of sections containing
parameters whose values can be
modified. To view/modify the
parameter values, double-click

SysConfig - [ systen.cfg ] -  172.22.138.116 ) =100x|

When a parameter is selected, the
value is displayed

ra
sevt [ o | Use these
é%%ééim ur = Concel buttons to
VIDED PLUS FLAGS s add new
CHAIRFECE
2 Soction L~ parameters
HES o S ution] | to the file
EE?:@FDD.:‘EWG tem
L
\WATCH DO
UTIL PESS\ORD _ - REMOVE
GREET_AND_GUIDEYYVR Section U
ALBAME se these
PERFORMANCE_MONITARING [ sestion | o
FREE_SERVICES buttons to
1 ISTAMFR PFRMISSINING LI Item
remove a
Edtvale | Setvalie | Make sysenc fle section/sub-
I section or
| line from the
When a parameter is selected, the file

value is displayed

In the Section box, double-click the section you want to change.
The parameter names and value are displayed in the Item=Value box.

In the Item=Value box, click the item whose value is to be modified.
The item’s value is placed in the Edit value text box.

In the Edit value text box, edit the value.

Click the Set Value button to apply the new value to the file.

Click OK.
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System.cfg Flags

here. Many system.cfg sections include flags with their default values as they are
automatically set for the system. These flags have to be manually added to the
relevant system.cfg file in order to modify the default system settings.

§ Only those flags which are intended for customer modification are documented

Section TRACE OUTPUT

The flags in this section must be manually added to the system.cfg file to modify
their default values.

e PRINT=IP
Defines the port to be used for Serial Traces.
The flag may be set to one of the following values:
— Console - Trace to the Console.
— Serial_1 - on the back (Also of the MGC-25).
— Serial_2 - front (Not applicable for the MGC-25).
— IP

e TRACE = EXCEPTION
Default Tracing level.
This flag may be set to one of the following values:
— NO- no trace

— INTERACTIVE - level —I (accept input from terminal without
dumping to trace)

— EXCEPTION- level —e Asserts, memory exceptions

— INTO_MCMS_TRACE - level —g (embedded to mcms information)
— T120 - level -t GCC Trace

— FULL - full information

Section LOGGER TRACE

The flags in this section must be manually added to the system.cfg file to modify
their default values.
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TRACE_LOGGER_APPLICATION = YES
Use this flag to enable (YES) or disable (NO) the Logger Utility.
TRACE_LOGGER_LEVEL = FULL

Indicates the detail level of messages to be saved to the Logger file.
(INTO_MCMS, EXCEPTION, FULL)

TRACE_LOGGER_MAX_FILE_SIZE = 640

The maximum file size of the data file in kilobytes. When a file exceeds
this size, the system closes the data file and opens a new data file.

The TRACE_LOGGER_MAX_ FILE_SIZE and the
TRACE_LOGGER_MAX FILE_TIME_TO_LIVE flags limit the amount of
information saved to one data file to facilitate the retrieval of information.

TRACE_LOGGER_MAX_FILE_TIME_TO_LIVE = 600

The period in minutes for which traces are saved to one file. At the end
of this time period, the system closes the data file and opens a new data
file for the following time period.

TRACE_LOGGER_MAX_NUM_OF_FILE= 1000
Defines a maximum on the number of files allocated to the system.

Section CARDS

MAP_SELF_RECOVERY = YES

Map Self Recovery is performed by the Card Manager processor
resulting in changes in the Video+ unit. When the unit resets, the
participants are not disconnected, and their video and audio are restored.

The following flags may be manually added to the [CARDS] section to
modify their default values:

CIRCULAR_MAPPING_MODE_FOR_AUDIO_VIDEO_PLUS = YES

YES — Sets the MCU to circular mode. For Audio+ and Video+ cards the
system allocates the next sequential unit that is free on the card.
NO - Sets the MCU to terminal mode.

CARD_STATUS_REQUEST = YES
Sends a card status message to the cards and preforms a status check.
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RESET_UNIT = YES

Reset Unit allows you to manually reset the IP card. This operation can
be performed only when the unit is free and not occupied by participants.

The Main Control Module in the MGC unit contains a LAN network card that can
be of different types. The Main Control Module operating system includes drivers
for these cards. The Main Control Module’s operating system automatically
detects the card type by reading its identification in a predefined address. If the
card is correctly identified, the system starts up correctly. If the system fails to
detect any card type, it will start up according to the card type definition in the
“system.cfg” file.

RESET_CARD = YES

When a card fails, an automatic reset of the card is initiated by the
system.

CARD_STARTUP_TIMEOUT =420

Defines the maximum time allowed for the card startup, after which the
card’s status is changed to 'NO_CONNECTION_WITH_CARD'".

CARD_STATUS REQUEST_TIMEOUT =10
Determines in seconds the frequency of sending a card status request.
AUTO_VIDEO_PLUS LOGGER = YES

Set to YES to enable the Auto Video Plus logger. When a Video+ unit
failure occurs, a VideoPlus log file is automatically created.

AUTO_IP_CARD_MONITOR
This flag may be set to one of the following options:

— NO (no automatic monitoring - only manual monitoring is
available)

— UNIT (traces will be automatically saved for each unit failure)
— CARD (traces will be automatically saved for each card failure)

If Unit or Card are selected, a file containing the trace information for
each failure will be created using the name format crdmn_nn.txt, where
nn is a number between 00 and 19. The files are created sequentially,
cyclically, when the 20th file overwrites the first file and so on.
Recommended mode is NO (manual card monitor). For more
information see “IP Card Diagnostic Files” on page 5-121.
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+ RTP_SELF_RECOVERY = YES

Self Recovery is an automatic process performed by the Card Manager
processor resulting in a reset of the H.323 card. When the card resets, the
participants are not disconnected, and their video and audio are restored
within 10 seconds.

Section ALARMS

The following flag may be manually added to the [ALARMS] section to
modify their default values:

e EXT_ALARM=NO
This flag enables the optional external alarm on the MCU. In case of an
(Minor, Major) alarm on the system, a circuit activates the alarm on the
MCU.

Section PERFORMANCE_MONITORING

The following flags may be manually added to the
[PERFORMANCE_MONITORING] section to modify their default values:

* AUTO_PERFORMANCE_MONITORING=NO

Enable the Automatic Performance Monitoring. Once the thresholds are
for the various error conditions are exceeded, the system issues a fault
message (in the Faults dialog box) and the MCU status changes from
Normal to Minor). For more information see “Appendix C: Performance
Monitoring NET-T1/Net-E1” on page C-1.

« PERFORMANCE_MONITORING_TIMEOUT=60

The performance monitoring time-out.

Section UTIL PASSWORD

The following flags may be manually added to the [UTIL PASSWORD]
section to modify their default values:

«  PSOS_NET_UTIL = YES

PSOS (OS) Utilities Tasks (Shell, FTP & Telnet), Can be used in case
customer prefers to disable FTP & Telnet due to security issues.
(Applicable only for pSos and not for XPEK.

« FTP_LOGIN =NO

When set to YES, enables password verification for FTP Sessions,
otherwise, a password is not required.
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IPTERMINAL_LOGIN = NO

Enable Password for IP Terminal. In the IP Terminal type login then
password (in the same command line).

ALLOW_ORDINARY_OPERATOR_TO_CHANGE_ITS_OWN_
PASSWORD = YES

When set to YES enables the Operator with “ordinary permission” to
change his own password. The Operator with “superuser permission” can
change all operator’s passwords.

When the flag is set to NO, no operator will be able to change passwords,
only delete and create new ones.

STRONG_PASSWORD=NO

Add this flag and set it to YES to enable the Strong Password
mechanism.

Section XPEK

The following flags may be manually added to the [ XPEK] section to modify
their default values:

CREATE_DUMP_FILE_WHEN_EXCEPT = YES
Used for debugging purposes — start the debugger in case of exception.
SILENT_MODE = YES

Set this flag to YES (default) to increase MGC unit security. As a
hacking preventive measure, the MCU is set to Silent Mode in order to
ignore pings. For more information about Silent Mode, see “XPEK Silent
Mode” on page 5-38.

Section SNMP

SNMP =NO
Enables SNMP for the MCU system.
SNMP_TRAP_LEVEL = MINOR

Define Trap level settings according to the type of severity: MAJOR,
MINOR, NEVER. For more information about Traps see “Status Trap
Content” on page 5-47.

SNMP_TRAP_INTERVAL =60

Defines the interval in seconds between each trap. For more information
about Trap Intervals, see “Status Trap Timer’ on page 5-47.
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Section MCU_CLOCKING

Defines the clock source type on the MCU, only one clock source per system
is possible, when more than one clock source is defined, the ISDN clock is the
default. Four types of clock sources can be implemented on MCU:

« ISDN_CLOCK = YES
« ATM_CLOCK =NO
« INTERNAL_CLOCK =NO
«  MPI_CLOCK =NO

The following flag may be manually added to the [MCU_CLOCKING]
section to modify their default values:

+ SYSTEM_NORMAL WITH_SINGLE_CLOCK_SOURCE = YES
Set to this flag to YES allowing the MCU's status to be NORMAL, even
if there is only a single clock source.

Section LAN

The following flags may be manually added to the [LAN] section to modify
their default values:

« DRIVER_SMC=NO
The controller auto detects the NIC card type, when a fault is detected
the default (flag value = NO) is implemented: NO = SMC Driver,
YES = 3COM or Intel Driver.

Section WATCH DOG

The following flags may be manually added to the [WATCH DOG] section to
modify their default values:

« WATCH_DOG=YES
Enables an automatic MCU reset when the MCMS crashes.

Section GENERAL

« PRODUCT_TYPE =100
Defines the type of MCU used as a system, the default being set to the
MGC-100. Selection of three types is possible: MGC-100 (= 100),
MGC-50 (= 50) and MGC-25 (= 25).

e« CONFERENCE_ID_MCU_LENGTH =4
Defines the number of digits in the Conference Numeric ID that will be
assigned by the MCU. Possible values are 1 to 16 digits. Enter 0 to
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disable the automatic assignment of numeric I1Ds by the MCU and let the
Operator manually assign them.
CONFERENCE_ID_USER_LENGTH =4

Defines the number of digits that the Operator must enter when manually
assigning the Numeric ID to the conference. Possible values are 1 to16
digits. Enter O to disable checking of the Numeric ID length.
RESERVATION_CONFERENCE_ID_UNIQUE = YES

If set to NO - duplicate NIDs are allowed in reservations. In this case, it’s
the administrator’s responsibility to make sure there is no overlapping
reservations with same NID planned for the same time.
PREFERRED_PORT = 80

80 - Any port can be used and is the preferred port with XML
5001 or 1205 - the http port not activated and uses the proprietary API.

SECURED_PORT_MANDATORY_FOR_API = NO

When set to YES, API connection is only allowed via SSL secured
connection.

SECURED_PORT_MANDATORY_FOR FILE = NO

When set to YES, file transfer is only allowed via SSL/TLS secured
connection.

TRADITIONAL_END_POINTS_MODE = YES

When set to YES, enables support for old endpoints like Swiftsite.
IGNORE_AIM = YES

When set to YES, enables the participant to use an external telephone,
while the endpoint’s audio channel is muted, however, the participant’s
audio channel status is indicated by the “Mute by Endpoint” icon in the
MGC Manager Monitor and Status panes. Also, when the participant is
muted from the endpoint, the participant can use an external telephone to
connect to the conference while the endpoint’s audio channel is muted.

MAX_PARTIES_NUMBER_IN_VIDEO_CONF = 100

The maximum number of participants that can access an video
conference. Up to 680 participants are allowed in a video conference,
however this requires 128MB of RAM on the control unit.
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The following flags may be manually added to the [GENERAL] section to
modify their default values:
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CDR = YES

When set to NO, disables the use of the CDR on the system.
HO =NO

When set to YES, enables HO network connectivity.
HIGH_BIT_RATE = YES

Setting the High Bit Rate flag to YES enables Continuous Presence and
Transcoding conferences to be run at up to 1920 Kbps on the standard
Video cards. This option should be selected only if all the video cards are
of the new version. If the High Bit Rate flag is set to YES and the MCU
contains video cards of a version older than 1.43, the MCU's status
changes to Major and an appropriate error message is added to the Faults
log. If the High bit rate Flag is set to NO, the highest line rate that can be
set for the conference is 768 Kbps. The video card that does not support
the High Bit Rate is pulled out from the available resources list and it is
not used to run conferences.

HIGH_VIDEO_FRAME_RATE = YES

If set to YES, the flag enables high Video quality (30 frames per second)
for high Line Rates of up to T1/E1 in Transcoding and Continuous
Presence conferences.

If the High Video Frame Rate flag in the system.cfg is set to YES, and
the MCU contains video cards of a version older than 1.43, the MCU
status changes to Major and an appropriate error message is added to the
Faults log. The video card that does not support the High Frame Rate is
pulled out from the available resources list and it is not used to run
conferences.

BONDING_DOWNSPEED = YES
This option enables the bonding of channels.
MAX_PARTIES_NUMBER_IN_AUDIO_CONF = 860

The maximum number of participants (default - 860) that can access an
Audio Only conference.
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PREFERRED_SECURED_PORT =443

When mandatory security is enabled from the MGC manager, on first
connection after the reset, MCU will automatically use only the preferred
TLS/SSL-secured port 443, and the HTTPS protocol./

AUTO_LAYOUT = YES

When set to NO, disables the usage of the Auto Layout feature.
ENABLE_DTMF_VIA_GW = YES

Enables/disables DTMF Forwarding (user to user) in a gateway sessions.
ENABLE_LECTURE_SHOW = NO

When set to YES, enables the Lecture Show feature.

ALLOW VIDEO _MUTE=NO

To disable the Video Mute functionality so that users cannot stop the
video channel transmission to the conference.

NUM_OF _DIGITS_IN_GW_PROFILE=1

Enter this flag to change the default setting for the number of digits that
comprise the GW Profile ID from one to two digits.

Section QOS PARAMS

DIFF_SERV_AUDIO = 0X88
The diffserv value for audio packets.
DIFF_SERV_VIDEO = 0X88
The diffserv value for video packets.

Section IP MISC FLAGS

PARTY_MONITORING_REFRESH_PERIOD= 2

The party monitoring is a request that the MCMS sends to the IP card.
This flag helps to determine the load of those request by identifying the
number of seconds between each party monitoring request.

IP_ENABLE_ROUNDTRIPDELAY = YES

When an endpoint disconnects from the conference, the MCU perceives
the endpoint to be connected but not responding. To disconnect the
endpoint the MCU sends a Round Trip Delay request to the endpoint. If
the endpoint fails to respond, it is disconnected from the MCU.
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IGNORE_STREAM_VIOLATION = NO

Normally when RTP encounters severe problems in the media streams, it
sends STREAM_STATUS_IND to mcms, and as a result mcms moves
the sender into Secondary. If this is done in the Nortel environment the
agent always be secondary because it always sends overflow. This flag is
used to ignore this indication from the card for any state of the call
except change mode.

IGNORE_STREAM_VIOLATION_IN_CHANGE_MODE = NO

Normally when RTP encounters severe problems in the media streams, it
sends STREAM_STATUS_IND to mcms, and as a result mcms moves
the sender into Secondary. If this is done in the Nortel environment the
agent always be secondary because it always sends overflow. This flag is
used to ignore this indication from the card for change mode.

The following flags may be manually added to the [IP MISC FLAGS] section
to modify their default values:
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CASCADE_TO_PREVIOUS_VERSION =0

When set to 0 you are not able to Cascade conferences with previous
MCU software versions. Set to the version number (or earlier) to which
cascading is to be enabled.

CP_REGARD_TO_INCOMING_SETUP_RATE = YES

When set to YES in a Continuous Presence mode, the MCU checks the
Bandwidth requested by the endpoint, if the participant is not connected
(only when the participant has capabilities of the defined conference
rate).

SOFTWARE_CP = YES
This option enables Software Continuous Presence conferences.
THRESHOLD_BITRATE=100

Determines the acceptable deviation, in percentage, from the expected
channel bitrate as declared and negotiated between the MCU and the
endpoint (in the H.245 channel). The threshold is defined in fractions of
1000, therefore, a threshold of 100 defines 10%. Entering zero for a flag
disables the flag.
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THRESHOLD_FRACTION_LOSS=5
Determines the acceptable percentage of the channel Fraction Loss (as it

appears in the Channel Status box). The threshold is defined in fractions
of 1000, therefore, a threshold of 100 defines 10%. Entering zero
disables the flag.

THRESHOLD_ACCUMULATE_PACKET_LOSS=5
Determines the acceptable percentage of packets lost since the channel
has opened, beyond which the channel quality may be compromised. The

threshold is defined in fractions of 1000, therefore, a threshold of 100
defines 10%. Entering zero disables the flag.

THRESHOLD_INTERVAL_PACKET_LOSS=5
Determines the percentage of packets that were lost in the last RTP report
interval, beyond which the channel quality may be compromised. The

threshold is defined in fractions of 1000, therefore, a threshold of 100
defines 10%. Entering zero disables the flag.

THRESHOLD_ACCUMULATE_OUT_OF_ORDER=5

Determines the acceptable percentage of packets that arrived out of order
since the channel has opened. The threshold is defined in fractions of
1000, therefore, a threshold of 100 defines 10%. Entering zero disables
the flag.

THRESHOLD_INTERVAL_OUT_OF ORDER =5

Determines the acceptable percentage of packets that arrived out of order
in the last RTP report interval. The threshold is defined in fractions of
1000, therefore, a threshold of 100 defines 10%. Entering zero disables
the flag.

THRESHOLD_ACCUMULATE_FRAGMENTED=5

Determines the percentage of packets that were fragmented since the
channel has opened.

THRESHOLD_INTERVAL_FRAGMENTED=5

Determines the percentage of packets that were fragmented in the last
RTP report interval. The threshold is defined in fractions of 1000,
therefore, a threshold of 100 defines 10%. Entering zero disables the
flag.
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THRESHOLD_JITTER=80

Determines the maximum delay in milliseconds in the expected arrival
time (buffer size). The threshold is defined in fractions of 1000,
therefore, a threshold of 100 defines 10%. Entering zero disables the
flag.

THRESHOLD_LATENCY=300

Determines the maximum time it takes a packet to travel from one end to
another. The threshold is defined in fractions of 1000, therefore, a
threshold of 100 defines 10%. Entering zero disables the flag.

THRESHOLD_FRAME_RATE=0

Determines the acceptable deviation, in percentage, from the expected
channel frame rate. The threshold is defined in fractions of 1000,
therefore, a threshold of 100 defines 10%. Entering zero disables the
flag.

DEFENCE_PERCENT = 95

Indicates to end point the percentage to send us of the actual bit rate to
protect the MCU from bursty end point. 100% means that we are not
protecting MGC from bursty end point. The value can be any value
100% or less. Usually 95% is sufficient.

ACTIVE_PROTECTION_NUMBERING=YES

YES - Ignores duplicate messages
NO - Does not ignores duplicate messages

Section IP LOAD FLAGS

The following flag may be manually added to the [IP LOAD FLAGS] section
to modify its default value:

SIP_REGISTER_LOAD =80

The amount of resources the process consumes. Measured in 0.1%.
Possible values are 1 to 1000.
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Section IP CARD MONITORING

IP_MONITORING_SHOW_FAULTY_MARK = YES

YES - Show participant monitoring section with a red fault ('!')
indication in MGC manager

NO - don't show any participant indication

Section H323 GK FLAGS

RRQ_WITHOUT_GRQ = NO

Must be set to NO for the register as a gateway feature to function
properly.

YES - Registration start with RRQ (Registration Request).

NO - Registration start with GRQ — Gatekeepers Request)

H323_ENABLE_CONFERENCE_DIALIN_IDENTIFY = NO

Set the flag to YES to enable the enhanced cascading mode in which
Aliases (conference name and participant name) may be used for H.323
cascading conferences.

Set it also to YES to enable the RSS 2000 video recording.

ENABLE_ALT GK = YES

YES - Enables use of the alternate gatekeeper when the primary
gatekeeper fails.

NO - Disables use of the alternate gatekeeper.

The following flags may be manually added to the [H323 GK FLAGS]
section to modify their default values:

GATEWAY_DESTINATION_SERVER=YES

To enable multiple ISDN video endpoints calls over the same MGC
gateway to reach the same IP destination.

PREFIX_TYPE_IS _H323ID = NO

Enables the Prefix type (for most of GK, it is E.164).When using ECS
Gate Keepers need to be set to YES

YES - H320_GW

NO - H323_GW

ARQ_WHEN_CALL_IS WITH_IP = YES

When a card is registered with a Gatekeeper, and the participant has a IP
address (not alias), an ARQ message is sent to the Gatekeeper.
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MCU_REG_AS_320_GW = YES

When working in register as GW mode two options are available,
H320_GW (YES), or H323_GW (NO). When working with CISCO
MCM it is require to register as H320_GW (YES)

PATH_NAVIGATOR_OLD_VERSION_IN_ROUTED_MODE = NO
When set to YES the MCU does remove People+Content or Duo Video.
REMOVE_G722_AND_GENERIC_AUDIO = NO

If set to YES a VOIP phone cannot always establish a connection when
using PathNavigator as the Gatekeeper.

Section IP MEDIA FLAGS

IP_ENABLE_BACKGROUND_COLOR = NO

Set to YES, when using Background Colors in a Continuous Presence
Video conference.

The following flags may be manually added to the [IP MEDIA FLAGS]
section to modify their default value:

IP_AUDIO_CONCEALMENT =NO

Because of RTP demand this flag is used to set the G711 to 30 FPP.
SIP_G711_FPP =30

Enables you change the frame per packet of audio algorithm G.711.
SIP_G7231_FPP =30

Enables you change the frame per packet of audio algorithm G.723.1.
ENABLE_IP_SLIDE = YES

When set to YES, H.323 participants can view the video Welcome slide
when connecting to an IVR-enabled conference. SIP participants cannot
view the Welcome slide.

IP_PACKETS_FRACTION_LOST =NO

For future development.
H323_INTERLACE_MODE = YES

When set to YES, enables Pro-Motion in H.323.
RFC2833_DTMF = YES

YES - Enables the use of RFC2833.
NO - Disables the use of RFC2833.
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Section SIP

SIP_ENABLE_264 FIXED = NO

In VSW 264 resolution in SIP environment that doesn't support highest
common this flag should be NO.

The following flags may be manually added to the [SIP] section to modify
their default value:

SIP_REINVITE = YES

YES - Only send one algorithm for each media, 1 for audio and 1 for
video is sent.
NO - All the mcu capabilities for each media is sent.

SIP_FAST_UPDATE_INTERVAL =0

0 = Disables the MCMS fast update requests.

If not 0 = The interval in seconds between two fast update requests. If the
endpoint does not request one, the MCMS initiates a request instead of
the endpoint and sends it to the video card.

SIP_MSG_TIMEOUT = 120

The value can be 120 and above (120 is the minimum). This value is the
time (in seconds) that the MCU will wait for a SIP message before the
timer deactivates.

SIP_USER_AGENT_FPS_FIX =

UserAgent header contains the string. Possible values: all valid
characters.
1 disables the flag.
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2

« SIP_FPS FIX TO=
New value to set. Possible values: 30, 15, 7.5
1 disables the flag.

If the system.cfg flags: SIP_FPS_FIX_TO and
SIP_USER_AGENT_FPS_FIX=NO are defined in the system.cfg file,
adjustments are performed on all remote participants in CP conferences.
Define which User Agents (SIP endpoints using a header in SIP messages) use
a fixed frame per second value with CIF resolution.
SIP_USER_AGENT_FPS_FIX = [string]; UserAgent header contains the
following string SIP_FPS_FIX_TO = [int]; New value to set

For example:

SIP_USER_AGENT_FPS_FIX = “RTC”

SIP_FPS_FIX_TO = “15"

The Fixed FPS value is set to 15 for all SIP participants with “RTC” character set
in User Agent field (or downgraded to 15 FPS for all Windows Messenger users
in CIF).

The system.cfg flag SIP_USER_AGENT_FPS_FIX is relevant only if the flags:
SIP_FPS_FIX_TO and SIP_FPS_FIX_TO = 0 are present in the system.cfqg file.

«  SIP_RESET_CHANNEL_ON_HOLD =0

1 (for Nortel): When getting HOLD from remote, mcms sends
UPDATE_CHANNEL in order to nullify the SSRC and SEQ.

e SIP_USER_AGENT_FLOW_CONTROL =
YES (For Nortel), Offer signaling DTMF in SDP.

* SIP_USER_AGENT_FLOW_CONTROL_RATE =
64,128,192,256,384,512,768

Describe spare buffers for overflow from remote (for Nortel
“8,64,128,256,384,512,768 “).

« SIP_LUCENT_CDR=NO

YES = In dial out the special private headers for Lucent CDR are added.
The default for Lucent is YES.

. SIP_CONF_WATCH_CONTROL=NO
Set to YES to enable the SIP-CX environment for the MCU.
« AD HOC PROFILE_MSFT=

Enter the name of the Profile (Profile name must be written in CAPS)
that will be used for conference definition, hence setting the Entry Queue
to which it is assigned as Microsoft enabled. For example, if the flag is
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setto AD_HOC_PROFILE_ MSFT=0CMR, the conference parameters
will be taken from the Profile named OCMR.

MSFT_IP_SERVICE_NAME_PREFIX=IP network service name

To designate a SIP-CX enabled IP Network Service enter the flag with
the prefix of the IP network service name. For example, if you enter the
prefix MICROSOFT as follows:
MSFT_IP_SERVICE_NAME_PREFIX=MICROSOFT, the IP Network
service whose name starts with MICROSOFT (MICROSOFTL,
MICROSOFT2, etc.) will be considered by the system as SIP-CX
enabled.

Section IP_BOARD_PARAMETERS

JITTER_BUF_SIZE =2

The size of the minimum Jitter Buffer in 10 msec increments.
The possible values are 2-8 (20-80msecs).

SIP_VIDEO DRAFT =5

The SIP Video draft version. ‘5’ is the newer one. (3 for Nortel
Environment)

SIP_CAP_DTMF_BY_INFO =NO
If YES, offer signaling DTMF in SDP.

The following flags may be manually added to the [IP BOARD
PARAMETERS] section to modify their default value:

H245 TUNNELING =NO
Enables H.245 tunneling.
SIP_NORTEL =NO

This flag enables/disables specific changes done for the Nortel
environment. (YES for Nortel Environment)

FILTER_MEDIA_BY_IP = YES

If set to YES, we drop packets that don’t come from the address specified
when the channel was opened. For Cisco this flag should be set to NO.

Section IP_3G_FLAGS

The following flags may be manually added to the [IP_3G_ FLAGS] section
to modify their default value:
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ENABLE_H323 PSTN = NO

YES - Enable Ericsson 3G support
NO - Disable Ericsson 3G support

USE_ISDN_NUMBER_FOR_H323_DIALING = NO

YES - Uses an ISDN number for H.323 dialing.
NO - An ISDN number is not used for H.323 dialing.

H323_MOBILE_PHONE_RATE =0

Available values 0 - 128.
52 is for Ericsson only.

SEARCH_FOR_H323 DEFINED_PARTY = YES

YES - Enables an MCU search for define participant.
NO - The MCU does not search for defined participant.

Section IP_AUDIO

G729 =NO
When set to YES, enables G729 audio algorithm.

The following flags may be manually added to the [IP_AUDIQ] section to
modify their default value:

G722 =YES

When set to YES, enables G.722 in H.323.
G728 = YES

When set to YES, enables G.728 in H.323.
G7231=YES

When set to YES, enables G.723.1 in H.323. Requires Audio card H/W
Version 4.0 or higher, or the Audio+ card.

G722_1=YES

When set to YES, enables G.722.1 in H.323. Requires Audio card H/W
Version 4.0 or higher, or the Audio+ card.

SIREN7 = YES

When set to YES, enables SIREN7 in H.323.
SIREN14 = NO

When set to YES, enables SIREN14 in H.323.
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Two flags from the AUDIO PLUS FLAGS section must be set as
follows: PDC_MODE=YES and AUDIO_PLUS_FREQUENCY=WB.

Section H320_AUDIO

SIREN14 320 =NO
When set to YES, enables SIREN14 in H.320. Requires the Audio+ card.

The following flags may be manually added to the [H320_AUDIQ]section to
modify their default value:

G722_1 320 = YES

When set to YES, enables G.722.1 in H.320. Requires Audio card H/W
Version 4.0 or higher, or the Audio+ card.

H320_G722 = YES

When set to YES, enables G.722 in H.320. Requires Audio card H/W
Version 4.0 or higher, or the Audio+ card.

SIREN7_320 = YES

When set to YES, enables SIREN14 in H.320. Requires Audio card H/W
Version 4.0 or higher, or the Audio+ card.

Section H263

IP_H263 = YES

Set to YES to enable H.263 video format in H.323 call.
H263 = YES

Set to YES to enable H.263 video format in H.320 call.

The following flags may be manually added to the [H323]section to modify
their default value:

GW_H263 = YES

Set to YES to enable H.263 video format in Gateway calls.
H263_ANNEX_F = YES

Set to YES to enable H263 Annex F.

H263_ANNEX_N = YES

Set to YES to enable H263 Annex N.

H263_ANNEX_P = YES

Set to YES to enable H263 Annex P.
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H263_ANNEX_L =NO

Set to YES to enable Annex L in 60 FIELDS (NTSC).
H263_VGA_SVGA_XGA_NTSC = YES

Set to YES to enable custom video formats with H.263 video format.
H263 4CIF = YES

Set to YES to enable 4CIF.

H263_16CIF = YES

Set to YES to enable 16CIF.

H320_VIDEOSWITCHING_VIDEOPROTOCOL_SELECTION_
AUTOMODE_H263 = YES

When using H.263, H.320 is automatically selected for a video
connection.

IP_VIDEOSWITCHING_VIDEOPROTOCOL_SELECTION_AUTOMOD
E_H263 = YES

When using H.263, H.323 is automatically selected for a video
connection.

PROMOTION_FIELD_DROP = YES

Polycom proprietary Pro-Motion capability, which improves the video
quality of fast-motion video, especially when using the 384 Kbps line
rate.

When set to YES, the encoder reverts momentarily to 30 frames/sec.
video when detecting fast frame movements (a lot of changes between
consecutive frames).

LIMIT_AUTO_VSW_H263_FORMAT = NO

Set to YES to prevent the opening of H263 4CIF and higher resolution in
Highest Common conferences.

When set at NO, no limits are placed on H.263 resolution in highest
common mode.

DBC_2=YES

Set to No to disable DBC-2 that provides error concealment and recovery
for multipoint VSW and CP conferences and gateway calls.
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Section CHAIR/FECC
e FECC GW =YES

YES - Enables FECC capabilities in all gateway calls.
NO - Disables FECC capabilities in all gateway calls.

The following flags may be manually added to the [CHAIR/FECC] section to
modify their default value:

+ FECC=YES

YES - Enables FECC conferencing.
NO - Disables FECC conferencing.

«  WAIT_FOR_CHAIR_VIDEO TYPE_NEW =1

When a conference is set to wait for the chairperson and participants
connect to the conference before the chairperson, the participants are
placed on hold until the chairperson joins the conference.

1 - While on hold the participants can view each other and their audio is
muted.

0 - While on hold the participants view the Welcome slide and hear
background music.

¢« ENABLE_FECC_EQ=YES
Set to NO to disable FECC support in Entry Queues.

Section T120

The following flags may be manually added to the [T120]section to modify
their default value:

e TI120=YES

When enabled, activates T.120 for ISDN participants.
¢ H323_T120=YES

When enabled, activates T.120 for IP.

Section FREE SERVICES

The following flag may be manually added to the [FREE SERVICES] section
to modify its default value:

+ FREE_SERVICES = NO

Enables Net Service Hunting (H.320) in case the first Net Service over-
exceeds its maximum capacity.
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Section CUSTOMER_PERMISSIONS

The Customer Permissions section defines feature availability according to
customer purchase and is not accessible to the user.

Section DELAYS

The following flags may be manually added to the [DELAYS] section to
modify their default value:

DELAY_BETWEEN_DIAL-OUT_PARTY =1

To define the delay between dial-out participants for automatic dial-out
to a large number of participants when routers and switches cannot
handle the instant traffic load. The delay between participants is
specified in seconds, and the system default is set to one second.

CHANNEL_DELAY =2

Channel Delay in H221 calls in .01 seconds.
BONDING_CHANNEL_DELAY =0

Fine tuning the Bonding process with correlation with downspeeding.
BONDING_6_CHANNELS_DELAY = AUTO

Fine tuning the Bonding process with correlation with downspeeding.
BONDING_REDIAL_DELAY =0

Fine tuning the Bonding process with correlation with downspeeding.
DELAY_BETWEEN_DIAL-OUT_AUDIO_PARTY =25

To define the delay between dial-out participants for automatic dial-out
to a large number of audio participants when routers and switches cannot
handle the instant traffic load. The delay between audio only participants
is specified in seconds, and the system default is set to twenty-five
seconds.

MUX_BOND_REDUCED_LATENCY = YES

Decreases system latency by enabling the MUX and the Bonding
processes to be conducted on the MUX card.
ENABLE_IP_REDIAL =NO

YES - Enables re-dialing when H.323/SIP dialout calls fail.

NO - Disables H.323 re-dialling.

ALWAYS - extends the automatic re-dialing to the ongoing conference.
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NET_PSTN_DELAY =0

Delay in hsync (10ms) before the 1st command.
NET_PSTN_DELAY2=0

Delay in hsync (10ms) before the 2nd command
NET_PSTN_DELAY3=0

Delay in hsync (10ms) before the 3rd command
NET_PSTN_CMD_ORDER =0

1 - the old order (alert, connect, TS)
0 - new order (TS, alert, connect)

Section GREET_AND_GUIDE\IVR

MESSAGE = YES

Set to YES, to enable the Message 1/0 daughter card. For more
information see, the MGC Hardware & Installation Manual, Greet &
Guide Hardware Kit.

MUSIC = NO

Set to YES, to enable the Music 1/O card. For more information see, the
MGC Hardware & Installation Manual, Input/Output Cards.

DTMF_FORWARDING = YES

Set to YES to enable a roll over feature where DTMF codes are
forwarded between one conference to another.

DEFAULT_PASSWORD_LENGTH =6
Value for the default password setting. Valid values 1-16.
MAX_PASSWORD_LENGTH =16

The MCU does not accept reservations with passwords longer than the
above value (through API or DTMF). Valid values 1-16.

MIN_PASSWORD_LENGTH =4

The MCU does not accept reservations with passwords shorter than the
above value (through API or DTMF). Valid values 1-16.

QUICK_LOG_IN_VIA_ENTRY_QUEUE = NO

Enables the Chairperson to enter only the chairperson password as both
conference and chairperson passwords (provided the appropriate option
is also configured in the IVR Service).
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VISUAL_NAME_CONVENTION =0

0 - The participants visual name is not changed.
1 - The participants visual name is changed and has counter (n+1), for
example Dan 001, Dan 002.

AUTOMATIC_ALLOCATION_OF_CONFERENCE_CHAIR_
PASSWORD = YES

YES = The conference password and chairperson password are allocated
by the system when the field is left blank
NO = Conference password and chair person password are not allocated
by the system when the field is left blank.

ROLL_CALL_CONFIRMATION = NO

Set to NO to not play the Roll Call Confirm Record message to
participants.

EVENT_ICON_TEXT=2

Defines the type of visual indication:
0 - Text only, no icon

1 - Icon only, no text

2 - Text & icon (system default)

Note: If 1 (Icon, No Text) is selected, the End of Conference icon is
displayed twice: x minutes before the conference is about to end (where
x is defined in the Conference Settings) and one minute before
conference end.

TEXT_EVENT_MEDIA=2

Defines the use of audio and/or visual indications:
0 - Audio indication only

1 - Visual indication only

2 - Audio & visual indication (system default)

The following flags may be manually added to the
[GREET_AND_GUIDE\IVR] section to modify their default value:

LEADER_WAITING_TIME_OUT =20

The amount of time that the system waits for the chairperson to join the
conference. If the chairperson does not join the conference within the
predefined time, the conference is terminated (applies only to
conferences that require a chairperson to start the conference).
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LEADER_RECOVERY_TIME =60

A time-out measured in seconds after which the system terminates a
conference when the chairperson leaves. The time-out enables the
chairperson to re-connect prior to conference termination.

nd enable directly logging in to the conference.
TCS4_INFO =NO

Set to YES to allow the field in the video ISDN end points to be
configured as the Numeric ID/Chairperson password and enable direct
logging in to the conference.

Q&A=YES

When enabled provides the Q&A feature for conferences (audio only).
START_IVR_VIDEO _DELAY_TIME =6

When a participant connects to a video conference, sets the amount of
time (in seconds) prior to activating the VR Messaging Service.
INVITE = YES

Set to YES to enable the conference chairperson to invite participants
during an on going audio only conference.
EVENT_DISPLAY_DURATION=5

Establishes the length of time (in sec.) the indication is displayed. The
possible values are: 5 (system default), 10 and 15 seconds.
AD_HOC_EQ DIRECT_ONGOING_CONF=YES

By default, the system is configured to validate the participant’s right to
start a new on going conference without checking if the conference is
already running (flag is set to NO).

When setting the flag to YES, the system validates the participant’s right
to start a new on going conference only after checking if the conference
is already running

USE_CLI_AS PWD_FOR_EXT_DB=YES

By default, the system is configured to validate the participant’s right to
join a conference using a Password or PIN code for authentication with
the external database application (flag is set to NO).

When set to YES, the system uses the participant’s CLI for
authentication with the external database application.
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Section AUDIO PLUS FLAGS

VTX =NO

Set to YES to enable VTX 1000 users to connect to conferences with
wide band resources.

AUTO_AUDIO_PLUS_LOGGER_ON_CARD_STARTUP = YES

Set to YES to enable the Auto AudioPlus Logger On Startup. An
AudioPlus log file is automatically created on each and every system
startup.

AUDIO_PLUS_FREQUENCY = MB

A parameter for Time Slot Calculation that determines the Audio
Algorithm bandwidth settings for the MCU.

— NB - Narrow Band.

— MB - Medium Band. In this mode, Sirenl14 audio algorithms in
unavailable.

— WB - Wide Band. In this mode, Sirenl14 audio algorithm is
available. It decreases the number of audio ports per MCU when set
to this mode.

In order to enable SIREN14 - this flag should be set to WB, with the
SIREN14 and PDC_MODE Flag set to YES. When setting this flag to
WB, for all standard Audio boards (not Audio+) the MCU activates a
system alarm - Major.

SINGLE_PARTY_HEARS_MUSIC = YES

When enabled, if the first participant to enter the conference is the only
connected participant, s/he hears background music.

AUDIO_PLUS_CM_FLASH_SIZE = 49152000

The following flags must be added manually to change their default
values:

AUDIO_PLUS_CM_MSG_32 = 36
AUDIO_PLUS_CM_MSG_16 = 24
AUDIO_PLUS_CM_MSG_8 =172
AUDIO_PLUS_CM_MSG_4 = 438
AUDIO_PLUS_CM_MSG_2 = 360

This group of flags determines the number of audio files for the
messages and voice prompts that can be stored in the system’s memory;,
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sorted in groups according to their duration. There are five duration
categories: 2-second, 4-second, 8-second, 16-second and 32-second
groups.

Currently, the Audio+ card can store up to 4000 seconds of voice
prompts (about 66 minutes). As the voice prompts are stored per
duration category there may be redundancies in storage capacity as a
6-second voice prompt will have to be stored under the 8-second
category.

The following flags may be manually added to the [AUDIO PLUS FLAGS]
section to modify their default value:

AUTO_AUDIO _PLUS_LOGGER = NO

Set to YES to enable the Auto AudioPlus Logger. When an AudioPlus
unit failure occurs an AudioPlus log file is automatically created.

AUDIO_PLUS_YES NO =YES

Set to YES to enable Audio Plus in the MCU configuration.
PDC_MODE = YES

If YES, enables SIREN14 on the system.
MAXIMUM_AUDIO_PLUS_UNITS_NUMBER =126

Set this value to 126 for the MGC-100, 84 for the MGC-50 as an internal
parameter for time slot calculation.

Enter O to disable this parameter.

MUSIC_VOLUME_RATIO =7

Determines the volume level of a message played to a participant
listening to music. The volume of the message can range from 0-10,
where 10 is the maximum. Default setting is 7 (recommended).

AGC = YES

If set to YES, activates the Auto Gain Control algorithm for all
conferences run on this MCU.

NOISE_LINE_DETECTION =0

Noisy Line Detection analyses the participant’s line signal in order to
detect a noisy line and notify the operator. This flag activates the
Silencel T algorithm, and is based on the measurement of the audio
energy, and based on this measurement, fine-tune the system usage of the
SilencelT algorithm. The audio energy measurements are done by
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connecting an endpoint to an ongoing conference, and using the IP
Terminal to detect the noise/speech level. The values measured are then
compared to the values listed in Table 5-9 on page 5-35. Based on the
range of these values the user locates the corresponding parameter. This
value is entered here, as the new flag setting.

Setting the flag value to 0 disables the Silencel T mechanism.

AUDIOP_TONE_GAIN = 4

Controls the volume of the bridge tones (for example: entry/exit tones), 0
being the lowest and 10 the highest possible volume for a tone.

Section VIDEO PLUS FLAGS
This section describes the flags available with the Video+ board.

VIDEO _PLUS YES NO =YES
YES enables the video+ board.
4CIF_THRESHOLD =512

Possible values - All natural numbers not greater than 1920. This
parameter is minimal endpoint call rate in Kbps, whenever possible the
encoder transmits H.263 4CIF format.

COP_SINGLE_ENABLE_QCIF = NO

Set to YES to allow participants with QCIF only capabilities to join the
conference on a single port.

COP_SINGLE_LINE_RATE_THRESHOLD = YES

Set to YES to restrict the minimum line rate of the participants joining
the conference on a single port. Participants below this threshold connect
as secondary (i.e., Audio Only). Otherwise there is no limitation on the
line rate to join the Conference On Port.

The threshold values are taken from a hard-coded table within the
MCMS:

Rate Threshold
1920-1472 768
768 384
512 256
384-192 128
128-64 0
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PARTY_NAME_ALWAYS_ON = NO

Flag must be set to YES, when requiring the display of participant’s
names during a conference.

The following flags may be manually added to the [VIDEO PLUS FLAGS]
section to modify their default value:

ENABLE_CLICK_AND_VIEW_SPLASH = YES

Set to YES to enable the splash screen to be displayed after connecting to
an enabled Click & View conference.

DISPLAY_PARTY_NAME = YES

When the flag is set to YES, enables the display of participant names
during a conference. During Conference Properties - Settings definition
with any H.320 participant you are required to set the Chair Control
parameter to Auto in order to activate the feature.

CP_4CIF = YES

YES - Depending on the call rate endpoint resolution and layout type, the
encoder transmits in H.263 4CIF.

NO - The encoder does not transmit H.263 4CIF.
CP_HIGH_RES_GRAPHICS = YES

YES - Enables the support of high resolutions (XGA/SVGA/ACIF/VGA)
in CP, COP or Transcoding conferences on the Video+ card.

Section PEOPLE PLUS CONTENT

ENTERPRISE_PEOPLE_CONTENT = YES
Enables People+Content for Polycom and iPower endpoints.

H239 = YES
YES = Enables H239 Calls.
NO = Disables H239 Calls.

GW_EPC_H239 = YES

YES = Enables H.239 in gateway calls (if both endpoints support
People+Content or H.239), with People+Content/H239 conferences.
NO = Disables gateway calls in People+Content/H239 conferences.

The following flags may be manually added to the [VIDEO PLUS FLAGS]
section to modify their default value:

PEOPLE_AND_CONTENT = YES
Enables People and Content VO for PictureTel endpoints.
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- ENABLE_IP_DUO_VIDEO = YES
Enables an IP based Duo Video conference.
« ENABLE_DUO VIDEO = YES
Enables a Duo Video conference.
« ENABLE_VISUAL CONCERT_PC=YES

Enables the connection of Polycom Visual Concert PC endpoints using
both Video and Content streams.

« ENABLE_VISUAL_CONCERT_FX = YES

Enables the connection of Polycom Visual Concert FX endpoint using
both content and video streams.

« CUSTOM_FORMATS_IN_H323 DUO_VIDEO = NO

Set to YES to enable the custom format of Tandberg H323 Duo Video
participants.

+  CIF_RESOLUTION_IN_H323 DUO_VIDEO = YES

Set to YES to enable the declaration of CIF in the content capabilities of
Tandberg H323 Duo Video participants.

« ENABLE_H239 EQ=YES
Set to NO to disable H.239 support in Entry Queues.
¢« ENABLE_AUTO_1x1 LAYOUT_FOR_CASCADED_LINK=YES

Set to YES to automatically set the cascaded link to Full Screen (1x1) in
CP, forcing the speaker in one cascaded conference to display in full
window in the video layout of the other conference. For more details, see
the MGC User’s Guide, Volume 11, Chapter 1.

+  H263_ANNEX_T=YES

Set to NO to send the Content stream without Annex T and enable
Athera and Tandberg endpoint that do not support Annex T to process
the Content.

Section T1-CAS-PARAMETERS

« TI1CAS WINKSTART_TIMER2 =1

Delay before sending WinkStart for dial-in in T1-CAS party; 0 - 10 (0
means no delay, 10 means 100 ms)
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DT_PARAMS = 1,300,600,10,1

Defines the general characteristics of the dial tone. Continuous flag,
Frequency 1, Frequency 2, Time tolerance, Tone order

DT_CADENCE = 100,300

Define the dial tone's cadence in pairs - t1_on, t1_off, t2_on, t2_off...
B_PARAMS = 1,300,600,10,1

Defines the general characteristics of the busy tone. Continuous flag,
Frequency 1, Frequency 2, Time tolerance, Tone order.
B_CADENCE = 100,300

Define the busy tone's cadence in pairs - t1_on, t1_off, t2_on, t2_off...
FB_PARAMS = 1,300,600,10,1

Defines the general characteristics of the fast busy tone. Continuous flag,
Frequency 1, Frequency 2, Time tolerance, Tone order
FB_CADENCE = 100,300

Define the fast busy tone's cadence in pairs - t1_on, t1_off, t2_on,
t2_off...

IDLE_CODE_T1_CAS = 0X55

This is an Idle code (silent), which decides that no more DTMF (the
phone number for TLCAS) will be received, and time-out is invoked.
T1ICASDTMFTIMER2 =3

The time (in seconds) the MCMS waits after 1 DTMF is received, before
it decides that no more DTMF (the phone number for TLCAS) will be
received, and time-out is invoked.

T1CAS_PHONE_LEN =4

Enables the MCU to reduce the delay during T1-CAS dial-in connection.
When this flag is set to 4 (default), the system assumes that the fourth
DTMF code received completes the phone number sent by the endpoint
and continues the connection process. When this flag is set to 0, the
system ignores this flag and allows a longer delay. Possible values are 0
to 10.
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The following flags may be manually added to the [T1-CAS-
PARAMETERS] section to modify their default value:

ALLOW_T1_CAS_PARTICIPANTS_IN_VIDEO_CONFERENCE =
NO

Set this flag to YES to allow T1-CAS, Audio Only participants to join a
video conference in a unified (mixed media) MCU. In this case, all video
conferences will run on the Audio+ card and not on the Standard Audio.
If set to NO (default), T1-CAS participants will not be able to join a
video conference.

AUTOMATICALLY_ALLOCATE_DIAL-IN_NUMBERS_IN_
MEET_ME_CONFERENCE_FOR_T1-CAS_SERVICE = YES

Set this flag to YES (default) to allow the system to automatically
allocate T1-CAS dial-in numbers to Meet Me Per Conferences or
Meeting Rooms in addition to ISDN numbers. This flag is required only
in a unified (mixed environment) MCU. If this flag is set to NO, you can
still manually allocate T1-CAS dial-in numbers (in the Meet Me Per
Conference tab).

Section NET8_PARAMETERS

COUNTRY_CODE = COUNTRY_NIL

Enter the name of the country in which the MCU is located.
IDLE_CODE_T1=0X13

This is the Idle code (silent), which is transmitted on the ISDN T1 B
channels, when there is no transportation on the channel.
IDLE_CODE_E1 =0X54

This is the Idle code (silent), which is transmitted on the ISDN E1 B
channels, when there is no transportation on the channel.
NUMBER_OF DIGITS =9

When using ISDN Overlap sending dialing mode, this field holds the
number of digits to be received by the MCU.

NET8 DEFAULT_TYPE = ISDN or T1-CAS

This flag is required to select the default network type, as it is not
possible to mix an ISDN Network Service and a T1-CAS on the same
Net-2/Net-4/Net-8 Network Interface card.
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SILENT_CHNL_TS =127

Silent TS for idle pattern (0-127) for TLCAS. TS is TimeSlot. 1 TDM
has 128 TS on it.

SILENT_CHNL_LINE =15
Silent TDM for idle pattern (0-15) for TLCAS.
MIN_TX_WINK =20

For T1-CAS, minimum time (in msec) to transmit Wink after receiving
Setup. Possible values 0 to 255.

MAX_TX_WINK = 29

For T1-CAS, maximum time (in msec) to transmit Wink after receiving
Setup. Possible values 0 to 255.

SETTLING_TIME =4

For T1-CAS. DIAL OUT- end of DTMF sending till expected reception
of tones. Possible values 0 to 255.

NO_ASNWER_TONE = 40

For T1-CAS. Disconnection time-out (in sec.) in case of no answer or no
tone. Possible values 0 to 255.

MIN_RX_WINK = 10

For T1-CAS, minimum time (in msec) to receive Wink after sending
Setup. Possible values 0 to 255.

MAX_RX_WINK =35

For T1-CAS, maximum time (in msec) to receive Wink after sending
Setup. Possible values 0 to 255.

PARTIAL_DIAL_TO =10

For T1-CAS. In DIAL IN-How long (in sec) do we wait to the next digit
till we decide that this is a partial dialing and therefore an unsuccessful
dial in call and resources can be freed. Possible values 0 to 255.

Section ENCRYPTION

ALLOW_ENCRYPT_IN_PARTY_LEVEL

YES - Enables encrypted participants in non-encrypted conference.
NO - Disables encrypted participants in non-encrypted conference.
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The following flags may be manually added to the [ENCRYPTION] section
to modify their default value:

SIZE_OF_ENCRYPTION_KEY_DATABASE_FOR_POLYCOM_ISDN
=200

The size values (200-600) for the database.
SIZE_OF_ENCRYPTION_KEY_DATABASE_FOR_IP =200
The size values (200-600) for the database.

SIZE_OF_ENCRYPTION_KEY_DATABASE_FOR_TANDBERG_ISDN
=200

The size values (200-600) for the database.

Section H264

ENABLE_HD_SD_IN_FIXED_MODE = NO

If this flag is set to YES, H.264 Standard Definition (SD), High
Definition (HD) and VSX 8000 (version 8.0) HRR resolutions are
supported in Video Switching conferences.

H264 = YES

YES - Supports H.264 on the MCU
NO - H.264 is not supported by the MCU

GW_H264 = NO

YES - Gateway support for H.264 participants on the MCU.
NO - H.264 gateway capabilities are not supported on the MCU.

H264 UPPER_LIMIT =384
The maximum Line Rate that can be supported with H.264.
UPGRADE_TO_H264 = NO

YES - The Auto protocol settings for a video switching conference
implement H.264 after using H263 or H261.

NO - The Auto protocol video switch conference will not change to
H264 (after it changed to H263/H261).

H264_VSW_AUTO = YES

If set to NO, Video Switching conferences are set to fixed mode. In VSW
264 resolution in SIP environment that doesn't support highest common
this flag should be NO.
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Section RESOURCE_REPORT_LOGGER

The following flags may be manually added to the
[RESOURCE_REPORT_LOGGER] section to modify their default value:

RESOURCE_REPORT_MECHANISM = NO

YES - Enables the resource report mechanism.
NO - Disables the resource report.

MAX_NUMBER_OF_RR_FILES =100

Maximum number of files. The default is set to 100.
TIME_RETRIVING_INTERVAL_FOR_RR_FILES =5
Interval in minutes for data retrieval.
RESOURCE_REPORT_MAX_TIME_FILE TO_LIVE =120
The time range in minutes.

Section MUX PLUS FLAGS

The following flag may be manually added to the [MUX PLUS FLAGS]
section to modify its default value:

AUTO_MUX_PLUS_LOGGER = YES

YES - Enables the automatic creation of MUX+ Logger diagnostic file
when the unit fails.
NO = Disables automatic creation of MUX+ Logger diagnostic file.

Section EXTERNAL DB FLAGS

ENABLE_EXTERNAL_DB_ACCESS = NO

If YES, the bridge will try to connect to an external database application.
EXTERNAL_DB_IP =0.0.0.0

The IP address of the external application server.
EXTERNAL_DB_PORT =80

The Database Server port used by the MCU to send and receive XML
requests/responses to the external application server.

EXTERNAL_DB_LOGIN = POLYCOM

The Database Server login, that is, the user name defined in the external
application for the MCU.
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EXTERNAL_DB_PASSWORD = POLYCOM

The Database Server password, that is, the password associated with the
user name defined for the MCU in the external database application.

EXTERNAL_DB_DIRECTORY= “
The Database Server directory which holds the translation script.
AUTHENTICATE_USER = NO

If the flag is set to YES then the MCU validates the user that is trying to
connect to the MCU (through the MGC Manager or other application)
with an external database rather than validating with its internal users
list.

Section SIP REFER PREFIX AND PHONES

These flags are only needed when working with SIP CX — Microsoft. These
flags are used to parse a REFER message. The system decides where to call
according to the prefix and if there is no prefix the default is PSTN.

NUM_OF_DIGITS_IN_PREFIX_NUMBER =0

Defines the length of the SIP_REFER_XXX_PREFIX for all network
types.

SIP_REFER_ISDN_PREFIX =0

The prefix that routes the call to the ISDN network.
SIP_REFER_H323 PREFIX =0

The prefix that routes the call to the H.323 network.
SIP_REFER_PREFIX =0

The prefix that routes the call to the SIP network.
SIP_REFER_MPI_PREFIX=0

The prefix that routes the call to the MPI network.
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Edit “confer.cfg”

The “confer.cfg” file is used to modify automatic re-dialing parameters, the
automatic extension of the conference duration and the Auto Layout
parameters.

To modify the “confer.cfg” file:

1.  Onthe MCU Utils sub-menu, click Edit “confer.cfg”.
The SysConfig dialog box opens.

List of sections containing
parameters whose value can be
modified. To view/modify the
parameter values, double-click

SysConfig - [ confer.cfg 1 - ( 172.22.188.40 ) =|oj x|

When a parameter is selected, the
value is displayed

=
A Use these
jon Item = Vsl
[ | | buttonsto
ELTO_REDIAL
BLTOTEATENSION Carcel add new
SPEARER_CHANGE
AUTO_LAYOUT
AUTO_LAYOUT_GUAD ——ADD parameters
5 .
S x| to the file
St section
Jtem

— REMOVE —

Secion Use these
soid | buttons to
_ten || [>yemove a
section/sub-
section or
line from the
When a parameter is selected, the file
value is displayed

Edit value Setvalue | Make sysencfie... |

2. Inthe Section box, double-click the section you want to change.
The parameter names and values are displayed in the Item=Value box.
3. Inthe Item=Value box, click the value to be modified.
The item’s value is placed in the Edit value text box.
4. Inthe Edit value text box, edit the value.
Click the Set Value button to apply the new value to the file.
6. Click OK.
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Confer.cfg Flags

Section AUTO_REDIAL

NUM_REDIAL_TIMES =3

The number of times the system redials when a participant is
disconnected.

REDIAL_INTERVAL_IN_SECS =30

The interval between system redial attempts when a participant is
disconnected.

Section AUTO_EXTENSION

The end time of a conference can be automatically extended without operator
intervention. The following parameters are defined at the MCU level and they
apply to all the conferences that will be run on this MCU. Whether the
automatic extension of conference duration will apply to a specific
conference is determined by enabling the End Time Alert Tone, in the
Conference Properties — Settings dialog box.

ENABLE_AUTO_EXTENSION

Defines whether the automatic extension is enabled and if it can be
applied to conferences. Select YES to enable the auto extension mode
for conferences, or NO to disable it.

MAX_EXTENSION_TIME

The maximum accumulative number of minutes to be added to the
predefined conference duration. For example, if the conference duration
is set to 3 hours and this flag is set to 45 minutes, the total number of
minutes that can be added to a conference (in multiples defined in the
Extension Time Interval field) is 45 minutes, totaling a conference
duration of 3 hours and 45 minutes.

EXTENSION_TIME_INTERVAL

The number of minutes that the conference will be extended by each time
the system checks and identifies that at least one participant is still
connected to the conference.

Section SPEAKER_CHANGE

SPEAKER_CHANGE_TIME_INTERVAL =0

The amount of time a speaker is displayed before the system starts
checking if there is a new speaker. The minimum time that a speaker has
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to speak to become the main speaker is set per conference in the Talk
Hold Time field, in the Conference Properties — Settings dialog box.

Sections AUTO_LAYOUT and AUTO_LAYOUT_QUAD

Layout selection for each number of video participants is defined in the
“confer.cfg” file. These values can be modified.

The flags are divided into two sections:

+ AUTO_LAYOUT contains the layout definitions for Continuous
Presence — Classic

=1gix]

sysConfig - [ confer.cfg ]- { 172.22.138.116 )

W

Section - AUTO_LAYOUT —— Item =" alu

ok |
PREDEFINED_AUTO_LAYOLT 0= CP_LAYOUT 11
PREDEFINED_AUTO_LAYOUT_1 = CF_LAYOUT_1X1 Cancel
PREDEFINED AT LAYOOT LAYOOT 11

PREDEFINED_aUTO_L&vOUT,
PREDEFINED_AUTO_LAYOUT,
PREDEFINED_aUTO_L&vOUT,
PREDEFINED_AUTO_LAYOUT,
PREDEFINED_aUTO_L&vOUT,
PREDEFINED_AUTO_LAYOUT_8=
PREDEFINED_aUTO_LAvOUT_3

PREDEFINED_ALTO LAYODT 10 = CF_LAYOUT_1P7 ltem

Section

Sub section

2z
==
|

—— REMOVE——

Section

Sub section

Uil

Item

Edit valus Set value I Make spsenc file. .
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« AUTO_LAYOUT_QUAD contains the layout definitions for Continuous
Presence — Quad Views.

sysConfig - [ confer.cfg ] - { 172.22.138.116 ) 1ol x|

&

— Section - AUTO_LAYOUT_QUAD — Item = alu

Ok

PREDEFINED_AUTO_LAYOUT_QUAD_O = CP_LAYOUT_1x1_QCIF

PREDEFINED_AUTO_LAYOUT_QUAD_1=CP_LAYOUT_1X1_QCIF Cancel

:

PREDEFINED_AUTO_LAYOUT_QUAD_2 = CF_LAYOUT_1X1_QCIF
PREDEFINED_AUTO_LAYOUT_QUAD_3 = CF_LAYOUT_1%2
PREDEFINED_AUTO_LAYOUT QUAD 4 = CF_LAYOUT 242 A/
PREDEFINED_AUTO_LAYOUT_QUAD_S = CF_LAYOUT_2¢2 Coction
PREDEFINED_AUTO_LAYOUT_QUAD_B = CF_LAYOUT_2¢2
PREDEFINED_AUTO_LAYOUT_QUAD_7 = CP_LAYOUT_2PB -
PREDEFINED_AUTO_LAYOUT_QUAD_S = CF_LAYOUT_2P8 HE e
PREDEFINED_AUTO_LAYOUT_QUAD_S = CF_LAYOUT_2PB
PREDEFINED_AUTO_LAYOUT_QUAD 10 = CP_LEYOUT_2P@ Item

il

PREDEFINED_AUTO_LAYOUT_GUAD_11 = CP_LAYOUT_2P8
PREDEFINED_AUTO_LAYOUT_GUAD 12 = CP_LAYOUT_dx4
| 13 = CP_LAYOUT 4%4 — REMOYE——

PREDEFINED_AUTO_LAYOUT_QUAD ~
PREDEFINED_AUTO_LAYDUT_QUAD_14 = CP_LAYOUT_4x4
PREDEFINED_AUTO_LAYOUT_GUAD_15 = CP_LAYOUT_4x4 Section

PREDEFINED_AUTO_LAYOUT_QUAD_16 = CP_LAYOUT_4X4
Sulb section

Item

Ul

Edtvae | Selvahie | Make sysenciiic.. |

To modify these values, enter the appropriate name of the layout.

Table 5-15details the names of Continuous Presence — Classic layouts that
can be entered in the “confer.cfg” to modify the automatic layout selection.

Table 5-15: Continuous Presence — Classic Layout Names

Layout # Layout Name in “confer.cfg” Layout

1 CP_LAYOUT 1X1 I:I

2 CP_LAYOUT_1X2 T
Oa

3 CP_LAYOUT_2X1 =

O

4 CP_LAYOUT_2X2 ﬁ
|

5 CP_LAYOUT_3X3

oog
oog
ooo
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Layout # Layout Name in “confer.cfg” Layout
6 CP_LAYOUT_1P5 o
EIEIE

7 CP_LAYOUT_1P7 o
[=]

DDDE

8 CP_LAYOUT_1x2VER —DD
9 CP_LAYOUT_1x2HOR fp—
- - 1

=

10 CP_LAYOUT_1P2VER O
L5

11 CP_LAYOUT_1P2HOR oo
I:I|

12 CP_LAYOUT_1P3HOR ooo
(.

13 CP_LAYOUT_1P3VER DE
[m]

14 CP_LAYOUT_1P4HOR oooo
15 CP_LAYOUT_1P4VER a
[=]

[

16 CP_LAYOUT_1P8CENT oooo
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Table 5-15: Continuous Presence — Classic Layout Names (Continued)

Layout # Layout Name in “confer.cfg” Layout
17 CP_LAYOUT_1P8UP o
ooog
—
18 CP_LAYOUT_ 1P2HOR_UP —
OO
19 CP_LAYOUT_1P3HOR_UP —
- - - L ]
ooo
20 CP_LAYOUT_1P4HOR_UP
21 CP_LAYOUT_1P8HOR_UP
oooo
oooo

Table 5-16details the names of Continuous Presence — Quad Views layouts
that can be entered in the “confer.cfg” to modify the automatic layout
selection.

Table 5-16: Continuous Presence — Quad Views Layout Names

Layout # Layout Name in “confer.cfg” Layout
22 CP_LAYOUT_4X4
- - gaae
B
23 CP_LAYOUT_2P8 p—
24 CP_LAYOUT _1P12 p—
aLlg
oooo
25 CP_LAYOUT_1X1_QCIF
O
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When a conference set to both Auto Layout and Presentation Mode is run on the
Standard Video card the definition of the layouts selected for Auto Layout
changes to the following video layouts:

1 participant = 1X1;

2 participants = 1X1;
3  participants = 1X2;
4  participants = 2X2;
5 participants = 2X2;
6  participants = 2X2;
7  participants = 3X3;
8 participants = 3X3;
9 participants = 3X3;
10+ participants = 3X3

Automatic re-dialing During the Conference

The automatic re-dialing during the connection process can be extended to the
duration of the on-going conference. If a dial-out IP (H.323 or SIP)
participant disconnects from the conference for any reason, the MCU wiill
automatically redial to that participant, hence saving the need to call the
operator (if one is available), or connecting as dial-in (if the conference
number is known).

The MCU will not redial the participant’s endpoint when the participant’s
endpoint was disconnected or deleted from the conference by the operator

To enable the automatic re-dialing during the conference, in addition to the
system.cfg flag ENABLE_IP_REDIAL that should be set to ALWAYS, the
following flags must be set in the confer.cfg file:

Table 5-17: confer.cfg Flags Values

Flag Name Value Description

REDIAL_INTERVAL_IN_SECS | 30 (default), | Defines the interval, in
60 seconds, between redialing
attempts.
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Table 5-17: confer.cfg Flags Values (Continued)

Flag Name Value Description
NUM_REDIAL_TIMES 2 (default), Defines the number of times
10 the MCU will attempt to dial
out to the participant during
the conference.
Auto Setting this flag to Auto

forces the MCU to continue
re-dialing to the endpoint until
the end of the ongoing
conference.

Backup Configuration

This utility is used to backup the MCU's various configuration files.

To backup the configuration files:

1. From the MCU Utils sub-menu select Backup Configuration.
The Backup dialog box opens.

: : Backup Configuration - [ Alpha 06 1=

t“ Select the path & directory name where the

L Canfiguration filez will be copied to:

YES

MO

Browsze |

2. Type the name and path of the destination folder for the backup files, or
click the Browse button to select the destination folder.
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If you have selected Browse, the Browse for Folder dialog box opens,
enabling you to select the destination folder.

Select destination directory For backup files

E---::‘fj Desktop
-2y My Documents
E@. My Computer

. E-24 3%Flo

| v

{:I Manuals
-2 Documents on ‘Accord3' (G:)

Iy Metwork Places

=] ; Entire Metwork. -
_"4 Microsoft Windows Metwork

g allemployees on Pdm-test

5% Meumenke an drcned LI

[8]4 I Cancel |

Select the destination folder and click OK.
The system returns to the Backup dialog box.

Click YES to copy the files to the destination folder or NO to cancel the
operation.

A progress indicator is displayed, listing the files being copied to the
destination directory.

At the end of the backup process, the system displays a completion
message.

Click OK.

The system stores the configuration files in the selected directory, in a
folder whose name is derived from the MCU name. Under this folder
two new folders are created:

— CFG Files - contains the configuration files

— Msg Files - contains the audio and video files used in the Greet and
Guide mode, and in the IVR Service
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Restore Configuration
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This utility is used to restore the MCU's various configuration files that were
saved to disk and the default IVR Service provided with the installation CD.
This utility is used when there are problems with the MCU's configuration
files and you want to reinstall them, or when you want to install or restore the
default IVR Message Service, Entry Queue Service or Default Gateway
Session Profiles. For instructions on installing and restoring the default IVR
Message Service see Chapter 2, “Manual Installation of the Default Message
Services™ on page 2-30.

To restore the configuration files:
1. Onthe MCU Utils sub-menu, click Restore Configuration.

3 - Alpha 02 { Mormal 3
Disconnect
IF Configuration...

...... Mews Reservation...
Resource Report...
Dongle Information...

COR...

""" MCU Time...

...... Fau'tsl -

""" MCU Utils Send File...

------ Refrieve Diagnostic Files »  Send Configuration File...

...... Fast Configuration bYizand... GetFile...

------ Plaiy Bz1ich. Edit "version. tet"...

______ Telnet.... Edit "system.cfg"...

______ P TR RELL oo Edit "confer.cfg"...
SHMP...

------ Create S5SL Certificate Request... Backup Configuration...

...... Send 5SL Certificate... Restore Configuration...
Stop Current Indication Repeating Backup Reservations...
Restore Reservations. ..

------ Remove MCU

Download MCU Software...

""" Reset MCL

Froperties...
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The Restore Configuration dialog box opens.

Restore Configuration - [ Alpl |

Enter directon path of
Configuration Backup files :

I Browze |
ak. I Cahicel |

Type the configuration files path to be installed, or click the Browse
button to locate them.

If you have selected Browse, the Browse for Folder dialog box opens,
enabling you to select the source folder.

Select the folder in which the backed up configuration files were stored
(this folder has the MCU name and contains the sub-folders with the
configuration files) and click OK.

The system returns to the Restore dialog box.

Click OK to continue.
The Restore dialog box is displayed.

%, Restore - [ Alpha 06 ] - ( 172.22.138.10¢ x|
Fiestore the following files on Alpha 06:
CFG Directory
[w]ATMO04.CFG [w]COMFER.CFG [wIDGWR
[w]ATMO04.105 [w]DGWLKOO0.CFG [w]GWPHI
[wICARDS.016 [w]DGWLEO00. D% [w]GWPHI
[w]CARDS.023 WIDGWRDOOD.CFG  [wGWwPHI
KN — o
Msg Directory
[wBARRY.ACA
[WIHOBTION. ACY
[w]I T ACA

oK I Cancel |

The system lists the configuration files (CFG Directory box) and the
audio and video files (Msg Directory box) used in the Greet and Guide
mode that were backed up to your disk. By default, all the files are
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checked. To cancel the copy of a certain configuration file, clear its
check box.

4. Click OK to install the configuration files on the MCU.

Reservations Backup and Restore
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You can backup reservations and meeting rooms to files stored on any disk on
the network. However, Reservations are automatically restored after software
upgrade and you therefore do not need to Restore the reservations. It is
recommended that you backup reservations using the Reservations Backup
utility. Reservation backups are not compatible between versions, therefore

you should backup reservations before and after any version or software
upgrade.

Reservations and meeting rooms can be restored back to the MCU. This
option is useful when you upgrade from one version to another, or when you
modify certain settings in the MCU, which could result in the loss of
reservations.

Backing up Reservations
When you upgrade the new software, the existing reservation files are

automatically restored and converted to the new version format. It is essential to
back up reservations with the new version format.

1. Connect to the MCU whose reservations need to be backed up.
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Right-click the MCU’s icon, click MCU Utils, and then click Backup
Reservations.

{1 S

nha 02 ( Normal )
Disconnect

IF Configuration...

MNew Reservation...
Resource Report...
Dongle Information...
CDE...

MCU Time...

Faults...

I+ S
Retrieve Diagnostic Files 4

Fast Configuration Viizard...

Play Bateh,..

Telnet..,

IP Terminal...

SMNMP...

Create SSL Certificate Request...
Send 5SL Certificate...

Stop Current Indication Repeating

Remove MCU

Reset MCL

Send File...
Send Configuration File...
GetFile...

Edit "version. ",
Edit "systern.cfg"...
Edit "confer.cfg"...

Backup Configuration...
Restore Configuration. ..
Backup Reservations...

Download MCU Software...

Froperties...

The Backup Reservations dialog box opens

rf ‘,:Backup Reservation -[ Alpha19]

¢$ Select the path & directory name where the

.o Fieservations files will be copied to:

I Browse |

Proceed 7

YES noo |

|

Enter the path of the destination folder where the backed-up Reservation
and Meeting Room files will be stored, or click the Browse button to
select the destination folder from the Browse for Folder dialog box.

Select the drive and folders using the standard Windows conventions,
and then click OK.
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The selected path appears in the Backup Reservations dialog box.

The system automatically creates a sub-folder in the selected path using
the MCU’s name in the following convention:

drive:\selected folder\ MCU name

For example, if the MCU name is ALPHAG and the selected path is D:\
Personal, the actual path will be: D:\ PersonaNALPHAG.

Click YES to proceed (NO will cancel the operation).

The Backup progress indicator opens, displaying the names of the files
being copied to the selected destination.

Backup - [ Alpha 06 ] - { 172.2: x|

Connected to Alpha 06 [ dat Directory |
Copying ROOMO31.CFG

When the backup process is completed, the Finished message box opens.

Finished SRR
[aone |
Click OK.

A subdirectory named dat is created in the selected destination folder.
This directory contains the backup files cfg and idx.

Backup files are of the following type:
— Rsrv xyz.cfg — Reservations data files

— Rsrv xyz.idx — A binary index file that contains the reservation
name, and an offset to retrieve the details from the data file

Meeting Room files are of the following type:
— Room xyz.cfg — Meeting data file

— Room xyz.idx — A binary index file that contains the meeting room
name, and an offset to retrieve the details from the data file



MGC Administrator’s Guide

Where xyz represents the MCU’s internal version number at the time the
reservation was scheduled. You will therefore have a new set of files
whenever the MCU’s version is updated.

Restoring Reservations and Meeting Rooms

1. Connect to the MCU to which the reservations and meeting rooms are to
be restored.

2. Right-click the MCU icon, click MCU Ugtils, and then click Restore
Reservations.

Disconnect
IF Configuration...

...... Mews Reservation...
Resource Report...
Dongle Information...
CDE...

""" MCU Time...

...... Fau|t‘3. .

""" I 5 Send File...

------ Refrieve Diagnostic Files »  Send Configuration File...

...... Fast Configuration bYizand... GetFile...

------ Plaiy Bz1ich. Edit "version. tet"...

______ Telnet.... Edit "system.cfg”...

______ P RO e Edit "canfer.cfg”...
SHMP...

------ Create SSL Certificate Request.. Backup Configuratiarn...

...... Send S5L Certificate. . Restore Configuration...

______ Stop Current Indication Repeating Backup Reservations...
Restore Reservations...
------ Remaoyve MCU

Download MCU Software...

""" Reset MCL

Froperties...

The Restore Reservation dialog box opens.

Restore Reservation - [ Alpha =

Enter directory path of
Fieservation Backup files :

I Browse |
()8 I Cancel |
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3.

Enter the path of the source folder where the backup files are stored, or
click the Browse button, to select the folder from the Browse for Folder
dialog box.

Select the drive and folders using the standard Windows convention, and
then click OK.

Note that the files are stored under the.dat directory.
The selected path appears in the Restore Reservation dialog box.

Restore Reservation - [ Sales ] x|

Enter directory path of
Reservation Backup files ;

IC:k&udio_Blidgek&lphaDEl Browse |
QK. I Cancel |

Click OK.
The Restore dialog box opens.

#;Restore - [ Alpha 06 ] - ( 172.22.138.10f x|

Restare the fFollowing fles on Alpha 06:

Reservation files:

RSRYDS0.CFG
[w]RSRWVOS0.1DX
[w]RSRVO71.CFG
[ RSRWO7TIDN

teeting Room files:

[»] ROOMO0S.CFG [w]ROOKMO3T.IDN
[ ROOMO0G. 1D
[w]ROOMODI.CFG
[w]ROOMO0T. 10
[w]ROOMO3T.CFG

Ok I Cancel |

The Restore dialog box displays all the Reservation and Meeting Room
files that are currently stored in the selected path.

The system lists the reservation files (RSR) and the meeting room files
(ROOM) used in the Greet and Guide mode that were backed up to your
disk. By default, all the files are checked.
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6. To restore a file, check the check box next to the file name.

To cancel the copy of a certain configuration file, clear its check box.
7. Click OK.

A warning message is displayed, prompting you to either abort the
procedure, or to continue.

MGC Manager ﬂ

‘Warning : ywou might run over Reservations files on Alpha D&
Do you wank ko conkinue?

es Mo |

During the restoring process, the system overwrites all reservations that are
currently saved on the MCU whose MCMS version is the same as those being
restored.

It is possible to restore reservations to a different MCU provided the same MCMS
version is loaded on both MCU'’s.

8. Click Yes to continue.

The Restore progress indicator opens, displaying the files that are being
restored.

x

Connected to Product Management [ ROODMO40
Copying ROOMO40.10%

HNEREN

When all the files have been restored, the Finished message box is
displayed.

Finished x|
Done | You have to reset the MCU For the changes to take effect
9. Click OK.
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%

The Restore dialog box closes. You need to reset the MCU for any
changes to take effect.

When restoring reservations to an MCU with a newer MCMS version that
contains additional parameters, the additional parameters (which are not
included in the restored reservations) are set to their default values. If a
parameter no longer exists in the new MCMS version, it will be removed from the
reservations being restored.

The reservation data is related to the MCMS S/W version — i.e. to the MCMS
parameters used to set up a conference and each MCMS S/W has its own
unique identifier (for example Rsrv025 relates to MCMS S/W version 25).

Download MCU Software

5-118

The MCU installation utility is used to update or reinstall the software on an
MCU. The files are copied from the appropriate drive on the operator
workstation to the MCU. This procedure is described in detail in Chapter 2,
“MGC Unit Software Installation” on page 2-22.
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Retrieving Diagnostic Files

There are numerous MCU tools to debug and trace suspended tasks. These
tools are:

e System Diagnostic Files
e System Dump Files

« IP Card Diagnostic Files
»  Video+ Diagnostic Files
e Logger Diagnostic Files
e Audio+ Diagnostic Files
»  MUX+ Diagnostic Files

System Diagnostic Files

This utility is a debugging tool that traces a problem in the system and
captures the relevant details to a file, allowing the problem to be analyzed.
This feature records the traces that follow the specific task that became
suspended due to an exception.

The trace includes the content of that task’s stack, making it possible to track
all the addresses to which the task had been, until the exception occurred. For
more information on the Trace-Capture function, see “IP Terminal’ on

page 5-29.

5-119



Chapter 5 - MCU System Management

To back up the exception files:

1. Right-click the MCU icon, click Retrieve Diagnostic Files, and then
click System Diagnostic Files.

E\ ;l Product Managerment  ( Normal 3
Disconnect
1P Configuratian...

MNew Reservation...
Resource Repart..
Dongle Information. ..
CDR...

MCU Time...
Faults...

MCU Utils »
Retrieve Diagnostic Files

System Diagnostic Files. .,
Fast Comfiguration Wizard... Systerm Durnp Files...

Play Batch... IF Card Diagnostic Files.,,
Telmet.. ‘ideo+ Diagnostic Files...
1P Terminal... Logger Diagnostic Files...
SMIMP... Audiot+ Diagnostic Files...
Create SSL Certificate Request... Mu+ Diagnostic Files...

Send S5L Certificate...
Stap Curtent Indication Repeating

Remove MCU

Reset MCL

Froperties...

The Diagnostic Files dialog box opens.

agnostic Files - [ Alpha 06 ]-¢ 13

; 5 Select the path & directory name where the
Aot Diagnostic: files will be copied ta:

I Browse |

Froceed 7

YES noo |

2. Enter the destination path name to where you want to copy the diagnostic
files, or click the Browse button and select a destination folder from the
Browse for Folder dialog box.

3. Click YES to proceed.
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A progress indicator opens displaying all the files being copied to the
destination directory.

Copying Diagnostic Files ll

Connected to Product Management [ Directory |
Copying excpt_1.txt

Cancel

Once all the exception files have been copied to the destination directory,
the Finished message box opens.

Finished “SRP
Daone |
4. Click OK.

The exception files are stored in the <MCU Name>/diagnos sub-folder of
the selected destination folder

IP Card Diagnostic Files

When an error occurs on the IP, a trace-capture may be created automatically
(if the appropriate option is selected in the system.cfg) or manually via IP
terminal. The IP trace-capture file created when an error occurs in the IP card
is saved on the MCU in the directory 7.256/mcu/cardmntr and can be
retrieved using the IP Card Diagnostic Files utility. The file can then be
analyzed to determine the problem.
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To automatically create a trace-capture file when there is a problem with
the IP card:

The automatic creation of the IP trace-capture file is controlled by a flag in
the “system.cfg” in the CARDS section: AUTO_IP_CARD_MONITOR.

SysConfig - [ system.cfg ] - ( 172.22.188.40 ) _ 0] x|
%
W
Section - CARDS Itern =/ alu;
ok |
CAAD_STATUS REQUEST =vES
RESET_UNIT =YES Cancel
RESET_CARD = YES
CARD_STARTUP_TIMEOUT = 420 o
CARD_STATUS REQUEST TIMEOUT =10 _
dEUT0 1P CARD_MONITOR = NO ﬂl
FTF_SECF] = -
MAF SELF_RECOVERY = YES b saeton
Item
— REMOVE —
Section
Sty gection
Item

Editvalie Set value | Make sysenc ie.. |

For details of flag modification in the “system.cfg” see “Edit “system.cfg™ on
page 5-64.

This flag may be set to one of the following options:

*  NO (no automatic monitoring — only manual monitoring is available)
«  UNIT (traces will be automatically saved for each unit failure)

«  CARD (traces will be automatically saved for each card failure)

If Unit or Card are selected, a file containing the trace information for each
failure will be created using the name format crdmn_nn.txt, where nn is a
number between 00 and 19. The files are created sequentially, cyclically,

when the 201" file overwrites the first file and so on. Recommended mode is
NO (manual card monitor).

The IP card diagnostic file stored on the system saves the following traces to
the diagnostic file:

«  Messages between tasks
»  Tasks error messages
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e The timer and TDM tasks workflow by 10 milliseconds time stamps
*  Running tasks and their last action

»  Tasks status: idle, running, wait

e Queues status: full, empty

e Registers

To manually create an IP diagnostic file:

In the IP Terminal window, type the command:
card_monitor <board_id> <file_name>

Where <board_id> is the IP board slot number (for example, 4), and
<file_name> is the text file name (for example, Crdmntrl.txt), under which
the information will be stored.

For example, type card_monitor 4 crdmntrl.txt

The file is stored in the MCU under the directory 7.256/mcu/cardmntr. This
folder is automatically created by the system if it does not exist on the MCU.
To retrieve the H.323 trace-capture files:

1. Right-click the MCU icon, click Retrieve Diagnostic Files, and then
click IP Card Diagnostic Files.

El;l Product Management  ( Normal )
Disconnect
IP Configuration...

MNew Reservation,..
Resource Report...
Dongle Information...
COR...

MCU Time...
Faults. .

MCU Utils L4
Retrieve Diaghostic Files Systern Diagnostic Files...

Fast Configuration Yiizard...

System Durnp Files. ..

Elay Bateh. .

Telmet...

IP Terminal... Logger Diagnostic Files...
SHMP... Audio+ Disgnostic Files..,
Create SSL Certificate Request.. M+ Diagnostic Files. ..

Send SSL Certificate...
Stop Curtant Indication Repeating

Remove MCL

Reset MCU

Properties...
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The IP Card Diagnostic Files dialog box opens.

rf ‘,:IP Card diagnostic Files - [ Produck ll

%

B g IP Card diagnostic files will be copied to:

= Select the path & folder name where the

I Browse |

Froceed 7

YES noo |

2. Inthe Local path box, type the path of the destination directory where
the diagnostic file will be stored, or click Browse.

The Browse for Folder dialog box opens.
3. Select the destination folder and click OK.

Select destination directory For backup files

E---::{j Desktop -
@ My Documents

&5 010423 _1542 (D1)

{:I Manuals

=2 Dacuments on 'Accord3 (G
Iy Metwork Places

S,)) Entire Metwark, —
: o™ Microsoft Windows Netwark

g allemployees on Pdm-test

= =l

Mincurnente an Aecned®

[8]4 I Cancel |

The selected folder is displayed in the H323Card Monitoring Files
dialog box.

4. Inthe H323Card Monitoring Files dialog box, click Yes to proceed.

The files are stored in the <MCU Name>/cardmntr sub-folder of the
selected destination folder.

are no conferences running on the card when the card monitor command

Retrieving the H.323 diagnostic file resets the H.323 card. Make sure that there
E (creating the H.323 diagnostic file) is executed.
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Video+ Logger

The Video+ Logger is a utility that records diagnostic information about the
Video+ cards. This information is used by Polycom personnel to identify
problems on the card.

When an error occurs on the Video+ card, a trace file may be created
automatically (if the appropriate option is selected in the system.cfg), or
manually via IP terminal. The Video+ trace file is automatically stored on the
MCU and can be retrieved using the Retrieve Diagnostic Files utility. The file
can then be analyzed to determine the problem.

Video+ Logger File Structure

The files are stored under the folder: 7.256\mcul\vp_log. This folder is
automatically created by the system if it does not exist on the MCU.

The Video+ card diagnostic file header contains the following fields:
» Date and Time
*  MCMS Version Number
» Board ID, component ID
e Video+ component versions

— MNG_FILE (card manager)

— VIDEO_PLUS_PROCESSOR_FILE (map)

— VIDEO_PLUS_FPGA_FILE (bcod)
The log data is comprised of Card Manager data and/or map log from a faulty
unit. Each logger file can be up to 72KB, including header.
Creating the Video+ Logger Files
The Video+ logger file may be created automatically or manually.
Automatic creation of the Video+ logger files

The automatic creation of the Video+ trace-capture file once a failure occurs
is enabled in the “system.cfg” in the CARDS section, by setting the flag
AUTO_VIDEO_PLUS_LOGGER to YES. When setting this flag to NO, the

The files are created sequentially, cyclically, when the 100" file overwrites
the first file and so on. Recommended mode is NO (manual card monitor).
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The file names are generated automatically, with the following components:

For example, a file could be named: vp_logger 4 2 03 where 4 is the Board
ID number, 2 is the Unit ID number and 03 is the serial number.

Text: vp_logger
Board ID number
Unit ID number

A serial number between 0 and 99, ascending sequentially

Manual creation of the Video+ logger files:

In the IP Terminal window, type the command:
vp_logger <board_id> <unit_id>

Where <board_id> is the Video+ board slot number (in the MGC 25, the
“logical” slot number as appears in the MGC Manager) and <unit_id> is
the mapped unit ID (0 for Card Manager).
For example, type vp_logger 5 0.

Retrieving the Video+ Logger files

1.

E g Product Management  ( Normal )

Disconnect
1P Configuration...

Mew Reservation...
Resource Report..
Dongle Information...
COR...

MCU Time...
Faults...

MCU Utils

Retrieve Diaghostic Files

Fast Configuration Yyizard...

Play Batch...

Telret..

1P Terminal...

SMMP...

Create SSL Certificate Request...
Send SSL Certificate...

Stop Current Indication Repeating

Right-click the MCU icon, click Retrieve Diagnostic Files, and then
click Video+ Diagnostic Files.

System Diagnastic Files..,
System Durnp Files...

IF Card Diagnostic Files...
Wideo+ Diagrostic Files...
Logger Diagnostic Files...

Mus+ Diaghostic Files...

Remave MCU

Reset MCU

Properties...
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The Video+ Diagnostic Files dialog box opens.

'+ 3 ¥ideo+ diagnostic Files - [ MGE 25 B

*‘ Select the path & folder name where the
e Wideo+ diagnostic files will be copied to:

| Browse |

Proceed ?

"ES no |

In the Local path box, type the path of the destination directory where
the diagnostic file will be stored, or click Browse to select the destination

folder.

The Browse for Folder dialog box opens.

Select the destination folder and then click OK.
The selected folder is displayed in the Video+ Diagnostic Files dialog

box.

L= iy -
; s Yideo+ diagnostic Files - [ MGC 25 B

'ﬁ? Select the path & folder name where the
.. .

Yideo+ diagnostic files will be copied ta:

IC:\S.E Trace Files\MGC 25 Blwve Browse I

Proceed ?

ves | no |

In the Video+ Diagnostic Files dialog box, click Yes to proceed.

The Video+ diagnostic file is saved in the <MCU Name>/vp_log sub-

folder of the selected destination folder.
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Logger Diagnostic Files
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The Logger utility is a troubleshooting tool that continually records MCU
system messages and saves them to files in the hard drive of the MCU. For
each time interval defined in the system, a different data file is created. New
files are created until the maximum size allowed for messages (usually most
of the hard drive free disk space) is reached. When the maximum file size
limit is exceeded, the system overwrites the old files in a cyclical order (that
is, the new file overwrites the first file). The files may be retrieved from the
hard drive for off-line analysis and for debugging purposes. The files to which
the messages are saved are compressed in order to conserve space and allow
the maximum number of system messages to be stored.

The Logger utility is activated at the MCU startup. The Logger is disabled
when the MCU is Reset manually (from the MCU unit), or when there is a
problem with the Logger utility (such as a problem in the hard drive where the
files are saved). In such cases, the data is lost.

When the MCU is reset from the MGC Managetr, the files are saved on the
MCU hard drive.

The Logger Files
The following files are saved to the MCU hard drive:

« Datafiles - These files contain the messages generated by the system in a
given time interval. The default time interval is 10 minutes. The file is
named using the following format: logNNNNN.log where NNNNN
represents the file’s sequential order in the creation cycle, for example,
1og00011.log is the eleventh file to be created.

« Index file - This file contains a list of all the data files currently saved to
the MCU hard drive, the time and date of the first message and the time
and date of the last message included in each file.

The Logger Utility must be enabled in the system.cfg. For details, see “Edit
“system.cfg™ on page 5-64.
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You can easily retrieve the files stored on the MCU and then save them to
your PC or another location on your network.

1. Right-click the MCU icon, click Retrieve Diagnostic Files, and then

click Logger Diagnostic Files.
=R -

Disconnect
IF Configuration...

MNew Reservation...
Resource Repart...
Dongle Infor mation, ..
COR...

MCU Time...

Faults...

IMCL Utils L4

Fast Configuration Wiizard, .,
Flay Bateh...,
Telnet..

IP Terminal...
SHMP.
Create SSL Certificate Request...

Mux+ Diaghostic Files...

Systern Diagnostic Files..
System Durmp Files...

IF Card Diagnostic Files..
Video+ Diagnostic Files...
Logger Diagnostic Files...

Send SSL Certificate...
Stop Current Indication Repeating

Remaove MCL

Reset MCU

Properties...

The Logger Diagnostic Files dialog box opens.

Logger diagnostic Files - { 172.22.138.116 )

Select the files to retiieve and then click the Get File buttan

x|

Mame | Size | Firzt Meszage | LastMtAl
LOGO0454.L0G 122
LOGO0455.L0G 921 23412/2002 09:16:45:043 23127
LOGO0456.L0OG 911 23412/2002 09.26:49.017 23127
LOGO0457.L0G 936 23412/2002 09.36:52:.093 23127
LOGO0458.L0G 925 23412/2002 09:46:56:094 23127
LOGO0459.L0G 926 23/12/2002 09.57:00:061 23127
LOGOO4E0.LOG 1083 23412/2002 10:07:04:048 23127
LOGOO4E1.LOG 938 23412/2002 10:17:07.006 23127
LOGOD4E2.L0OG 912 23412/2002 10:27:10:.0685 23127
LOGO04E3.LOG 922 23412/2002 10:37:14:.040 2312 -
] | »
Local I Browse... |

SelectAl | GetFies | RefieshList | Clase
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2.

Select the files to retrieve or click the Select All button to retrieve all the
files currently stored on the MCU?’s hard drive.

The trace files are saved periodically, so you can access them according to
their time frame. However, if you want to examine the messages generated in
the hard drive in the latest time interval, it is possible that the file has not yet
been saved to the hard drive. To force the system to close a data file and save
it, use the IP Terminal utility and enter stop_logger in the command line.

To resume the Logger utility activity (once it was forced to stop logging), use
the IP Terminal utility and enter start_logger in the command line.

Click the Browse button to select the destination folder to store the
retrieved files.
The Browse for Folder dialog box appears.

Select a folder and click OK.
The destination path is listed in the Local field.

Logger diagnostic Files - { 172.22.138.116 x|

Select the files to retiieve and then click the Get File buttan
Mame | Size | Firzt Meszage | Lasgt Me A|
LOGO0454.L0G 122
LOGO0455.L0G 921 23412/2002 09:16:45:043 23127
LOGO0456.L0OG 911 23412/2002 09.26:49.017 23127
LOGO0457.L0G 936 23412/2002 09.36:52:.093 23127
LOGO0458.L0G 925 23412/2002 09:46:56:094 23127
LOGO0459.L0G 926 23/12/2002 09.57:00:061 23127
LOGOD4E0.LOG 1083 23412/2002 10:07:04:048 23127
LOGO04E1.LOG 938 23412/2002 10:17:07.006 23127
LOGOD4E2.L0G 912 23412/2002 10:27:10:.0685 23127
LOGOO4E3.LOG 922 23412/2002 10:37:14:.040 2312 -
] | »
Local IE:\MGE ManagerProduc

SelectAl | GetFies |  RefieshList | Close |

may be missing. In such a case, exit and re-access the MGC Manager

: § Sometimes the list of Logger data files may not be updated and some of the files

application.

5.
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The Get Log Files dialog box appears while retrieving the selected files

files.

Get Log Files

Connected to AudioPlus
Copying LOGO0498.L0G

[ |

x|

The files are saved in the <MCU Name>/logfiles sub-folder of the

selected destination folder.

Displaying the file contents

To analyze the messages generated by the system, open the text files retrieved
from the MCU using any text editor such as Notepad, or Microsoft Word.

1.

2.

In Windows Explorer, browse to the folder containing the log files.

Braries i
File Edit ‘iew Favorites Tools Help ﬁ
GBack + & - (2] | Qisearch | hrokers (FHstory |5 B X o | EE-

| @

Address [ LogFies

Isearch

A J[skins[web[ )

Folders x| 2
oo |

=y My Documents

v

21 My Pictures LogFiles
EED Hy Computer _
7125 3% Floppy (A1)
1= Local Disk (C:) description

{1 ADCBEAPP
Documents and Settings
Duke

See also:
My Documents

My Computer

=1 AudioPlus
= W
| Poligeam
{1 Program Files
3} Roger
{0 Temp
0 WIknT
- 010423_1542 (D:)
#1532 Accord Projects on ‘Accord-mainymac' (Ex)
]2 Documents on 'Accord3 (G:)
+1-[58] Control Panel
- My Network Places
-9 Entire Network

Bl f* Microsaft Windows Hetwerk -
4 | 5

I =
|
Select an item bo view ts

My Network Places

LOGD0476 (2] LoeDn4ss (2] Locnoson (2] Locoos1z (2] Losooses (2] Locoosa?

[l Locone7e [E] Loconess (2] Locooson (2] Losoostz (€] Losnosas (2] Loaoosar
[Z] LoGondr? [2) Logonesa (Z)Losooser 2] ocoosia [E] Locoosze (] LoGoosas
(2] LoGoo477 2] LoGonssa (£] Losooso:  [£] Locons1a [£] Locooszs (2] LoGoosss
[Z] LoGoo47s [2] Locon4an (E] Losoosoz (] Locons14 [E] Locoosz? (] LoGooass
(] Locon47e [E] Loconsan (] Locoosnz (2] Logoosta [E] Losnoszr (] Loaooasa

[Z] Loon47s [E] Losoneat (] Locoosns (2] Loconsts [E] Losnosea
[Elcocone7e [E] Losooesr (Z) Locooses (2] Logoosis [E] Losoosas
[ Locondan [2] ogonesz (2] Losooses 2 Loconsis (2] Locooszs
(2] LoGoodao [£] Logonsz (£] Losoosos (] Loconsts [£] LoGooszs
[Z] LoGooder 2] Locon4e3 [Z] Losoosos (] Loconst? [E] Locoos3n
[E] Loconda [£] Loconess (] Locoosos (2] Losonst [E] Losoos3n
(£l Loon4ez [E] Loson4s4 (2] Loonsne (2] Locooste (] Locnosat
[E] cocondzz [E] Locaoead (2] Locooses (2] Logoosts (] Locoosst
[ LoGondas [2] Logones (2] Losooser 2 Loconsie (2] Locoosaz
(2] LoGoodes [£] Logonses (£] Losoosoy (] Loconste [£] Locnossz
[Z] LoGoodes [2] Locon4ss [Z] Losoosos (] Loconseo [E] LoGnos3z
(] Loon4as [E] Loconess (] Locoosos (2] Logonszo [E] Locons3a
(] Locon4es [£] Losones7 (] Locoosos (2] Loconsz1 (] Losnnsa+
(] Locondes [E] Locooesr (2] Locoosen (2] Logoosat [E] Locoosa+
(] LoGondas [2] Logonesa (2] Losoosio 2 oconsze (2] Locoosas
(2] LoGoodas [£] Logonss (£] Losoosio (] Loconses [£] Locnosas
[Z] LoGooda? 2] Locon4en [E]Losoost: (] Loconses [E] Locoosss
(Z] Locon4ar [E] Loconess (F] Locoostt (2] Losonszs [E] Losnos3s

126 object(s) (Disk free space: 9,22 GB)

[26.8MB

[ My Computer 7

Using a text editor application, open the Logger data file to analyze its
contents or send the file(s) to your next level of support.

Sometimes the data file cannot be opened in the text editor application. In such a
case, close the MGC Manager application used to retrieve the Logger data files.
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Audio+ Logger
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The Audio+ Logger is a utility that records diagnostic information about the
Audio+ cards. This information is used by Polycom personnel to identify
problems on the card.

& The Audio+ Logger is available in the MGC-50/100, but not in the MGC-25.

A trace file may be created manually via IP terminal. The Audio+ trace file is
automatically stored on the MCU and can be retrieved using the Retrieve
Diagnostic Files utility. The file can then be analyzed to determine the
problem.

Audio+ Logger File Structure
The files are stored under the folder: 7.256\mcu\ap_log
The Audio+ card diagnostic file header contains the following fields:
« Date and Time
*  MCMS Version Number
« Board ID, component ID
«  Audio+ component versions
— MNG_FILE (card manager)
— AUDIO_PLUS _CONTROLLER_FILE
— AUDIO_PLUS_UNIT_FILE
The log data is comprised of Card Manager data. Each logger file can be up to
72KB, including header.
Creating the Audio+ Logger Files
The Audio+ logger file may be created automatically or manually.
Automatic creation of the Audio+ logger files

The automatic creation of the Audio+ trace-capture file is controlled by the
AUTO_AUDIO_PLUS_LOGGER_ON_CARD_STARTUP flag in the
“system.cfg” in the AUDIO PLUS FLAGS section.
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The flag may be set to one of the following options:

»  NO (Logger mechanism is not activated automatically on card startup)
»  YES (Logger mechanism is activated automatically on card startup)

In addition, the AUTO_AUDIO_PLUS_LOGGER flag must be set to NO:

¢ NO (Logger mechanism is activated only as a response to IP Terminal

command)
The files are created sequentially, cyclically, when the 1001 file overwrites
the first file and so on. Recommended mode is NO (manual card monitor).

The file names are generated automatically, containing the following
components:

e  Text: ap_logger

» Board ID number

*  Unit ID number

e A serial number between 0 and 99, ascending sequentially

For example, a file could be named: ap_logger 4 2 03 where 4 is the Board
ID number, 2 is the Unit ID number and 03 is the serial number between 0
and 99.

Manual creation of the Audio+ logger files:

In the IP Terminal window, type the command:
ap_logger <board_id> <unit_id>

Where <board_id> is the Audio+ board slot number and <unit_id> is the
mapped unit ID (0 for Card Manager).
For example, type ap_logger 50

The file is stored in the MCU under the directory 7.256\mcu\ap_log\. This
folder is automatically created by the system if it does not exist on the MCU.
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Retrieving the Audio+ Logger files

1. Right-click the MCU icon, click Retrieve Diagnostic Files, and then
click Audio+ Diagnostic Files.

E\ ;l Product Managerment  ( Normal 3
Disconnect
1P Configuratian...

MNew Reservation...
Resource Repart..
Dongle Information. ..
CDR...

MCU Time...
Faults...

MCU Utils L4

= System Diagnostic Files.,,
Fast Comfiguration Wizard... Systerm Durnp Files...

Play Batch... IF Card Diagnostic Files.,,
Telmet.. ‘ideo+ Diagnostic Files...
1P Terminal... oogek-Eisgresticrils
Create SSL Certificate Request... ML+ Diagnostic Files...

Send S5L Certificate...
Stap Curtent Indication Repeating

Remove MCU

Reset MCL

Froperties...

The Audio+ Diagnostic Files dialog box opens.

2 Audio+ diagnostic Files x|

¢~ Select the path & folder name where the
I pudior diagnostic files will be copied to:

I Browse |

Proceed 7

YES noo |

2. Inthe Local path box, type the path of the destination directory where
the diagnostic file will be stored, or click Browse to select the destination
folder.
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The Browse for Folder dialog box opens.
Select the destination folder and then click OK.

Browse for Folder 2 x|

Select destination Folder For Audio+ diagnostic files

[l Local Disk (1) :|
{3 ADOBEARP
-{[7) CrashRepart
-5 Debbie

----- i) Diagnostic Files
H-{=) Documents and Settings
H-L7) NYIDIA

+-{.7) Polycom WebOffice
H-{.7) Program Files

H-{7) rho_inst

H-7) WINDOWS
(T A T i
1 | >

[8]4 I Cancel |

Wm0 e B W e B e

The selected folder is displayed in the Audio+ Diagnostic Files dialog
box.

S5 Audio+ diagnostic Files = x|

(5 Select the path & folder name where the
L Audio+ diagnostic files will be copied to:

IE:\Diagnostic Filez\Praduct kan Browse I

Proceed 7

ves | noo |

In the Audio+ Diagnostic Files dialog box, click Yes to proceed.

The Audio+ diagnostic file is saved in the <MCU Name>/ap_log sub-
folder of the selected destination folder.
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MUX+ Logger File
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When an error occurs on the MUX+ card, a trace file is created automatically
(if the appropriate option is selected in the system.cfg), or manually via IP
terminal. The MUX+ trace file is automatically stored on the MCU and can
be retrieved using the Retrieve Diagnostic Files utility. The file can then be
analyzed to determine the problem.

MUX+ Logger File Structure

The files are stored under the folder: 7.256\mcu\muxp_log. The MUX+ card
diagnostic file header contains the following fields:

« Dateand Time
*  MCMS Version Number
« Board ID, component ID
«  MUX+ component versions

— MNG_FILE (card manager)

— MUX_PLUS_PROC_FILE (processor)
The log data is comprised of Card Manager data and/or map log from a faulty
unit. Each logger file can be up to 72 KB, including the header.
Creating the MUX+ Logger Files
The MUX+ logger file may be created automatically or manually.
Automatic creation of the MUX+ logger files:

The automatic creation of the MUX+ trace-capture file once a failure occurs
is set in the “system.cfg” in the MUX PLUS FLAGS section, by setting the
flag AUTO_MUX_PLUS_LOGGER to YES.

When setting this flag to NO, the automatic Logger utility is deactivated. The

Logger files are created sequentially, cyclically, when the 100™ file
overwrites the first file and so on. The file names are generated automatically
with the following components:

o Text: mpl

«  Board ID number (2 digits)

e Unit ID number (1 digit)

« A serial number between 0 and 99, ascending sequentially (2 digits)
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For example, a file could be hamed: mpl04203 where 04 is the Board ID
number, 2 is the Unit ID number and 03 is the serial number.

Manual creation of the MUX+ logger files:
In the IP Terminal window, type the command:
mp_logger <board_id> <unit_id>

Where <board_id> is the MUX+ board slot number (in the MGC 25, the
“logical” slot number as appears in the MGC Manager) and <unit_id> is the
mapped unit ID (0 for Card Manager).

For example, type mp_logger 3 2.

The file is stored in the MCU under the directory 7.256\mcu\muxp_log\. This
folder is automatically created by the system if it does not exist on the MCU.
Retrieving the MUX+ Logger files

1. Right-click the MCU icon, click Retrieve Diagnostic Files and then
click Mux+ Diagnostic Files.

=] g Product Management [ Normal 3
Disconnect
IF Configuration...

MNew Reservation...
Resource Repart...
Dongle Infor rmation. ..
COR...

MCU Time..

Fauilts...

MCL Utils: L3

Retrieve Diagnostic Files System Diagnostic Files...

Fast Configuration Yyizard, ., Systern Dump Files...

Play Bateh,.. 1P Card Diagnostic Files...
Telnet.. Video+ Diagnostic Files...

IF Terminal... Logger Diagnostic Files...
SHWP. .. AL ic Files,..
Create SSL Certificate Request... Mus+ Diagnostic Files...
Send SSL Certificate...

Stop Current Indication Repeating

Remaove MCU

Reset MCU

Properties. ..
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The Mux+ diagnostic Files dialog box opens.

rf ‘,:Mux+ diagnostic Files - [ Produck x|

¢$ Select the path & folder name where the

.o Mux+ diagnostic files will be copied to:

I Browse |

Froceed 7

YES noo |

2. Inthe Path box, type the path of the destination directory where the
diagnostic file will be stored, or click Browse to select the destination

folder.
The Browse for Folder dialog box opens.

3. Select the destination folder and then click OK.

The <MCU Name>/muxp_log sub-folder of the selected destination
folder is displayed in the Mux+ Diagnostic Files dialog box.

5 :Mux+ diagnostic Files - | x|

¢$ Select the path & folder name where the

.o Mux+ diagnostic files will be copied to:

IE:\MU><+ Diagnostics\Simulated Browse I

Proceed 7

ves | noo |

4. In the Mux+ diagnostic Files dialog box, click Yes to proceed.
The MUX+ diagnostic file is saved in the <MCU Name>/muxp_log sub-

folder of the selected destination folder.
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To be able to work with the network connected to the MCU you need to

synchronize the system clock with the network clock. This is done in two

steps:

e Selecting the network type according to which the system clock will
synchronize. Only one system type may be selected for clocking.

e Selecting the spans of the selected network that will act as primary and
backup clocks. The primary and the backup clock must be set on spans of
the same network type.

Selecting the network type for clocking:
The network type to be used for clocking is selected in the “system.cfg” file.

1. Right click the MCU icon, click MCU Utils and then click Edit
“system.cfg” from the cascading menu.
The SysConfig dialog box opens.

SysConfig - [ system.cfg ] - { 172.22.138.116 ) =101 |
Iterm =Vl |
ok
TRALCE OUTPOT =
CAFDS = Cancel
GENERAL
VIDED PLUS FLAGS
CHAIR/FECC T ADD
GK
A Sestion
H263
1353 AUDIO Sub section
e 1 —
e m—_ > e
WATCH_DOG
UTIL_PASSWORD _ —— REMOVE——
DELAYS
GREET_AND_GUIDEVR Sestion
ALARMS
PERFORMANCE_MONITORING Sub section
FREE_SERVICES
CIISTAMFR PERMISSIONS LI Item
Edtvale | Setvake | Make sysenc ..

2. In the Section box, double-click MCU_CLOCKING.
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in the Item=Value box.

SysConfig - [ system.cfg ] - { 172.22,188.51 )

=

Section - MCU_CLOCKING ——

Item ="l

The list of network types that can be connected to the MCU is displayed

ISDM_CLOCK =YES
ATM_CLOCK =NO
INTERNAL_CLOCK = NO
MPI_CLOCK = MO

SYSTEM_NORMAL_\WITH_SINGLE_CLOCK_SOURCE ='YES

Section

R
Sub section |
=

Item

Section

Subsection

i

Item

Edit value I

Maka sysen k... |

Click on the network type to be used for clocking in the Item = Value
box. The following table describes which network type should be
selected for clocking when the MCU is connected to various networks.

Table 5-18: Clocking Options

NETE Network selected

connected to for clockin Notes

the MCU g

ISDN only or ISDN The primary and the backup
ISDN with any of clock must be set on spans of
the following the same network type.
networks: ATM,

H.323, MPI

ATM only Internal Clock

H.323 only Internal Clock




Table 5-18: Clocking Options (Continued)
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Networks
connected to
the MCU

Network selected
for clocking

Notes

MPI only

MPI

The network clock is enabled
only when the span coming from
the DCE to the MCU is active
(i.e. handles a call). Therefore,
the spans defined as primary
and backup clock must be
connected first when starting a
conference, and disconnected
last when terminating the
conference.

ATM and MPI

MPI

The network clock is enabled
only when the span coming from
the DCE to the MCU is active
(i.e. handles a call). Therefore,
the spans defined as primary
and backup clocks must be
active at all times (i.e. leased
mode).

Only one Network type can be set for clocking.

4. Inthe Edit Value field, enter YES to enable it and click the Set Value
button to apply it to the field.

5. Click OK to update the MCU with the changes.

2

For information about setting the primary and backup clocks, see “Assigning the
ISDN Network Service to the Net-2/Net-4/Net-8 Card” on page 3-34.
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Clocking in Serial Environment
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When the MCU is connected directly to both ISDN lines and serial lines, the
MCU synchronizes its clock with the ISDN network clock.

In a serial only environment, the DCE, which is connected to a T1/E1 line,
synchronizes its clock with the ISDN network clock. This clock is transferred
via the serial connection to the MCU, but only when the serial connection is
active (i.e. when it transfers a call to/from the MCU). Therefore, when
starting a conference, the participant whose span is set as the primary clock
must be connected first and disconnected last when terminating the
conference as this participant provides the clocking signal for the system.

In a serial only environment, you must define one span as Primary clock and
another span as Backup clock.

1. Connect to the MCU.

2. In the Browser pane click the plus [+]icon next to the MCU icon, to list
its options.

3. Double-click the MCU Configuration icon, or click on the plus [+] icon
next to the MCU Configuration icon, to list the Configuration options.

4. Double-click the Cards icon or click the plus [+]icon next to the Cards
icon to list the MCU slots.

5. Double-click the slot containing the module you want to configure, or
click the plus [+] icon next to the card icon.

The MPI units are displayed in the Browser pane and in the Status pane.

6. Right-click the unit you want to configure, and then click the desired
option.
Select Set As Primary Clock Source or Set As Backup Clock Source
according to the desired configuration.

=f] ot 4 (mPD)

n Reset Lnit

Disable Linit

Enat i

Set As Primary Clock Source
As Backup Clock Sour:
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Audio Look & Feel

The MGC Manager controlling MGC units that are used for Audio Only
conferences can be set to Audio Look & Feel to hide all video associated
functions and show the Audio Only mode default settings.

When Audio Look & Feel is selected, the MGC Manager displays only
Audio Only parameters. In all other configurations, the operator will be able
to see both VoicePlus (Audio Only) and Video features.

To implement the Audio Only User Interface Settings:

e Onthe Options menu, click Audio Look & Feel.

Options  Window  Help
Communication...
Conf Alert...
Fip Configurations. ..
Beep on faults
Drag confirmation
Set Reservation Creator...

v Enable Crashybump monitor dialog

Monitar All

Configure Indications

Configure Shortouts

Stop Current Indication Repeating
Carfigure Praxy Settings...

COpen Diagnostic tool...

Mark Faulty Participants in Red

A check mark appears next to Audio Look & Feel, indicating that this
mode is active. All video related functions and dialog boxes are hidden.

To cancel the Audio Look & Feel mode and display the video parameters:
e On the Options menu, click Audio Look & Feel.
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Setting the Default Communications Parameters
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You can change the parameters that control the communication between the
MGC Manager and the MCUs.

To set up the default communications parameters:
1. On the Options menu, click Communication.

Options  Window  Help
Communication...
Conf Alert...
Fip Configurations. ..
Beep on faults
Drag confirmation
Set Reservation Creator...
¥ Enzhble CrashDurmp monitor dialog
Audio Look & Feel
Manitor All
Configure Indications
Configure Shortouts
Stop Current Indication Repeating
Carfigure Praxy Settings...
COpen Diagnostic tool...
Mark Faulty Participants in Red

The Communication dialog box opens.

x

r— Default Times

Meszage Timeout: Sec.

Refrezh Period: |2 Sec/2

tdax Feplies Miss: |3
Connection Retries: |3

Connection Timeout: |5 Sec.

ak I Cahicel |
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2. Fill in the dialog box as follows:

Table 5-19: Communications Properties

Parameter

Description

Message Timeout

If no message is received from the MCU for the time
period specified in this field, an error is triggered. The
default value is 25 seconds. A higher value should be
entered when the connection is slow or all the slots in
the MCU are occupied. In these cases, the
recommended value is 120 seconds.

Refresh Period

The frequency at which the MCU information in the
MGC Manager screen is updated. The refresh rate is
half of the seconds entered here. The default value is
2, which means that the information is refreshed
every second (2/2=1).

Max Replies Miss

The number of messages that are sent and not
received before a connection problem is triggered
and the system considers the connection as lost.

Connection Retries

The number of times the MGC Manager attempts to
establish a connection with an MCU following a
disconnection, or connection loss. Minimum value
should be 1.

Connection The number of seconds the MGC Manager will wait
Timeout after each connection attempt for connection
confirmation. Default value is 5. Recommended value
is 25.
3. Click OK.
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Faults Alert

You can set the operator workstation to beep continuously whenever a fault is
detected. The system stops beeping once the fault is corrected. By default,

this option is disabled.

To enable continuous beeping whenever a fault exists:
On the Options menu, click Beep on faults.
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Options  Window  Help
Communication...
Conf Alert...
Fip Configuration
Drag confirmation
Set Reservation Creator...
¥ Enzhble CrashDurmp monitor dialog
Audio Look & Feel
Manitor All
Configure Indications
Configure Shortouts
Stop Current Indication Repeating
Carfigure Praxy Settings...
COpen Diagnostic tool...
Mark Faulty Participants in Red

A check mark appears next to the Beep on faults the next time you open

this menu.

If no check mark appears next to the Beep on faults menu item, the

feature is disabled.

Options  Window  Help
Communication...
Conf Alert...
Fip Configurations. ..
Drag confirmation
Set Reservation Creator...
Enable Crash\Dump monitor dialog
Audio Look & Feel
Manitor All
Configure Indications
Configure Shortouts
Stop Current Indication Repeating
Carfigure Praxy Settings...
COpen Diagnostic tool...
Mark Faulty Participants in Red

<
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Displaying Faulty Participants in Red
You can set the MGC Manager to highlight in red all participants that have a
problem with their connection and require operator assistance.

To mark faulty participants in red:
e Onthe Options menu, click Mark Faulty Participants in Red.

Options  Window  Help [Cptions Window  Help
Communication. .. Communication...
Conf Alert,.. Conf Alert...
Ftp Configurations. .. Ftp Configurations...
Beep on faults Beep on faults
Drag confirration Drag confirmation
Set Reservation Creator... Set Reservation Creator...

v Enable Crash\Dump monitor dialog v Enable Crashi\Dump monitor dialog
Audio Look & Feel Audio Look & Feel
Manitor All v Monitor All
Configure Indications Configure Indications
Configure Shortouts Configure Shortruts
Stop Current Indication Repeating Stop Current Indication Repeating
Com‘“gure Proxy Sethings. . . Configune Froxy Setings. ..
Cpe Cpen Di i

<@ark Faulty Participants in Red > —» Mark Faulty Participants in Red

A check mark appears next to the Mark Faulty Participants in Red the next
time you open this menu. In the MGC Manager all participants requiring
operator assistance are highlighted in red, as shown in the Monitor pane.

32 MGC Manager (YERSION 7.5.0.9) B =10l

File Edt Wiew Template DataBase Directory Options ‘Window Help

(] |E7| |. o | @ wl.l 2 R@l. m;' s o e [ =
e

)| 0| | o e =hEE

1| o ] 2815 i il o

Hame: Status Connection | Starts At EndTime | ID [ conrected | Dialin N,

2

MG+ 100 f2

MG+ SIMUL
[ product management (Hormal)
2, MICU Configuration

é@vvmenm Nk Full un29, 20, Wn29, 20, 367 2

(=8, 0n Going Conferences(1)

i 4] vidso Conforance

On Going Gateway Sessions(0)
- ER) Particiants queus(o)

- ) reservations(o)

@ Mesting Fooms, Entry Queues & SIP Factaries(s)

kil |

Name, [ status | connection | Metwork | Participant NumbersitP addressisiP. . | Conrectio... | Audio | widsa Sync. | 7% Rate
@Q\/\dan Confe... 2-Comnected; Mot Ful;

2 hcher 1P =0 Connected Haz3 172.22.172.74 & 2% iskaut au k=] oK 128
ﬁ Debbie == cornected H323 172.22.172.191 éﬁ Diskour 1|

e [ e e s e < {5 n1“-@"—

Ready Port 80 [er [ 2
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Monitoring All Conferences
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2

You can set the MGC Manager to continuously monitor the participants that
require the operator’s assistance in all On Going Conferences.

The participants are monitored according to the last selected monitoring filter
options for any of the On Going Conferences monitored by this operator.

To enable continuous monitoring of participants in all On Going
Conferences:

«  On the Options menu, click Monitor All.

Options  Window  Help Options  Window  Help
Communication... Communication...
Conf Alert... Conf Alert...
Fip Configurations. .. Ftp Configurations...
Beep on faults Beep on faults
Drag confirmation Drag confirmation
Set Reservation Creator... Set Reservation Creator...
¥ Enzhble CrashDurmp monitor dialog v Enable Crash\Dump monitor dialog
Audio Look & Feel Audio Look & Feel
B> G onitor 4l
Configure Indications Configure Indications
Configure Shortouts Configure Shortcuts
Stop Current Indication Repeating Stop Current Indication Repeating
Carfigure Praxy Settings... Configure Proxy Settings...
COpen Diagnostic tool... Open Diagnostic toal...
Mark Faulty Participants in Red Mark Faulty Participants in Red

A check mark appears next to the Monitor All the next time you open
this menu.

To modify the filter options, right click any On Going Conference icon
and the click Monitor Filter.

The Participants Monitoring Filter dialog box opens. For details, see the
MGC Manager User’s Guide, Volume I, Chapter 5, “Monitor Filter™.
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Configurable Shortcut Keys

MGC Manager user can configure the MGC Manager command shortcut keys
for their convenience and usage. The list of shortcut keys may be sent to
printer, file or clipboard (to be used with other applications). You may restore
shortcut keys settings to their default values.

To configure command shortcuts:

On the Options menu, click Configure Shortcuts.
The Configure Shortcuts dialog box opens.

Sptens Wi ek x|
Communication...
Conf alert... Action [ shortcut =
Fip Configurations... Attend 2
Beep on faults Attend next party F12
Drag confirmation Clear QB4 queue AlHC
Set Reservation Creator, . Caonnect Participant CirHR
Context Hel Shift+F1
v Enable CrashiDurmp monitor dialog Copy s Cirke
Audio Look 8 Feel cut Clrhx
Monitor &ll Delete Del
f o Dial In CirHI
__» Dial Out Cira
- Discannect Participant CirH+T
Corfigure Braoxy Settings... Er;?pbm Operation :zil
Open Diagnostic toal.., Hold Fa b
Mark Faulty Participants in Red Ioin to Conference F10
Move (in attended queue dial... FS
Mute Audio Cir -
MNew Cir N
MNew Participant F&
Next {in attended queue dial... F6& -
| | B
oK | Cancel | Edit Selection | Festore Defaults |

The following columns are displayed, listing the current settings in a
table format.:

Table 5-20: Configure Shortcuts Dialog Box Columns

Column Description

Action Displays the list of features for which shortcuts can be
configured.

Shortcut Displays keyboard keys used to activate the functions.
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4. Inthe Configure Shortcuts dialog box, highlight the shortcut to configure
and click the Edit Selection button.
Alternatively, double-click the shortcut to configure.
The <function name> Shortcut dialog box opens.

*attend Shorbcut =

— Current Configuration
Displays the current shortcut key

2 settings

Current Key I Shit
i

r— Inzert Mew Configuration

[~ il
—

Alt
Chooze Mew Key r
I™ Shift

()8 I Cancel |

5. To define a new combination of keys, select a key from the Choose New
Key drop-down list and add any combination of command keys (Ctrl, Alt
or Shift). Alternatively, you can type the appropriate key in the Choose
New Key box and then select the appropriate command keys (Ctrl, Alt or
Shift).

6. Click OK.
The <function name> Shortcut dialog box closes and the new shortcut is
displayed in the Configure Shortcuts dialog box.

Enables the definition of new
shortcut keys

To Restore the Shortcut Default Settings:
You may restore all Shortcut keys to their default settings in one operation.

1. Inthe Configure Shortcuts dialog box, click Restore Defaults.
A confirmation dialog box opens.

MGC Manager ﬂ
& ‘fou're going ko restore shorbcut defaults, Continue?
fes I Mo |

2. Click Yes, to restore to the shortcut key to their default settings or No to
retain current settings.
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Audio Alert Event Indications

An audio alert event indicates to the operator that a particular event has
occurred. The audio alert may be played repeatedly by the MCU until stopped
by the operator.

The first time the event occurs, the Indications Log window opens and
records the event. The indications log can be saved to file.

Configuring Event Indications

You define for which MCUs the Event Indications are played. The
Indications Log window displays all the events that occurred in all the
connected MCUs for which the Event Indications are enabled.

Enabling Event Indications:
1. On the Options menu, click Configure Indications.

Options  Window  Help
Communication...
Conf Alert...
Fip Configurations. ..
Beep on faults
Drag confirmation
Set Reservation Creator...
¥ Enzhble CrashDurmp monitor dialog
Audio Look & Feel
Manitor All
onfigure Indications
Configure Shortouts
Stop Current Indication Repeating
Carfigure Praxy Settings...
COpen Diagnostic tool...
Mark Faulty Participants in Red

Alternatively, click the Configure Indications button on the toolbar.

I
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The Configure Indications dialog box opens.

zl

MCls | Indicatians |

MName | Woice Type Support Indications | Indication Wawe | Indication Text -
A A-Eridgez Mone Mo

A Alpha 01 MNone Mo

T Alpha 02 Mane Mo

AL Alpha 03 Mone Mo |
A Alpha 07 Mone Mo

A Alpha 12 MNone Mo

T Alpha 13 Mane Mo

A Alpha 15 Mone Mo

= Alpha 16 MNone Mo

RS SEER——— | _>l;|

Flay MCU Audio Indication; |[Zymeay=gmm Edit Current Selection

Canfigure Text To Speech | Close |

This window contains two tabbed dialog boxes:

e« MCUs - enables you to determine the MCUs for which the Event
Indication set defined in the Indications tab will be enabled. You can
also add an MCU-specific indication that will be added before or
after the event the Event Indication.

* Indications - enables you to define the set of Event Indications that
will be played for the selected MCUSs.

You can start the configuration process by first defining the Event
Indications set and then selecting the MCUs for which the indications
will be enabled, or you can start with the MCUs and continue with the
Event Indications. The result will be the same at the end of the process.

2. Click the Indications tab to set the indications that can be played for the
listed events.
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The Configure Indications—Indications dialog box opens and all
indications are displayed.

Configure Indications x|

MCUs  Indications |

E

Voice Type | Visual
d Mone i\
onnected MNone Mo CWINDOWS mediainotify wav MNo

Indication Text

=]
Dial Out Party Disc
Dial-In Party Disconnected MNone Mo CINDOWS mediatding. way MNo
Major Alarm Mone ] Mo
MCU Connected None o CWINDOWSmediaitada, way Mo
Minor Alarm MNone Mo CWINDOWS mediatchord, waw MNo
Party entered Participants Quee MNone Mo CINDOWS mediatding. way MNo
Reservation Created MNone Mo CHWINDOWSmediaichimes. wav Mo
4 | »

Edit Current 5 election Repeat Interval |3D seconds hd

Configure Text Ta Speech | Close |

This dialog box lists in a table format the events for which the system
currently supports audible indications.

For each event, the following information is displayed:

Table 5-21: Indications Window Columns

Column Description

Event Displays the list of events for which indications are

supported. The following events are supported:

* MCU Connected - The MGC Manager is
connected to the MCU.

* Major Alarm - The MCU status is Major and the
Operator’s attention is required.

e Minor Alarm - The MCU status is Minor.

* Party Entered Participants Queue - A participant
entered the Participants Queue and requires the
Operator’s assistance.

* Dial Out Participant Disconnected - A dial-out
participant is disconnected from the conference
and you may need to reconnect the participant to
the conference.
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Table 5-21: Indications Window Columns (Continued)

Column

Description

Event (cont.)

* Dial In Participant Disconnected - A dial-in
participant is disconnected from the conference.

* Conference Started - The conference has started.
This notification may be important when a
scheduled conference (reservation) has started at
its pre-defined date and time.

* Reservation Created - The system has added the
requested reservation to memory.

Voice Type

Indicates whether an audio indication will be played

and if yes, which type of audio indication.

The following options are displayed:

* None - No audio indication will be played when the
event occurs. However, the event will be recorded
in the event log file.

* Wave File - A wave file will be played when an
event occurs. The wave file is indicated in the
Indication Wave column.

* Text To Speech - To speak the text entered in the
Indication Text field as the Event Indication. The
voice parameters, speed and other options for
text-to-speech translation is defined by clicking the
Configure Text To Speech button.

Visual

Indicates whether the event will be recorded in the
Indications Log and whether the Indications Log
window will be displayed. If No is displayed, the event
will not be recorded to the log file and the Indications
Log window will not open when the event occurs.

Indication Wave

Displays the name and path of the wave file that will
be played when the event occurs.

Indication Text

Displays the text that will be translated into voice.
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In the Indications table, double-click the event for which you want to
update parameters. Alternatively, select the entry and then click Edit
Current Selection button.

The Update Parameters for <Event> Indication dialog box opens.

Update parameters for Major Alarm x|

i~ Indication P
I~ Show Indications Log

I~ Enable Repeat

“wiave File: | BGEe....
Text To Speech: |
Voice Type: | Mone ;l_}l

Click the Show Indication Log check box to enable the Indication for
the requested event. When enabled, each time the event occurs the
system automatically opens the Indications Log window on top of all
other windows, enabling you to view all the events that are recorded to
the log file.

To play the indication repeatedly (until stopped by the operator), select
the Enable Repeat check box.

In the Voice Type drop down list, select one of the following options:

* None - to indicate that no audible alarm will be played and the event
will only be recorded to the log file. If this option is selected, the
Wave File and Text-To-Speech fields are disabled.

*  Wave File - to play a wave file when the event occurs. The wave
file is selected in the Wave File field. If you select this option, the
Wave File field is enabled and the Text-To-Speech field is disabled.

»  Text to Speech - to translate the text that you enter in the Text-To-
Speech field into voice according to the translation parameters
configured in the Text-to-speech utility parameters. If you select this
option, the Text-To-Speech field is enabled and the Wave File field is
disabled.
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10.

11.
12.

13.

If the Wave File option is selected in the Voice Type, select the wave file
that will be played when the event occurs.

The Wave File field displays the default wave file assigned to the event.
This file is taken from the Windows default wave files directory. To
select another wave file, enter the path and name of the wave file to be
used, or click the Browse button to select the file from the list.

If you have selected the Browse button, the Open dialog box appears.
Use Windows conventions to select the appropriate wave file.

If the Text-To-Speech option is selected in the Voice Type, in the Text-To-
Speech field enter the text that will be translated into voice and spoken
when the event occurs.

To play either the wave file or the text translated into voice (preview),
click the Play button next to the Voice Type field.

i
Click OK to complete the Event Indication definition and return to the
Configure Indications—Indications dialog box.
The Indications table is updated accordingly.
Repeat steps 3 to 10 to define additional indications.

Select the Enable Repeat Indications check box to enable the Repeat
interval field.

In the Repeat Interval drop down list, select the interval between the
played indications.
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14. Click the MCU tab to define the MCUs for which the Event Indications
set, defined in the Indications dialog box, is enabled.

Configure Indications x|
MCUs I Indlcallunsl
Name | Yoice Type Support Indications | Indication YWave | Indication Text -
A-Bridge2 Mane Yes
Alpha 01 Mone Mo
Alpha 0z MNone Mo
Alpha 03 Mane Mo =
Alpha 07 Mone Mo
Alpha 12 MNone Mo
Alpha 13 Mane Mo
Alpha 15 Mone Mo
Alpha 16 MNone Mo
P T S Y nin [=
€| | E
Play MCU Audio Indication: (s Edit Current Selection |

Configure Text To Speech | Clase |

This dialog box lists in a table format whether the Event Indications set is
enabled for the MCU and whether a specific MCU indication is added to
the Event Indication. The following columns are displayed:

Table 5-22: MCU Indications Columns

Column Description

MCU Displays the list of all MCU currently defined in the
MGC Manager (connected and disconnected).
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Table 5-22: MCU Indications Columns (Continued)

Column Description

Voice Type Indicates whether an MCU-specific audio indication

will be played as the MCU indicator and, if yes, which

type of audio indication.

The following options are displayed:

* None - No MCU-specific audio indication will be
played when an event occurs.

* Wave File - A wave file will be played as the MCU
indicator when an event occurs. The wave file
name is displayed in the Indication Wave column.

e Text To Speech - To speak the text entered in the
Indication Text field as the MCU indicator. The
voice parameters, speed and other options for
text-to-speech translation are defined by clicking
the Configure Text To Speech button.

Support Indicates whether the Event Indications set is enabled
Indications or disabled for the MCU.

When disabled, no event will be recorded and no
audible indication will be played for this MCU.

Indication Wave Displays the name and path of the wave file that will
be played as the MCU indication when an event
occurs.

Indication Text Displays the text used as this MCU indicator that will
be translated into voice and spoken when an event
occurs.

15. To enable the Event Indications set for an MCU, click the MCU entry
and then click the Edit Current Selection button. Alternatively, double-
click the MCU entry.
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The Update Indication Parameters for MCU <MCU name> dialog box
opens.

Update indication parameters for MCU Alpha 07 ﬂ
— MCL Indication P.

¥ Enable Indications

W ave File: I Browse..... |

Text Ta Speech: IAlpha 11

Yoice Type: IText Tao Speech j 4 |

Cancel |

16. Click the Enable Indications check box to enable the event Indications
set for the selected MCU.

To add an MCU specific indication before or after the event indication, in
the Voice Type drop down list, select one of the following options:

17.

18.

None - No MCU-specific audio indication will be played when an
event occurs on this MCU. If this option is selected, the Wave File
and Text-To-Speech fields are disabled.

Wave File - To play a wave file as an MCU indicator when the
event occurs on this MCU. The wave file is selected in the Wave
File field. If you select this option, the Wave File field is enabled
and the Text-To-Speech field is disabled.

Text To Speech - To translate the text that you enter in the Text-To-
Speech field into voice as an MCU indicator according to the
translation parameters configured in the Text-to-speech utility
parameters. If you select this option, the Text-To-Speech field is
enabled and the Wave File field is disabled.

If the Wave File option is selected in the Voice Type, select the wave file
that will be played as this MCU indicator when the event occurs on this
MCU. Either enter the path and name of the wave file to be used in the

Wave File field, or click the Browse button to select the file from the list.

If you have selected the Browse button, the Open dialog box appears.
Use Windows conventions to select the appropriate wave file.
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19. If the Text-to-speech option is selected in the Voice Type, in the Text-To-
Speech field enter the text that will be used as this MCU indicator and
translated into voice when the event occurs on this MCU.

20. To play (preview) either the wave file or the text translated into voice,
click the Play button next to the Voice Type field.

i1

21. Click OK to complete the MCU Indication definition and the return to
the Configure Indications—MCU dialog box.

The MCUs table is updated accordingly.
22. Repeat steps 15 to 21 to define indications for additional MCUs.

23. In the Play MCU Audio Indication list, select whether the MCU
indication will be played Before the Event indication or After the Event
indication. The indication that will be played is composed of two parts:
The MCU indication + The Event indication. For example, if the Play
MCU Audio Indication option is set to Before Event, the voice-to-speech
option is selected in the Voice type and you have entered the name of the
MCU (such as Demo MCU) as text, the system will play “Demo MCU”
first and then will play the Event Indication.

This selection applies to all the listed MCUSs.

translation, click the Configure Text To Speech button to open the Speech
Properties dialog box. Refer to Windows documentation or on-line help for
additional information.

% To configure the voice parameters, speed and other options for the text-to-speech

Click Close to complete the Event indications configuration.

To stop Repeated indications:

Event indications which are not repeated, are played once. Repeated
indications will be played until stopped by the operator or when the event is
no longer occurring. You can stop all the repeated indications for all
connected MCU’s or you can stop the indications per MCU. When a new
event occurs the indication is played again.
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To stop all repeated Event Indications for all MCU’s:
»  Onthe Options menu, click Stop Current Indication Repeating.

Cptions  Mdindow  Help
Cammunication...
Conf Alert...
Fip Configurations...
Beep on faults
Drag confirmation
Set Reservation Creator,.,
v Enable CrashiDump menitor dialog
Audio Look & Feel
Manitor All
Configure Indications

Configurs
Stop Current Indication Repeating >
COrfigUrE Ry, SETi e,

Open Diagnostic tool...
Mark Faulty Participants in Red

All repeated indications are halted.

To stop all repeated Event Indications per MCU:

» Inthe Browser pane, right-click the MCU and then click Stop Current
Indications Repeating.
SR

=) Disconnect
IF Configuration, .

roduct Management  { Normal )

MNew Reservation. ..
Resource Report...
Dongle Information. .
CDR...

MCU Time...
Faults...

MCU Utils L4
Retrieve Diagnostic Files 4
Fast Configuration Wizard...

Play Bateh,.,

Telnet.,

P Terminal...

SMNMP...

Create SSL Certificate Request. .

< Stop Current Indication Repeating

Remove ML

Reset MCU

Properties...

Repeated indications relevant to this MCU are stopped.
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Viewing the Event Indications in the Indication Log Window

The Indication Log window automatically opens when an event occurs.

To manually open this window after it was closed, click Indications Log on
the View menu or click the Indications Log button on the toolbar.

The Indications Log window opens.

: Indications Log =] eS|
Time | MU | Indication -
Feb 13, 2002 01:21:47 PM  Alpha 121 Farticipant 4007 from Conference 13.2 Regu
Feb 13, 2002 01:21:43PM  Alpha 121 Participant 2014 from Conference 19.1 Requ
Feb 13, 2002 01:15:40 P Alpha 121 Conference 19.2 Started
Feb 13, 2002 011505 P Alpha 121 Canference 19.1 Started
Feb 13, 2002 011335 PM  Alpha 121 M ajor Alarm State
Feb 13, 2002 12:02:14 AM  Alpha 121 Farticipant 2014 from Conference aaaaaaa [—
Feb 13, 2002 12:01:30 AM  Alpha 121 Participant 4007 from Conference aasaaaas F
Feb 13, 2002 1220014 4 Alpha 121 Conference aaaaaaa Started
Feb 13, 2002 12:00:04 &4 Alpha 121 Farticipant 2014 from Conference aaaaaaa_li;l
“ | 3

Clear Selected | Clear &l I Save ToFile | Close |

The following columns are displayed:

Table 5-23: Indications Log Columns.

Column Description

Time The date and time on which the event occurred.

MCU The name of the MCU on which the event occurred.

Indication The event that has occurred with event details
according to the event type, such as the conference
name, participant name or MCU name.

Saving the Events Log to File

1. Tosave the event log to file, click the Save Log File button.
The Save As dialog box opens.
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2. Select the destination folder and define the file name.
All files are saved in Text (*.txt) format and can be opened in any word
processor application.

Clearing the Events Log

» Toclear one entry in the Events Log, click the entry and then click the
Clear Selected button.

e Toclear all the events from the Events Log (after you have saved the
events to file), click the Clear All button.

deleted from the Indications Log and lost unless you save them to file before

When closing the MGC Manager application, all the Event Indications will be
E closing the application.
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Defining Operators

The MGC Manager supports three levels of operators:
»  Attendant

*  Ordinary

e Superuser

Attendant operators can only define and manage new conferences, gateway
sessions, meeting rooms, and participants. The Attendant operator does not
have access to the MCU Configuration icon and MCU Utilities.

Ordinary operators can perform all the tasks an Attendant operator does. In
addition, Ordinary operators can also view the configurations of the modules
in the MGC-100 and the MGC-50.

Superuser operators can perform all the tasks Attendant and Ordinary
operators do. In addition, Superuser operators can define and delete other
operators, and define Network Services. While Ordinary operators can view
the configurations of the modules in the MGC-100 and the MGC-50, only
the Superuser operator can modify the configuration of a module.

You can verify which operators are defined in the system. This feature is
available to both Superuser and Ordinary operators. Neither operator can
view the operator passwords.

Working with operators involves the following:

«  Listing the operators who are currently defined in the system
»  Defining new operators

»  Deleting operators

Note that every MCU is defined with a default operator, called POLYCOM,
whose password is POLYCOM. You can log into any MCU using the
POLYCOM operator. However, once you have defined other authorized
operators, it is recommended to remove the default operator. Make sure that
at least one operator defined as Superuser remains in the operator's list when
removing operators.
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Listing the Operators Defined in the System

You can view the list of operators that are currently defined in the system and
the operators that are logged into the system.

6-2

To view the operators currently defined in the system:

1.

In the Browser pane of the main window, double-click on the name of the
MCU whose operators you wish to list.

A list of options appears below the MCU’s icon.

Double-click on the MCU Configuration icon, or click on the plus [+]
icon next to the MCU Configuration icon to display the cascading list.

A list of configuration options appears below the MCU Configuration
icon.

Double-click on the Operators icon or click on the plus [+] icon next to
the Operators icon.

A list of operators appears below the Operators icon. Each operator is
identified by his or her login name.

The operator’s authorization level is displayed in the Status pane of the
main window.

E| MCls Network. =1 | Login | Authorization Graup_| -

Eg Product Management ( Marmal )

E%ﬂ MCU Canfiguration
- cards

Alice ordinary

Ay Aktendant

Betty SUper

LTI
o
o
[F]
T
=8 ﬁ Eill ordinary
u L
- ﬁ Diavid ordinary
Eﬂﬁ Metwoark Services 8 Eddy ordinary
i, i
Ea Operatars ﬁ Trmna Attendant
i " e
....... ﬁ alice ﬁ Jack Attendant
i fw]
....... ﬁ By ﬁ John super
- ieg
------- & elty ﬁ Martin ordinary
....... 8 il i
ﬁ Rick ordinary
....... 8 David i
Q ﬁ Rose Attendant
....... Edd i
ﬁ ¥ - r,% Sam Attendant hd
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Adding a New Operator to the System

To add a new operator to the system:

1.

In the Browser pane of the main window, double-click the name of the
MCU to which you want to add an operator.

A list of options appears below the MCU’s icon.

Double-click the MCU Configuration icon, or click the plus [+] icon next
to the MCU Configuration icon to display the cascading list.

A list of configuration options appears below the MCU Configuration
icon.

Right-click the Operators icon, and then click New Operator.

-I’am @
Meww Operatar...

The New Operator dialog box opens.

In the Name text box, type the name of the new operator. The name you
specify here is the login name used by the operator when logging into the
system.

In the Password text box, type the new operator’s password. The
operator uses this password when logging into the system.

In the Group box, select the type of operator you are defining from the
drop-down list.

New Operator x|

M arne: Iﬁlice

Pazzword: I,&b'] 2:034

Group: | Superuzer j

Dldinari

Supergser
There are three types of operators:
e Attendant - Can only perform the following tasks:

—Define new conferences, gateway sessions, and meeting rooms
—Define new participants
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—Manage On Going Conferences

*  Ordinary - In addition to all the tasks that can be performed by the
Attendant operator, the Ordinary operator can also:

— View the configurations of the modules in the MGC-50/100

e Superuser - In addition to all the tasks that can be performed by
Attendant and Ordinary operators, the Superuser can:

—Define and delete other operators
—Define Network Services
—Muodify the configuration of a module

Click OK.
The New Operator dialog box closes and the new operator is added to the
system. An icon for the new operator appears under the Operators icon.

@ To add a new operator, you must be a Superuser operator.

Deleting an Operator

1.

Double-click the Operators icon or click on the plus [+] icon next to the
Connections icon.

A list of participants appears below the Operators icon. All operators
currently connected to this MCU appear in the list.

Right-click the name of the operator to be deleted, and then click Delete.
8 Alice

Delete Dl
“hange Password

A confirmation message is displayed.

Click Yes to confirm or No to cancel the operation.
If you select Yes, the operator name and icon are removed from the
system.

& To delete an operator, you must be a Superuser operator.
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Changing an Operator’s Password

A Superuser operator can change his/her own password and other operators’
passwords. An Ordinary operator can change his/her own password.

23

2

Enable the “system.cfg flag” in the UTIL PASSWORD section

ALLOW_ORDINARY_OPERATOR_TO_CHANGE_ITS _OWN_PASSWORD =
YES prior to changing an Operators password. For more information, refer to

Chapter 5, “Edit “system.cfg™ on page 5-64.

To change an operator’s password:

1. Double-click the Operators icon or click on the plus [+] icon next to the

Connections icon.

A list of participants appears below the Operators icon. All operators

currently connected to this MCU appear in the list.

2. Right-click the name of the operator to be deleted, and then click

Change Password.
The Change Password dialog box appears.

a
g
Delete Del Mame: IAIice
Change Passward

Mew Password: I
Confirm Mew Password: I

Cancel | ()8 I

In the New text box, enter the new operator’s password.

Click OK.

In the Confirm New text box, type confirm the new operator’s password.

When an ordinary operator attempts to change the password of another operator

the following error message is displayed:

Il MCU Status =

! E status = STATUS_NO_PERMISSION_TO_CHANGE _AMOTHER _OPERATOR _PASSWORD
.
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Operator Connections

In the MGC Manager you can list the operators who are currently logged into
the MCU.

Viewing Operator Connections

To list the operators who are currently connected to the system:

1.

6-6

Expand the MCU tree.

A list of options appears below the MCU’s icon.

Expand the MCU Configuration tree.

Expand the Connections tree.
The list of operators currently connected to this MCU appears.

= Connections

«§r alice (1D:4)
«§r Bietty (ID:6)
«§r Jack (ID:1)
«§r Rick (I0:12)
«§r Rose (10:10)
; «§r ACCORD (ID:0)

Click the Connections icon to display the operators details in the Status
pane of the main window.

[=] . MCUs Netuwork. | [ togin [ Authorization Group | Login Since [ Location [ Reeservation Name [ Party Name |
5L Product Management ( Normal} T
=] Eéﬂ MCU Configuration '§ﬁ Alice (1D:4) ordinary Feh 04, 2004 1414012 FE-JOSHUA-G
ards '§F Betty (ID:6) super Feb 04, 2004 14:57:33  FE-ROGER-H
=] &) connestions §F Jack {IDi1) Attendant Feb 04, 2004 15:01:25  Fé-DUKE-KNOOP
. /gﬁ Alice (D4} §F Rick (1:12)  ordinary Feb 04, 2004 14:50:20 F6-YARDA
/g_p Betty (D:6) @F Rose (ID:10)  Attendark Feb 4, 2004 14:56:41  F6-DEBBIE-PC
/gﬁ Jack (ID:1) §F, ACCORD{ID:0)  super Feb 03, 2004 10:03:10 F&-LYNNE-GAZIT
- /§F Rick (1D:12) §EACCORD {ID:11) super Feb D3, 2004 15:10:58 F2-OPERATION-LA
‘)éﬁ Rose (ID:10) §EACCORD (ID:2)  super Feb D4, 2004 12:36:15 F&-DUKE-SERVER
- @F ACCORD: (ID:0) §EACCDRD (10:3)  super Feb 03, 2004 22:13:44  WO_portalpolycomweb
§F ACCORD ([D:11) g’fACCDRD (D:5)  super Feb D4, 2004 1148:27  FE-NAVIGATORZ
/E?r ACCORD (ID:2) '§FACCORD (D7) super Feb 04, 2004 10:2294  WiO_accord-srv
’ /SIF ACCORD (I0x) §mccono (ID:8)  super Feb 04, 2004 12111134 F&-DUKE-KNOOP
%:E ACCORD (ID55) - §mccoRD (I0:9)  super Feb 03, 2004 11:35:3%  PATHNAWIGATOR
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The information includes:

— The operator’s login name and an 1D number issued by the MCU.
The ID is a sequential number starting with 0 allocated to each
operator according to the order in which they logged in. The ID
numbers are reset whenever the MCU is reset.

— The operator’s authorization level (Ordinary, Attendant or
Superuser)

— The time the operator logged in

— The location of the operator, which is the name by which the MCU
identifies the operator’s computer

Remote Operator Alert

The system can be configured to contact an operator by dialing a phone
number at a remote location when no operator is present at a local MGC
Manager station. When a participant requests assistance or fails to logon, the
participant enters the participants queue and waits to be assisted by the
operator. Then, if configured, the MCU automatically dials out to the remote
location.

The Remote Operator Alert requires the configuration of an Operator
conference including the definition of a “participant”. In this case the
participant is an operator whose’s name contains a string attached to the name
that indicates to the system that the operator needs to be contacted at a remote
location. The MCU dials out to the remote operator and a connection is
established between the participant and operator.

Configuring a Remote Operator Alert Location:

1. Right-click the Reservations icon or On Going Conferences icon, and
then click New Operator Reservation or New Operator Conference.
The Conference Properties - General dialog box is displayed.

2. Define an Operator conference and click the Participants tab.
The Conference Properties - Participants dialog box is displayed.
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3. To define the participant, click the New button.
The Properties - Identification dialog box opens.

x|

Identification | AdvancEdI

The string defining the

Mame: operator’s name and
[alice [remote operstor] remote indication
Connection Type: Interface Type:

| Diaout = |ISDM =

Participant Numbers: Remote Operator dial-
Joos4zaosad out number

MCU Murnbers:

Extension/ldentifier String:

Meet me per: Bonding Phone Number:

IF'arl_\J LI I

User Defined 1: User Defined 2:

User Defined 3: User Defined 4:

Broadeasting Yolume[5] Listening Yolume[5]
1000800001 100080 ac

I I
I Audio Onlp I~ viP

¥ Save Participant oK I Cancel | Help |

The string name[remote operator] as displayed in the Name field
consists of the following format: <Free name text> [remote operator].
Each section of the string is explained below:

— Text Field—Participant’s name

— Brackets [ ]|—Brackets indicating a format string. Brackets are
context sensitive and only this type of format can be used: [ ]

— remote operator—This field is context sensitive and must be exactly
presented as shown: [remote operator]

4. Finish the conference definition.

When a participant enters the Participants Queue, the system routes the
call to the remote operator.



Configuring the Gateway

Overview

The GW-25/GW-45 Gateway is a network element within the H.320 and
H.323 communications network. It provides connectivity across different
physical networks and translates multiple protocols for point-to-point rich

media communications.

Gatekeeper

LAN

Figure 7-1: Typical Single Gateway Configuration

The GW-25/GW-45 can be connected to both H.320 (ISDN) and H.323 (IP)
networks. The gateway configuration supports H.323-to-H.320, H.320-to-
H.323 and H.323-to-H.323 point-to-point calls.

The GW-25/GW-45 supports the widest range of video and audio
algorithms. It allows sites with different frame rates, connection speeds,
audio algorithms, video resolutions and network protocols to transparently
connect with one another. The transcoding abilities of the GW-25/GW-45
allow each endpoint to connect at its optimal capabilities.

The GW-25/GW-45 technology and system architecture are the same as
those used in the MGC-50/MGC-100. The gateway can be configured on
either an 8-slot (GW-25) or 16-slot (GW-45) chassis in a standalone gateway
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configuration or as a combined MCU/Gateway configuration. The system can
be configured to support a secured firewall gateway that can coexist with
other gateway and MCU services on the same platform.

System administration of the MCU and the gateway are accomplished using
the same MGC Manager application. This management application enables
the system operator to view all the system resources for both the MCU and
the gateway. The gateway can also be monitored via the network using
SNMP.

The GW-45

The GW-45 is a 16-slot chassis that allow up to 48 concurrent point-to-point
sessions in bandwidths ranging from 56 Kbps (audio only) to E1 (1920
Kbps). The GW-45 is a Carrier Class gateway that also provides a NEBS
Level-3 compliance solution.

The GW-25

7-2

The GW-25 is an 8-slot chassis that allow up to 24 concurrent point-to-point
sessions in bandwidths ranging from 56 Kbps (audio only) to E1 (1920
Kbps).
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GW-25/GW-45 Main Features

The GW-25/GW-45, main features are:

The gateway may be configured as standalone or in a shared resource
configuration with the MCU

Scale up to 48 Gateway sessions per gateway
Connections speed up to E1 (1920 Kbps)

Can be configured with ISDN/IP network interface supported (ISDN E1/
T1 up to 1920 Kbps and Ethernet 10/100)

Supports ITU video conferencing standards for video and audio
Can provide a firewall gateway solution
Can be monitored via the network using SNMP

Supports Direct Inward Dialing (DID), routing H.320 incoming calls to
H.323 endpoints

Video Transcoding (when needed, requires additional hardware)
BONDING standard

Once configured, the Gateway works seamlessly without operator
intervention

Enables the operator to view the list of On Going Gateway sessions and
assist participants if required

H.239/People+Content support

DTMF support in Gateway Sessions is enabled in the system.cfg file in

: % An MCU that is configured as a gateway can forward DTMF tones. The

the GENERAL SECTION, by setting the ENABLE_DTMF_VIA_GW flag
to YES.
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System Specifications
The GW-25/GW-45 conforms to the following standards:

Audio standards: G.711a, G.711u, G.722, G.723 (H.323 only), G.728,
SIREN7, SIREN14

Video standards: H.261, H.263, H.264

Video resolution: CIF, QCIF

Communication Standards: H.320, H.323

Call setup standards: H.245 (H.323) and H.221 (H.320)
Content standard: H.239

Data Rates: Up to E1 (1920 Kbps)

Minimum Requirements

MGC or Gateway

H.323 Card (2 Cards required for IP to IP Gateway communications)
ISDN Net Card (Requires minimum 1 PRI with a range of DID numbers)
MUX Card

Audio Card

Video Card (Optional - for Transcoded calls)

Software Requirements

MGC Version 4.00.XXX or above
MGC Manager Version 4.00.XX or above

Network Requirements

ISDN PRI line for H.320 Participants

ISDN PRI line should have a range of 10 - 20 DID numbers available for
Gateway communications

Switched Ethernet connection to each H.323 card in the MCU
10/Half Ethernet connection for management of the MGC/Gateway
Static IP address for the MGC/Gateway management port

Static IP address for each H.323 Card installed on the system
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You will need a Gatekeeper of some type: Polycom, Radvision, Cisco, MXM,

etc. including:

»  H.320-compliant Endpoints

»  H.323-compliant Endpoints

Network Alias

e E.164 (Numeric Only)
»  H.323 ID (Alpha-Numeric)

Protocol Requirements

The following table summarizes protocol requirements for Gateway

communications.

Table 7-1: Protocol Requirements

alcioecl H.323 H.320

Component

Call control H.225.0 Q.931

System control H.245 H.242/H.243

Multiplex H.225.0 H.221

Audio G.711, G722, G.722.1, G.711, G.722, G.722.1,
G.723.1, G.728, Siren7, G.723.1, G.728, Siren7
Siren14

Video H.261 QCIF, H.263, H.264 H.261 QCIF, H.263, H.264

Dual Stream Mode

H.239
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Calling Methods Using a Single Gateway

The GW-25/GW-45 gateway configuration supports H.323-to-H.320, H.320-
to-H.323 and H.323-t0-H.323 point-to-point calls. When an endpoint calls
another endpoint, the dial-in number depends on the network used by the call
initiator and on the method used to route the call. The Routing Method
depends on the gateway configuration.

H.320 to H.323 Calls

A H.320 - H.323 gateway provides inter-working by providing the conversion
of audio, video, data and control protocols as specified in the H.323 and
H.320 system specifications.

When the H.320 endpoint calls the H.323 endpoint, three different methods
may be used to reach the same endpoint: Destinations, Address Book and
Forwarding Service.

Destinations

In the Destinations method, the carrier allocates the dial-in numbers to the
MCU/Gateway. Usually the carrier only transfers part of the number (the last
digits from the end of the number) to the gateway for example, 1501 to 1600.
Each dial-in number is assigned to a specific destination H.323 endpoint. The
destination H.323 endpoints will have to be configured according to the dial-
in numbers allocated to the gateway using aliases in E.164 format. For
example, if the dial-in number 1501 is allocated to an H.323 endpoint, the
endpoint alias will have to be configured as 1501 in E.164 format. Each of the
H.323 endpoints must register with the gatekeeper using its E.164 alias.
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L]
[ 1501
IW (E164 Alias)
Dial-in number A a0
range: 1501-1600 Gatekeener
(as allocated by " 1502
g the carrier) {E164 Alias)
S T —
“~._._ .= TIUE1Spans LAN
| 1503
i i {E164 Alias)
H.320 Endpoint :
GW-45
1504
(E164 Alias)

LAN

Figure 7-2: System Configuration Using Destinations

Using this method, the H.320 endpoint dials a number that is comprised of the
gateway access number and the H.323 endpoint alias in E.164 format (step 1
in Figure 7-3). For example, when the H.320 endpoint dials 9251501, the
digits 925 represent the gateway access number and 1501 represent the alias
in E.164 format of the destination H.323 endpoint.

Gatekeeper

1501
| (E164 Alias)
.-

The GW transfers
the call to 1501

The GK returns the
IP address
of 1501
to the GW

s z |
;,._, o
The carrier conveys | . The GW semls
The endpoint dials to the GW 1501
9251501 1501 GW-45 to the GK

O @

LAN

Figure 7-3: Destinations Call Flow

The carrier conveys the dial-in number to the gateway - 1501 in the example
(step 2 in Figure 7-3). The gateway sends the dial-in number to the gatekeeper
in order to locate the endpoint's IP address (step 3 in Figure 7-3). The
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gatekeeper returns the IP address of the destination endpoint to the gateway
(step 4 in Figure 7-3), which in turn transfers the call to the appropriate H.323
endpoint (step 5 in Figure 7-3).

Using this method, each configured endpoint has its own direct dial-in
number; therefore the gateway requires the use of many dial-in numbers (at
least as many as the number of H.323 endpoints). In addition, this method
requires the presence of a Gatekeeper for address translation (E.164 alias to
an IP address). If the H.323 endpoints were configured prior to the
configuration of the gateway, the system administrator has to change the
configuration of each endpoint and define a new alias according to the dial-in
numbers allocated to the gateway by the carrier.

Address Book

In the Address Book method, the gateway includes a conversion table in
which each DID number is assigned an alias or IP address of an H.323
endpoint. The carrier allocates the dial-in numbers to the MCU/Gateway, for
example, 1701 to 1800. In Figure 7-4, “System Configuration Using Address
Book”, the dial-in number 1721 is assigned to an H.323 endpoint whose alias
is 501.

DID | Alias

1721 501 Gatekeeper

1722 | s02

1723 503 . 501
21 | s0a ! —-i (E164 Alias)

Dial-in number
T T range: 17011800 5
g ISDH

" .+~ TIE1Spans

502
| (E164 Alias)

H.320 Endpoint

LAN

Figure 7-4: System Configuration Using Address Book

Using this method, the H.320 endpoint dials a number that is comprised of the
gateway access number and the number that represents an entry in the
Address Book; for example, 9251721, where 925 is the gateway access
number and 1721 is the entry in the Address Book (step 1 in Figure 7-5, “Call
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Flow Using the Address Book™). The carrier conveys the dial-in number to
the gateway - 1721 in the example (step 2 in Figure 7-5).

Gatekeeper

501
|| (E164 Alias)
\e

b Alias The GK returns the
1721 =01 IP address
of 501 o -
The GW transfers
T _ 1 el the callto 501
% ISDN —_— o
e s

The GW senls
501

The carrier conveys 1o the GK

The endpoint dials to the GW
9251721 1721

WD
(1] © © O

The GWtranslates LAN
172110 501

Figure 7-5: Call Flow Using the Address Book

The Gateway finds the appropriate entry in the Address Book (step 3 in
Figure 7-5). If the Address Book contains the IP address of the destination
endpoint, the call will be routed to the appropriate endpoint directly (step 6 in
Figure 7-5). If the Address Book contains the alias of the endpoint for
example, 501 in E.164 format, the alias is sent to the gatekeeper for address
translation (step 4 in Figure 7-5). The gatekeeper returns the IP address of the
endpoint to the gateway (step 5 in Figure 7-5). The gateway then routes the
call to the appropriate endpoint.

In this method, each dial-in number is an entry in the speed dial table;
therefore, the gateway will require the use of many dial-in numbers. If the
conversion table includes the IP address of the endpoint, the gateway can
route the call without the presence of a gatekeeper. To use the endpoint's alias,
a gatekeeper must be present in the network. However there is no need to
change the configuration of any of the H.323 endpoints.

Forwarding Service

In the Forwarding Service method, the administrator allocates a few dial-in
numbers (from the range of dial-in numbers received from the carrier) to the
MCU/Gateway, for example, 1815 to 1825; therefore, there cannot be an
assignment between endpoints and dial-in numbers. Instead, the H.320
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endpoint dials one number to access the gateway, and then enters the H.323
endpoint number (in E.164 format) using the TCS4 method.

Gatekeeper

: 501
L} (E164alias)
: 502

| (E164 Alias)

503
_ (E164 Alias)

Dial-in number
e T T range: 18151825
. ISDN

b T

T1E1 Spans

H.320 Endpoint

504
_ (E164 Alias)

LAN

Figure 7-6: System Configuration Using Forwarding Service

Using this method, the H.320 endpoint dials a number that is comprised of the
gateway access number, the forwarding service session identifier, the TCS4
indicator and the alias (in E.164 format) of the H.323 endpoint. For example,
9251815 (Note: On some H.320 endpoints there is a special TCS4 field where
you add the 501 dial string, beside the phone number as shown in step 1 in
Figure 7-7, “Call Flow Using Forwarding Service” where 9251815 represents
the gateway access number. The TCS4 information is sent by the endpoint
after its first channel synchronizes with the gateway.

The gateway identifies the TCS4 number 501 as the H.323 endpoint number
and sends it to the gatekeeper for address translation (step 4 in Figure 7-7).
The gatekeeper returns the IP address of the endpoint to the gateway (step 5 in
Figure 7-7), which then transfers the call to the appropriate H.323 endpoint
(step 6 in Figure 7-7).
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Gatekeeper

501
|| (E164 Alias)
I

The GW transfers
the call to 501

@

The GK returns the
IP address

of 501
to the GW

Sowsow

e - The GW sends
The carrier conveys o ter: GK
The endpoint dials tothe GW
92518157501 1815 #501

LAN

Figure 7-7: Call Flow Using Forwarding Service

In this method, only a few dial-in numbers (as little as one) may be used to
access the gateway. One dial-in number may serve many H.323 endpoints. It
does not require any additional configuration of the endpoints or the gateway.
However, this method can only be used with H.320 endpoints that support
TCS4. To use the endpoint's alias, a gatekeeper must be present in the
network and the H.323 endpoints must register with the gatekeeper using
their numeric aliases (E.164 format).
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ISDN-IP Methods Summary
Table 7-2 summarizes the different methods that can be configured for the

Gateway.

Table 7-2: ISDN-to-IP Methods Summary

requirement

dial-in numbers.

dial-in numbers.

Destinations Speed Dial Forwarding Service
Method Each dial-in Each dial-in One single dial-in
number is number is number may be used
assigned to one assigned to an for all the gateway
destination H.323 | entry in the speed | calls. The H.323
endpoint. dial table which is | endpoint number is
then translated to | entered using TCS4.
the H.323 endpoint
address.
Endpoint The system No need to change | No need to change
configuration | administrator must | the configuration of | the configuration of
configure the the H.323 the H.323 endpoints.
H.323 endpoint endpoints. The Useful for existing
aliases according conversion is done | network installations.
to the dial-in via the speed dial
numbers. table.
Useful for new Useful for existing
network network
installations. installations.
Dial-in Requires the user | Requires the user | The user can
Numbers to purchase many | to purchase many | purchase a dial-in

number and many
PRI lines.
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H.323 to H.320 or H.323 Calls

23

When an H.323 endpoint calls an endpoint (H.323 or H.320), two different
methods may be used to reach the same endpoint: Forwarding Service (H.323
to H.320) or Address Book.

With the Address Book method, the Gateway includes a conversion table in
which each E.164 ID number is assigned either the phone number of an H.320
destination endpoint or an IP address or Alias of an H.323 endpoint. The
Gateway also includes a table of Session Profiles. Each Session Profile
describes the call parameters such as the network service to be used to dial to
the destination endpoint, the line rate and the transcoding mode. Each entry in
the table is identified by an E.164 format ID. When the call originator dials
the E.164 ID, the gateway converts this ID to the destination endpoint dial
number or IP address/Alias. The call parameters such as Line Rate, Restricted
(ISDN only) and Transcoding Method are indicated by a Session Profile ID.

Address Book IP-to-ISDN

This method is used when an “Internal” IP endpoint calls an external ISDN
number. It enables speed dialing as the IP endpoint only enters the endpoint
ID in the table and does not have to enter the whole number (many digits).

With the Address Book method, the Gateway includes a conversion table in
which each E.164 ID number is assigned a destination H.320 (ISDN/PSTN)
number. In this method, the destination endpoint details are taken from the

Address Book table, enabling speed dialing from H.323 endpoints to ISDN

endpoints.

In the following examples, the number 83 represents the H.323 Network Service
prefix defined for the MCU and that is registered with the Gatekeeper. It is used
by the Gatekeeper to identify the MCU and network cards that should be used to
handle the call.
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The GW translates 30
to ISDN number 8254050

Entry ISDHAF /Alias
30 8254050
k| 9254050 9254051
32 017702330010
33 201
34 172.22.151.96

The GW calls the
ISDN number 8254050
Endpoint ISDN
number 8254050

Gatekeeper

]

The endpoint dials
834130

LAN

Figure 7-8: IP-to-ISDN System Configuration Using Address Book

For example, when the H.323 endpoint dials 8341#30 (step 1 in Figure 7-9,
“IP-to-1ISDN Call Flow Using Address Book™), the MCU Network Service
prefix (as registered with Gatekeeper) is sent to the gatekeeper where the
digits 83 are identified as the gateway prefix (step 2 in Figure 7-9) and the
digits 41 as the Session Profile. The gatekeeper translates the prefix to the IP
address of the gateway (step 3 in Figure 7-9). The call is transferred to the

gateway with the digits 41and #30 (step 4 in Figure 7-9).

The GW calls the

ISDN number 8254050 |

The GK recognize 83

as a GW prefixo

The GK returns the

ISDN Endp oint using the parameters i |
number 8254050 defined inthe session GW-45
profile 41
Entry | ISDHIP Alias
30 8254050

The GW translates 30

Gatekeeper

IP address
of the GW

1o ISDN number 8254050

Figure 7-9: IP-to-ISDN Call Flow Using Address Book
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The gateway uses 41 to identify the Session Profile to be used for calling the
ISDN endpoint. It determines the call line rate, restricted and transcoding
settings. The gateway identifies #30 as an entry in the Address Book table and
translates this entry to 8254050 (step 5 in Figure 7-9). The gateway calls the
number 8254050 using the parameters defined in the Session Profile
identified by the digits 41and connects both endpoints (step 6 in Figure 7-9).
Using this method, a gatekeeper must be present for address translation of the
prefix and Session Profile to the gateway IP address.

Address Book IP-to-IP

In the Address Book method, the gateway includes a conversion table in
which each E.164 1D number is assigned a destination alias or IP address. In
this method, the destination endpoint details are taken from the Address Book
table. It is used when an internal IP endpoint calls an external IP address
through a firewall.

Gatekeeper B Gatekeeper A

o

I

The endpoint dials
8342433 using the
parameters defined in
the session profile 42

J

201
(E164 Alias)

The GW calls
the IP of EP 201

GW-45

The GW translates 41
i ali 201
ik to alias 201 LAN
Entry ISDHAF Alias
33 201

Figure 7-10: IP-to-IP System Configuration Using Address Book

For example, when the H.323 endpoint dials 8342#33 (step 1 in Figure 7-11,
“IP-to-1P Call Flow Using Address Book™), the number is sent to the
gatekeeper A where the digits 83 are identified as the gateway prefix (step 2
in Figure 7-11). Gatekeeper A translates the prefix to the IP address of the
gateway (step 3 in Figure 7-11) and sends this address to the endpoint. The
call is transferred to the gateway with the digits 42#33 (step 4 in Figure 7-11).
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I Gatekeeper B Gatekeeper A

GE-Arecognize

]

d3asa
GW prefix )
GK-B returns the IP The endpoint dials
o address of 201 83422
to the GW Firewall GH-A retuns o
201 The GW sends the IP a(l(les-so
. 201 of the GW
(E164 Alias) o 0 oKB
The GW calls The EP call
the IP of EP 201 the GW

using the parameters
defined inthe

session profile 42 GW-45 o o
o The GW translates 33

LAN to alias 201 LAN
Entry ISDHAP Alias
33 201

Figure 7-11: IP-to-IP Call Flow Using Address Book

The gateway identifies #33 as an entry in the Address Book table and
translates this entry to alias 201 (step 5 in Figure 7-11). The gateway sends
the alias 201 to gatekeeper B for address translation (step 6 in Figure 7-11).
Gateway B returns the IP address of the endpoint to the gateway (step 7 in
Figure 7-11) using the parameters defined in the Session Profile 42. The
gateway calls endpoint 201 and connects the endpoint to the video conference
(step 8 in Figure 7-11).

In this method, all H.323 endpoints on the network can call any H.323
endpoint when two gatekeepers (one in each zone) are present. The H.323
endpoints must register with the gatekeepers using their numeric aliases (any
selected format). This enables gateway sessions over firewalls without
changing the organization network configuration or compromising its
security.
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Session Profile IP-to-ISDN

In this method, the destination endpoint number and the gateway session
configuration details are transferred to the gateway in the dialed number.

The H.323 endpoint dials the gateway prefix and the H.320 number (step 1 in
Figure 7-12, “IP-to-ISDN Call Flow Using Session Profile”), for example,
8390*8254050.

Gatekeeper

The GK recognize
33 as the lNetwork o
Service prefix inthe

Gatekeeper

R

The endpoint dials o
8390'8254050

The GK returns
the IP address
of the GW

TCERE % The call is
ISDN . - transfemed
¢ - . ; — to the GW with the
° s R ol " session profile number
he calls the a0
5 ISDN number 8254050
ISDN Endp oint

number 8254050 e o

LAN

Figure 7-12: IP-to-ISDN Call Flow Using Session Profile

The Prefix 83 needs to be configured in the Gatekeeper and is listed in the
H.323 Network Service as the prefix. The indicated asterisk (*) is the
delimiter and the digits 8254050 represent the destination endpoint ISDN
number. The number is sent to the gatekeeper where the digits 83 identify the
gateway (step 2 in Figure 7-12). The gatekeeper returns the IP address of the
gateway (step 3 in Figure 7-12) to the endpoint. The call is then routed to the
gateway (step 4 in Figure 7-12) including the ISDN number of the destination
endpoint. The gateway dials the ISDN number and connects the endpoint to
the conference (step 5 in Figure 7-12) using the call parameters defined in the
Session Profile whose ID is 90.

Session Profile IP-to-IP

In this method, endpoint details are transferred to the gateway in the dialed
number. It is used when an internal H.323 endpoint calls an external IP
address.
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Gatekeeper B Gatekeeper A
| -L_{a =b j
Il J |
The endpoint dials

Firewall 8391°201

201
(E164 Alias)

GW-45
The GW calls

the IP of EP 201
LAN LAN

Figure 7-13: IP-to-IP System Configuration Using Session Profile

The H.323 endpoint dials the gateway prefix, profile identifier and the H.323
alias in E.164 format (step 1 in Figure 7-14, “IP-to-IP Call Flow Using
Session Profile”), for example, 8391*201.

Gatekeeper B - o Gatekeeper A

1 IW inthe Session 4 -

X, o Profile e
GK B retums the IP The endpoint dials o

o address of 201 . 8391201
to the GW Firewall GK A retums the

IP address
of the GW

201
(E164 Alias)

GK A recognizes
83 as a GW prefix
and #1 is the
Session ID listed

B

The GW semls 201
The GW calls to GK B

The call is
the IP of EP 201 i transferred
o to the GW

O

LAN LAN

Figure 7-14: IP-to-IP Call Flow Using Session Profile

The Prefix 83 needs to be configured in the Gatekeeper and in the H.323
Network Service and the gateway prefix, which is also the entry number for
the Forwarding Service. 91 is the Forwarding Service ID listed in the Session
Profiles. The indicated asterisk (*) is the delimiter and the digits 201
represent the alias of the H.323 destination endpoint in E.164 format. The
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number is sent to the gatekeeper A where the digits 83 identify the gateway
(step 2 in Figure 10-14). Gatekeeper A returns the IP address of the gateway
to the endpoint (step 3 in Figure 7-14). The call is then routed to the gateway
(step 4 in Figure 7-14) including the alias of the destination endpoint (201).
The gateway sends the alias 201 to gatekeeper B for address translation (step
5 in Figure 7-14). Gatekeeper B returns the IP address of the endpoint to the
gateway (step 6 in Figure 7-14). The gateway connects the H.323 endpoint to

the session (step 7 in Figure 7-14) using the call parameters defined in the
Session Profile 91.

In this method, all H.323 endpoints on the network can call any H.323
endpoint when two gatekeepers (one in each zone) are present. The H.323
endpoints must register with the gatekeepers using their numeric aliases
(E.164 format). This enables the gateway sessions over firewalls without
changing the organization network configuration or compromising its

security.

Table 7-3: IP-to-IP/ISDN Methods Summary

Address Book Profile
Method The H.323 endpoint dials The H.323 endpoint dials the
the gateway prefix and the | profile (same as gateway prefix)
ID (E.164 format) of the and the ISDN number or IP
entry in the Address Book. | address/Alias of the endpoint.
The entry is translated to Each network service and
the ISDN number or IP configuration requires its own
address/Alias of the Profile.
endpoint.
Configuration | The conversion table must | No need to configure any of the
be defined in the gateway. numbers prior to calling.
Enables speed dialing to Endpoint details are transferred
the ISDN endpoints. to the gateway in the dialed
number.
Notes Only pre-configured Any ISDN number or Alias can
numbers can be used. be dialed without special
configuration of the endpoint.
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TCS4 for Two Single Gateways

7-20

2

TCS4 Protocol can be implemented when calling from an H.323 endpoint to
H.323 endpoint using two single gateways.

An H.323 endpoint (A) dials the gateway using the profile: [prefix ID]
[profile ID]*[remote gateway # (DID)] # E.164 (alias type) of the remote
endpoint.

The TCS4 for Two Single Gateways format: [prefix ID] [profile ID] * [remote
gateway # (DID)] # E.164 (alias type) of the remote endpoint, has been changed
in version 5.0.

The H.323 participant A dials 8390*8254050#1234 where 83 is the prefix ID
(local gateway), 90 is the profile ID (local gateway), 8254050 is the remote
gateway number (DID for the remote gateway for the Forwarding Service)
and 1234 is the E.164 alias of participant B.

The local Gateway queries the remote gateway where the routing service has
a pre-configured dial-in number (DID). The remote gateway sends a TCS4
request to local gateway. The local gateway translates the E.164 string into
TCS4 and sends it to the remote gateway. The remote gateway translates the
TCS4 message into the E.164 alias and connects the call to the remote H.323
endpoint (B).

The Remote GW

H.323 The Local GW sends translates the TCS4 H.323
Endpoint (&) a TCS4 message to message into E.164 Endpoint (B)
the Remwote GW format
' —» {H23 8 —p — —» L H323 B —p 'n
T H.320 T
" Local Remote
o TheLocal GK - Gateway o Gateway
The endpoint dials b et T RS The call is
BI00'82540506E.164 O 0 @ W pefix Airgia: Connected
of endpoint B Profile ID and aTCS4request to
processesthe call the Local GW

Figure 7-15: TCS4 for Two Single Gateways
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Calling Methods Using the Double Gateway

The Double Gateway can perform six basic call directions:

e H.320 Endpoint over H.323 Backbone to H.323 Endpoint
e H.323 Endpoint over H.323 Backbone to H.320 Endpoint
»  H.320 Endpoint over H.323 Backbone to H.320 Endpoint
»  H.323 Endpoint over H.323 Backbone to H.323 Endpoint
e H.323 Endpoint over H.320 Backbone to H.323 Endpoint

With an H.320 backbone you cannot initiate a double gateway call from an
ISDN endpoint, since a single gateway does not support an H.320 to H.323
call.

When an endpoint calls another endpoint, the dial-in number depends on the
network used by the call initiator and on the method used to route the call.
The Routing Method depends on the way the gateways are configured. In a
Double Gateway communications setup, the Remote Gateway Definition and
Gateway Link require configuration according to the Routing Method that is
to be implemented.

When using the double gateway you are required to use the same settings for
both the local and remote gateway.

It is strongly recommended that default settings are used for the Speed dial
indicator (Address Book indicator) and the Multiple-number Delimiter (Profile
indicator).

: % Gateway Configuration - General Settings

H.323 to H.323 to H.320/H.323 Calls

When a H.323 endpoint calls an endpoint (H.323 or 320), two different
methods may be used to reach the same endpoint: Profile or Address Book.
H.323 Endpoint Over an H.323 Backbone to H.320 Endpoint,
Using Profiles

In this method, the endpoint number and the gateway session configuration
details are transferred to the gateway in the dialed number.

The H.323 endpoint connects using the following string: [local GW prefix,
first GW Link ID]*[ISDN No.], for example, 7011*1234.
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i Gatekeeper B Gatekeeper A :
. — = The local GW
he beal
o The Remwote GW recognizes T
refrieves the as a GW prefix and The endpoint dials
The Remote GW destination Local GW 11 as the Gateway 70111234
calls the endpoint number transfers the call Link ID listed in the
endpoint to the Remote Session Profile
[ 1tew‘1y
The Remote The call is
GW dials 1234 transferred
to the local GW
Remote GW Local GW
ISDN The local GW dials LAN

904’ 1234 8 is the
Remate Gateway
Definition prefix and 42 is
the Session Profile ID

Figure 7-16: IP-to-ISDN Over H.323 Backbone Call Flow Using Profile

Step 1. The H.323 endpoint dials 7011*1234 representing the gateway prefix,
the Gateways Link ID, the Delimiter and ISDN number as shown in
the above example.

The digits 70 represent the local gateway prefix defined in the
Network Service Properties and 11 is the local Gateway Link ID
retrieved from the Gateway Link.

Step 2. The local gateway automatically dials the remote gateway using the
string 9042*1234.
The digits 90 represent the remote gateway (H.323) ID prefix taken
from the local Gateway Link. The Remote Gateway H.323 profile
ID, 42, represents the configured Session Profile (ID E.164)
parameter defined in the To H.320 Session Profile Definition dialog
box. The * is the Delimiter defined in the Gateway Configuration -
General Settings dialog box. 1234 is the dialed ISDN number and
represents the destination endpoint number.

Step 3. The remote gateway dials 1234 and connects the call.
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H.323 Endpoint Over an H.323 Backbone to H.323 Endpoint,
Using Profiles

In this method, endpoint details are transferred to the gateway using pre-
configured numbers. It is used when an local H.323 endpoint calls the remote
H.323 endpoint.

The H.323 endpoint connects using the following string: [local GW prefix,
first GW Link ID]*[Alias], for example, 7011*1234

i Gatekeeper B Gatekeeper A

e

The local GW

]

The endpoint dials
70111234

The call is
transferred
tothe local GW

o The Remote GW recognizes 70
refrievesthe Alias of as a GW prefix and
The Remote GW the destination Local GW 11 as the Gateway
calls the endpoint number transfers the call Link ID listed in the
endpoint fromthe dial string to the Remote Session Profile
Gatews ly
The Remote
GW dials 1234
Remote GW Local GW
LAN The local GW dials LAN

904’ 1234, 20 is the
Remdte Gateway
Definition prefix and 42 is
the Session Profile I

Figure 7-17: IP-to-IP Over H.323 Backbone Call Flow Using Profile

Step 1. The H.323 endpoint dials 7011*1234 representing the gateway prefix,
the Gateways Link ID, the Delimiter and Alias as shown in the above
example.

The digits 70 represent the local gateway prefix defined in the
Network Service Properties and 11 is the local Gateway Link ID
retrieved from the Gateway Link.

Step 2. The local gateway automatically dials the remote gateway using the
string 9042*1234. The digits 90 represent the remote gateway
(H.323) prefix taken from the local Gateway Link. The Remote
Gateway H.323 profile ID, 42, represents the configured Session
Profile (ID E.164) parameter defined in the To H.323 Session Profile
Definition dialog box. The * is the Delimiter defined in the Gateway
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Configuration - General Settings dialog box. 1234 is the Alias
retrieved from the dial string and represents the destination endpoint.

Step 3. The remote gateway dials 1234 and connects the call.

H.323 Endpoint Over an H.323 Backbone to H.320 Endpoint,

Using the

Address Book

In the Address Book method, the gateway includes a conversion table in
which each E.164 ID number is assigned a destination H.320 (ISDN/PSTN)
number. In this method, the destination endpoint details are taken from the
Address Book table. It is used when an internal IP endpoint calls an external
ISDN number.

The H.323 endpoint connects using the following string: [local GW prefix,
first GW Link ID]*[ISDN No.], for example, 7011*1234.

| -

The Remote GW
calls the
endpoint

The Remote
GW dials 1234

Gatekeeper B

The Remote Gateway
dial-in number s
retrieved from the

H.323 Endpeint Alias

located in the
Address Book table

o

Remote GW

LAN

Gatekeeper A

]

The endpoint dials
70111234

©

The local GW
recognizes 70
as a GW prefix and
11 as the Gateway
Link ID listed in the
Session Profile

Local GW
transfers the call
to the Remote
Gateway

10

The call is
transfemed
to the local GW

Local GW

The local GW dials 90212,  LAN

90 is the Remote Gateway
Definition prefix and 42 is
the Session Profile ID

Figure 7-18: IP-to-ISDN Over H.323 Backbone Call Flow Using Address Book

Step 1. The H.323 endpoint dials 7011*1234 representing the gateway prefix,
the Gateways Link 1D, the Delimiter and ISDN number. The local
gateway dials the remote gateway using the string 7011*1234.

The digits 70 represent the local gateway prefix defined in the
Network Service Properties and 11 is the local Gateway Link ID
retrieved from the Gateway Link.

With the Address Book method, the gateway includes a conversion
table in which each E.164 ID number is assigned a destination phone
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number. In this method, the destination endpoint details are taken
from the Address Book table.

Step 2. The local gateway automatically dials the remote gateway using the
string 90#42. The digits 90 represent the remote gateway (H.323)
prefix taken from the local Gateway Link. The Remote Gateway
H.323 profile ID, 42, represents the configured Session Profile (1D
E.164) parameter defined in the To H.320 Session Profile Definition
dialog box. The # is the Speed Dial indicator (Address Book field)
defined in the Gateway Configuration - General Settings dialog box.

Step 3. The remote gateway retrieves the endpoint ISDN number from the
Address Book table and connects the call.

H.323 Endpoint Over an H.323 Backbone to H.323 Endpoint,
Using the Address Book

In the Address Book method, the gateway includes a conversion table in
which each E.164 1D number is assigned a destination alias or IP address. In
this method, the destination endpoint details are taken from the Address Book
table. It is used when an internal IP endpoint calls an external IP address.

The H.323 endpoint connects using the following string: [local GW prefix,
first GW Link ID]*[Alias], for example, 7011*1234.

Gatekeeper B Gatekeeper A
I ﬁ
W' o
— The Remote Gateway The local GW
o dial-in number is recognizes 70 o
refrieved from the as a GW prefix and The endpoint dials
H.323 Endpoint Alias Local GW 11 as the Gateway 70111234
The Remote GW located inthe transfers the call Link ID listed in the
calls the Address Book table to the Remote Session Profile
endpoint Gateway
o | The callis
The Remote transfermed
GW dials 1234 tothe local GW
Remote GW Local GW
LAN The local GW dials 90212, LAN

90 is the Remote Gateway
Definition prefix and 42 is
the Session Profile ID

Figure 7-19: IP-to-IP Over H.323 Backbone Call Flow Using Address Book
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Step 1. The H.323 endpoint dials the gateway prefix, the Gateway Link ID,

the Delimiter and Alias.

The digits 70 represent the local gateway prefix defined in the
Network Service Properties and 11 is the local Gateway Link ID
retrieved from the Gateway Link.

With the Address Book method, the gateway includes a conversion
table in which each E.164 ID number is assigned a destination alias.
In this method, the destination endpoint details are taken from the
Address Book table.

Step 2. The local gateway automatically dials the remote gateway using the

string 90#42. The digits 90 represent the remote gateway (H.323)
prefix taken from the local Gateway Link. The Remote Gateway
H.323 profile ID, 42, represents the configured Session Profile (1D
E.164) parameter defined in the To H.323 Session Profile Definition
dialog box. The # is the Speed Dial indicator (Address Book field)
defined in the Gateway Configuration - General Settings dialog box.

Step 3. The remote gateway retrieves the endpoint Alias from the Address

Book table and connects the call.

H.323 to H.320 to H.323 Calls
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When an H.323 endpoint calls an H.323 endpoint two different methods may
be used to reach the same endpoint: Forwarding Service or Address Book/
Destinations.

H.323 Endpoint Over an H.320 Backbone to H.323 Endpoint,
Using the Address Book

In this method, the destination endpoint number and the gateway session
configuration details are transferred to the gateway in the dialed number.
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The H.323 endpoint connects using the following string: [local GW prefix,
first GW Link ID]*, for example, 7011*.

Gatekeeper B Gatekeeper A
? The Remote
— Gateway dial-n The Iod.tnl GW o
o ommhet is retrieved recognizes Ti . :
fromthe Remate as a GW prefix and The endpoint dials
3 initi Local GW 11 as the Gatewa 7o011°
The Remote GW GW Definition 5 Y
calls the ? located in the transfers the call Link ID listed in the
5 Address Book table to the Remote Session Profile
endpoint Gateway
o m The call is
The Remote ISDN transferred
GW connects to the local GW
the call, by
dialing 8000 Remote GW Local GW
LAN o The local GW dials the LAN

remote gateway 30208000,
8020 is the H.320 GW
parameter and 3000 the
Remate GW DID Ho.

Figure 7-20: IP-to-IP Over H.320 Backbone Call Flow Using Address Book

Step 1. The H.323 endpoint dials 7011* representing the gateway prefix, the
Gateway Link ID and the Delimiter.

The digits 70 represent the local gateway prefix defined in the
Network Service Properties and 11 is the local Gateway Link ID
retrieved from the Gateway Link.

With the Address Book method, the gateway includes a conversion
table in which each E.164 ID number is assigned a destination alias.
In this method, the destination endpoint details are taken from the
Address Book table.

Step 2. The local gateway automatically dials the remote gateway using the
string 80208000. 8020 is the H.320 Gateway Parameter (access PRI
number) taken from the Remote Gateway Definition and 8000 the
Remote Gateway DID number taken from the Gateway Link. The
digits 8000 represent the destination endpoint alias in H.323 format.

The Address Book - Endpoint Definition dialog box contains the
Destination Identifier whose configuration is set to H.323 endpoint
and is defined in the H.323 Endpoint Parameters settings. The H.323
Endpoint Parameters settings define the Alias Type, Alias Name and
IP Address.
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Step 3. The remote gateway uses the Address Book to find the H.323 phone
number 8000 as defined in the Remote Gateway Definition. Using
the Dial string the remote gateway finds the entry and dials 8000 the
destination endpoint.

H.323 Endpoint Over an H.320 Backbone to H.323 Endpoint,

Using Destinations

In this method, the destination endpoint number and the gateway session
configuration details are transferred to the gateway in the dialed number.

The H.323 endpoint connects using the following string: [local GW prefix,
first GW Link ID]*, for example, 7011*.

! Gatekeeper B Gatekeeper A :

JHE

= IW
The local GW o
N The Rﬂllqte recognizes T
o baltewA::yl e:(lﬁves as a GW prefix and The endpoint dials
. the Alias of the Local GW 11 as the Gateway .
The Remote GW Endpoint defined in transfers the call Link ID listed in the
calls the the Remote GW DID to the Remote Session Profile
endpoint Gateway
- 10
o The call is
The Remote ISDN transferred
GW connects 1o the local GW
the call, by
dialing 3000 Remote GW Local GW

LAN o The local GW dials the LAN
remote gateway 30208000,
8020 is the H.320 GW
parameter and 3000 the
Remate GW DID Ho.

Figure 7-21: IP-to-IP Over H.320 Backbone Call Flow Using Destinations

Step 1. The H.323 endpoint dials 7011* representing the gateway prefix, the
Gateways Link ID and the Delimiter.

The digits 70 represent the local gateway prefix defined in the
Network Service Properties and 11 is the local Gateway Link ID
retrieved from the Gateway Link.

In this method, endpoint details are transferred to the gateway which
includes a conversion table in which each E.164 ID number is
assigned a destination alias. Endpoint details are transferred to the
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gateway using pre-configured numbers. It is used when an local
H.323 endpoint calls the remote H.323 endpoint.

Step 2. The local gateway automatically dials the remote gateway using the
string 80208000. 8020 is the H.320 Gateway Parameter (access PRI
number) taken from the Remote Gateway Definition and 8000 the
Remote Gateway DID number taken from the Gateway Link. The
digits 8000 represent the destination endpoint alias in H.323 format.

Step 3. The Remote Gateway Definition contains the Alias H.323 of the
remote endpoint and locates the phone number 8000 as defined in the
Remote Gateway DID. Using the Dial string the remote gateway
finds the entry and dials the endpoint.

H.323 Endpoint Over an H.320 Backbone to H.323 Endpoint,
Using Forwarding Services

The H.323 endpoint connects using the following string: [local GW prefix,
first GW Link ID]* [Alias], for example, 7011*1234.

: Gatekeeper B Gatekeeper A :

]
s

The Remote GW
calls the

The Local GW sends
a TC54 messageto
the Remote GW

The Remote GwW

translates the TCS4 Local GW

The local GW
recognizes 70
as a GW prefix and
11 as the Gateway

Q

The endpoint dials
70111234

endpoint message into EA64 transfers the call Link ID listed in the
format to the Remok S ion Profile
o — —
1O
The Remote
GW connects The call is
the call, by ISDN transferred
dialing 1234 to the local GW
Remote GW Local GW
LAN LAN
The local GW dials the
T"e Remote GV remote gateway 80208000.
8020 is the H.320 GW
TCS4 <t t
? reques e parameter and 8000 the

the Local GW Remote GVW DID Ho.

Figure 7-22: IP-to-IP Over H.320 Backbone Call Flow Using Forwarding Service

Step 1. The H.323 endpoint dials 7011*1234 representing the gateway prefix,
the Gateways Link 1D, the Delimiter and Alias.

The digits 70 represent the local gateway prefix defined in the
Network Service Properties and 11 is the local Gateway Link ID
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retrieved from the Gateway Link. The indicated asterisk (*) is the
Delimiter and the digits 1234 represent the destination Alias.

Step 2. The local gateway automatically dials the remote gateway using the
string 80208000. 8020 is the H.320 Gateway Parameter (access PRI
number) taken from the Remote Gateway Definition and 8000 the
Remote Gateway DID number taken from the Gateway Link. The
digits 8000 represent the destination endpoint alias in H.323 format.
The local Gateway queries the remote gateway where the routing
service has a pre-configured dial-in number (DID). The remote
gateway has no information but the Forwarding Service knows that it
has to request the string from the local gateway using the TCS4
channel. The local gateway translates the E.164 string into TCS4 and
sends it to the remote gateway.

Step 3. The remote gateway translates the TCS4 message into E.164 format
and connects the call to the remote H.323 endpoint. The remote
gateway forwards the Alias by retrieving the H.323 dialup sting that
has been stored at the local gateway. The local gateway sends the
string to the remote gateway and connects the call to the endpoint
dialing 1234.

H.320 to H.323 to H.320/H.323 Calls
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When an H.320 endpoint calls an endpoint (H.323 or H.320), two different
methods may be used to reach the same endpoint: Address Book or Profile.

With the Address Book method, the carrier allocates the dial-in numbers to
the MCU/Gateway. Usually the carrier only transfers part of the number (the
last digits from the end of the number) to the gateway, for example, 1001 to
1600. Each dial-in number is assigned to a specific destination H.323 or
H.320 endpoint. The destination H.323 or H.320 endpoints will have to be
configured according to the dial-in numbers allocated to the gateway using
aliases in E.164 format. For example, if the dial-in number 1001 is allocated
to an H.323 endpoint, the endpoint alias will have to be configured as 1001 in
E.164 format. Each of the H.323 endpoints must register with the gatekeeper
using its E.164 alias. The H.323 endpoint dials the gateway prefix with the
H.323 alias in E.164 format; for example, 11118291*90#42.
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H.320 Endpoint Over an H.323 Backbone to H.323 Endpoint,

Using Address Book

The H.320 endpoint connects using the following string: [Dial-in No.]J[Link

DID], for example, 43218071.

Gatekeeper B

U

The Remote Gateway
dial-in number s
retrieved fromthe

H.323 Endpoint Alias

& _
‘—
o

Local GW

Gatekeeper A

=

The endpoint dials
43218071

The local GW
recognizes 8071 as
the Gateway Link ID

The Remaote GW listed in the
calls the o located in the transfers the call Session Profile
dnoint Address Book table to the Remote
endpoi Coe
M — 10
The call is
L transfemed
G“:::r:;:ﬁm tothe local GW
Remote GW Local GW

LAN

The local GW dials 90#42,  1SDN

90 is the Remote Gateway
Definition prefix and 42 is
the Session Profile ID

Figure 7-23: ISDN-to-IP Over H.323 Backbone Call Flow Using Address Book

Step 1. The H.323 endpoint dials the MCU/gateway prefix and the Link DID.
The digits 4321 represent the Dial-in number defined in the Network
Service Properties, 8071 is the Gateway Link DID taken from the
Gateway Link. The Gateway Link DID contains the Dial-in number
entered in the Network Service (ISDN).

Step 2. The local gateway automatically dials the remote gateway using the
string 90#42. The digits 90 represent the remote gateway (H.323)
prefix taken from the local Gateway Link. The Remote Gateway
H.323 profile ID, 42, represents the configured Session Profile (1D
E.164) parameter defined in the To H.323 Session Profile Definition
dialog box. The # is the Speed Dial indicator (Address Book field)
defined in the Gateway Configuration - General Settings. dialog box
The Address Book - Endpoint Definition dialog box contains the
Destination Identifier whose configuration is set to H.323 endpoint
and is defined in the H.323 Endpoint Parameters settings. The H.323
Endpoint Parameters settings define the Alias Type, Alias Name and

IP Address.
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Step 3. The remote gateway retrieves the endpoint Alias from the Address
Book table and connects the call.

H.320 Endpoint Over an H.323 Backbone to H.320 Endpoint,
Using Address Book

The H.320 endpoint connects using the following string: [Dial-in No.]J[Link
DID], for example, 43218071.

: Gatekeeper B Gatekeeper & :

I

O_
-—

The Remote Gateway o
dial-in number is The local GW

g recognizes 8071 as The endpoint dials
retrieved from the
The Remote GW Destination Endpoint Local GW the Gateway Link ID 43218071
calls the nunhet locatedinthe  transfers the call listed in the
endpoint Address Book table to the Remote Session Profile

Ga‘teway

The Remote EEEEEEE The call is
GW connects transfemed
the call

to the local GW

Remote GW Local GW

ISDN The local GW dials soxa2.  1SDN
90 is the Remote Gateway
Definition prefix and 42 is
the Session Profile ID

Figure 7-24: ISDN-to-ISDN Over H.323 Backbone Call Flow Using Address Book

Step 1. The H.320 endpoint dials the MCU/gateway prefix and the local Link
DID. The digits 4321 represent the Dial-in number defined in the
Network Service Properties, 8071 is the Gateway Link DID taken
from the Gateway Link. The Gateway Link DID contains the Dial-in
number entered in the Network Service (ISDN).

Step 2. The local gateway automatically dials the remote gateway using the
string 90#42. The digits 90 represent the remote gateway (H.323)
prefix taken from the local Gateway Link. The Remote Gateway
H.323 profile ID, 42, represents the configured Session Profile (1D
E.164) parameter defined in the To H.320 Session Profile Definition
dialog box. The # is the Speed Dial indicator (Address Book field)
defined in the Gateway Configuration - General Settings dialog box.
The Address Book - Endpoint Definition dialog box contains the
Destination Identifier whose configuration is set to H.323 endpoint
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and is defined in the H.323 Endpoint Parameters settings. The
Address Book - Endpoint Definition dialog box contains the
Destination Identifier whose configuration is set to H.320 endpoint
and is defined in the H.320 Endpoint Parameters settings. The H.320
Endpoint Parameters settings define the Phone Number and Bonding
Phone number.

Step 3. The remote gateway retrieves the endpoint ISDN number from the

Address Book table and connects the call.

H.320 Endpoint Over an H.323 Backbone to H.323 Endpoint,
Using Profile (with TCS4)

The H.320 endpoint connects using the following string: [Dial-in No., Link
DID]MAlias], for example, 432180711222,

: Gatekeeper B Gatekeeper A :
e
’ o =
(S ™ E The Local GW sends k -
i a TC54 message to The local GW o
the Remote GW i
recognizes 80113 | | g onapoint dials
The Remote GW the Gateway Link 1D
The Remote GW translates the TCS4 Local GW listed in the 432180714222
calls the message into E.164 transfers the call Session Profile
endpoint format to the Remote
Gaieway

O

The Remote o
GW connects The call is
the call using transfemed
the endpoint tothe local GW

alias, by
dialing 222 Remute GW Local GW
ISDN
LAN o The local GW dials 9042,
The Remote GW 90 is the Remote Gateway
returns a TCS4 request Definition prefix and 42 is
tothe Local GwW the Session Profile ID

Figure 7-25: ISDN-to-IP Over H.323 Backbone Call Flow Using Profile (With

TCS4)

Step 1. The H.320 endpoint dials the MCU/gateway prefix, Link DID and

Alias.

The digits 4321 represent the Dial-in number defined in the Network
Service Properties, 8071 is the Gateway Link DID taken from the
Gateway Link. The Gateway Link DID contains the Dial-in number
entered in the Network Service (ISDN), ~ is the TCS4 indicator and
222 the alias (in E.164 format) of the H.323 endpoint.
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Step 2. The local gateway automatically dials the remote gateway using the
string 9042. The digits 90 represent the remote gateway (H.323)
prefix taken from the local Gateway Link. The Remote Gateway
H.323 profile ID, 42, represents the configured Session Profile (1D
E.164) parameter defined in the To H.323 Session Profile Definition
dialog box. The remote gateway sends a TCS4 request to local
gateway. The local gateway translates the E.164 string into TCS4 and
sends it to the remote gateway. The remote gateway translates the
TCS4 message into the E.164 alias and connects the call to the
remote endpoint. 222 is the Alias retrieved from the dial string and
represents the destination endpoint.

Step 3. The remote gateway dials 222 and connects the call.
H.320 Endpoint Over an H.323 Backbone to H.320 Endpoint,
Using Profile

The H.320 endpoint connects using the following string: [Dial-in No., Link
DID]MISDN No.], for example, 43218071/222.

i Gatekeeper B Gatekeeper A :
The Local GW sends
a TCS4 message to
the Remote GW The local GW
recognizes 8071 as . B
= The endpoint dials
The Remote GW the Gateway Link 1D
The Remote GW translates the TCS4 Local GwW listed inthe 432180717222
calls t!’IB message into E.164 transfers the call Session Profile
endpoint format to the Remote
Gateway
oThe Remote o
Gw | The call is
the call I.IS-!'IQ transfemed
the endpoint to the local GW
alias, by
dialing 222 Remote GW Local GW
ISDN ISDNH

The local GW dials 9042,
90 is the Remote Gateway
ﬁ:&i;?ﬁ: Definition prefix and 42 is
Local GW the Session Profile 1D

ThBRETI:IIBGW

Figure 7-26: ISDN-to-ISDN Over H.323 Backbone Call Flow Using Profile

Step 1. The H.320 endpoint dials the MCU/gateway prefix, Link DID and
ISDN number.

The digits 4321 represent the Dial-in number defined in the Network
Service Properties, 8071 is the Gateway Link DID taken from the
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Gateway Link. The Gateway Link DID contains the Dial-in number
entered in the Network Service (ISDN) and 222 in the ISDN number
(in E.164 format) of the H.320 endpoint.

Step 2. The local gateway automatically dials the remote gateway using the
string 9042. The digits 90 represent the remote gateway (H.323)
prefix taken from the local Gateway Link. The Remote Gateway
H.323 profile ID, 42, represents the configured Session Profile (1D
E.164) parameter defined in the To H.323 Session Profile Definition
dialog box. The remote gateway sends a TCS4 request to local
gateway. The local gateway translates the E.164 string into TCS4 and
sends it to the remote gateway. The remote gateway translates the
TCS4 message into the E.164 alias and connects the call to the
remote endpoint. 222 is the Alias retrieved from the dial string and
represents the destination endpoint.

Step 3. The remote gateway dials 222 and connects the call.
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Gateway Session Profiles
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A Session Profile defines how the call leaves the gateway (which network is
used to handle the call), and how to establish the connection with the
destination endpoint, mainly which line rate to use, and the Transcoding
mode. All these parameters are defined in the Session Profile.

The following section describes the various session parameters that are
defined in the Session Profile.

Network Services

The MGC unit is designed to work with different telephone carriers. In
particular, the MGC unit can be connected to any public or private network
that supplies ISDN lines, leased lines, ATM connections or IP connections.
These include long distance carrier services and local area services. In
addition, the MGC unit may be connected to a serial network using the MPI
serial network interface card.

Line Rate

The transfer rate of multimedia (audio and video) between the two endpoints.
The maximum line rate currently supported for H.323 participants is E1
(1920 Kbps).

Transcoding

Transcoding enables participants using different line rates and video formats
to communicate, thus maintaining the highest video capabilities each
participant can achieve with his/her endpoint. There are three Transcoding
modes: None, When Required and Always.

None - No Transcoding.

When Required - Automatic Switching to Transcoding when the system
identifies the need.

Always - Transcoding is always used.

Audio Only

When one of the endpoints cannot use video or is a telephone, the session is
defined as Audio Only.

Restricted

In restricted lines, the line rate of each channel is 56 Kbps instead of 64 Kbps.
This option is primarily for the United States. If one of the endpoints is using
Restricted lines, the gateway session should be set to Restricted.
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Gateway Configuration

Planning the Gateway Configuration

Before you configure the gateway, you need to:

Ensure that appropriate Network Cards are installed and configured. For
more information see “Managing the Functional Module Cards
(MGC-50/MGC-100/MGC+50/MGC+100)” on page 4-2.

Configure the Network Services according to the type of Functional
Modules installed on the system. Configure the Dial-in numbers range in
the ISDN Network allocated to the gateways sessions. These numbers
must be different from the dial-in numbers allocated to multipoint
conferencing (in the Network Service the defined dial-in gateway ranges
appear in the Routing Services). For more information see “Defining
Network Services” on page 3-1.

For H.323 services define the gateway prefix. For more information see
“Defining Network Services” on page 3-1.

Select the appropriate Routing Method(s) - depending on your system
configuration and the number of dial-in numbers that can be allocated to
the gateway sessions, select Destinations, Address Book or Forwarding
Service.

Configuration Outline

The gateway configuration flow consists of the following stages:

1.

To support H.239 in gateway calls, enable the appropriate flag in the
system.cfg.

To support multiple ISDN video endpoints calls over the same MGC
gateway to reach the same IP destination, enable the appropriate flag in
the system.cfg.

To change the default number of digits that comprises the Session Profile
ID fro 2 to 1, the appropriate flag must be added to the system.cfg.

If required, change the General Delimiter definitions.

Define the dial-in numbers range allocated to the gateway in the ISDN
network Service.
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6. Define the Gatekeeper and Network Service prefix (Gateway) in the
H.323 Network Service.

7. Defining Session Profiles: To H.323 Session Profiles and To H.320
Session Profiles for both ISDN and IP endpoints.

8. If required, define the Address Book entries.

9. Define the Routing Services for H.320 to H.323 gateway sessions.

To start the configuration procedure you must be connected to the MCU unit
to be configured as gateway.

System.cfg Flag Configuration

1. Right-click the MCU icon, click MCU Utils and then click Edit

“system.cfg”.

The SysConfig dialog box opens.

To enable H.239 support in gateway calls:
2. Inthe SECTION pane, double-click the PEOPLE PLUS CONTENT

option.

pane.

The PEOPLE PLUS CONTENT flags are displayed in the Item = Value
SysConfig - [ system.cfg ] - ( 172.22.188.40 ) ~1of x|
~ Section - PEOPLE PLUS CONTENT Item = Yl o |

PEOPLE_AND_COMTENT = YES
ENTERFRISE_PEOPLE_AND_CONTENT ='YES C
EMABLE_|P_DUD_YIDED =YES Lwl
ENABLE_DOO_VIDED = YES o
EMABLE VISUAL CONCERT_PC ='YES
ENABLE_VISUAL CONCERT_FX =YES
CUSTOM_FORMATS_IM_H323_DU0_VIDED = WO ﬂl
EIZ%;ESDLLITIDN_\N_HSZB_DUD_VIDEEI =VES S Sectml
G e i e n_|
— REMOVE
Sectioh |
Suby sect\onl
Item |

| Sotvalue |

Make sysenc k... |

3. Setthe GW_EPC_H239 flag to YES.
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To enable multiple ISDN calls to the same IP address:
4. Return to the SECTION list and double-click the H323 GK FLAGS

section.

5. Add the flag GATEWAY_DESTINATION_SERVER and set its value

to YES.

To modify the default number of digits in the Session ID:
6. Return to the SECTION list and double-click the GENERAL section.

7. Add the flag NUM_OF_DIGITS_IN_GW_PROFILE and set its value

to 1.
8. ClickO

2

K.

For more details on Flag modification in the “system.cfg”, see “Edit “system.cfg
on page 5-64.

9. Reset the MCU for the flag changes to take effect.

Defining the Gateway

1. Expand

Delimiters

the MCU tree.

2. Expand the MCU Configuration tree to list its options.

I

Product Management  { Normal )

E%ﬂ MCL Configuration

-4 Cards

Connections

IVE. Msg Services
Al Message Services
Eﬂ----ﬁ Metwork Services

GateWay Configuration

Profiles
------ Recarding Links

------ “:::“ On Going Conferences(0)
------ On Going Gateway Sessions(0)

& Participants Queus(d)
Reservations(0)

Eﬂ---@ Meeting Rooms, Entry Queues & SIP Factories(s)
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3. Right-click the Gateway Configuration icon, and then click General

Parameters.
The Gateway Configuration - General Settings dialog box opens.
X

Speed Dial indicator : Itt 'I
Multiple-number Delimiter : Ix vI

ok, I Cancel |

This dialog box is used to define the indicators that will be used by
H.323 endpoints when dialing into the gateway. A default value is
assigned to each of these indicators. However, you may change them if
required, but this is not recommended when implementing the double
gateway feature.

If you are using two gateways, the indicator on both gateways must have an
identical value.

4. Change the default value of the gateway indicators using the following
options:

Table 7-4: Gateway Configuration - General Settings Options

Indicator Description

Speed Dial This indicator is used by the H.323 endpoint to

Indicator (Address | specify an entry in the Address Book table. The digits

Book) preceding this indicator specify the gateway prefix
and Session Profile to be used.
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Table 7-4: Gateway Configuration - General Settings Options

Indicator

Description

Speed Dial
Indicator (Address
Book) (cont.)

For example, if the H.323 endpoint enters 8391#30,

the gateway searches the Address Book table for

entry 30 and will take the destination endpoint

properties from the table.

Possible characters that can be selected are: * and #.

If one is selected as the Address Book indicator, the

other is automatically set as the Session Profile

indicator.

Note: Changing the Speed Dial Indicator setting is
not recommended when implementing the
Double Gateway feature.

Multiple-number
Delimiter (Profile)

This indicator is used by H323 participants to instruct
the gateway to use a Session Profile as the Routing
Method. The digits preceding this indicator specify
the Session Profile to be used. The digits following
this indicator represent the destination endpoint
phone number. For example, if the H.323 participant
enters 8390*7654321, 83 specifies the gateway
prefix, 90 is the Session Profile ID and 7654321 is the
ISDN dial number (assuming that the selected Profile
destination type is set To ISDN H.320).
Possible characters that can be selected are: * and #.
If one is selected as the Profile indicator, the other is
automatically set as the Address Book indicator.
Note: Changing the Multiple-number Delimiter
setting is not recommended when
implementing the Double Gateway feature.
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Defining Gateway Session Profiles
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Session Profiles define the call parameters. Session Profiles from H.323 to
H.320/H.323 calls are also used to indicate the calling mode. The call
parameters definition is the same for both H.323 and H.320: Line rate,
Restricted/Non-Restricted, Audio Only/Video and Transcoding Mode. The
difference between H.323 and H.320 is the Network Service to handle the
call.

There are two main types of Session Profiles:
+  To H.320 Session Profile
+  To H.323 Session Profile

o
[=]- E2 Gateway Configuration

Session Profiles
E...
mamy, To H.320 Session Profile
= Ta H.323 Session Profile

To define a To H.320 Session Profile:

1. Double-click the Gateway Configuration icon or click the Plus [+] icon
next to the Gateway Configuration icon to list its options.

2. Double-click the Session Profiles icon or click the Plus [+] icon next to
the Session Profiles icon to list its options.

3. Right-click the To H.320 Session Profile and then click New Session
Profile to define a new Session Profile for H.320 destination endpoints.

o H.320 Session Profile
Session Profile
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The To H.320 Session Profile Definition dialog box opens.

To H.320 Session Profile Definitior x|

Session Profile Mame H.320 Metwork Service
fi [E] |

Session Profile |0 [E164)] H.320 Metwork Sub Service
[ |zERD =]

Line Rate Tranzcoding

128 - IWhen required LI
I~ Audio Only ™ Enciyption

™ Restrict Only

()8 I Cancel |

Define the following parameters:

Table 7-5: To H.320 Session Profile Definition Options

Field

Description

Session Profile
Name

A name assigned to the Session Profile to identify it
in the To H.320 Session Profiles list. The name is not
used to handle calls.

Session Profile ID
(E.164)

Enter the Session Profile ID in E.164 format (digits
only). Currently, the ID is defined using up to two
digits. If the call originates from H.323, using this
profile ID, the endpoint enters this ID to indicate how
the call is handled by the gateway. In such a case,
the parameters defined for this profile will be used to
handle the call gateway session.

H.320 Network
Service

Select from the drop-down list the Network Service to
handle the call to the destination endpoint. The
default H. 320 Network Service is automatically
listed.

H.320 Sub-Service

Select from the drop-down list the name of the H.320
Sub-Service. This field lists the default Sub-Service
defined for the selected Network Service. Leave
blank if no Sub-Service is to be used.
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Table 7-5: To H.320 Session Profile Definition Options (Continued)

Field

Description

Line Rate

Select the multimedia (audio, video or data) transfer
rate in Kbps for the gateway session. Maximum line
rate currently supported is E1 (1920 Kbps).

Transcoding

Select from the drop-down list one of the following
options:
Always - The system forces transcoding in all the
gateway sessions. A video card is required to support
this mode.
When Required - “Smart Video Switching” mode -
the gateway tries to connect the two endpoints in
video switching mode (that is both endpoints use the
same line rate, video protocol and frame rate). On
failure, the gateway will use transcoding to connect
each participant using the participant's highest video
and audio capabilities that can be achieved. A video
card is required for transcoding.
None - Transcoding is unavailable in this mode. In
such a case, when the two endpoints use different
line rate or protocols they will not be able to connect
or they will connect in Audio Only mode (without
video).
Note: None is the default setting and it should be
used when you do not want to use video
resources for gateway sessions.

Audio Only

Select this check box if the gateway session should
be run using audio only (without video). When
cleared, video can be used during the conference.

Restrict Only

Select this check box if one of the endpoints is using
restricted lines. The line rate for each channel of
restricted lines is 56 Kbps instead of 64 Kbps.

Encryption

Select this check box if encryption is to be used.
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To define a To H.323 Session Profile:

1.

4.

Double-click the Gateway Configuration icon, or click the plus [+] icon
next to the Gateway Configuration icon to list its options.

Double-click the Session Profiles icon or click the plus [+] icon next to
the Session Profiles icon to list its options.

Right-click the To H.323 Session Profile icon and then click New
Session Profile to define a new To H.323 Session Profile.

Lo
= Ifj’ GatetWay Configuration

= . .
, Session Profiles

=
Ty To H.320 Session Profile
=

Tao H. sion Profile

Mew Session Profile

The To H.323 Session Profile Definition dialog box opens.

To H.323 Session Profile Definitio x|
Session Profile Mame H.323 Metwork Service
fi IP1 =]
Session Profile |0 [E164)]
Line Rate Tranzcoding
128 - IWhen required LI
I~ Audio Only ™ Enciyption
™ Restrict Only
()8 I Cancel |

Define the following parameters:

Table 7-6: To H.323 Session Profile Definition options

Field Description
Session Profile A name assigned to the Session Profile to identify it
Name in the To H.323 Session Profiles list. The name is not

used to handle calls.
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Table 7-6: To H.323 Session Profile Definition options (Continued)

Field

Description

H.323 Network
Service

Select from the drop-down list the name of the H.323
Network Service to handle the call to the destination
endpoint. The default H.323 Network Service is
automatically listed.

Session Profile ID
(E.164)

Enter the Session Profile ID in E.164 format (digits
only). Currently, the ID is defined using up to two
digits. If the call originates from H.323, using this
profile ID, the endpoint enters this ID to indicate how
the call is handled by the gateway. In such a case,
the parameters defined for this profile will be used to
handle the call gateway session.

Line Rate

Select the multimedia (audio, video or data) transfer
rate in Kbps for the gateway session. Maximum line
rate currently supported is E1 (1920 Kbps).

Transcoding

Select from the drop-down list one of the following
options:
Always - The system forces the video transcoding
mode in all the gateway sessions. A video card is
required to support this mode.
When Required - “Smart Video Switching” mode -
the gateway tries to connect the two endpoints in
video switching mode (that is both endpoints use the
same line rate, video protocol and frame rate). On
failure, the gateway will use transcoding to connect
each participant using the participant's highest video
and audio capabilities that can be achieved. A video
card is required for Transcoding.
None - Transcoding is unavailable in this mode. In
such a case, when the two endpoints use different
line rate or protocols they will not be able to connect
or they will connect in Audio Only mode (without
video).
Note: None is the default setting and it should be
used when you do not want to use video
resources for gateway sessions.
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Table 7-6: To H.323 Session Profile Definition options (Continued)

Field Description

Audio Only Select this check box if the gateway session should
be run using audio only (without video). When
cleared, video can be used during the conference.

Restrict Only Select this check box if one of the endpoints is using
restricted lines. The line rate for each channel of
restricted lines is 56 Kbps instead of 64 Kbps.

Encryption Select this check box if encryption is to be used.

When selected, the system automatically sets the
LSD/FECC rate in encrypted and non-encrypted
gateway calls as follows:

Gateway Connection Type Line Rate
Non-encrypted gateway call 6.4 Kbps
H.320 to H.323 4.8 Kbps
and

H.323 to H.320 encrypted call

H.323 to H.323 encrypted call 6.4 Kbps

Double Gateway Sessions

H.323 to H.320 to H.323 4.8 Kbps
encrypted call

H.323 to H.320 to H.323 6.4 Kbps
non-encrypted call

H.320 to H.323 to H.320 4.8 Kbps
encrypted call

H.320 to H.323 to H.320 6.4 Kbps
non-encrypted call
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Defining and Viewing the Endpoint Address Book
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The Address Book contains a list of endpoint. The list displays the
information defined in the Endpoint Definition dialog box. The Address Book
may be used for speed dialing when dialing from H.323 to H.320 or H.323.

The Address Book is used to define the characteristics of an endpoint, and
then associate it with either an H.323 ID or an H.320 DID, or both, depending
on how you wish to reach a party. When dialing from H.320 to H.323, a DID
number will be assigned to the endpoint. The DID Number will be taken from
the DID number (if any) assigned to this endpoint defined in the Routing
Service Definition dialog box.

To view or add an endpoint address:

1. Double-click the Gateway Configuration icon or click the plus [+] icon
next to the Gateway Configuration icon to list its options.

2. Double-click the Address Book icon or right-click the Address Book icon
and then click Properties.

I
= IIJ* Gatevway Configuration
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The Address Book List dialog box opens.

x|
Mame | H.323 Identifier | DID Mumber |
aren 98 2000
Import from DB| Ok, I Cancel |

This dialog box displays a list of existing endpoints and can be sorted
according to any of the table columns. The first time you access this
dialog box the list is empty. The DID number (if any) is assigned to this
endpoint during the H.320 Routing Service Definition.

Double click a table entry to display its properties and modify if
required.

Click the plus [+] icon to define to add a new endpoint to the Address
Book.
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The Address Book - Endpoint Definition dialog box opens.

Address Book - Endpoint Definition x|

Session Profile

| O —

Endpaint Mame

H.323 Endpaint I [E164] Metwork Service :
I e I - l
D10 Mumber H.320 Metwork Sub Service

| =

— Destination |dentifier
Destination Endpaint Type

IH.32D vl

H.320 Endpaint P

Phone Mumber I
Bonding Phone I

H.323 Endpoint Parameters

Aliaz Type |E1B4 vl
Alias Mame I

IP Address 0.0 . 0.0

r— Endpoint Characteristic:
Line rate I~ Audio Only ™ Enciyption

128 i ™ Restrict Only

()8 I Cancel

4. Define the following parameters:

Table 7-7: Address Book - Endpoint Definition Options

Field Description

Endpoint Name Enter a name that will identify the endpoint in the
address book. The name is not used for call handling.
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Table 7-7: Address Book - Endpoint Definition Options (Continued)

Field

Description

H.323 Endpoint ID
(E164)

A number in E.164 format that identifies this
endpoint. When dialing from an H.323 endpoint this
number is used for speed dialing, and indicates an
entry in the Address Book. When this number is
dialed by the H.323 endpoint, the gateway looks for
the destination endpoint parameters in the Address
Book table, and routes the call to the destination
endpoint according to the properties defined there.
For example if you enter 88 as the H.323 Endpoint
ID, when entering the string # 88, the gateway will
take the endpoint parameters from the Address Book
entry identified by the digits 88.

Session Profile/
Network Service

Select (from the two option buttons) whether the
session parameters are taken from the Session
Profile, or are defined in this dialog box.

* Select the Session Profile option to take the
Network Service definition and the session
parameters from the Session Profile. Then select
the session profile to be used for handling the call
to this endpoint.

Note: The Session Profile list displays the default
Session Profile according to the destination
endpoint type.

* Select the Network Service option to define the
session parameters and select the Network
Service to handle the call in this dialog box. Then
select from the dropdown list the Network
Service.

Note: The Network Service list displays the
default Network Service, according to the
selected endpoint type (H.320 or H.323).

H.320 Network Sub
Service

Select the H.320 Sub Network Service. This field
displays the default Sub Network Service.
Note: This field is optional.
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Table 7-7: Address Book - Endpoint Definition Options (Continued)

Field

Description

DID Number

Displays the Direct Inward Dialing (DID) number
assigned to this endpoint during the H.320 Routing
Service definition. When using H.320 services, the
DID number is used to identify the destination
endpoint in the Address Book table. This number
cannot be changed in this dialog box and is for
display purposes only.

Destination
Endpoint Type

Select whether the destination Endpoint is an H.320
or H.323 endpoint.

According to the selected type, the appropriate H.320
or H.323 endpoint parameters are enabled and the
default Network Service Session Profile is displayed.

H.320 Endpoint
Parameters

Enter the ISDN number to reach the endpoint. The
number must be exactly as the MCU needs to dial it.
These fields are only applicable if you chose an
H.320 Endpoint

Phone number - The H.320 endpoint phone number.
Bonding phone - The bonding number used for
aggregated channels.

H.323 Endpoint
Parameters

Enter the information required to reach the endpoint.

These fields are only applicable if you chose an

H.323 Endpoint.

Alias Type - The format of the endpoint Alias Name

(H.323 ID and E.164).

Alias Name - The Endpoint Alias according to the

Alias Type.

Note: Enter the Alias Name using the naming

conventions appropriate to the selected
Alias Type.

IP Address - IP address of the H.323 endpoint.
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Table 7-7: Address Book - Endpoint Definition Options (Continued)

Field Description
Endpoint Describes the endpoint capabilities. This is especially
Characteristics important when importing the endpoint information

from the database. These four fields appear in the
Gateway Profile, the system will conduct the session
according to the highest possible common
denominator between the endpoint and the profile.
Line Rate - Select the multimedia (audio, video or
data) transfer rate in Kbps for the gateway session.
Maximum line rate currently supported is E1 (1920
Kbps). For example, if the endpoint maximum Line
rate is set to 384, while the Gateway Profile is set to
128 Kbps, the session will use 128 Kbps as the
session Line rate.

Audio Only - Select this check box if the gateway
session should be run using audio only (without
Video). When cleared, video can be used during the
conference.

Restrict Only - Select this check box if one of the
participants is using restricted endpoint. The line rate
for each channel of restricted lines is 56 Kbps instead
of 64 Kbps.

Encryption - Select this check box if encryption is to
be used.
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Defining H.320 Routing Services

The H.320 Routing Services define how the call originating from an H.320
endpoint will be transferred to an H.323 endpoint. There are different
methods on how to transfer the call depending on the system configuration.
Calls can be routed using H.323 Destinations, Address Book, Forwarding
Services or using a Double Gateway Link.

To define a new Routing Service, you start by selecting the dial in number
range that will be allocated that Routing Service. Refer to “Spans and Phones
Dialog Box” on page 3-14 for configuration of Dial-in number ranges. When
you have completed configuration of Dial-in ranges then you define the
properties of that Routing Service.

To define an H.320 Routing Service:

1. Inthe Gateway Configuration tree, double-click the H.320 Routing
Services icon.

- H.320 Routing Services

The From H.320 Routing Services dialog box opens.

zl
' ' The list of dial-
— Routing Service: i b
Metwork Service | First Mumber | Lazt Mumber | Fiouting Method in nL_lm ers
T 4000 4100 Dovble Gateway Lir configured for
T1 2000 2500 Book the different
a ;
E1 1953 1953 Routing
Methods
| | i
Delete | Configure | The list of dial-
in numbers
r— Dial in Gateway Fange Mumber allocated to the
Metwork Service | First Mumber | Lazt Mumber | atewa
T1 4000 4100 9 . Y .
T1 3000 3500 sessions in all
T1 2000 2300
T1 1000 1400 the ISDN
E1 1953 1957 Network
Services
defined in the
Configure | system
Cloze I
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The Dial in Gateway Range Numbers are based on entries in the
Network Services.

To define a new Routing Service, in the Dial in Gateway Range
Numbers, double-click the dial-in range from which to allocate numbers
to a Routing Service.

Alternatively, in the Dial in Gateway Range Numbers, click the Dial-in
range from which to allocate the number to the Routing Service and then
click the Configure button.

The H.320 Routing Services Definition dialog box opens.

x
Fiouting Method To H.323 Seszion Profile
|h323_1 28 'l
Metwork Service Mame
IE‘I
First Dial-in Mumber Last Dial-in Mumber
200 A 200 -
Apply | Cloze |

In the Routing Method drop-down list, select the appropriate Routing
Method. The following Routing options are available:

— H.323 Destinations - The defined dial-in ranges represent also the
endpoint numbers in E164 format. Use this method when H.323
endpoints register with the Gatekeeper using an Alias that is
identical to the ISDN DID number. If H.323 endpoints register with
the Gatekeeper using other aliases, create a conversion table in
which each DID number is converted into the appropriate alias (as
registered in the Gatekeeper).

— Address Book - Used to assign a DID number to an Address Book
entry. Using this method, the Address Book must be defined prior to
the DID assignment process.

— Forwarding Service - Using this method, you may use a limited
number of dial-in numbers (as little as one number), and the calls
will be routed to the appropriate extension according to the TCS4
information entered by the dial-in endpoint.
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— Double Gateway Link - Used to assign a DID number to the
Remote Gateway Link. In such a case, according to the DID
number, the system will identify the call as being routed to a remote
gateway where it will be routed to the endpoint or another gateway
according to the information included in the remote gateway link.
For further information, see “Defining the Remote Gateway” on
page 7-66.

4. Inthe To H.323 Session Profile drop down list, select the Session Profile
to be used with this Routing Service. The Session Profile defines the call
parameters, such as the line rate, Restricted yes/no, Transcoding, yes/no
or when required, and whether the call is an Audio Only call. In addition,
it defines the Network Service that will be used to route the call from the
MCU to the destination endpoint.

5. Inthe First Dial-in Number drop down list, select the first dial-in number
in the range of dial-in numbers that will be allocated to the Routing
Service being defined.

6. Inthe Last Dial-in Number drop down list select the last dial-in number
in the range of dial-in numbers that will be allocated to the Routing
Service being defined.

7. Click the Apply button.

8. Repeat steps 3 to 7 to define additional Routing Services with their
appropriate dial-in number ranges.
The appropriate Routing Services are added to the From H.320 Routing
Services dialog box, in the Routing Services table.

Defining Routing Services Properties

Once you have assigned a Routing Service to a dial-in numbers range, you
need to define the details of the Routing Service.

The selection of H.323 Destinations as the Routing Service requires no
additional setting. However, you can define a conversion table in which the
DID numbers are assigned the aliases with which the endpoints register.
Create a conversion table when the endpoints are assigned aliases different
from DID numbers. The conversion may be defined for specific or all
endpoints. The table displays the list of entries already defined for the
selected Routing Method. The table can be sorted according to any of the
columns. The columns will display the parameters defined in the Address
Book or Forwarding Service dialog box.
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Defining the Properties of Existing Routing Services
In the Gateway Configuration tree, double-click the H.320 Routing

1.

Services icon.

- H.320 Routing Services

The From H.320 Routing Services dialog box opens.

|

- Routing Serv
Metwark Service | First Number | Last Murnber | Routing Method
T 3000 aon Fonwarding Servi.
E1 BOBS a1n Fonwarding Servi
El a0z1 8050 Address Book,
E 3000 2020 H.323 Destinatio. .
Adiess Book
T 5000 s100
Delete Configure
 Dial in Gateway Range Number
Network Service | First Number Last Number
T1 3000 3100
El 8000 a100
T 2000 2100
T 5000 s100
Configure

Close I

In the Routing Services list, click the entry to modify and then click the
Configure button, or double click the entry to modify.

The H.320 Routing Services Definition dialog box opens.

H.320 Routing Service Definition
Flouting Method

H.323 Destinations K
Network Service Name
T1

First Diakin Number

1000 [

- DID/Alias Canversion/Address Book/Forwarding Services List

To H.323 Session Profile

TOH323 K

Last Diakin Number

1400 x

[ (=]

DID Number [ lias [ 1P Address

| Endpaint Descriptior

[ |

=

Apply

Close.
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Table 7-8: Routing Services Options

Field

Description

Routing Method

Displays the selected Routing Method:
* H.323 Destination

* Address Book

* Forwarding Service

* Double Gateway Link

Note: The Routing Method determines which fields
will be disabled.

To H.323 Gateway
Profile

Displays the name of the selected Gateway H.323

Session Profile for this Routing Service.

Note: This field is disabled if the Routing Method
used is the Address Book.

Network Service
Name

Displays the name of the Network Service for
reference, but the field cannot be modified.

First Dial-in Number

Displays the first number of a selected dial-in range.

Last Dial-in Number

Displays the last number of a selected dial-in range.

DID/Alias
Conversion/Address
Book/Forwarding
Services List

Displays different parameters depending on the
Routing Method.

To define the DID to H.323 Conversion table:

Click the plus [+] icon to add a new entry to the conversion table.
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The DID to H.323 ID Conversion dialog box opens.

DID Nurmber Endpaint Description
|aos1 =l [
IP Address
o . 0. 0.0
Aliazs Type Aliaz Mame

Apply | Lancel |

Define the following parameters:

Table 7-9: DID to H.323 ID Conversion Options

Field Description

DID Number Select the DID numbers to which to assign the H.323
endpoint IP address or Alias.

The DID number may be selected from the DID
number range allocated to this Routing Service.

Endpoint Enter a description of the endpoint to identify it. For
Description example, enter the name of the user to whom the
endpoint is assigned.

IP Address Enter the destination endpoint IP address.

Note: Usually you will enter either the IP Address or
an Alias Name of the endpoint. When an
incoming call arrives at the Gateway with a DID
number, the system will route the call to the
endpoint according to the IP Address or Alias
defined in the conversion table for that DID. If
no entry is defined in the conversion table the
DID number will be considered as the Alias in
E.164 format.

Alias Type Select the format of the alias name from the drop
down list. Select either E164 or H323ID (the other
formats are not supported by the gateway).

7-59




Chapter 7 - Configuring the Gateway

7-60

Table 7-9: DID to H.323 ID Conversion Options (Continued)

Field Description

Alias Name Any given name that is assigned to the H.323
Endpoint. Enter the Alias name using the naming
conventions appropriate to the Alias Type.

5. Click the Apply button to add the new entry to the conversion table and
define an additional entry, repeating steps 3 to 4.
Alternatively,
click OK to add the new entry to the conversion table and return to the
H.320 Routing Services Definition dialog box.

6. Inthe H.320 Routing Services Definition dialog box, click Close to
return to the From H.320 Routing Services Definition dialog box.

7. Define the properties of additional Routing Services by double-clicking
the appropriate Routing Service.

8. Complete the definition and exit this dialog box by clicking the Close
button.

For additional explanations on the Address Book Properties definition,
see page 7-60.

For additional explanations on the Forwarding Services, see “Defining
the Properties of Forwarding Services” on page 7-63.

For additional explanations on the Double Gateway Links, see “Double
Gateway” on page 7-65.

Routing Method - Address Book

When a call using the DID number reaches the gateway, the call will be
routed to the appropriate endpoint according to the endpoint IP address or
Alias defined in the Address Book. The session parameters are taken from the
Address Book and from the Session Profiles assigned to this Address Book
entity.

If one of the Routing Services methods is set to the Address Book, you need
to assign DID numbers to the entries to be called from an H.320 endpoint.
To define the properties of Address Book entries:

1. Inthe From H.320 Routing Services Definition dialog box, double-click
a Routing Service that uses the Address Book method.
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The H.320 Routing Service Definition dialog box opens.

Routing Methad

&ddiess Book hd

Metwork Service Name

To H.322 Session Profile

j‘

First Dial-in Nurber Last Diakin Nurmber

2000 -

r~ DID Atlias Conversion/Addiess Book/Forwarding Services List

[ =

Did Humber | Endpoint Name |

x|

2100 -

Close:

Click the plus [+] icon to assign a DID number to an Address Book entry.

The Routing Method - Address Book window opens.

Routing Method - Address Book |
DID Murnber : |2DI]EI 52
Endpoint Mame | DID Mumber |
oren 2000
Properties Lpplp | Cloze I
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Table 7-10: Address Book List Options

Field Description

DID Number The system displays the first number in the range of
dial-in numbers assigned to the Address Book. You
may select another DID number from the drop-down

list.
Endpoint Name Lists endpoints including their DID number as defined
column in the Address Book.

Note: Highlighting an endpoint and clicking on the
Properties button will enable the user to modify
the properties of the endpoint. In such a case,
the changes will apply to all the endpoint

occurrences.
DID Number Lists the DID number assigned to the endpoint.
column
Optional

To view the endpoint parameters as defined in the Address Book table,
click the Properties button.

From the DID Number list, select the DID you wish to assign to an
endpoint.

In the Endpoint Name column, select the name of the endpoint to which
to assign the DID number you have selected in step 4.

Click the Apply button. The new entry is added to the Address Book list
in the H.320 Routing Services Definition dialog box.

Repeat steps 4 to 6 to assign DID numbers to additional endpoints in the
Address Book.

Click the Close button to terminate the assignment of DID numbers and
return to the H.320 Routing Services Definition dialog box.

Click the Close button to return to the H.320 Routing Services dialog
box.
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Defining the Properties of Forwarding Services

If one of the Routing Methods is set to Forwarding Services, define the
Forwarding Services properties. This method enables you to use a limited
number of dial-in numbers to route a call to destination H.323 endpoints.
When the system identifies the DID number as a Forwarding Service it will

expect a TCS4 input of the extension number.

To define a Forwarding Service:

1. Inthe From H.320 Routing Services Definition dialog box, double-click
a Routing Service that uses the Forwarding Service method.

The H.320 Routing Service Definition dialog box opens.

ﬂ
Routing Method TaH.323 Session Prafile
IFnrwardlng Service - I 'I
MNetwork. Service Name
|E1
First Diakin Nurnber Last Diakin Murnber
200 v 200 b
DD /4lias Conversion/dddress Book/Forwarding Services List
Did Mumber | Fomwarding tethod | Sestion Profile .. |
Clase

2. Click the plus [+] icon to define a new DID to H.323 ID Conversion or
select and double-click an entry to modify the properties of the

Forwarding Service.
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The Routing Method - Forwarding Services dialog box opens.

x
DID Humber To H.323 Session Profile
[z00 =l [haza_1zs =
Fonwarding Method

7 1054

| IRk

I” Fesertion

QK I Apply | Cancel |

3. Define the following parameters:

Table 7-11: Routing Method - Forwarding Services Options

Field Description

DID Number The system displays the first number in the dial-in
number range of numbers assigned to the
Forwarding Services. You may select another DID
number from the drop-down list.

To H.323 Session Select the Session Profile to be used with this DID
Profile number. The default To H.323 Gateway Session
Profile is displayed. You may select another Session
Profile from the drop-down list.

Currently, only the TCS4 Forwarding method is available.

4. Click the Apply button to add this Forwarding Service to the list of
Forwarding Services in the H.320 Routing Services.

5. Repeat steps 3 to 4 to define additional Forwarding Services (useful
when you want to define Forwarding Services with different session
parameters (profile).

6. Click OK to complete the Forwarding Services Definition and return to
the H.320 Routing Services Definition dialog box.

7. Click the Close button to return to the H.320 Routing Services dialog
box.
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Double Gateway

2

The Double Gateway feature enables a call session to be routed through
multiple Gateways, avoiding the cost of long distance charges, optimizing
gateway usage and by-passing firewalls. The Double Gateway provides each
endpoint with a connection to a local gateway and routes the long distance
connection of a call between two “local” gateways on different networks.

It is strongly recommended to configure two Single Gateways prior to configuring
the Double Gateway.

The Double Gateway functionality is in essence a Local Gateway, whose Party-
out reaches a Remote Gateway Party-In, and then invokes the Address Book,
H.323 Destinations, or Forwarding Services on the Remote Gateway. It is based
on the Single Gateway methodology that uses the similar principles.

The Gateway Configuration tree includes the following entries, ranked in the
order in which the user should define them:

+  Remote Gateway Definitions
¢ Remote Gateway Links

o
= IZ_L Gateway Configuration

Session Profiles

; Address Book
H.320 Routing Services

-+
- Double Gateway

{2 Remote GW Definitions

$ Remate GW Links
=
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Defining the Remote Gateway

Gateways enable traffic from one network to another. In gateway to gateway

communications two gateways have to be configured, the local and remote

gateway.

To define the Remote Gateway:

1. Double-click the Gateway Configuration icon or click the plus [+] icon
next to the Gateway Configuration icon to list its options.

2. Double-click the Double Gateway icon or click the plus [+] icon next to
the Double Gateway icon to list its options.

3. Right-click the Remote GW Definitions icon.

C o
[ CR zatevway Configuration

Session Profiles

-- Address Book
------ H.320 Routing Services

-+
E| N Double Gakewary

4. Click New Definition.
The Remote Gateway Definition dialog box opens.

x
Mame Fiemote Gateway Connection Type
fi [1320 |
H.323 Gateway P b
Alias Type: Aliaz Mame:
IE‘I B4 'l I

H.320 Gateway P

Phone Mumber : I

()8 I Cancel |

If the selected Remote Gateway Connection Type is H.323, the H.320
field is disabled.
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If the selected Remote Gateway Connection Type is H.320, the H.323

fields are disabled.

Define the following parameters:

Table 7-12: Remote Gateway Definition Options

Field

Description

Name

Enter the participant Name for the remote gateway.
The name is used to identify the definition in the
Remote GW Definitions list and does not affect the
call setup.

Remote Gateway
Connection Type

Choose the type of span by which you will reach the
Remote Gateway.

H.320 - Selects H.320 as the network connection
protocol for linking to the remote gateway.

H.323 - selects H.323 as the network connection
protocol for linking to the remote gateway.

H.323 Gateway
Parameters

If H.320 is selected as the remote gateway
connection type, this field is disabled.

Alias Type - The format of the Alias Name. H.323 ID
and E.164 are supported.

Alias Name - The alias name of the remote gateway/
endpoint.

H.320 Gateway
Parameters

If H.323 is selected as the remote gateway
connection type, this field is disabled.

Phone Number - The PRI nhumber on the MCU and
the Prefix of the remote gateway.

Enter the first part of the ISDN # assigned to the
Remote Gateway. The Local Gateway will take this
string value with string value from the Gateway Link -
Remote GW DID field to form a complete phone
number.
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Defining a Gateway Link

7-68

Gateway to gateway communications requires the definition of how
communication is to take place between the gateways. For each Gateway link,
parameters must be configured based on network requirements.

To define a Remote Gateway:

Double-click the Gateway Configuration icon or click the plus [+] icon
next to the Gateway Configuration icon to list its options.

1.

Double-click the Double Gateway icon or click the plus [+] icon next to

the Double Gateway icon to list its options.

Right-click the Remote GW Links icon.

Lok
=] B Gateway Configuration

Session Profiles
*

[eE} Address Bock
H.320 Rouking Services

H -4
E’ Double Gateway

e Remote GW Definitions

=

‘ﬁ On Going Confer Mew Link... |

Click New Link.
The Gateway Link dialog box opens.

Link Name Connection Type to Remate G
[l H.320 -
Link Dy Femate G Mams

Link DID Remote G Call Type

Local GWw Session Profile Mame

H.323 Destinatiors ~

Remote G H323 D

| |
Femote G'w DID
ok I Cancel |
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Parameters on the left side define the activity of the local gateway. The
parameters on the right side define the activity of the remote gateway.

Define the following parameters:

Table 7-13: Gateway Link Options

Field Description

Link Name Enter the gateway link name; it is advised to
associate the name with the call type.

Link ID Enter the H.323 Link ID number. The endpoint will
call the link and connect to the Double/Multiple
gateway during call setup.

Link DID This field is disabled if no dial-in numbers were

defined in the H.320 Routing Services table.

Enter the H.320 Link DID number. The endpoint will
call the link in order to connect to the Double/Multiple
gateway (This number is retrieved from the H.320
Routing Services table where it is defined as the Dial-
in number).

Local GW Session
Profile Name

Select from the drop-down list the Session Profile to
use. The available Session Profiles depend on the
Connection Type to Remote GW selection.

Connection Type to
Remote GW

Define the connection type (backbone) of the remote
gateway, either H.320 or H.323.

H.320 - Selects H.320 as the network connection
protocol for linking to the remote gateway. Possible
connection methods include:

* H.323 Destinations

* Address Book
* Forwarding Service

H.323 - Selects H.323 as the network connection
protocol for linking to the remote gateway. Possible
connection methods include:

e Address Book

e Profile

Remote GW Name

Select from the Remote GW Name list the name of
the Remote Gateway.
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Table 7-13: Gateway Link Options (Continued)

Field

Description

Remote GW Call
Type

Define the type of dialing method that will be used to
call the remote gateway:

* H.323 Destinations

* Profile Address (Address Book H.323 ID)

* Forwarding Service

* Profile (ID)

Remote GW H323
ID

This field is disabled if no H.323 ID number was
defined in the Address Book.

Define the H.323 ID to dial to the remote gateway.
Enter the Remote Gateway H323 ID number.

The call arrives at the Remote Gateway using the
H.323 backbone and retrieves from the Address
Book the H.323ID.

Remote GW DID

Define the H.320 Direct Inward Dialing (DID) nhumber
to dial to the remote gateway. Enter the Remote
Gateway DID number.
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Audio and Video Conversion Tools

This chapter describes the tools used to prepare audio messages and video
slides used in IVR enabled conferences and during the Greet and Guide
conference. It also provides step-by-step instructions for the following
procedures:

e Converting the voice message files into MGC internal format

e Preparing the Video slide for video IVR Services and AV Message
Services used in Greet and Guide conferences

»  Downloading the files to the MCU

IVR Settings Workflow

IVR enabled conferences can be defined only if the following procedures
are completed:

e For IVR enabled conferences, the Audio+ card and the Music 10 card
(optional) are installed in the MCU. For more details, see the MGC
Hardware & Installation Manual, Chapter 2.

e The audio messages are recorded. The MGC Manager is shipped with
default message files already converted to the MGC internal format. If
you used these files, you may skip this step.

e The welcome video slide is created (applicable to video IVR Services).

e The Audio message and the Video slide are converted into the MGC
format. If you are using the default voice messages provided with the
MGC Manager, this step may be skipped.

Greet and Guide Settings Workflow

Greet and Guide conferences can be defined only if the following
procedures are completed:

»  For Greet and Guide conferences, during installation, the Message
extension and the Music 10 card (optional) are installed in the MCU
and the Standard Audio card is configured accordingly. For more
details, see the MGC Hardware & Installation Manual, Chapter 2.
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«  The welcome audio message is recorded.
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The welcome video slide is created.

«  The Audio message and the Video slide are converted into the MGC

format.

« Anew AV Message Service is defined.

The audio message, video slide and Message Services may be prepared in
advance for different types of conferences and used repeatedly over time, or

they may be created when needed.

Installation

Verify that the Message and/or
Music extensions attached to
the Audio card installed in the

MCU are correctly defined

Preparation
Recording the Preparing the
audio message video slide

Converting the audio
message file into
MGC internal format

Converting the video
slide file into MGC
internal format

v

v

Figure 8-1: Greet and Guide Conference definition workflow
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Defining a New
Message Service

Defining an Operator
Conference

v

Defining an Attended
Conference

Setting the Attended Conference
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Recording an Audio Message

To record an audio message, use any sound recording utility available in your
computer. Make sure that this utility can save the recorded message as a Wave
file (*.wav format).

This section describes the use of the Sound Recorder utility delivered with
Windows 95/98/2000/XP. This utility is found in the Multimedia menu under
Programs /Accessories (from the Start menu). If you do not have it installed,
install it using the Add/Remove Program utility from the Control Panel. For
more details, refer to the Microsoft Windows 95/98/2000/XP documentation.

Make sure that a microphone or a sound input device is connected to your PC.
To record a new audio message:
1. Select Programs from the Start menu.

2. Open the Accessories group, click the Entertainment group and select
Sound Recorder.

The Sound-Sound Recorder dialog box opens.

4}-Sound - Sound Records o ] S

File Edit Effects Help

Paszitian: Length:

0.00 sec. 0.00 zec.
1

L]

A [ | » | m [

3. To define the recording format, from the File menu, select Properties.
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The Properties for Sound dialog box opens.

Properties for Sound 2

|ﬁ Sound

Copyright: Mo Copyright infarmation
Length: 0.00 zec,
D ata Size: 0 bytes

Audio Format: PCh 22,050 kHz, 8 Bit, Mono

Format Conversion

C» To adjuzt the sound quality or uze less space for

C‘ thiz sound, click Convert Now.

Choose from:

Al formats Corwert Mow... |

Ok I Cancel

4. Click the Convert Now button.
The Sound Selection dialog box opens.

Sound Selection 2=l
Mame:
[untitled] VI Save Az | Femove |
Farmat: IF'EM j
Attributes:  [8.000 kHz, 8 Bit, Mano Tkbisec x|

Cancel |

5. In the Format field, select PCM.

6. For AV Message Service (Greet and Guide conferences), in the
Attributes drop-down list, select 8000Hz, 8Bit, Mono.
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10.
11.

12.
13.

MGC Administrator’s Guide

For IVR Message Service (IVR enabled conferences), in the Attributes
drop-down list, select 8000Hz, 16Bit, Mono.

Sound Selection 2 x|

Marme:
| lunitled]

Farmat:

Altributes:

Cancel |

To save this format, click the Save As button.

The Save As dialog box opens. Select the location where the format will
reside and type a name for the format, for example, PCM, and then click
OK.

Save this format as (]9 I
PCHM
I Cancel |

The format name appears in the Name field.
Click OK.
The system returns to the Properties for Sound dialog box.

Click OK.
The system returns to the Sound-Sound Recorder dialog box.

To create a new recording, from the File menu, select New.

Click the Record button.
The system starts recording.

Start narrating the desired message.

For IVR Services, stop the recording anytime between 1 and 32 seconds
(which is the maximum duration allowed for an I\VVR voice message).

If the message exceeds 32 seconds, it will be automatically clipped to
exactly 32 seconds when converted into the MGC internal format file.

The audio message can be recorded in one of the following durations: 2,
4, 8, 16 and 32 seconds.
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14.

15.
16.

17.

18.

For AV Message Services, stop the recording anytime between 1 and 20
seconds. The recorded message should not exceed 20 seconds. If the
message exceeds 20 seconds, it will be automatically clipped to exactly
20 seconds when converted into MGC internal file.

To save the recorded message as a wave file, from the File menu, select
Save As.

The Save As dialog box opens.

Save in: | o R
[:I My Pictures
@njbvnb

Test
File name: I j Save I
Save as type: ISounds [*wav] j Cancel |
Format: PCH 22.080 kHz. 8 Bit, Mona Change... |

In the Save in box, select the directory where the file will be stored.

In the Save as Type box, select the *.wav file format, as this is the only
format that the MGC converter recognizes.

In the File name box, type a name for the message file, and then click the
Save button.

To record additional messages, repeat steps 9 to 16.



Converting the Audio
Format Files
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Message Files into MGC

The MGC Manager includes tools that allow you to convert the audio files
into a format recognized by the MCU, and send the converted files to the
MCU for storage in the memory of the appropriate card.

To convert an audio message file into MGC internal format:

1. Open the AudVidConvert Application from the MGC Manager group.
Eﬂ MGC Manager ver 7.5 L4 ‘-:.
[T MGC Weh Manager ver 7.5 » I3 coR
|7) MG-SOFT MIE Browser » &) CDR hip
[7) MoteTab Light 4 ;g Database Manager
I7) Polycom wWehOffice v §f IP_Term
[F) PrintFolder 4l 5% MGC Manager ver 7.5
7 QuickTime » &) MGC Manager ver 7.5 hip
|7 RoboHelp Office 4 ﬁ UNInzstall MEC Manager ver 7.9
The Convert Audio&Video to ACC format files (ACA/ACV) dialog box
opens.
i Convert Audio&Yideo to ACCord files (ACA/ACY x|
Input 5 ource Aud Im Browse.... |
Drestination Aud I".aca Browse. . |
Audio Or Video convert Yideo Interleave
% Convert dudin. ' Convert Viden | | Separation Intereaved” ! Pivel Interleave,
| Presiew sy files
Cloze | Apply | (1] 4 I

2. Make sure that the Convert Audio option in the Audio Or Video Convert
box is selected (it is the default option).

3. Inthe Input Source Audio field, enter the name of the *.wav file recorded
previously or click the Browse button to select the appropriate file from
the Open dialog box.

4. Inthe Destination Aud field, select the directory where the converted file

(in the *.aca format) is to be stored.
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5. To convert the files you can either click the Apply button or OK.
Clicking Apply converts the file while leaving the dialog box open,
allowing you to listen to the converted audio file.

A message indicating that the conversion process was successful is
displayed.

6. If the Apply button was selected, repeat steps 3 to 5 to convert additional
audio files into MGC format.

8-8



Creating the Welcome Video Slide

MGC Administrator’s Guide

The video slide is a still picture that can be created in any graphic application
such as Photoshop, CorelDraw, Paint Shop Pro etc., or any video frame
captured using the appropriate application. This picture is then converted into
a RAW format file, which is the only format identified by the MGC converter.
The picture conversion is done in the Jasc Paint Shop Pro or Adobe
Photoshop applications.

The video converter tool is based on a clip from a single slide that uses the
H.261 standard. The video clip can be viewed by both low-level endpoints,
and high-level endpoints with line rates higher than 768Kbps.

The *raw file size should not exceed 352 pixels in the width and 288 pixels in the
height, or a file size of 297K.

Converting the Image into a *raw Image File

1.

On the Image menu, click Resize.
The Resize dialog box opens.

T x4

ﬁj % Height: |288 %

e

—{" Percentags o oot

idth |1nn =i & Height: |1un =E

" Actual / print size

it 3745 _|:j| -l
I Inches ﬂ
Heigh: = |

Besolution: 37.000 _:I:I' Pixels # cm 'I

Resize type: ISmart size hd

[V PResize alllz
[~ Maintain aspect ratio of |1 2xz _Ij ol

0.8 I Cancel | Help |

Open the image in the Jasc Paint Shop Pro application or Adobe
Photoshop. This procedure describes the creation of a *raw file in Jasc
Paint Shop Pro application.
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8-10

10.

Clear the Maintain Aspect Ratio check box.

In the Pixel Size box, change the size of the image; in the Width box,
enter a maximum of 352 pixels and in the Height box enter a maximum
of 288 pixels.

Click OK.
From the File menu, select Save As.
The Save As dialog box opens.

savens 2| ]
Save ir: I 3 Palycom j L= 5 Ef-
[ 100BazeT b copy 7505 copy
M 10700 W 7507 capy
%’ 15200 %’Access Gateway
%’3)(?4 desktop copy %’AccessPoint
%’3)(?4 floor copy %’ADM copy
%’6?01 copy @Appendix B future LdrHIp3.backup
%’6?05 copy @Appendix B Future LdrHIp3
6732 copy %’ASIC processar
N 7200ARS(7513) capy M T
K1 i
File name: |Po|ycom.raw Iﬂl
Save as type: IHaw File Farmat [*.raw,”*] j Cancel |
Help |
Options... |
4

In the Save As Type box, select Raw (*.raw) from the drop-down list.
In the File Name box, enter the file name.

In the Save in box, select the directory where the saved file will be
stored.

Click the Options button to define the Raw format options.
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The Save Options dialog box opens.

Save Options x|

—Save options

L)

Header gize: I

[ Flip top and bottarn

— 24 bit optiong
" Planar [RRR GGG...]
& |nterleaved [RGE RGE...]

' Order BGE
" Order BGR

0k I Cancel | Help |

11. In the Save Options box, do not change the default values.
In the 24 bit Options select either Interleaved (RGB, RGB...) and
Order RGB or Planar (RRR, GGG...) and Order RGB.

In an Interleaved Order format (known in MGC Manager terms as
Pixel Interleave), the three channels (RGB colors) information is saved
together for each of the picture pixels.

Ina Planar Order format (known in MGC Manager terms as Separation
Interleave), each channel information is saved separately, for the entire
separation.

The format used to save the color channels must be as indicated when
converting the file to MGC internal format.

12. Click OK.
You are returned to the Save As dialog box.

13. Click Save to save the file in the raw format.

8-11



Chapter 8 - Audio and Video Conversion Tools

Converting the Video Slide into MGC File Format

1. From the Start menu, select Programs — MGC Manager Ver 7.5, and
then click AudVidConvert.

The Convert Audio&Video to ACC format files (ACA/ACV) dialog box
opens.

2. Select the Convert Video option in the Audio Or Video Convert box.
The Video Interleave options are enabled.

3. Inthe Input Source Vid field, click the name of the *.raw file, or click the
Browse button to select the appropriate file from the Open dialog box.

4. In the Destination Vid field, select the directory where the converted file
(in the *.acv format) will reside, or click the Browse button to select the
appropriate directory.

i Convert Audio®Yideo to ACC format files (ACAY, =

Input Source YideT[G:\Warda\Designs14Splash Screens\MGC_Slashscre Eb

Drestination Yid IG:\Varda\Designs‘I \Splazh Screens\MGC_Slashscre Browse... |

Audio Or Yideo convert ideatabark
' Convert Audio. T Convert Video: Separation Interleave. (s EPierInterIe@

[ Preview ACY files

Cloze | Apply | QK I
5. Select the order in which the RGB color channels were saved in the
RAW file.
— Select Pixel Interleave if the file was saved in Interleave Order
mode.

— Select Separation Interleave if the file was saved in Planner Order
mode. In an Interleaved Order format (known in MGC Manager
terms as Pixel Interleave), the three channels (RGB colors)
information is saved together for each of the picture pixels.

6. To convert the file, either click the Apply button or click OK.
Apply converts the file while leaving the dialog box open, allowing you
to view the converted video slide and convert additional files. OK
converts the file and closes this dialog box.

The system informs you that the conversion process may take some time.
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When the conversion process is completed, you may display the video
slide by selecting the Preview ACV Files check box. The Apply button
changes to the Preview button, and the Input Source Vid field is disabled.

i Convert Audio®Yideo to ACC format files (ACAY, =

Input Source id IG:\Varda\Designs‘I “Splash Screens\MGC_Slashscre Browse.. |[(
Destination Wid IG:\Varda\Designs‘I \Splazh Screens\MGC_Slashscre Browse... |

Audio Or Yideo convert Yideo Interleave
" Convert Audio. & Corwvert Video.| | Separation Intefleave™ Pixel Intereave.

¥ Preview ACY files

Cloze | Preview QK |

7. Select the file that you wish to preview from the Destination Vid field,
and then select the Preview button.
The VideoViewer window opens, displaying the video slide.

‘=8 Y¥ideoYiewer - MGC_Slashscreent ] 5]

File Wiew Help

|@]« m»|?]

MGC Manager 50

]
§% POLYCOM

© 2003 Porpemm, me K| ittt sessiesd BGC IMEC 100, BT 30 an il Ginnt sod S|
i iwarmnh Of Polvoam imc AN athee oompes s prodect names may be Tiadessim.
l o 0

e T Y S P e g F YT r—}

Ready [ [

8. Close the preview of the video clip.

You are returned to the Convert Audio&Video to ACC format files dialog
box.

9. Click Close.
The Convert Audio&video to ACC format files dialog box closes.

If the Apply button is selected, repeat steps 2 to 8 to convert additional video
files into MGC format.
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Appendix A: Faults

The Faults function, found in the MCU's right-click menu, records faults
related to the MCU that are encountered during its operation. The following
is a list of fault codes sorted by fault category.

Fault Category - File

Table A-1: File Fault Descriptions

Code Level Description
BAD_FILE major One of the following errors
occurred:

* Invalid external application
server configuration in the
system.cfg file

e Error reading the LCD XML
file

FILE_NOT_EXIST major The file does not exist. This
problem may be caused by an
intentional file deletion or if the
MCU was interrupted while
writing the file, or by disk failure.

INCONSISTENT_INFORM | major The information in the file is
ATION_IN_FILE inconsistent. This problem may
be caused if the MCU was
interrupted while writing the file
or by disk failure.
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A-2

The following files may be the source of the problem:

Table A-2: Fault Source Files

File Category

Description

File Name/Type

CARDS_
CONFIGURATION

Information about the location,
type and layout of the cards.

In a form similar to:
card.003

CONFIGURATION

hardware versions of the cards
and version related
configuration information.

LOGGING Logging information. In a form similar to:
msg001.idx
msg001.cfg

NETWORK_ Information regarding network | In a form similar to:

CONFIGURATION configuration. net005.idx
net005.cfg

OPERATORS_ Information about operator In a form similar to:

CONFIGURATION accounts, users, and oper001.idx

passwords. oper001.cfg

RESERVATION_ Holds information about In a form similar to:

DATABASE conferences that were still in rsrv001.idx

reservation when the MCU was | rsrv001.cfg
last shut down.

SYSTEM_ General system configuration. | system.cfg

CONFIGURATION

VERSION_ Information about software and | version.txt

To overcome such problems it is recommended to back up the configuration

files.

To back up the configuration files:

1. Right-click the MCU icon, and then click the MCU Utils option.
A cascading menu opens.

2. Click Backup Configuration.

When such a problem occurs, delete the configuration files and reset the

MCU. The next time the MCU is started, some of these files will be created

automatically, except for the two files:
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e version.txt
e system.cfg

These files cannot be created automatically. To create these two files, use the
Restore Configuration option from the MCU Utils menu (from the MCU
right click menu).

If you did not backup the configuration files, you may install these files from
the installation disk. You may need to reconfigure some of the settings after
this operation.

If the problem persists, consult your service engineer.

For more information on backing up and restoring files, see Chapter 5, MCU
Utilities.

Fault Category - Reservation

Reservation Faults are errors that occur if the system reboots while there are
still reserved conferences that have not begun when the system was last shut
down.

Table A-3: Reservation Fault Descriptions

Code Level Description
CONFERENCE_HAS_NO_ minor If during an On Going Conference
SUFFICIENT_RESOURCES the MCU is reset, and then there

are insufficient resources for the
conference to continue.

This situation can occur when a
card is removed.

END_TIME_OF_ON_GOING_ minor The end time of the On Going
CONF_IS_OVER Conference has passed. In this
case, the conference is deleted
from the On Going Conferences

list.
END_TIME_OF_RESERVED_ minor The end time of the reserved
CONFER_IS_OVER conference has passed. In this

case, the conference is deleted
from the reservations list.
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Table A-3: Reservation Fault Descriptions (Continued)

Code

Level

Description

RESERVED_CONFERENCE_
HAS_NO_SUFFICIENT _
RESOURCES

minor

The conference cannot be
reserved as there are insufficient
resources.

This may be caused when the
reserved conference requires
MUX, T1, audio, video or data
resources that are not currently
available on the system. Such a
problem can occur if something in
the configuration has changed
since the reservation was made,
such as, removal of a card,
changes to the MUX configuration,
or changes to the network service
configuration.

Fault Category - Card

Card Faults are errors that occur in the hardware cards, either in the entire
card or in one of its components.

Table A-4: Card Fault Descriptions

Code Level Description

AUDIO_ALGORITHM_NOT_ | major An attempt was made to enable a specific

SUPPORTED_BY_CARD audio algorithm not supported by the card.

BLUE_ALARM major Similar to red alarm, but resulting in
transmission failure between the local
span and the PBX. Check the connection
between the net spans, the transmission
equipment and the PBX.

CARD_IS_IN_SIMULATOR_ | minor For development use only. May occur if

MODE the simulation check box was checked
during card installation.
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Table A-4: Card Fault Descriptions (Continued)

Code Level Description

CARD_SOFTWARE_FILE_ major The software file of the required version

NOT_EXIST does not exist. You must reinstall this file.
If this does not solve the problem, consult
your service engineer.

CARD_STARTUP_NOT_IN_ | major This fault is related to the function:

TIME “OnUnexpectedStartupindication” that is
called only when receiving:

* NEW_CARD_INDICATION

* STARTUP_COMPLETION_INDICATION
* START_POLLING_INDICATION
when the card is in normal state.

CARD_TYPE_NOT_EXIST_ | major The entry is missing in version.txt on the

IN_CONFIG Main Control’s local disk. Consult your
service engineer.

CCOM_FATAL_ERROR major There was a fatal error in the CCOM card.
This will cause the reset of the CCOM
card. When the reset is complete, the
system should continue to function
normally. This may interfere with On
Going Conferences. It is recommended to
reset the MCU when idle (when there are
no On Going Conferences).

D_CHANNEL_IS_NOT_ major The span failed to establish a

ESTABLISHED D-Channel. Check the physical
connection and the network configuration
settings.

FAULTY_UNIT_ minor Occurs after VideoPlus/H.323 card self-

RECOVERED recovery.

H323_LAN_LINK_STATUS_ | major No LAN link to IP card.

DOWN

IP_CARD_STATUS_DHCP_ | major The card could not find the DHCP Server.

SERVER_TIMEOUT

IP_CARD_STATUS_NAT_A | minor Autodiscovery failed.

UTODISCOVERY_FAIL
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Table A-4: Card Fault Descriptions (Continued)

Code Level Description

IP_CARD_STATUS_DNS_ major The DNS Server did not respond.

SERVER_TIMEOUT

IP_CARD_STATUS_DNS_ major The DHCP Server did not return the DNS

SERVER_IP_NOT_ Server IP address.

PROVIDED

IP_CARD_STATUS_SIP_ major The DHCP Server did not return the SIP

PROXY_IP_NOT_ Proxy IP address.

PROVIDED

IP_CARD_STATUS_NOT_ major The DHCP Server did not return the

PROVIDED Gatekeeper IP address.

IP_CARD_STATUS__ major The DHCP Server sent a new address for

ADDRESS_CHANGED the IP card.

LARGE_CONF_NOT_ major Applicable only to a legacy Audio card

SUPPORTED_BY_CARD where conferences with more than 16
participants are not supported by the
current software version of the card.

MESSAGE_DOWNLOAD_ major There is a problem downloading a

HARDWARE_PROBLEM message to the audio card.

MESSAGE_TRANSMISSION | major There is a problem transmitting a

_PROBLEM message to the audio card.

NET_CARD_STARTUP_ major Problems occurring during PRI card

PROBLEM startup.

NETWORK_SERVICE_ major May be caused when assigning a network

ERROR service to a span and then deleting the
network service.

NO_CONNECTION_WITH_ [ major The MCU failed to communicate with the

CARD

card. The card may have been removed,
or is not firmly in place. This may also be
caused by a faulty card.
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Table A-4: Card Fault Descriptions (Continued)

Code

Level

Description

NO_DUAL_SLOT_MASTER
_VIDEO_CARD

major

Applicable to dual video cards. The video
card is identified as master but there is no
Slave video card identified. Removing the
Slave card may be the cause. Check if the
card is indeed a dual card. If it is, consult
your service engineer. If there is no dual
card you may reset this card.

NO_DUAL_SLOT_SLAVE_
VIDEO_CARD

minor

Applicable to dual video cards. The video
card is identified as slave but there is no
Master video card identified. Removing
the Master card may cause this. Check if
this is indeed a dual card. If it is, consult
your service engineer. If there is no dual
card, you may reset this card.

NOT_ATTENDED_
HARDWARE_VERSION

major

Card software does not support attended
conferences when the MESSAGE flag in
the GREET AND GUIDE/IVR section of
the “system.cfg” is configured to YES.

RED_ALARM

major

The local span failed to identify the line.
Check the connection between the net
span and the PBX.

UNEXPECTED_CARD_
TYPE

major

The card in this slot is of a different type
than expected.

For example, this may happen if a card of
a one type physically replaces a card of
different type. If this is the case, use the
operator to remove the card and then
reset the card slot.

UNEXPECTED_EMPTY_
SLOT

major

An empty slot was encountered where a
card was expected. This will be caused if
a card is physically removed without

removing it in the MGC Manager as well.

UNIT NOT RESPONDING

major

Unit is not responding to requests due to a
card component fatal error
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Table A-4: Card Fault Descriptions (Continued)

Code Level Description

VIDEO_HIGH_BIT_RATE_ major When the HIGH BIT RATE flag in the

NOT_SUPPORTED_BY_ system.cfg file, FLAGS section is

CARD configured to YES, but the card’s
hardware version installed in the system is
too old.

VIDEO_HIGH_FRAME_ major Video card version is less than 1.24 and in

RATE_NOT_SUPPORTED_ the GENERAL section of the “system.cfg”

BY_CARD HIGH_VIDEO_FRAME_RATE is configured to
YES.

YELLOW_ALARM major The local span identified the line but the
PBX failed to identify the local span.
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Fault Category - Exceptions

A severe system error, or exception, is an error that prevents the current task
from being executed. When the system detects such an error, it automatically
locks (or suspends) the task that caused the error. The effect of this suspension
depends on the type of the task. An error in a main or critical task will cause
the system to restart itself.

An error in a conference task will lock the conference. In this case, all
conference related operations will be blocked, including terminate, add
participant, remove participant etc. From the participants’ point of view, the
conference will go on but will stay in its current state, for example no video
switching will take place. However all other On Going Conferences will not
be affected. The operator can wait for these conferences to end, and then
restart the system manually. Similar behavior will take place when the error is
caused by a participant task.

The system indicates the detection of a severe error by logging a fault
message. The message is displayed as follows:

Table A-5: Fault Log Message

Time Category Level Code
06:23 pm june 15 | exception major EXCEPTION_HANDLER_MESSAGE
Description

EXCEPTION: error=0x0 error_address=0x1c0e74
TasklD=0x370000 tskname=CONF interpt_num=0

This message can be viewed in the Fault Messages window. If such a fault
occurs, it is very important that you write down the fault message description
as well as the sequence of operations that led to it, and transfer it to the system
service engineer so that the problem can be fixed.
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Fault Category - General

A-10

Table A-6: General Fault Descriptions

Code Level Description
APPLICATION_SERVER _ major An internal error in the external
INTERNAL_ERROR application server where the Ad-Hoc
database resides.
BAD_SPONTANEOUS_ minor When there is a fault in the Audio card.
INDICATION
CAN_NOT_ESTABLISH_ major Cannot establish a connection with the
CONNECTION_WITH_ external application server where the
APPLICATION_SERVER Ad-Hoc database resides.
CAN_NOT_ESTABLISH_ minor The SIP registrar did not respond.
CONNECTION_WITH_SIP_ Check the configuration of the SIP
REGISTRAR server in the IP Network Service. If the
configuration is OK, try pinging the IP
address.
CONNECTION_ERROR major LAN driver error.
DONGLE_ERROR major May be due to one of the following unit
errors:
* Failure in reading the dongle file
* Failure in reading the dongle serial
number
e Failure in reading the dongle data
DONGLE_NOT_ATTACHED major May be due to one of the following unit
errors:
* Failed to find the dongle driver
* No dongle button found
EMPTY_PERFORMANCE_ minor Not all the fields in the
MONITORING_TRASH_ PERFORMANCE MONITORING
HOLD section of the system.cfq file are valid.
FAILED_TO_LOAD_XML_ | major The XML schemas were not loaded.
SCHEMAS
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Table A-6: General Fault Descriptions (Continued)

Code Level Description

FAN_1_FAILURE major Applicable to MGC-25 only.
Fan one failed.

FAN_2_FAILURE major Applicable to MGC-25 only.
Fan two failed.

GATE_KEEPER_ERROR minor Occurs when an attempt to register
with the Gatekeeper has failed.

GATEKEEPER_MESSAGE system Returns the code:

message | REGISTRATION_SUCCEEDED, the
card succeeded in registering to the
Gatekeeper.

INSUFFICIENT_TDM_ALERT | major Failure occurs during TDM time slot
(TSS) allocation when the requested
number of TSS are not available, and
the corresponding resources cannot be
used.

For each port in the MCU TSS
interaction between cards is conducted
using a TDM (Time Division Multiplex)
method, where two types of TSS
allocation are used:

» Static
* Dynamic
LINE_PM_ERROR minor Occurs when there is a problem with

performance monitoring. All network
issues are notified via the Net card.

LOW_MEMORY_ALERT major There is a high fragmentation problem,
which has caused a memory overload.

MCU_VERSION_IS_NOT_ major Dongle error status—no permission
PERMITTED granted for MCU version.
MORE_THAN_ONE_CLOCK_ | minor Occurs when more than one flag in the
SOURCE_TYPES MCU CLOCKING section of the

system.cfg file is configured to YES.
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Table A-6: General Fault Descriptions (Continued)

Code Level Description

NO_AUDIO_MESSAGE_IN_ | major Occurs when the MESSAGE flag in the

CONFIGURATION system.cfg file, ATTENDED section is
configured to YES, but there is no
suitable hardware in the system.

NO_CLOCK_SOURCE major This error usually follows a red, blue or
yellow alarm. If the MCU fails to
identify the PRI line it is unable to
synchronize itself by the PBX.

NO_MUSIC_IN_ major Occurs when the MUSIC flag in the

CONFIGURATION system.cfq file, ATTENDED section is
configured to YES, but there is no
suitable hardware in the system.

PASSWORDS_CONFLICT__ | startup The password assigned to a

PLEASE_SEE_ conference or reservation loaded from

pscnflct_log_ a previous version is not valid in the

FILE_FOR_DETAILS current version. For details see the
pscnfict.log file in the MCU root
directory.

POWER_SUPPLY_ Applicable to MGC-25 only.

FAILURE The power supply failed.

RESET_MCU_BY_ minor The MCU was reset by the MGC

OPERATOR Manager from the Reset MCU sub-
menu.

SINGLE_CLOCK_SOURCE minor Only one span was able to synchronize

itself with the PBX. The system will
continue to function normally but there
will be no backup clock source. If there
are more than one net (T1 or E1) cards
connected to the PBX, this may
indicate a problem with the connection
to the PBX.
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Table A-6: General Fault Descriptions (Continued)

Code Level Description
UNEXPECTED_HARDWARE_ | major Card version does not match
VERSION “card.cfg”. This situation can occur if a

card of the same type but of a different
hardware version is replaced while the

MCU is off.
UNKNOWN!!! major An inconsistent MGC Manager version
is being used.
VERSION_DOSNT_MATCH major Version number in the arrow
configuration is less than 5.
WRONG_DONGLE_ major When an inconsistent dongle is
ATTACHED attached to the MGC.

Fault Category - Assert

Table A-7: Assert Fault Descriptions

Code Level Description

SOFTWARE_ASSERT_FAILURE | major A program assertion has failed. This
indicates an error in the program
execution. If this problem persists,
consult your service engineer.

Fault Category - Startup

Table A-8: Startup Fault Descriptions

Code Level Description

SYSTEM STARTUP startup This message is generated each
time the system is booted.
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Table A-8: Startup Fault Descriptions (Continued)

Code

Level

Description

UNSUITABLE_AUDIO_PLUS_
CONF_FREQUENCY_SETTING_
TO_SUPPORT_SIREN_14

startup

System configuration (system.cfg)
conflict occurring when:

The AUDIO PLUS FLAGS
section
AUDIO_PLUS_FREQUENCY is
configured to 14 and the H320
AUDIO section SIREN14_320 is
configured to YES

The AUDIO PLUS FLAGS
section
AUDIO_PLUS_FREQUENCY is
configured to 14 and the H323
AUDIO section SIREN14 323 is
configured to YES

UNSUITABLE_MUSIC_SETTING_
TO_SUPPORT_SINGLE_
PARTY_HEARS_MUSIC

startup

System configuration (system.cfg)
conflict occurring when:

The AUDIO PLUS FLAGS
section
SINGLE_PARTY_HEARS_MUSI
C is configured to YES and the
GREET AND GUIDE/IVR section
MUSIC is configured to YES
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Appendix B: PPP Setup

The PPP (Point to Point Protocol) support enables the operator to establish
TCP/IP communication with the MCU via a telephone line with a modem,
or directly via a serial connection.

In order to use the PPP support, both the remote PC that runs the MGC
Manager and the MCU must be set up.

Currently, only one PPP session is supported by the MCU. This PPP session
can be either via Modem connection or via direct serial connection.

The Modem connection involves attaching a modem to one of the MCU’s
serial connectors. The remote station can then connect to the MCU via the
modem.

The Direct Line connection involves connecting the remote station to the
MCU using a Null Modem cable.

Software Setup

The MCU software includes PPP support that is usually disabled. In order to
activate the PPP support, the file PPP.CFG must be placed in the directory
c:\MCU\CFG.

The file PPP.CFG contains the PPP configuration parameters. It specifies the
COMM port number to be used by the PPP connection, the type of
connection (Modem or Direct) and several other parameters such as baud
rate and modem initialization parameters.

Except CON_TYPE, all the parameters have default values, and should only
be included in the ppp.cfg file if they have been altered.

The file format is similar to the windows INI files format - text file with
sections.

The modification of the setup file is done manually using the appropriate
text editing application, such as Notepad.
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Following are two examples of ppp.cfg files setup:
1. Open the Notepad application.

[COMM2]
CON_TYPE=MODEM

2. Type in the text as described in the following table depending on the type
of PPP connection you are using.

[COMMS3]
CON_TYPE=DIRECT

In the example shown above, the ppp.cfg file contains the setup for COMM 2
to Modem connection.

In the second example, the ppp.cfg file contains setting for COMM 3 to
Direct connection.

Before configuring the PPP to a COMM port, you have to check that no other
device is configured to use the same port.

Following is the list of sections in the configuration file and their parameters.
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In Modem connection, the COMM port x can be 1,2,3,4,5 or 6.

In Null Modem connection, X is either 1 or 2, depending on the serial port
used.

-ioix
File Edit Format Help
[comMmMx] =]
CON_TYPE=DIRECT

-
14 2y

CON_TYPE - Connection type. May be either MODEM or DIRECT.

MODEM stands for a modem connection. Modem configuration requires
MODEM_SETUP_STRING and MODEM_HANGUP_STRING (and if they
are not specified, the default values are taken).

+ MODEM_SETUP_STRING - This is a combination of configuration
parameters of the specific modem type and the PPP driver’s CHAT
Script.

Since the modem is only expected to answer calls, the initialization
string is the default value that can be used with most of the standard
modems. However, if a non-standard modem is used, or if a special
feature of the modem is to be used, the parameters can be (carefully?!)
changed.

This parameter is ignored if CON_TYPE=DIRECT.

¢  MODEM_HANGUP_STRING - This is a combination of the hang-up
parameters of the specific modem type and the PPP driver’s CHAT
Script.
Since the hang-up string is simple, the default value can be used with
most of the standard modems. However, if a non-standard modem is used
or if a special feature of the modem is to be used, the parameters can be
(carefully!) changed.
This parameter is ignored if CON_TYPE=DIRECT.

«  BAUD - Serial Port’s baud rate. May be 300, 1200, 2400, 4800, 9600,
19200, 38400, 57600 or 115200.
Default value: 19200.
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To set up PPP:
1. Save the file as ppp.cfg in any directory.

2. Send the file to the MCU by using the Send option in the MGC Manager
MCU Utilities.

3. Copy the file to the CFG directory using the Telnet option in the MGC
Manager MCU'’s right-click menu.

4. Now type in the following information as shown:
pSH+> cd 7.256/mcu
pSH+> cd cfg
pSH+> cd.
pSH+> cd Bin
pSH+> mv ppp.cfg /mcu/cfg
5. Reset the MCU.

Hardware Setup

The MCU can have either 2 COMM ports, or, if a MOXA serial board is
plugged into the system, it will be able to support 6 COMM ports. Before
installing a MOXA serial board, shut down the MCU. When turning on the
system, the MCU will automatically identify the MOXA board (if it exists).
There is no need for software setup.

Modem Setup

An external modem may be connected to each of the serial ports.
To connect the modem:

1. Configure the modem in ppp.cfg.

2. Shut down the MCU.

3. Connect the modem to the COMM port (as defined in ppp.cfg), connect
its power supply and turn it on.

4.  Turn on the MCU.



MGC Administrator’s Guide

During the MCU power-up, the modem will be initialized and ready to
receive calls from remote operators.

Direct Line Setup

The direct line cable (null modem cable) can be connected at any time.
However the port it is connected to must be defined in ppp.cfg.

The following tables describe the null modem wire-up for different connector

combinations.

Table B-1: Null Modem 25/9 Pin Connector Wire-up

25 Pin Connector 9 Pin Connector
2 2

3 3

4 8

5 7

6.8 4

7 5

20 6,1
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Table B-2: Null Modem 9/9 Pin Connector Wire-up

9 Pin Connector

9 Pin Connector

-

Al OO | O |00 N N|®

O g M| N0 WD

Table B-3: Null Modem 25/25 Pin Connector Wire-up

25 Pin Connector

25 Pin Connector

2 2
3 3
4 4
5 5
6,8 20
7 7
20 6,8
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PC Setup for PPP Support

The setup described in this section applies only to Windows 95.

Modem Connection Setup

Use the built-in Dial-Up Networking feature to define the dial-up connection.
Use the following dial-up connection parameters (Properties):

e Inthe Main window, enter the telephone number of the MCU’s Modem,
and the Operator’s modem type.

» Inthe Server Type window, select the PPP: Windows 95, Windows NT
and check only the Enter the Network and the TCP/IP options.

* Inthe TCP/IP definitions window, enter only the Operator’s IP address.
Select the Server Assigned Name server address (you don’t need to
specify the MCU IP address). Check the two options at the bottom (IP
compression and Use default gateway).

In order to activate the connection, double-click the Dial-Up-Networking

icon created previously, enter the User name, Password and the Phone

number, and then select Connect. As soon as the connection is established,
the MGC Manager software can run and communicate with the MCU.

Direct Connection Setup

Use the built-in Dial-Up Networking feature to define the dial-up connection
(as in modem connection setup).

To set a direct connection, you need to install a Null Modem driver.

To install the Null Modem driver, follow the instructions described in the
following Web site: http://www.kevin-wells.com/net/

This site contains the following information (with some modifications) from
May 14, 1997. It is recommended to check the page again for updates and
changes.

1. Download the file mdmcbx.inf, which is needed for all direct
connections. There are different versions listed on the Web page. If
Windows 95 will not install the above file, try an earlier version. This
problem may occur especially with non-US versions of Windows 95.
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2. Select Start — Settings — Control Panel, and then click the Phones and
.
Modems icon =,
The Phone And Modem Options dialog box opens.

Phone And Modem Options x|

Dialing Aules  Modems |Advanced

.:?‘} The fallowing modems are installed

Modem | Attached To
% Communications cable between bwo computers  COM1

@ Remove | Propertiasl
Ok I

Cancel | Apply |

3. Select the Modems tab and then click Add.

The Add/Remove Hardware Wizard dialog box appears.

Add/Remove Hardware Wizard

Install New Modem o
Do you want WWindows to detect your modem?

windows will now try to detect your modem. Before
continuing, you should:

1. If the modem iz attached to your
computer, make sure it is turned on.

2. Quit any programs that may be using
the madern.

Click Mext when you are ready to continue.

V' Don't detect my modem; | will select it from a list.

< Back I Mest > I Cancel
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4. Click the Don't detect my modem I'll select it from a list check-box

and then click Next. The list of modems is displayed.

Select the manufacturer and model of your modem. [f your modem is not listed, or if you
have an installation disk., click Have Disk.

Add/Remove Hardware Wizard

Install New Modem

o

Manufacturers:

Models:

[Standard Modem Ty

Standard 300 bps Modem
Standard 1200 bps Modem
Standard 2400 bps Modem

+| | Standard 9600 bps Modem
_'I—I Standard 14400 bpz Modem LI
Chandard 19200 b bdadae

Have Disk... |

ﬂ Communications cable between bwo computers j

< Back I Mest > I Cancel |

Click the Have disk button.
The Install From Disk dialog box opens.

Install From Disk

x|
@ Inzert the manufacturer's installation disk into the drive

(]
selected, and then click OK. _
Cancel |

Copy manufacturer's files from:

=

j Browse... |

B-9



Appendix B: PPP Setup

B-10

6.

10.

Type the file name and path (that you downloaded in step 1) in the Copy
manufacturer’s files from drop-down list, or click Browse.

The Locate File dialog box opens.

Locate File 21
Look. in: My Computed & & ER-
é’S‘f: Floppy ()
J=Local Disk {C:)
@Compact Disc (D:)
I=?Documents on ‘accard3’ (G:)
File name: I“.inl j Open I
" Fies of type: ISeluD Information [*inf] ﬂ Caneel

Select the file, and then click Open.

In the dialog box that opens, a modem named Direct Connection should
be listed. Highlight this modem and click on the Next button.

Choose the communications port to which the null modem cable is
connected. You may have to look in the back of your computer. Click the
desired COMM port and then click Next.

Click the Finished button to complete the setup. A modem called Direct
connection is displayed in the Modems box.

Double-click the Direct Connection icon to activate the connection.
When prompted for a phone number, enter any number, as the driver
does not need this parameter to activate the connection. The user name
and password should be taken from the MCU. (The default user name
and password are POLYCOM.)
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Setting up your PC - Detailed Description

Your PC may have any one of the following Operating Systems (OS):

e Windows 95

*  Windows 98

e Windows NT

For a Windows 2000 connection, see “Windows 2000 - Network Connection
Settings” on page B-16.

To make a new dial-up connection for Windows 95/98/NT:

1. Onyour PC access My Computer/Control Panel and select the Dial-Up
Networking folder.

2. From the Windows Network and Dial-up Connections, establish a new
connection by selecting the Make New Connection icon.

The Make New Connection dialog box opens.

Make New Connection

Tvpe a name for the comp'i;_ter you are didling:

Select a modem:

<> [Megahertz 30CM15G B 56K Madem =l
LConfigure. .. |

« Bak I Mest > I Cancel

B-11



Appendix B: PPP Setup

3. Assign a name to that connection (If you have more than one modem
defined, you are also required to select the relevant one).

4, Click Next.

Make Mew Connection

Type the phone number for the computer you want to call

Area code: Telephone number:
I =l -

Country code:
IUnited States of America [1) j

< Back I Mext » I Cancel |

5. Type the phone number of the line connected to the MCU.
6. Click Next.

Make New Connection

Y'ou have successfully created a new Dial-Up Metworking
conhnection called:

Click Finizh to gave it in your Dial-Up Metworking folder.
Double-click it to connect.

To edit this connection later, click it, click the File menu
and then click Froperties.

< Back I Finizh I Cancel |

7. Click Finish to enter the connection in your dial-up connections window.
At this stage, you should see a dial-up icon.

a. To configure this connection, right-click on its icon, and choose
Properties.

B-12



MGC Administrator’s Guide

b. The My Connection dialog box opens:

My Connection EH
General |

= 7 My Connection
= e

— Phone number:
Area code: Telephone number:

03 B EG
Country code:
IUnited States of America (1) j

¥ Usze country code and area code

— Connect using;

LConfigure... | Server Tupe... |

Ok, I Cancel |

c. Click the Server Type button.

d. The Server Types dialog box opens.

Tuwpe of Dial-Up Server:

— Advanced options:
W Log on to network
[ Enable software compression

™ Require encrypted passward

— Allowed network, protacaols:
[~ MetBELI
[T IP=/5P= Compatible

¥ ICRAR TCE/IP Settings... |
ak I Cancel |
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e. Configure it as follows (exactly as it appears in this screen):

— Type of Dial up Server - PPP: Windows 95, Windows NT 3.5,
Internet

— Advanced options - choose only Log on to network.
— Allowed network protocols - choose only TCP/IP.
f.  Click the TCP/IP Settings button.

The TCP/IP dialog box opens.

TCP/IP Settings EHE

" Sepver assigned |P address

% Specify an [P address
IP address: |'|29 254 4 7 |

% Server assigned name server addresses

" Specify name server addresses

Brimans B S | o,o0 .0 0

Frirmarm i S | o,o0 .0 0

Cecandan WG | o,o0 0,0

|
Crecarndan DS | o,ao0 .0 .0 |
|
|

W Use IP header compression

[v Use default gateway on remate network

] I Cancel |

Choose Specify an IP address and enter the IP address of your PC.
h. Choose Server assigned name server addresses.

i.  Choose both Use IP header compression and Use default gateway
on remote network.

J- Choose OK on all dial-up networking windows that are still open.
8. Make a connection to the newly established configuration:
Double-click the New Connection icon.
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The Connect To dialog box opens.

=< Connect To HE

LTS
My Connection

User name: I

Bassword: I

[T Save pazsword

Phote number: |9, f29251432

Dialing fram: I Default Location j Dial Properties... |
Connect I Cancel |

In the User name and Password fields use the following defaults:

User name: POLYCOM

Password: POLYCOM

Or any other login profile configured within the MCU.
Click Connect to establish a connection.

Once the connection is established with the modem that is connected to
the MCU, use the operator workstation application to connect to the

MCU.
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Windows 2000 - Network Connection Settings

To make a new dial-up connection for Windows 2000:

1. From the Start menu select the following path: Programs/Accessories/
Communications/

Or
On your PC access the Windows Control Panel.
2. Select Network and Dial-up Connection.
3. Double click the Make New Connection icon.
The Welcome to the Network Connection Wizard dialog box opens.

Network Connection Wizard

Welcome to the Network
Connection Wizard

Uszing thiz wizard you can create a connection to other
computers and network s, enabling applications such az

e-mail, ‘web browszing, file sharing, and printing.

To continue, click Next.

< Back I Mext > I Cancel
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Click Next.
The Network Connection Type dialog box opens.

Network Connection Wizard

Hetwork Connection Type
“f'ou can choose the type of network, connection pou want ta create, based on

your network. configuration and your networking needs.

& Dial-up to private network
Connect using my phone line [modem or [SDM).

" Dial-up to the Intemnet
Connect ta the Internet using my phone line (modem or [SDM ).

" Connect to a private network through the Intemet
Create a Yirtual Private Metwork, [VPM] connection or 'tunnel’ through the Internet.

" Accept incoming connections
Let other computers connect ta mine by phone line, the Intemet, or direct cable.

" Connect directly to another computer
Connect uzing my serial, parallel, or infrared port.

< Back I Mext > I Cancel

Select the default settings and click Next.
The Phone Number to Dial dialog box opens.

Network Connection Wizard

Phone Number to Dial
“Y'ou must specify the phone number of the computer or network. pou want to

connect to.

Type the phone number of the computer or network you are connecting to. |f pou want
wour computer to determine automatically how ta dial from different locations, check Uze
dialing rulez.

Area code: Phone nurmber:
| I |
Country/region cods;

| ]

™ Use digling rules

< Back I MNext > I Cancel
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6. Type the phone number of the line connected to the MCU.
7. Click Next.
The Connection Availability dialog box opens.

Network Connection Wizard

Connection Availability
“r'ou may make the new connection available to all uzers, or just yoursell,

“r'ou may make thiz connection available to all users, or keep it only for vour own uze, &
connection stored in your profile will not be available unless you are logged on.

Create this connection:

& For all users

" Only for myself

< Back I Mest > I Cancel

8. Select the relevant connection and click Next.
The Completing the Network Connection Wizard dialog box opens.

Network Connection Wizard

Completing the Network
Connection Wizard
Tupe the name you want to use for this connection:

IMEU Caonnection

To create this connection and save it in the
Metwork, and Dial-up Connections folder, click
Finish.

To edit thiz connection in the Metwork and Dialup
Connections folder, select it, click File, and then click
Properties.

[T Add a shorkeut to my desktop

< Back I Finish I Cancel
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9. Enter the name of the network connection and click Finish.

Select any given name for your network.

In the previous dialog box, Completing the Network Connection Wizard the
network has been given an arbitrary name: MCU Connection. This hame
designation is used in the Windows 2000 - Advanced Network Settings.

A new icon appears with the named MCU Connection.

Windows 2000 - Advanced Network Settings

Establish a new dialup connection by using the following dial-up connection
parameters (Properties):

* Inthe Server Type window, select the PPP Windows 95/98/NT4/
Windows 2000, Internet and check only the Enter the Network and the
TCP/IP options.

* Inthe TCP/IP definitions window, enter only the Operator’s IP address.
Select the Server Assigned Name server address (you don’t need to
specify the MCU IP address). Check the options (IP compression and
Use default gateway).

In order to activate the connection, double-click the Dial-Up-Networking
icon created previously, enter the User name, Password and the Phone
number, and then select Dial. As soon as the connection is established, the
MGC Manager software can run and communicate with the MCU.
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To define a new dial-up connection:

1. Double-click the MCU Connection icon.
The Dial-up Connection Properties dialog box appears.

General IUptlonsl Securltyl Networkmgl Sharmgl

Connect using:
@ Modem - Unavailable device (COM)

Fhone number

Aiea code; Phone number:

I ;I I Altemnates

Caurtmy/region code:
[~ Use disling wles Fules

[V Show icon in taskbar when connected

0K | Cancel |

2. Click the Configure Button.
The Modem Configuration dialog box appears:

Courier . Everything External (CORM1)
Masimum speed (bps] =
odem protocal | j

~ Hardware featur

¥ Enable hardware flow control
¥ Enable modam enor control

¥ Enable madem compression

[ Initiglization

™ Shouws terminal window

™ Bunscript: d

Edit. Brawvse

¥ Enable modem speaker

Cancel |

Select Maximum speed (bps) and Modem protocol (if required).

Click OK, and you return to Dial-up Connections Properties—General
dialog box.

5.  Click the Networking tab.
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The Dial-up Connections Properties—Networking dialog box appears.

Dial-up Connection Properties d |
GEﬂElall Dphnnsl Secuity  Metworking I Sharingl

Type of dial-up gerver | am calling:

10, Internet

Seltings |

Components checked are used by this connection:

Client for Microsoft Networks

Install... Uningtal Properties

i Description

Transmission Control Protocoldlnternet Protocol. The default
wide area netwark protocal that provides communication
across diverse interconnected netwaorks.

Cancel |

Configure this dialog box as follows (exactly as it appears in this screen):

— Type of Dial up Server - PPP: Windows 95/98/NT4/ Windows
2000, Internet.

— Components checked are used by this connection - choose Internet
Protocol TCP/IP, Client for Microsoft Networks.

Highlight Internet Protocol TCP/IP.
Click the Properties button.
The Internet Protocol (TCP/IP) Properties dialog box appears.

Internet Protocol (TCP/IP) Properties 21x1

General |

‘rou can get [P settings assianed automatically if your network,
supparts this capability, Dtherwise, you nesd to ask pour network
administrator for the appropriate IP settings.

" Obtain an P address automatically

{5 Use the following IP address
’7 P addess

£ Dbiain DNS server addiess automatically

£ Use the following DNS server addresses
Preferied DNS server .
Altenate DNS server .

Ok Cancel
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8. Inthe General options - select Use the following IP address.
9. Enter the MCU IP address and click the Advanced button.
The Advanced TCP/IP Settings dialog box appears.

Advanced TCP/IP Settings 2%l
General | DNS | wiNS | Optians |
This checkbox only appliss when wou are connected to a local
network and a dial-up network simultaneously. When checked, data
that cannat be sert on the Iocal network is forwarded ta the dislup
network.
[ Use defaull gateway on remote network

PPP link:

[ [¥ Use IP header compression

Cancel

10. Select both Use default gateway on remote network and Use IP
header compression.

11. Click OK on all dial-up networking windows that are still open.

Connecting to the MCU using the new dial-up connection:

1. Select Network and Dial-up Connection.
The Network and Dial-up Connections window opens.

1 Network and Dial-up Connections N I ] 5
J File Edit Wiew Favorites Tools Advanced  Help i
J q=Eack - = - | Qsearch [Folders £ HHistory | B O > wy | Ed-
Jnddress I@I Metwark and Dial-up Connections j E':)GU

— "I | —

= " - EHh 1

= LJ =] L& L4

B B

Network and Dial-
up Connections

Connection Connection

This Folder contains netwaork
connections for this computer, and
a wizard to help you create a new
cannection,

Ta create a new connection, click
Make New Connection,

To open a connection, click its icon, d

|3 objectis)
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In the Network and Dial-up Connections window double-click the New

Connection icon.

The Connect Dial-up Connection dialog box opens.

Connect Dial-up Connection i el |

Uszer name:

IPDLYEDM

Password: I “““““““

™ Save password

Dial: f &

Cancel | Froperties | Help |

In the User name and Password use the following defaults:

User name: POLYCOM
Password: POLYCOM

Or any other operator login profile configured within the MCU.

Click Dial to establish a connection.

Once the connection is established with the modem that is connected to
the MCU, use the MGC Manager application to connect to the MCU.
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Appendix C: Performance
Monitoring NET-T1/Net-E1

The MGC Manager application enables you to produce statistical
information on the performance of the ISDN lines connected to the Net-T1/
Net-E1 Network Interface module installed in the MCU. According to the
statistical data presented by the system, you can ascertain the reasons for the
connection problems during conference startup. If the problems affecting the
quality of the line and service persist, they can be forwarded to the service
provider. The Performance Monitoring option relates to the connection
between the Net Access Network Interface module installed in the MCU and
the first switch.

The Performance Monitoring option is available only for Net-T1/Net-E1 Network
Interface modules and not for NET-2/4/8 modules.

The ISDN performance can be monitored in two modes: automatic and
manual.

In the automatic mode, the status of the ISDN line is constantly monitored
for common error conditions. When the number of occurrences of any of the
monitored conditions exceeds a predefined threshold, the system issues a
warning message (which appears in the Faults list) and the MCU status
changes to Minor.

In the manual mode, the statistics of a specific ISDN line are retrieved for
the last monitored time interval, depending on the selected interval. The E1
or T1 lines are monitored in 15-minute and 24-hour intervals. In a 15-
minutes interval, the network card collects the number of occurrences for the
various error conditions and accumulates them. At the end of the 15
minutes, these counters are initialized. In a 24-hour interval, the system
accumulates the number of occurrences of each of the error conditions in the
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96 intervals of 15 minutes. You can view the statistics for the last 15 minutes
or for the last 24 hours.

Automatic Performance Monitoring

C-2

To enable the Automatic Performance Monitoring and to define the time-out
period, you must access and edit the parameters in the “system.cfg” file.

To modify the “system.cfg” file:

1. Inthe Browser pane, right-click the MCU icon, click MCU Ultils, and
then click Edit “system.cfg”.

E‘%ﬁl MCUs Metwark

Disconnect
IP Configuration. ..

Alphal2 ( Minor )

Mew Reservation...
Resource Repork. ..
Dongle Information. ..

CDR...
MCU Time. ..
Faults...
MCL Lkils Send File. ..
[ Retrieve Diagnostic Files 3 Send Configuration File. ..
= Fast Configuration Wizard Get File, ..
Elay Batch, ..
Telnet...
IP Terminal.. — =
L., Edit "confer.cfg”...
Stop Current Indication Repeating Backup Configuration. ..
Remove MCU Restare Conﬁgur.atlon. a0
Backup Reservations. ..
Reset MCL Restore Reservations. ..
Properties. .. Download MCU Software. .
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The SysConfig dialog box opens.

SysConfig - [ system.cfg ] - { 172.22.140.154 ) 1Ol x|
Ak
Section Item =Yalu
ok |
H323_AUDI0 -
H320_AUDIO =l Cancel
MCU_CLOCKIMG
LAH
WATCH_DOG A
UTIL_PASSWORD P
DELAYS Section

GREET_AND_GUIDE
Sulssection

N

(| PERFORMANCE_MONITORING
Item

uild

CUSTOMER_PERMISSIONS

PICTURETEL
AUDID PLUS FLAGS —— REMOVE ——
AUDIO_PLUS_MSGS "
Q05 PARAMS Section
VR
TIMEOUTS Suls section
H323_CFG = |
= tem

Edit value I Set value I Make sysenc file.

In the Section box, double-click PERFORMANCE_MONITORING

The various Performance Monitoring flags are listed in the Item = Value
box.

SysConfig - [ system.cfg ] - ( 172.22.188.40 ) =1

&

Section - PERFORMANCE_MONITORING Item = Vi

oK

A0T0_PERFORMANCE_MONITORING = NO
PERFORMAMCE_MONITORING_TIMEOUT = 60 Cancel |

——ADD——

Sestion |
Sub section |
Item |

[ REMOWE —

Section |
Sub sechion |

Item

Edit value I Salvaluel take sysenc file |

Set the AUTO_PERFORMANCE_MONITORING flag to YES

a. Inthe Item = Value box, click
AUTO_PERFORMANCE_MONITORING

b. Inthe Edit Value box, type YES.
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c. Click the Set Value button.

4. Set the PERFORMANCE_MONITORING_TIMEOUT flag to the
required value.

5. Click OK.

Manual Performance Monitoring

C-4

Use this option to monitor the state of a specific ISDN line in the last 15
minutes or 24 hours and ascertain whether there are quality problems, which
should be forwarded to the service provider of the ISDN line.

To retrieve the statistical information regarding an ISDN span:
1. Connect to the MCU whose modules you want to list.
2. Inthe Browser pane, expand the tree to list its options.

3. Double-click MCU Configuration icon, or click the plus [+] icon next
to the MCU Configuration icon.
A list of options appears below the MCU Configuration icon.

4. Double-click the Cards icon or click the plus [+] icon next to the Cards
icon, to list the cards installed in the MCU.

Eg Produck Management ¢ Mormal

L—_JEI:E MCU Configuration

'g;-ﬂ Connections
[+ BEly 1vR Msg Services
Eﬂ@ Metwork, Services

EEI""I(E“ Operators

»
- Ifj’ GatetWay Configuration

Msg Services
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A list of slots appears.

Click the slot containing the Net-T1/Net-E1 Network Interface module
(PR148) to configure, or click the plus [+] icon next to the card icon, to
list its spans.

Right-click the unit whose ISDN line quality you want to check, and then
select:

Monitor 15 min to retrieve statistical data on the line quality in the last
15 minutes.

Monitor 24 hours to retrieve statistical data on the line quality in the last
24 hours (in 15 minute intervals).

|_:_| Slok 2 (PRI4S)

Reset Lnit

Disable Unit
Enable Lnit
Set As Primary Clock Source
Set As Backup Clock Source

Manitar 15 min
Monikor 24 hours
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The Performance Monitoring dialog box opens.

x
Seconds In Unavailable Seconds
|93 ID
Current Interyal UAS51
Walid Intervalz |—4 gggtorﬁgzds %ES] I—D
Currert Status |4 \P‘rfatlht_ﬁod[iggcv] ID
inlation
Line Errored
ESF o Secands (LES] o
Bursty Erroes Seconds
Eror Seconds [ES] IU [BES] IU
Severely Error Degraded Minutes
Secands [3E5) fo (DM fo
Severely Error Framing Line Code
A Vinlation [LCY) o
()8 I Cancel | Refresh |

The dialog box heading indicates the span being monitored and the
monitoring time interval.

Table C-1, "Performance Monitoring Options." describes the monitored

parameters.

Table C-1: Performance Monitoring Options

Error Condition

Description

Seconds In Current
Interval

Indicates the number of actual seconds within the
15 minute interval. Possible values are from 0 to
900 seconds.

Valid Intervals

Indicates the number of valid 15 minute intervals
in the last 24 hour period. Possible values are
from 0 to 96 minutes.

This field only applies when you are monitoring
the performance over a 24 hour period.

Current Status

Indicates the current status.

ESF

Refers to errors on a T1 line, specifically when
the frame structure cannot be found.
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Table C-1: Performance Monitoring Options (Continued)

Error Condition

Description

Error Seconds (ES)

ES is a second with one or more Path Code
Violations (PCV), or one or more Out Of Frame
(OOF) defects, or one or more Controlled Slip
(CS) events, or where AIS defects have
occurred.

Severely Error Seconds

(SES)

SES is a second with 320 or more Path Code
Violation (PCV) error events, or one or more Out
Of Frame (OOF) defects, or where AIS defects
have occurred.

Severely Errored
Framing Seconds
(SEFS)

SEFS is a second with one or more Out Of
Frame (OOF) defects, or where AIS defects have
occurred.

Unavailable Seconds
(UAS)

Unavailable Seconds are calculated by counting
the number of one-second intervals during which
the ISDN line is unavailable as a result of 10
contiguous SES errors, or when there are yellow
and red alarms, CRC errors or synchronization
problems.

Controlled Slip
Seconds (CSS)

Controlled Slip Seconds are calculated by
counting the number of one-second intervals
during which one or more Controlled Slip events
occurred.

Path Code Violation
(PCV)

A frame synchronization bit error. See detailed
explanation above.

Line Errored Seconds
(LES)

A second in which one or more Line Code
Violation error events were detected.

Bursty Errored
Seconds (BES)

A second in which fewer than 320 and more than
one Path Code Violation error events were
detected.

Degraded Minutes
(DMm)

A condition when one or more of the established
performance parameters fall outside
predetermined limits and results in a lower quality
of service.
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Table C-1: Performance Monitoring Options (Continued)

Error Condition Description
Line Code Violation See detailed explanation above.
(LCV)

Handling the Performance Monitoring Errors

If Line Code Violation errors are indicated, make sure that the Line Coding
option selected in the Network Service properties is identical to the actual
Line Coding used by the service provider. If necessary, contact the service
provider for further information.

If Path Code Violation errors occur, make sure that the network line is
properly connected to the MCU and that the network cable is firmly inserted
into the 8-pin RJ45 connector. Ask the service provider to check the
connectivity of the line to the switch at the far end.

If there are many CSS errors this may indicate a synchronization problem as a
result of no clock signal. Check the clock configuration of the network cards.
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Appendix D: The Falcon Diagnostic

Tool

The Falcon diagnostic tool is an add-on to the MGC application that enables
you to run diagnostic tests on the hardware and software of the MGC-25,
MGC-50 and the MGC-100 units. The Falcon diagnostic tool is used by the
integration team to test all new units or applicable cards that are installed on
the system. This ensures that all new elements run properly. This tool is also
used by Polycom support personnel or the customer's System Administrator
to provide data for checking the hardware performance. When running the
Falcon Diagnostic tool, it is best to run all the available tests on each
applicable card to locate any problem in the hardware. If a fault is
discovered, it should be reported to Polycom support personnel. More
specific diagnostic tests can then be run on the units.

The Falcon diagnostic tool runs diagnostic tests on the following cards on:
MGC-50/100:

e The Audio+ cards

*  The Video+ cards

*  The IP+ cards

*  MUXH+ cards (from version 7.01)

MGC-25:

*  The Audio+ card

*  The Video+ card

*  The IPN card
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On the MGC-25 unit, the IPN card can be configured as a virtual NET-2, [P+
and MUX+ cards. The Falcon diagnostic tool displays the NET-2 and the two
processors (IP+ and MUX+) as IPN card units. The Audio+ and Video+ cards
are displayed in the diagnostic tool as they are actually installed. These
parameters can be viewed in the card Properties - Card Settings dialog box.
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Test Description

The following table lists the diagnostic tests performed, by card and unit. The
tests differ depending on the selected card and unit. For a description of the
terms that appear in the table, see “Test Glossary” on page D-24.

Table D-1: Diagnostic Tests

Card Unit Test Description
1P+ CM Local memory Checks buses’ data and
(MGC-50, addresses.
MGC-100) Checks memory integrity and
capacity.
Proc Clock Checks the frequency rate of the
processor.

Local memory Checks buses’ data and
addresses.

Checks memory integrity and
capacity.

Neighbor Checks the PCI access between
processors.

Clock Checks the frequency rate of the
processor.

LAN This test requires that a LAN
cable be connected to the 1/0 of
the card. See “Connecting the
LAN and ISDN Loopback cables”
on page D-15. Checks the ping
between the card and the Falcon
host machine IP Address.

TDM Creates a loop between the DSP
through the backplane and back
to the DSP to check data transfer
through the loop.

Full memory Checks all the processing
memory of the card manager.
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Table D-1: Diagnostic Tests (Continued)

Card Unit Test Description

IPN NET-2 | ISDN- The Falcon diagnostic tool
(MGC-25 Loopback displays the NET-2 card as a unit
only) in the IPN card. This test checks

the ISDN hardware. To run this
test, an ISDN Loopback cable
must be connected to the
Network 1/O card. For more
details, see “Connecting the LAN
and ISDN Loopback cables” on
page D-15.

Proc Clock Checks the frequency rate of the
processor

Local memory Checks buses’ data and
addresses.

Checks memory integrity and
capacity.

Neighbor Checks the PCI access between
processors.

LAN This test requires that a LAN
cable be connected to the 1/O of
the card. See “Connecting the
LAN and ISDN Loopback cables”
on page D-15. Checks the ping
between the card and the Falcon
host machine IP Address.

TDM Creates a loop between the DSP
through the backplane and back
to the DSP to check data transfer
through the loop.

Full memory Checks all the processing
memory of the card manager.




Table D-1: Diagnostic Tests (Continued)
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Card

Unit

Test

Description

MUX+

CM

Local memory

Checks buses’ data and
addresses.

Checks memory integrity and
capacity.

LAN

Checks the ping between the
card and the Falcon host
machine IP Address.

Proc

Local memory

Checks buses’ data and
addresses.

Checks memory integrity and
capacity.

Full memory Checks all the processing
memory from the card manager.

Neighbor Checks the PC/ access between
processors.

Clock Checks the frequency rate of the
processor.

TDM Creates a loop between the DSP

through the backplane and back
to the DSP to check data transfer
through the loop.
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Table D-1: Diagnostic Tests (Continued)

Card Unit Test Description
Audio+ CM PCI Scans the PCI to ensure that its
components are working
properly.
TDM Creates a loop between the DSP

through the backplane and the
QIFI then back to the DSP via the
time slot switch to check data
transfer through the loop.

QIFI Checks the watchdog.

Memory Checks buses’ data and
addresses.

Checks memory integrity and
capacity.

Proc Clock Checks the frequency rate of the
processor.

Memory Checks buses’ data and
addresses.

Checks memory integrity and
capacity.

Checks burst and data bus
energy changes.
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Table D-1: Diagnostic Tests (Continued)

Card Unit Test Description

Video+ CM PCI Scans the PCI to ensure that its
components are working

properly.

Memory Checks buses’ data and
addresses.

Checks memory integrity and
capacity.

TDM Creates a loop between the DSP
through the backplane and the
BCOD then back to the DSP via
the time slot switch to check data
transfer through the loop.

BCOD Checks the watchdog and BCOD
memory.
Proc Memory Checks buses’ data and
addresses.

Checks free memory.

Clock Checks the frequency rate of the
processor.

MCU Level Tests

When the Falcon diagnostic tool is run at the MCU level, all available tests
are run on all the recognized cards installed on that MCU and their units.
Several MCUs can be tested simultaneously, and their tests run serially.

Card Level Tests

When the Falcon diagnostic tool runs tests on an installed recognized card, it
performs all the available tests on all the card’s component units. You can test
all cards of a certain type, for example, all the Video+ cards. All tests run on
the Falcon diagnostics tool are run serially rather than simultaneously.

Unit Level Tests

At the unit level, tests can be selected individually. A specific test, for
example, the TDM test, can be run on all cards installed on the MCU as long
as each test is initiated individually. The tests run serially.
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Using the Falcon Diagnostic Tool

The Falcon tool is part of the MGC Manager Options menu.

D-8

To Start the Falcon Diagnostics Tool:

1.

Terminate all On Going Conferences and cancel any soon to open
Reservations on the MCUS to be tested.

In the Options menu, select Open Diagnostics tool.

Options  Window  Help
Communication...
Conf Alert...
Fip Configurations. ..
Beep on faults
Drag confirmation
Set Reservation Creator...
¥ Enzhble CrashDurmp monitor dialog
Audio Look & Feel
Manitor All
Configure Indications
Configure Shortouts
Stop Current Indication Repeating
Caonfigure Praxy Settings...

Mark Faulty Participants in Red

The Falcon diagnostics tool opens.

The Falcon diagnostics tool displays all the MCUs currently defined in
the MGC Manager, see “Falcon Main Window” on page D-9. You can
define other MCUSs so they can be displayed in the MGC Manager and in
the Falcon tool.

The MCU network is displayed in a Browser pane on the left side of the
Falcon screen.
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Falcon Main Window

Test Modes available for running tests IP Test window. It is
enabled when running
the LAN test on an IP+

or IPN card
Main menu =iofx]
MCU Log Help
£l L Marketing MGLCS0 - Test Dptions
L7 Slot 1 ’7 e P Un / uick Test |
Browser pane 15 St 2 VDEO 5] B ey 25k I~ Quick Test
\\_i'} ToDP ~Test Selection /
55 2-D5P I al /
r{ 3-DSP —DDC\ IP Test
Tests available e D -
for the selected— 520 Eloens e
element i 8-DSP Ctizch DBtz l—
[l Slatz
. [0 slot4
Displays the -7 Slot 5 (ALIDI0+48/36) in -
play s : = |
Test Results. i 1-05P
o 2-DSP [~ Test Results
Test columns o 3-05P
) o] maD%P Card [ Unit [ Test [ Status | Time Lett |
change if test is Teeen |
5-DSP
run on an MCU o 7.05F N
B £ 8-DF
unitoron a 5 5.D5p
% 10-DSP
card. £ 11 nep
% 12-D3SP
3 7 13-DSP
Detailed 2z 14-05P Detak
. 71.}15—D5P e
explanation of T |
o5 1-proct
selected test T o o
results I T

Browser Pane

Displays the MCUs defined in the MGC Manager application. Each MCU tree can
be expanded to display the cards supported for diagnostic tests.
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Main Menu
The Main Menu includes the MCU, Log and Help menus.

Table D-2: Falcon Main Menu Description

Field Description

MCU Contains the following options:

* Add MCU - To define a new MCU and add it to
the MCU list. This option is required only for
MCUs that are not currently defined in the MGC
Manager application.

* Connect - Connects an MCU to the application.
* Disconnect - To disconnect an MCU from the
Falcon diagnostic tool, while resetting the MCU.

* Reset MCU - To reset the MCU without
disconnecting the MCU.

* Remove MCU - This option removes the MCU
from the MCU list.

* Properties - Lists the MCU properties: MCU
Name, IP Address, Product Type (MGC-25/50/
100), MCU Version, and the MCSM version.

Log Contains the following options:
» Set Log File Path - Enables you to select the
folder where the log file will be saved.

*  Only Faults - Click this option to save only
Faults in the Log file.

Help Contains the following options:
* About Falcon - Lists the Falcon diagnostic tool
version.

* Falcon Help - Provides On Line Help for the

application.
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Test Options Box
The Test Options box displays the modes for running tests.

Table D-3: Test Options Description

Field Description

Loop Test Sets tests to repeat continuously in a loop mode.
This provides continuous testing for these
diagnostics.

Stop on Failure In this mode tests are run continuously until a failure

is detected. The diagnostic testing then stops.

Quick Test Enables running tests that do not run longer than 5
minutes. On the MGC-25, all tests run as they all
take less than 5 minutes to run.

If no selection is made in the 7est Options box, the tests will run one time.

Test Selection
The Test Selection box displays the tests that are available for the selected
element.

All - Selects all the diagnostic tests to run. Tests vary depending on the
selected MCU component, for details, see Table D-1 on page D-3. When the
MCU icon or card icon is selected, all tests are run by default. When a card
unit is selected, tests can be selected individually.

Run button - Initiates the diagnostic tests that are selected.

Stop button - Terminates on going diagnostic tests.

IP Test Box

The IP Test box is active during the LAN test. The IP Address, Subnet Mask
and Default Gateway information must be entered. If these parameters are not
entered, a pop-up box appears when the diagnostics run the LAN test, and
these fields must be entered at that time. You can cancel the LAN test instead
of entering the IP Test values.

IP Address - This is the address of the card and should be provided by the
System Administrator.

Subnet Mask - This is provided by the System Administrator.
Default Gateway - This is necessary to test the LAN Controller.
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Test Results Pane

As the tests are run, the results are displayed in the Test Results table. A log
report is written containing these results.

The test categories depend on what tests are run. When the MCU icon is
selected in the Browser pane, two categories are displayed: Card and Status.
When the cards or units are selected, there are five categories displayed in this
window:

Table D-4: Test Selection Categories and Descriptions

Field Description

Card Displays the name of the card and its serial number.

Unit Identifies the unit on the card.

Test Identifies the test.

Status Describes whether or not the test was completed, if
it timed out, whether the test passed or failed.

Time Left Lists the time left to run on the test.

When you click on a test result (a row) in the summary table, the test details
are displayed in the Details box.

The two buttons below the Details box determine how the test results are
saved in the log report.

Save Details - Saves the details as they appear in the Details box.

Save Summary - Saves the table in the 7ests Results pane to the Falcon Logs
folder. The log is named using the MCU name, Slot ID, Card name, Unit,
Processor and Word summary.
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Before running the diagnostic tests on an MCU, you must connect the MCU

to the Falcon diagnostic tool.

To connect the Falcon diagnostic tool to a specific MCU:

1. Double-click on the selected MCU icon or right-click on the MCU icon
and click Connect from the right mouse menu or the Main menu options.

E--i% MCUs Network,
----- Froduct b anagement

----- Alpha f31

N A ol eting MIGCE0
Cannect
[scanmest
Reset ME
Remose ML

Propetties. ..

A message appears indicating that the MCU must be reset in the Falcon

mode.

Conneckion to MCJ Marketing M@Z50 requires MCU reset |

! E Mo resources and conferences are available,
Conkinue ?

oK I Cancel

2. Click OK.

X

tool. If a conference is running when you try to connect to an MCU, an error

: § You must close all On Going Conferences before opening the Falcon diagnostic

message is displayed indicating that you must first close the On Going

Conference.

When the Falcon diagnostic tool resets the MCU, it identifies the MCU cards
that can be tested. Cards that cannot be tested are displayed in the MGC

Manager but not in the Falcon tool.
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Adding an MCU to the Network

To add an MCU to the MCU Network:
1. Right-click the MCU Network icon, and then click Add MCU.

2. Alternatively, on the MCU menu, click Add MCU.

abralcon |
lﬁ Log Help
Add MCU
Connech
Disconmneck
Reset Ml
Remaye MED

Properties. ..

3. The Add MCU dialog box opens.
=101 x|

MCLU N ame: I

MCL [P I

Port Mumber: IEDD-I

Uzer Mame: I’M:EDHD

xxxxxx
Password;

Add Cancel |

4. Inthe Name box, enter the name of the MCU. Specify a name that clearly
identifies the MCU.

5. Inthe IP Address box, enter the IP Address of the MCU. The correct IP
address should be obtained from your network administrator.

4
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The correct Port Number appears in the dialog box.
Enter the user name of the MCU in the User Name field.
Enter the MCU password in the Password field.

Click the Add button. The Add MCU dialog box closes. A new icon with
the specified MCU name appears in the Browser pane below the MCUs
Network icon.

A S

Running Diagnostic Tests

&5

After you connect to an MCU, you can run the diagnostic tests. The Falcon
tool reads the available cards in the MCU, and a list of tests relevant to the
selected element is displayed in the Test Selection box. For a list of the
specific tests run on each element, see “Diagnostic Tests” on page D-3.

Connecting the LAN and ISDN Loopback cables

If you run a LAN test on an [P+ or IPN card, or an ISDN Loop test on an
IPN card, you must connect the ISDN Loopback or LAN cables to the
MCU before you run the diagnostic tests.

PPP (Point to Point Protocol) support enables the operator to establish TCP/IP
communication with the MCU over a telephone line with a modem, or
directly by means of a serial connection. If a modem connection is used, the
modem must be connected to one of the MCU's serial connectors. If a direct
line connection is used, the remote station must be connected to the MCU by
means of a Null Modem cable. When the PPP is used, there is no need to run
the LAN test. If you do not fill in the IP Test box, a pop-up box appears when
the LAN test is about to run. You can cancel the LAN test at that time.

To connect the LAN cable and the ISDN Loopback cable to the MGC-25

unit:

1. Onthe MGC-25 unit, ensure that the Control LAN cable is connected to
the Control LAN port.
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Audio infout

B 5
v Ir |

PRI1A//LAN1B/

PRI 1B LAN 1A

2. Ensure that a second LAN cable is connected to the LAN 1A port. These
two cables are necessary to run the LAN diagnostic tests on the installed
IPN cards.

3. Connect the ISDN Loopback cable that comes with the unit to the PRI /4
and PRI 1B ports on the MGC-25 unit. This is necessary to run the ISDN
Loop Test on the IPN card.

LAN 1A port
PRI 1A port

PRI 1B pol

LAN cable

ISDN Loopback cable

Figure D-1: ISDN Loopback Cable Connected to PRI 1A and PRI 1B Ports on the
Back of the MGC-25
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To connect the LAN cable to an MGC-50 unit:

1. Ensure that the Control LAN cable is connected to the RJ 45 Connector
port.

2. Connect a LAN cable to the /O port of any installed [P+ card. This is
necessary to run the diagnostic tests on the installed IP+ cards. There is
no ISDN Loop test on an MGC-50 or MGC-100.

Slot A Main Control

Module Cover

Insert LAN cable
to 1/0 port

10 Card

Fuse

Main Switch

AC Inlet — RJ45 — Fan J

Connector

To connect the LAN cable to an MGC-100 unit:

1. Ensure that the Control LAN cable is connected to the RJ 45 Connector
port.
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2. Connect a LAN cable to the /O port on the back of any IP+ card to be
tested.

Insert LAN cable to 1/0 port

Slot A

RsS232
Connectors

m

Network Main Control

Connectors _|_|_|_ Module Cover

Main Switch
and Circuit Breaker

AC Inlet J Dry Contacts /RJ4SCcnnector —/

Running the Tests at the MCU Level

Fan —

To run the diagnostic tests:

testing, so connect the ISDN Loopback and LAN cables to the MCU before
running the tests. For more details, see “Connecting the LAN and ISDN
Loopback cables” on page D-15.

% The LAN test and the ISDN Loop test are automatically run at the MCU level

1. Connect to all the MCUs that must be tested.

2. In the Test Options box, select the test mode. For a detailed description
of the three modes, see “Test Options Box™ on page D-11.

For a description of how to connect the LAN or ISDN Loopback cables,
see “Connecting the LAN and ISDN Loopback cables” on page D-15.

Atthe MCU level, the LAN test is automatically run and therefore, the IP
Test fields must be filled in. For a detailed description of the IP Test
fields, see “IP Test Box™ on page D-11.

3. Select a test mode in the 7est Options box. For a description of the test
selection options, see “Test Selection” on page D-11.
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4. Click the Run button. The test results appear in the Test Results pane as
the tests occur. For a detailed description of the Test Results pane, see
“Test Results Pane” on page D-12.

Running Tests at the Card Level

Once you are connected to an MCU, you can expand the MCU tree to display
its cards. This enables you to run the diagnostic tests on individual cards
without having to run the test series on all the cards that are installed. You can
set multiple tests to run at once, but they will run serially rather than
simultaneously.

To run diagnostic tests on cards:

When you run the diagnostic tests on a specific card, all available tests are
performed on that card.

If you run a LAN test on an IP+ or IPN card, or an ISDN Loop test on an
IPN card, you must connect the ISDN Loopback or LAN cables to the
MCU before you run the diagnostic tests. For a description of how to
connect the LAN or ISDN Loopback cables, see “Connecting the LAN and
ISDN Loopback cables” on page D-15.

1. Inthe Browser pane, expand the selected MCU tree.

2. Select the cards to test.

3. Inthe Test Options box, select the test mode. For a detailed description of
the three modes, see “Test Selection” on page D-11.

4. Ifyou have an IP or IPN card installed on your MCU, one of the tests
that is run is the LAN test. To complete the LAN test, you must fill in the
1P Test fields. For a description of completing the /P Test fields, see “IP
Test Box” on page D-11.

5. Click the Run button

The test results appear in the Test Results pane. For a detailed description
of the Test Summary pane, see “Test Results Pane” on page D-12.
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Running Tests at the Unit Level

The card unit tests are usually run by Polycom personnel.

an IPN card, you must connect the ISDN Loopback or LAN cables to the
MCU before you run the diagnostic tests. For a description of how to
connect the LAN or ISDN Loopback cables, see “Connecting the LAN and
ISDN Loopback cables” on page D-15.

: § If you run a LAN test on an I[P+ or IPN card units, or an ISDN Loop test on

To run diagnostic tests on card units:
1. In the Browser pane, expand the selected MCU tree.

2. In the Test Options box, select the test mode. For a detailed description
of the three modes, see “Test Selection” on page D-11.

Expand the Card tree to display its units.

4. Select the card unit on which the diagnostic tests are to be performed.
The Test Selection window displays the available tests for that card.

=1ojx|
MCU Log Help

5 1-D5F = Test Options
i e ( I~ Loon Test o I Quick Test ‘

"% 4-DSP

i 5. DSp Test Selection
-4 B-DSP sl
s 7-DSP 1P Test

= [ clock
-2 8-DSP
i'fma M iocal_memory 1P Address

11 slot4 [ neighbor TN I—
157 Sl 5 (UDID+48/6) ] tem e

0-CM O ful_memaory Default Gateway:

=t

45 3-DSP Run Stop
-5 4-DSP

% 6. Dop Test Riesuls

i

7
i 8-Dep Card [ Unk [ Test | Status | Tirme Left_|
i3

1 5lot 6 (IP+48)
5 0-CM
i 1-proct Detalk:
i 2-pioc2
a7 3-proc3
-3 4-pioct

I slot 7

AL St = Save Detaile Save Summan
0 [ — I

No Details

5. Inthe Test Selection window select the diagnostic tests to be performed.

6. Ifyou have an IP or IPN card installed on your MCU, one of the tests
that is run is the LAN test. To complete the LAN test, you must fill in the
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1P Test fields. For a description of completing the /P Test fields, see “IP
Test Box™ on page D-11.

7. Click Run.

The test results appear in the Test Results pane. For a detailed description
of the Test Summary pane, see “Test Results Pane” on page D-12.

Post Testing Procedure for MGC-25 Units

+  After all the tests have been completed on an MGC-25 unit, remove the
ISDN Loopback cable.

To save the table that is displayed in the Tests Results window to the
Falcon Logs folder:

*  In the Test Results pane, click the Save Summary button. The log is
named using the MCU name, Slot ID, Card name, Unit, Processor and
Word summary.

To save the faults details as they appear in the Details box:

+  After the tests are completed, click the Save Details button in the Test
Results pane.

The Test Results, Faults and Summaries are saved together with the Log files
in the folder designated for that purpose when the Log file path was set. These
files can be sent to support personnel to help them understand any problems
with the hardware that may appear after the diagnostics are run.

The test results appear dynamically in the Test Results pane as the tests run.

Whenever you connect to an MCU, a new log file is started. All Falcon
functions are saved to a log file. The Log option in the main menu enables
you to define the location of the folder where the log files are sent. You can
restrict the logs to record only detected faults discovered during a diagnostic
test. These log files can be sent to your System Administrator to help resolve
any problems that might occur. In addition, any Test Results or Test
Summaries are sent to the folder in which the log files are stored.

If you save Only Faults in the Log menu, files with just the faults discovered
in the test results will be available in the log file folder. Otherwise, all the
results are recorded.
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To set the Log file path:
1. Inthe Log menu, click Set Log File Path.
A browser opens to set the log file path.
2. Select the Folder to store the log files and click OK.

Browse For Folder 2x|
|2 Common Files ;I

|2 ComPlus Applications
|2 Inkernet Explorer
| Jasc Software Inc
|2) Messenger
=l [ MGC Manager ver 6.0
I ADSI Setup
) Database
|2 FalconHelp_files
) FalconLogs LI

Make Mew Folder | o4 I Zancel |

To filter the log file to list only the test faults:
*  Inthe Log menu, click Only Faults.

Disconnecting from the Falcon Diagnostic Tool
Disconnecting from the Falcon diagnostic tool resets the MCU and puts it
back into Normal mode. If the MCU is not connecting properly in the MGC

Manager Application, this option is a good way to restore the connection.
This is also the recommended way to close the Falcon tool.
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To disconnect from the Falcon diagnostic tool:

1. Right-click the MCU icon and then select Disconnect. Alternatively, on
the MCU menu, click Disconnect.

Conneck

Reset ML
Remaywe MCU
Properties...

A pop-up window appears prompting you to confirm the selection.

Falon x|

1 "_\ Disconneck MCU Marketing MGCS0 7
L

oK I Cancel |

2. Click OK.

The MCU disconnects from the Falcon diagnostic tool and is reset. At
the end of the reset, the MCU status is restored to Normal mode.

D-23



Appendix D: The Falcon Diagnostic Tool

Test Glossary

The following Test Glossary describes the terms used in the diagnostic tests in
the table: “Diagnostic Tests” on page D-3.

Table D-5: Diagnostic Test Terms

Test Term Description

BCOD An FPGA unit on the Video+ card.

CMm Card Manager

DSP Digital Signal Processor, a special type of

programmable co-processor, designed for
performing the mathematics used for
manipulating different types of information
in the Audio+ card.

FPGA Field-Programmable Gate Array, a type of
programmable logic chip.

PCI Peripheral Component Interconnect, a 64-
bit bus, though it is usually implemented as
a 32-bit bus.

Proc Processor.

QIFI An FPGA unit on the Audio+ card.

TDM Time Division Multiplexing, a type of

combination of multiple signals (analog or
digital) for transmission over a single line or
media that combines data streams by
assigning each stream a different time slot
in a set.
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Examples

The following is an example of the Log File Report as it might appear after
you run the Falcon diagnostic tool. Note that the log file lists initiation and
end of tests that were run.

Example Log Report

02/05/2005 15:30:00,937: *** Falcon Log File Created, version 1
02/05/2005 15:30:00,937: *** For MCU: 172.22.175.171

02/05/2005 15:30:()0[937: khkkhkhkkhkhkhkhkhkkhkhkhhkhhkhkhkhkhkhhhhkhhkhkhkhkhkhhhhkxk
02/05/2005 15:30:00,937: *** Logged Messages Filter: All Messages
02/05/2005 15:30:00,947: Test Engine started

02/05/2005

02/05/2005

02/05/2005

02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005

15:30:00,957: Falcon: level -g

Connection established with MCU

15:30:00,967: Falcon: mgc_diag YES

Disconnected from MCU

15:30:27,596: MCU Connected!

Connection re-established with MCU

15:30:27,606: Falcon: level -g
15:30:27,736: Falcon: am 1
15:30:27,746: Falcon: am
15:30:27,756: Falcon: am
15:30:27,776: Falcon: am
15:30:27,786: Falcon: am
15:30:27,806: Falcon: am
15:30:27,816: Falcon: am
15:30:27,826: Falcon: am
15:30:27,846: Falcon: am 10 0 diag.gettestlist.service

diag.gettestlist.service
diag.gettestlist.service
diag.gettestlist.service
diag.gettestlist.service
diag.gettestlist.service
diag.gettestlist.service
diag.gettestlist.service

W g9 0 U W N
O O O O o o ©o o

diag.gettestlist.service

15:30:27,856: Falcon: am 11 0 diag.gettestlist.service
15:30:27,866: Falcon: am 12 0 diag.gettestlist.service
15:31:27,743: Falcon: am 1
15:31:27,753: Falcon: am
15:31:27,773: Falcon: am
15:31:27,783: Falcon: am
15:31:27,793: Falcon: am
15:31:27,803: Falcon: am
15:31:27,823: Falcon: am
15:31:27,833: Falcon: am 9
15:31:27,843: Falcon: am 10 0 diag.gettestlist.service

diag.gettestlist.service
diag.gettestlist.service
diag.gettestlist.service
diag.gettestlist.service
diag.gettestlist.service

diag.gettestlist.service

<N o0 Uk WN

diag.gettestlist.service

O O o O o o o o

diag.gettestlist.service

15:31:27,863: Falcon: am 11 0 diag.gettestlist.service
15:31:27,873: Falcon: am 12 0 diag.gettestlist.service

(no filter)
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Falcon requests the cards to send a list of tests to
run

02/05/2005 15:31:31,328: MCU:
settestlist.Audio+15.7.CM.0.pci.655444.tdm.19660887.qifi.655444 . memory.393224
4 .END

The Audio+ card responds to the request from the
Falcon diagnostic tool. Slot: 75.7 Unit: CMO Test
Name: PC/ Test Flag: 655444 Test Name: TDM
Test Flag: 19660887 Test Name: qifi Test Flag:
655444 Test Name: memory Test Flag: 3932244
End of test for this card slot.

02/05/2005 15:31:31,338: MCU:
settestlist.Audio+15.12.CM.0.pci.655444.tdm.19660887.qifi.655444 . memory.39322
44 .END

02/05/2005 15:31:31,338: MCU: startdiag.MuxPlus.4.END
02/05/2005 15:31:31,398: MCU: startdiag.MuxPlus.5.END

Falcon requests list of tests to run on the MUX+
card (slots 4 and 5).

02/05/2005 15:31:31,398: MCU:
settestlist.MuxPlus.4.CM.0.local_ memory.23593045.1an.3932213.END

02/05/2005 15:31:31,398: MCU:
settestlist.MuxPlus.5.CM.0.local_memory.23593045.1an.3932213.END

Response from MUX+ cards, slots 4 and 5
indicating the tests to run (local memory and lan
tests).

02/05/2005 15:31:31,408: MCU:
settestlist.MuxPlus.4.proc4.4.clock.3932180.1local memory.7864412.neighbor.393
2245.tdm.7864342.full_memory.23593037.END
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The MUX+ card responds to the Falcon
diagnostic tool. Unit: proc 4.4 Test Name: clock
Test Flag: 3932780 Test Name: local memory
Test Flag: 7864412 Test Name: neighbor Test
Flag: 3932245 Test Name: {dm Test Flag:
7864342 Test Name: full memory Test Flag:
2359037 End of response.

02/05/2005 15:31:32,39: MCU:
settestlist.Audio+15.7.DSP.1.memory.39321692.clock.655444 .END

The Audio+ card responds to the request from the
Falcon diagnostic tool. Slot: 715.7 Processor: DSP
Test Name: memory Test Flag: 393271692 Test
Name: clock Test Flag: 19660887 Test Name: qifi
Test Flag: 655444 End of test for this card slot.

02/05/2005 15:31:32,169: MCU:
settestlist.MuxPlus.4.procl.l.clock.3932180.local_memory.7864412.neighbor.393
2245.tdm.7864342.full _memory.39321677.END

02/05/2005 15:31:32,179: MCU:
settestlist.MuxPlus.5.procl.1l.clock.3932180.1local memory.7864412.neighbor.393
2245.tdm.7864342.full _memory.39321677.END

The MUX+ card responds to the request from the
Falcon diagnostic tool. Slot: 5 Unit: proc 1.1 Test
Name: clock Test Flag: 3932180 Test Name: /ocal
memory Test Flag: 7864412 Test Name: neighbor
Test Flag: 3932245 Test Name: fdm Test Flag:
7864342 Test Name: full memory Test Flag:
39321677 End of test for this card slot.

02/05/2005 15:32:21,441: MCU:
settestlist.IpPlus.2.CM.0.local_memory.19660885.END

02/05/2005 15:32:21,551: MCU:
settestlist.IpPlus.3.CM.0.local_memory.19660885.END

02/05/2005 15:32:21,561: MCU:
settestlist.IpPlus.2.procl.l.clock.3932180.local_memory.7864412.neighbor.3932
245.1an.3932277.full_memory.39321677.END

02/05/2005 15:32:21,561: MCU:
settestlist.IpPlus.3.procl.l.clock.3932180.local memory.7864412.neighbor.3932
245.1an.3932277.full_memory.39321677.END

02/05/2005 15:32:21,561: MCU:
settestlist.IpPlus.9.CM.0.local_memory.19660885.END

02/05/2005 15:32:21,561: MCU:
settestlist.IpPlus.9.procl.l.clock.3932180.local_memory.7864412.neighbor.3932
245.1an.3932277.full_memory.39321677.END
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The IP+ card responds to the request from the
Falcon diagnostic tool. Slot: 9 Unit: proc 1 Test
Name: clock Test Flag: 3932180 Test Name:
local memory Test Flag: 7864412 Test Name:
neighbor Test Flag: 3932245 Test Name: /an
Test Flag: 393277 Test Name: full memory Test
Flag: 39321677 End of test for this car slot.

02/05/2005 15:32:27,740: Falcon: am 1 0 diag.gettestlist.service
02/05/2005 15:32:27,810: Falcon: am 6 0 diag.gettestlist.service
02/05/2005 15:32:27,850: Falcon: am 10 0 diag.gettestlist.service
02/05/2005 15:32:27,850: MCU:

Additional Falcon requests from the cards to send
a list of tests to run

settestlist.IpPlus.2.proc2.2.clock.3932180.local_memory.7864412.neighbor.3932
245.tdm.7864342.full_memory.19660877.END

02/05/2005 15:32:27,850: MCU:

The IP+ card responds to the request from the
Falcon diagnostic tool. Slot: 2 Unit: proc 2 Test
Name: clock Test Flag: 3932180 Test Name: local
memory Test Flag: 7864412 Test Name: neighbor
Test Flag: 3932245 Test Name: fdm Test Flag:
7864342 Test Name: full memory Test Flag:
19660877 End of test for this card slot.

02/05/2005 15:32:27,900: MCU:
settestlist.Video+.1.CM.0.pci.655444.tdm.2621527.bcod.655444 . memory.3932244.f
lash.39321676.END

02/05/2005 15:32:28,120: MCU:
settestlist.Video+.1.DSP.1.memory.1310804.clock.1966161.END

02/05/2005 15:32:28,130: MCU:

The Video+ card responds to the request from the
Falcon diagnostic tool. Slot: 7 Processor: DSP 1
Test Name: memory Test Flag: 1310804 Test
Name: clock Test Flag: 1966161 End of test for this
card slot.

02/05/2005 15:32:31,355: Falcon: am 4 0 diag.starttestreqg.clock.1.39534.0.0
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02/05/2005
02/05/2005
02/05/2005
02/05/2005

02/05/2005 15:33:28,458:

02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005

02/05/2005

02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005

Falcon starting clock test.

15:
15:
15:
15:

32:
33:
33:
33:

31,465:
27,807:
27,847:
27,947:

MCU:
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starttestind.39534.END

Falcon: am 6 0 diag.gettestlist.service

Falcon: am 10 0 diag.gettestlist.service
finishtestind.39534.pass.END

MCU:

Falcon finishing clock test.

Falcon: am 4 0
diag.starttestreqg.local_memory.1.39535.0.0

Falcon starting local memory test.

15:
15:
15:
15:
15:
15:
15:

33

33:
33:

33

33:
34:
34:

:28,648:
44,501:
44,511:
:44,511:
44,511:
27,814:
27,844:

MCU:
MCU:
MCU:
MCU:
MCU:

starttestind.39535.END

keepalive.
keepalive.
keepalive.
keepalive.

Falcon: am 6 0

39535.
39535.
39535.
39535.

END
END
END
END

diag.gettestlist.service

Falcon: am 10 0 diag.gettestlist.service

Additional Falcon requests from the cards to send

a list of tests to run

15:35:21,792:

Falcon: am 12 0 diag.

Falcon starting pci test.

15:
15:
15:
15:
15:
15:
15:
15:
15:
15:
15:

35:
35:
35:
35:
35:
35:

35

35:
35:
35:
35:

22,923:
22,923:
22,923:
22,933:
22,933:
22,933:
122,943 :
22,943:
22,943:
22,943:
22,953:

MCU:
MCU:
MCU:
MCU:
MCU:
MCU:
MCU:
MCU:
MCU:
MCU:
MCU:

keepalive.
keepalive.
keepalive.
keepalive.
keepalive.
keepalive.
keepalive.
keepalive.
keepalive.
keepalive.
keepalive.

39535.
39535.
39535.
39535.
39535.
39535.
39535.
39535.
39535.
39535.
39535.

starttestreq.pci.0.39536.1.0

END
END
END
END
END
END
END
END
END
END
END
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02/05/2005 15:35:22,953: MCU: finishtestind.39535.pass.END

Falcon finishing local memory (39535) test.

02/05/2005 15:35:22,953: MCU: starttestind.39536.END
02/05/2005 15:35:22,963: MCU: finishtestind.39536.pass.END
02/05/2005 15:35:22,963: MCU: starttestind.39536.END
02/05/2005 15:35:22,963: MCU: finishtestind.39536.pass.END
02/05/2005 15:35:22,973: MCU: starttestind.39536.END
02/05/2005 15:35:22,973: MCU: finishtestind.39536.pass.END

Falcon running pci (39536) test.

02/05/2005 15:35:23,624: Error: Timeout expired for getting 'Start Test'
indication(MCU: 172.22.175.171 (172.22.175.171), Slot: 4-MUX+40, Unit: 1-
procl, Test: local_memory)

Fault in local memory test on MUX+ card Unit:
proc 1

02/05/2005 15:35:23,624: Falcon: am 4 0 diag.starttestreq.neighbor.1.39537.0.0

Falcon starting neighbor test.

02/05/2005 15:35:27,810: VIDEO+8 Deleted (Failed to receive card test list!)
02/05/2005 15:35:27,851: VIDEO+8 Deleted (Failed to receive card test list!)

02/05/2005 15:35:29,843: MCU: starttestind.39537.END
02/05/2005 15:35:29,853: MCU: finishtestind.39537.pass.END

Falcon finishing neighbor (39537) test.

02/05/2005 15:35:29,853: MCU: starttestind.39536.END
02/05/2005 15:35:29,853: MCU: finishtestind.39536.pass.END
02/05/2005 15:35:29,853: MCU: starttestind.39536.END
02/05/2005 15:35:29,863: MCU: finishtestind.39536.pass.END
02/05/2005 15:35:29,863: MCU: starttestind.39536.END
02/05/2005 15:35:29,863: MCU: finishtestind.39536.pass.END
02/05/2005 15:35:29,873: MCU: starttestind.39536.END
02/05/2005 15:35:29,873: MCU: finishtestind.39536.pass.END
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02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005

02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005

15:
15:
15:
15:
15:
15:
15:

15

15:
15:
15:

35:
35:
35:

35
35

35:
35:
:35:
35:
35:
35:

29,883:
29,883:
29,883:
:29,893:
:29,893:
31,846:
31,846:
31,856:
31,856:
33,849:
33,859:

MCU:
MCU:
MCU:
MCU:
MCU:
MCU:
MCU:
MCU:
MCU:
MCU:
MCU:
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starttestind.39536.END

starttestind.39536.END

starttestind.39536.END

starttestind.39536.END

starttestind.39536.END

starttestind.39536.END

Falcon running pci (39536) test.

15:
15:
15:
15:
15:
15:
15:
15:

35:
35:
35:

35

indication (MCU:
procl, Test: neighbor)

02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005
02/05/2005

59,6:
59,6:
59,6:

:59,16:
35:
35:
36:
36:

59,937
59,947
00,878
01,389

MCU:
MCU:
MCU:
MCU:
: MCU
: MCU
: MCU

: Error: Timeout expired for getting
172.22.175.171 (172.22.175.171), Slot:

starttestind.39536.END

finishtestind.39536.pass.

finishtestind.39536.pass.

finishtestind.39536.pass.

finishtestind.39536.pass.

finishtestind.39536.pass.

END

END

END

END

END

finishtestind.39536.pass.END

starttestind.39536.END

finishtestind.39536.pass.

: starttestind.39536.END

END

: finishtestind.39536.pass.END

: starttestind.39536.END

Falcon detected error in MUX+ card Unit: proc 1
Test: antilabor.

15:
15:
15:
15:
15:
15:
15:
15:
15:
15:
15:
15:
15:
15:
15:
15:
15:
15:
15:
15:

36
36

37

:52,2:

:52,12:
36:
36:
36:
36:
36:
36:
36:
36:
36:
36:
36:
36:
36:
36:
37:
37:
:01,35:
37:

53,14:
53,14:
54,5:

54,15:
55,17:
55,17:
56,18:
56,18:
57,20:
57,30:
58,21:
58,31:
59,23:
59,33:
00,24:
00,44:

01,45:

MCU:
MCU:
MCU:
MCU:

MCU:
MCU:
MCU:
MCU:
MCU:

MCU:
MCU:
MCU:
MCU:

starttestind.39536.END

finishtestind.39536.pass.

starttestind.39536.END

finishtestind.39536.pass.

starttestind.39536.END

finishtestind.39536.pass.

starttestind.39536.END

finishtestind.39536.pass.

starttestind.39536.END

finishtestind.39536.pass.

starttestind.39536.END

finishtestind.39536.pass.

starttestind.39536.END

finishtestind.39536.pass.

starttestind.39536.END

finishtestind.39536.pass.

starttestind.39536.END

finishtestind.39536.pass.

starttestind.39536.END

finishtestind.39536.pass.

END

END

END

END

END

END

END

END

END

END

'Start Test'
4-MUX+40,

Unit: 1-
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02/05/2005
02/05/2005

02/05/2005
02/05/2005

02/05/2005

15:37:02,37: MCU: starttestind.39536.END
15:37:02,37: MCU: finishtestind.39536.pass.END

Falcon running pci (39536) test.

15:37:02,568: Falcon: am 12 0 diag.stoptestreqg.0.39536
15:37:02,738: MCU: stoptestind.39536.END

Falcon stopping pci test.

15:48:40,648: Falcon: mcpu_reset

Falcon resets MCU.



Appendix E: IP Network
Components

Conferencing with H.323 and SIP endpoints requires the presence of various
components in the IP environment. Several components are common to both
H.323 and SIP connections and others are unique to H.323 or SIP.

The following table lists the components required for conferencing using IP
endpoints, indicating their relevancy to H.323 and SIP:

Table E-1: IP Network List of Components and Logical Entities

Name H.323 SIP
MCU with IP card(s) Required Required
Subnet Mask Required Required
DHCP Optional Optional
DNS Optional Optional
Host Name Required Required
Default Router Required Required
Static Routes Optional Optional
NAT Traversal Optional Optional
Gateways Optional Optional
Gatekeepers Optional N/A
(recommended)

H.323 endpoints Required N/A

SIP endpoints (User N/A Required
Agents)
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Table E-1: IP Network List of Components and Logical Entities

Name H.323 SIP

SIP Servers—general | N/A Optional

Registrar N/A Optional
(recommended)

MCU with IP card(s)

H.323 SIP

Required Required

The MCU includes IP+ cards that perform the network functions, such as
signaling and capabilities exchange for conferencing. Each IP card has a LAN
port that is assigned an IP address, a subnet mask, a default router and static
routes. For SIP sessions, this entity is considered to be a special type of User
Agent and a mixing component (‘media mixer’). For conferences that include
SIP participants, IP+ cards from version 4.23 and above are required. For
H.323-only conferences, IP (12 or 24) cards are sufficient.

Subnet Mask

H.323 SIP

Required Required

The IP address of a device in the LAN network is represented by bits with
values between 0 - 255, grouped in four components. The Subnet Mask
indicates which of the address components in the IP address of a device
identify the network and which identify the host on that network. A subnet
component value of 255 indicates that the corresponding IP component
identifies the network, while any number between 0 to 254 indicates that the
corresponding IP component identifies the host on the network. The Subnet
Mask of a device allows other devices communicating with that device to
identify whether the device is on the same network or on another network and
whether a router is required to reach that device.
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DHCP
H.323 SIP
Optional Optional

Short for Dynamic Host Configuration Protocol, a protocol for assigning
dynamic IP addresses to devices on a network. DHCP allows an IP device to
download configuration information upon initialization. For general IP
conferencing, the DHCP is used to answer queries from all the network
entities it manages, such as subnet masks, default routers, DNS Servers, SIP
servers, gatekeeper, static routes, and the MCU IP cards.

The IP devices must be registered with the DHCP using their host name to
enable the DHCP to manage the assignment of IP address to the devices in the
organization’s network.

Usually, the DHCP server automatically recognizes the MAC address of the
IP cards installed in the MCU, and will try to allocate the same IP address
each time the IP card registers with the DHCP.

Once the IP card is assigned an IP address by the DHCP, it registers also with
the gatekeeper using the alias and the IP address it was assigned by the
DHCP. The IP address of the IP card can also be assigned manually, even if a
DHCEP is being used for IP address management.

In H.323 conferencing, the DHCP provides the gatekeeper IP address.
In SIP conferencing, the DHCP provides the SIP server IP address.

DNS Server

H.323 SIP

Optional Optional

DNS—Domain Name System—is a method for assigning names to
computers on the Internet. These names are pseudonyms for the computers’
real IP addresses and provide easy to remember and meaningful names for IP
addresses. DNS servers are used to translate domain names or host names into
IP addresses. The domain names and IP addresses are distributed throughout
the Internet between DNS servers. Queries are directed to a DNS server. The
DNS server may be able to provide the IP address itself immediately, or else it
will forward the query to a hierarchy of other servers to retrieve the IP
address.
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The DNS Domain name is defined manually in the DNS server. The same
domain name must be entered also in the IP Network Service defined in the
MGC Manager.

All the devices register with the DNS automatically or manually. The IP
Network Service enables you to define the IP card host name, which allows
automatic registration with the DNS server. You can also manually define the
IP cards in the DNS server itself. The IP card can then be pinged using the
host name.

For H.323 conferencing:

«  The gatekeeper registers with the DNS using its host name enabling its
auto discovery.

»  The server used for detection of the external addresses for NAT
Traversal, registers with the DNS using its host name.

In SIP conferencing, the DNS server is used for:
« Registering the SIP servers using their host name.

« RFC2543 Session Initiation Protocol (SIP): Locating SIP servers
automatically.

«  Participant definition in the MGC Manager using the participant name
only, while the DNS server automatically adds the local domain name to
form the user SIP address (in the format user name@domain name).

Host Name
H.323 SIP
Required Required

Each network device is assigned an IP address and a host name. The host
name is usually used for registration with the DHCP for dynamic address
allocation. The device also registers with the DNS server using the host name
and the IP address it was allocated by the DHCP.
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Router
H.323 SIP
Required Required

A router is a device that allows the communication between devices located
on different subnetworks. Network devices transmit packets to the default
router when the destination IP address is on a different subnetwork and no
static route is configured.

Static Routes

H.323 SIP

Optional Optional

A static route defines the router to be used to access another subnetwork.
When a network device transmits packets to another device on a different
subnetwork, it checks whether a static route is defined.

NAT Traversal
H.323 SIP
Optional Optional

NAT Traversal (Network Address Translation) is an application used by
firewalls to allow multiple devices located in a local (referred to also as
private) network to share a small number of public IP addresses. The devices
in the local network use IP addresses that are unique only to the local
network. The NAT application maps the local IP addresses with the public IP
addresses. The mapping can be either dynamic or static. Static mapping is
when a device behind the firewall has a permanent public IP address mapped
to its internal (local) IP address. Dynamic mapping is when a public IP
address from the available public addresses is mapped to the internal address
of a device that needs to communicate across the firewall for the session
duration.
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With multimedia protocols, including H.323 and SIP, the local IP addresses
embedded in the packet payload are not routable in public networks. NAT
Traversal enables un-routable private addresses to be replaced with public,
routable ones in the packet payload, so that the media packets can find their
way through networks (both public and private) to reach the client devices.

Gateways
H.323 SIP
Optional Optional

A gateway is a device that converts data from the format required for one type
of network to the format required for another, such as H.320 and H.323 or
SIP. Gateways are optional in an IP (H.323 or SIP) network if the network
does not include connections to other network types such as ISDN. A
gateway enables point-to-point multimedia calls, involving only two
endpoints using different signaling and media protocols, while an MCU
enables multipoint conferencing (three endpoints or more). The MGC unit
can be configured to include gateway functionality.

Gatekeepers
H.323 SIP
Optional N/A
(Recommended)

To comply with H.323 standard, gatekeepers must perform two main
functions:

«  Translation of alias addresses of endpoints, MCUs and gateways to IP
addresses

«  Bandwidth management

H.323 endpoints register with the gatekeeper at startup. When they register
they provide the gatekeeper with their IP address and a list of aliases by which
they are known to other devices. The gatekeeper maintains a database of
devices in the network that are active at any time.
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When one endpoint calls another endpoint using only its alias, the gatekeeper
is queried for the IP address of the destination endpoint. In addition, the
destination endpoint requests the permission to use the required bandwidth.
When the call ends, both endpoints send a notification to the gatekeeper,
which in turn releases the bandwidth to other uses.

To perform these two main functions, the gatekeeper collects and maintains
information about the conferencing activity on the network. This information
is also used for other gatekeeper functions, such as, routing, monitoring,
billing, and more.

The gatekeeper can be incorporated in the MCU, or it can be an external,
separate device. The MGC unit works with an external gatekeeper. Each zone
on the LAN includes only one gatekeeper.

H.323 Endpoints

H.323 SIP

Required N/A

H.323 endpoints must support voice communications. Video and data are
optional. H.323 endpoints must also support:

«  RAS (Registration Admission Status), which is a signaling protocol used
to communicate between endpoints and the gatekeeper

e Q.931 for call signaling and call setup

e H.245 for session control to negotiate media capabilities and logical
channel usage

»  RTP/RTCP for delivery and control of audio and video streams
SIP Endpoints (User Agents)

H.323 SIP

N/A Required

SIP enabled end-devices, are usually application programs that send SIP
requests, such as a PC with headset attachment or SIP phone. User Agents
(UA) must be capable of establishing and terminating a media session with
another User Agent. UAs should be capable of supporting both UDP and TCP
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although it is not required; support of SDP (Session Description Protocol) for
media description is. A SIP User Agent contains both a client application
(User Agent client, UAC) and a server application (User Agent server, UAS).
UAC:s originate requests and UASs originate responses to requests.

SIP Server

H.323 SIP
N/A Optional
(Recommended)

A SIP server is a server that provides routing functionality; it is an
intermediary that receives SIP messages and forwards them. Most SIP servers
support both TCP and UDP since they provide services to User Agents that
can use either type of protocol. The SIP server includes a registrar with a
proxy server or a registrar with a redirect server. Currently, the MGC MCU
supports only a registrar with a proxy server. These logical entities are usually
located on the same server.

SIP servers fulfills three main functions:

«  Proxy services—Deliver packets to their correct destinations. Each
network has a proxy(ies) that is an administration entity for the
incoming/outgoing traffic.

« Registration—L.ist the aliases of SIP entities with their associated IP
addresses.

«  Presence—Some proxies provide presence tracking of registered aliases/
participants. Similar to ‘Buddy lists” from instant messaging
applications, this feature allows checking of whether the invited aliases
are online and available, or not.

SIP Proxy
H.323 SIP
N/A Optional
(Recommended)

The SIP proxy server is a logical entity that is part of the SIP server. The SIP
proxy facilitates endpoints locating and contacting each other, but it can drop
out of the signaling path as soon as it no longer adds any value to the

exchange. It transfers only signaling messages while the media messages are
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transferred directly between the User Agents. SIP User Agents in most cases
use URIs (Uniform Resource Identifiers) to contact each other. The SIP
proxy, retrieves the current location of the invited endpoint. It then proceeds
to insert the location in the Invite and forward the Invite to its final
destination.

The SIP proxy can also function as an Outbound proxy. All messages from
the MCU and Registrar are sent to the Outbound proxy, which forwards them
to their destination according to the address included in the message header.

It should be noted that proxy servers do not initiate sessions, but forward the
Invites from parties that are allowed to do so.

Registrar (Registration Server)

H.323 SIP
N/A Optional
(Recommended)

A registrar is logical entity that is part of the SIP server. User agents (UAS)
upon initialization and at periodic intervals send Register messages to the
registrar. The registrar accepts these Register messages and associates the
UA’s URI, e.g. sip:dan@polycom.com, with the device this UA is currently
logged on. The registrar writes this association, also called ‘binding’, to a
database (Location Server), which is accessed by other SIP servers in the
same administrative domain to locate registered UAs. One URI can be
assigned to several IP addresses, so if a user is away, another device can be
used for connection.

The registration server is typically co-located with either a proxy or redirect
server.

Redirect Server

H.323 SIP

N/A Optional

A redirect server is logical entity that is part of the SIP server. A redirect
server is a SIP server that responds by providing the current address of the
requested endpoint which is retrieved from the location service database.
Unlike the proxy which actually inserts the final destination’s address in the
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To: header field and forwards it, the redirect server only answers with the
information—it does not forward the request to the correct address. The
initiating party then uses the information provided by the redirect server to
reissue its Invite directly to the correct address.

Location Server

H.323 SIP
N/A Optional
(recommended)

A location server is a server installed with an abstract service known as a
location service, which provides the address bindings for a particular domain
of User Agents to the devices they are logged on to. The information stored
and retrieved from the location service to/from the proxy or registrar is
transferred via a non-SIP protocol.


http://www.polycom-moscow.ru
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